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Per Addendum 3 the second paragraph under important notice has been 
replaced with amended language. 

State of Nebraska (State Purchasing Bureau) 
REQUEST FOR PROPOSAL FOR CONTRACTUAL 
SERVICES FORM 

SOLICITATION NUMBER RELEASE DATE 
RFP 5289 Z1 

RETURN TO: 
State Purchasing Bureau 
1526 K street, Suite 130 
Lincoln, Nebraska 68508 
Phone: 402-471-6500 
Fax· 402-471-2089 

April 11, 2016 
OPENING DA TE AND TIME PROCUREMENT CONTACT 

June 21, 2016 2:00 p.m. Central Time Robert Thompson / Nancy Storant 
. . 

nus form 1s part of the specification package and must be signed m ink and returned, along with proposal documents, by the opening 
date and time specified. 

PLEASE READ CAREFULLY! 
SCOPE OF SERVICE 

The State of Nebraska, Administrative Services (AS), Materiel Division, state Purchasing Bureau. is issuing this Request for Proposal, 
RFP Number 5289 Z1 for the purpose of selecting a qualified contractor to provide Inmate Calling Services. 

Written questions are due no later than April 21 , 2016, and should be submitted via e-mail to as.materielpurchaslng@nebraska.gov 
Written questions may also be sent by facsimile to (402) 471-2089. 

A Pre-Proposal Conference and Site Visits with mandatory attendance will be held on May 2, 3, 4, and 5, 2016 at the times and 
locations listened in the schedule of events. 

Bidder should submit one (1) original of the entire proposal. Proposals must be submitted by the proposal due date and time. 

PROPOSALS MUST MEET THE REQUIREMENTS OUTLINED IN THIS REQUEST FOR PROPOSAL TO BE CONSIDERED VALID. 
PROPOSALS WILL BE REJECTED IF NOT IN COMPLIANCE WITH THESE REQUIREMENTS. 

1. Sealed proposals must be received in state Purchasing Bureau by the date and tlme of proposal opening per the schedule of 
events. No late proposals will be accepted. No electronic, e-mail, fax, voice, or telephone proposals will be accepted. 

2. This form "REQUEST FOR PROPOSAL FOR CONTRACTUAL SERVICES" MUST be manually signed, in ink, and returned by the 
proposal opening date and time along with bidder's proposal and any other requirements as specified in the Request for Proposal 
in order for a bidder's proposal to be evaluated. 

3. It is the responsibility of the bidder to check the website for all information relevant to this solicitation to include addenda and/or 
amendments issued prior to the opening date. Website address is as follows: httpJ/das.nebraska.gov/materieVpurchasing.html 

IMPORTANT NOTICE: Pursuant to Neb. Rev. Stat. § 84-602.02, all state contracts in effect as of January 1. 2014, and all contracts 
entered into thereafter, will be posted to a public website. Beginning July 1, 2014, all contracts will be posted to a public website 
managed by the Department of Administrative Services. 

In addition. all responses to Requests for Proposals will be posted to the Department of Administrative Services public website. The 
public posting will indude figures, illustrations, photographs, charts, or other supplementary material. Proprietary information identified 
and marked according to state law is exempt from posting. To exempt proprietary information you must submit a written showing that 
the release of the information would give an advantage to named business competitor(s) and show that the named business 
competitor(s) will gain a demonstrated advantage by disdosure of information. The mere assertion that information is proprietary is 
sufficient. (Attorney General Opinion No. 92068, April 27, 1992) The agency will then determine if the interests served by nondisclosure 
outweigh any public purpose served by disdosure. Cost proposals will not be considered proprietary. 

To facilitate such public postings, the state of Nebraska reserves a royalty-free, nonexdusive, and irrevocable right to copy, reproduce, 
publish, post to a website, or otherwise use any contract or response to this RFP for any purpose, and to authorize others to use the 
documents. Any individual or entity awarded a contract, or Who submits a response to this RFP, specifically waives any copyright or 
other protection the contract or response to the RFP may have; and, acknowledge that they have the ability and authority to enter into 
such waiver. This reservation and waiver is a prerequisite for submitting a response to this RFP and award of the contract. Failure to 
agree to the reservation and waiver of protection will result in the response to the RFP being non-conforming and rejected. 

Any entity awarded a contract or submitting a RFP agrees not to sue, file a daim, or make a demand of any kind, and will indemnify, 
hold, and save harmless the State and its employees, volunteers, agents, and its elected and appointed officials from and against any 
and au claims. liens. demands, damages, liability, actions, causes of action. losses, judgments, costs. and expenses of every nature. 
induding investigation costs and expenses, settlement costs. and attorney fees and expenses ("the claims"), sustained or asserted 
against the State. arising out of, resulting from, or attributable to the posting of contracts. RFPs and related documents. 
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BIDDER MUST COMPLETE THE FOLLOWING 

By signing this Request for Proposal for Contractual Services form. the bidder guarantees compliance with the provisions stated in this 
Request for Proposal, agrees to the terms and conditions unless otherwise agreed to (see Section Ill) and certifies that bidder 
maintains a drug free work place environment. 

Per Nebraska's Transparency in Government Procurement Act. Neb. Rev Stat § 73-603 DAS is required to collect statistical infoonation 
regarding the number of contracts awarded to Nebraska Contractors. This information is for statistical purposes only and wiU not be 
considered for contract award purposes. 

N/A NEBRASKA CONTRACTOR AFFIDAVIT: Bidder hereby attests that bidder is a Nebraska Contractor. MNebraska COntracto(' 
shall mean any bidder Who has maintained a bona fide place of business and at least one employee within this state for at least the six 
(6) months immediately preceding the posting date of this RFP. 

NI A I hereby certify that I am a Resident disabled veteran or business located in a designated enterprise zone in accordance 
With Neb. Rev. Stal§ 73-107 and wish to have preference. if applicable, considered in the award of this contract. 

FIRM: Securus Technologies, Inc. 
COMPLETE ADDRESS: 14651 Dallas Park-way, Suite 600, Dallas, TX 75254 
TELEPHONE NUMBER: 972-277-0300 FAX NUMBER: _9_7_2_-_27_7_-_05_1_4 _____________ _ 

SIGNATURE: ,M ~ DATE: __ t,_ ._I_C-_•___;_I _&., ________ _ 

TYPED NAME & TITLE OF SIGNER: --"--R"'""o""""b""""e..C..rt"-'E=-.-'p'-'j~ck-'-'r""'""'en'"'"'s'""'",...c.p....c.r""""es'"""i""'"'d"'"'e1'-'-1t-'---------------------

ii SPB RFP Revised: 01/29/2016 
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June 21, 2016 

Robert Thompson/Nancy Storant 

State Purchasing Bureau 

1526 K Street, Suite 130 

Lincoln, NE 68508 

RE: Request for Proposal 528921 Inmate camng Services 

Dear Mr. Thompson/Ms. Storant, 

Securus Techno logies, Inc. (Securus) appreciates the opportunity to submit our response to 

the Stat e of Nebraska Department of Correctional Se rvi ces (NDCS) Request for Proposal for 

Inmate Ca lling Services. We were pr ivileged to have had the opportunity to submit our 

respo nse to the previous RFP w hich was subsequent ly cancelled. After considerable 

research and fo llow up, we have created an e 1en better response that reflects new 

technology and recent FCC req ui rem ents. We ack owledge and accept the terms and 

co nd itions in thi s RFP. 

Securus believes you w il l fi nd t hat our response is des igned to best meet the immediat e 

and long term goa ls of the NDCS and reflect ne , , requ irement s since the release of your 

last RFP. Based on information from the Nebraska procurem ent department, our 

understanding is t hat the previous RFP w as cance lled .... o allow vendors to propose 

ad itional t echnology in response t o nevv t ech I gy requirements in this revised RFP. 

Securus' Secure Ca ll Platform (SCP) inmate t eleph e system offers a comprehensive su ite 

of proven secu rity and investigative too ls, incl ding o r Locat ion Based Services (LBS) 

Investigator Pro ca ll player, our continuous oice identifi cation biometric and our ICER 

inmat e t o inmate commun ica tion detection (o ly availab le from Securus), which meets or 

exceeds t he revised base line req ui rem ents of t e FP. We have also proposed a broad 

suite of optional products and services, in addition o the base li ne offering, that are only 

available from Securus. 

Our SCP inmate ca ll ing system has been successf lly inst all ed and is currently being used 

at som e of the largest State Departm ent of Corrections fac ili t ies in the nation, including 

the states of Flori da, Louis iana, Missouri, New ~exico, Illi no is, Pennsylvania, Connecticut 

and Arkansas. All of which are exce llent references for SCP, our account management and 

our insta llation services, as we ll as, other proposed servi ces. 

SECURUS Technologies 7 



We are pro ud to serve over 3,450 correctional faci lities actively using our proposed SCP 

system and are pro ud to say t hat in March of this year we com pleted, over t his very same 

SCP system, an industry record 30 million inmate and audio and video calls processed 

over the largest vo ice over internet protocol (VoIP) inmate calling platform in t he world . 

That is a testament to t he sca lab ili ty of our proposed systems and to t he expertise of our 

person nel. 

Our Research and Developm ent commitment cont inues to grow as we provide three t o 

fou r major software releases each year, at no cost to our customers to ensure our SCP 

inst all ati ons remain current with t he lat est technology adva ncements. These software 

releases ensure that you are provided the latest in technology deve lopment throughout 

the life of the contract. 

Beyond just tel ephone systems, Securu s' is pro posing additi onal t echno logy to deliver 

unique effici encies to th e NDCS staff vi a our state-of-the-a rt Automated Information 

Servi ces (AIS). AI S is a Interactive Voice Response (IVR) softw are th at all ows the DOC to put 

information at the fingertips of both famili es and inmates, while automating as much as 80 

percent to 90 percent of the incoming informationa l and inquiry telephone call s that take 

attention away from more important ta sks. 

Importantly, Securus has very recently focused investment and our talent on creating the 

very best investigative services platform in the indu st ry. Our proposal for the NDCS 

includes our ICER inmate to inmate voice detection capability that will alert the NDCS when 

and inmate is speaking to another inmate via three-way calling or other methods. We are 

also offering a comprehensive call monitoring and forensic services program that can assist 

your in 1estigators in analyzing calls in the event of an emergency situat ion and ass ist by 

extracting data from confiscated cell phones. The data from the cell phones will likely 

illustrate susp icions patterns of communication and uncover criminal activity that is 

occurring using those phones. 

The Securus proposal also includes, at the baseline offe,~ing our Location Based Service 

(LBS) whi ch will assist in 1estigators by providing the location of the cal led party cell phone 

and, provide the sta rt and end point of the conversat ion. Additionally, investigators will be 

able to set an alert to be notified wh en a specific cell phones enters a specific geograph ic 

area. A GEO fence can be created around facilities, known drug houses or any other area 

that is targeted for alert. When the cell phone enters the identified area, investigators will 

be g iven an immed iate alert and can locate the phone for further action. 

By se lecting Securus, the NDCS is partnering with a company that (1) has been in business 

for more than 29 years, (2) is the largest inmate telecom provide,~ in the United States 

(based on fac iliti es served), (3) develops its own software, builds its own system s, and is 

responsible for the maintenance of its equipment, and (4) has the integration and 

experience necessary to manage extensive and compl ex partnersh ips which may result 

from this RFP, (5) will continue to invest in the NDCS and provide new technologies 

throughout the li fe of the contract. 
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Importantly, it 's the only thing we do, we exist to serve and connect and to provide you with 
the important tools you need to work smarter and more efficiently. 

In fact, Securus is committed to making certain that we can deliver the proposed herein 
prior to your final decision, that we extend an invitation to our State-of-the-art Technology 
Center, located in Dallas, TX, to view the proposed system and associate technologies 
alongside every other product and capability we own. 

Representatives from the State of Nebraska are invited to attend one of several technology 
symposiums that are currently being scheduled, or even request a specific, customized visit 
to the Center to see what Securus is all about and compare us to our competitors. As part 
of this RFP response, Securus will offer to accept the burden of all costs for members of the 
State of Nebraska RFP committee to visit the Technology Center to evaluate all that we 
have to offer. We also recommend that the State of Nebraska requests the same invitation 
from all participating vendors and compare the commitment levels of your potential 
partners. 

Inmates and the fam ily members of inmates will be offered multiple call ing options and will 
receive the very best service in the industry through our Dallas-based customer ca ll center. 
We currently staff in-house approximately 150+ trained and qualified customer se rvice 
representatives to handle customer concerns so your facilit ies will not have to do so. This is 
a very sign ifi ca nt differentiator in our industry. By using our own ca ll center 
representatives, Securus can provide high quality, and live customer service. Additionally, 
we have a sepa,~ate techni cal support function designed for your faci lit ies to address any 
technical issues that may arise that are of concern at the fac ility level. 

Securus will also pro ride a dedicated link to our Securus website on the ebraska DOC 
website so that friend s and family members who visit your site and have immed iate access 
to all services provided by Securus on behalf of the Nebraska DOC. 

The Securus solution v ill be managed 100 percent by Securus and the syste proposed 
has been designed, developed and deployed by our own employees. The Securus Team 
that will be dedicated to the NDCS is made up of individuals with extensive experience 
within the telecom and inmate telephone service industry. Mr. Ste re Cadv ell, I lational 
Sales Manager - DOC and Mr. Steve Viefhaus, Sales Vice President Department of 
Corrections, have in excess of 35 combined years within the industry and will serve as the 
NDCS's main po ints of contact and will have overall program overs ight and management. 

Securus not on ly provides the best technical so lutions and client services, rve also have a 
very successful record in increasing our DOC cl ients calli ng vo lumes tvithout increas ing 
costs to the community; vve expect to do the same for the NDCS. 
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Our solution will meet and exceed each of the requirements as requested by the NDCS and 
we thank you for your consideration and look forward to the opportunity to provide a 
demonstration of our capabilities for the Nebraska Department of Correctional Services. 

Sincerely, 

Robert E. Pickens 
President 
Securus Technologies, Inc. 
14651 Dallas Parkway, Suite 600 
Dallas, Texas 75254 
BPickens@securustechnologies.com 
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Combining tech ology, re iability, serv~ce and PEOPLE to meet the 
needs of Correct·ons in the State of Nebraska ... 

The Opportunity and Challenge 

Combining a careful revie rv f yo r FP requ irements from the previous RFP, requirements 

from this RFP and w ith inform otio lea r ed over the past years meeting and working with 

representatives of the Nebraska Depart ent of Corrections Services (NDCS), Securus has 

created a custom ized so lution to meet YOUR spedfic needs. As a ,result, we hope you find 

that our proposal demonstra es t at v,e have done our due diligence in an effort to 

understand your un ique needs a d at e same time, provide you with technologies that 

are accepted best practices t hro ug ut t e corrections indust1ry and specifically at the DOC 

level. 

This is a time of unprecede ted cha ge in the corrections and law enforcement industtry 

segments. Substantial impact from FCC ruli ngs, massive technological developments that 

drive new solutions and creative b ndli ng of services have created a huge challenge for 

those in purchasing, ind ividua ls on t he evaluation committee and those who will ultimately 

select your vendor. !t has been challenging for vendors as well. Vendor companies have 

had to decide vvhNe they wi ll foe s i t his technology driven evolution from simple inmate 

call ing to a broad range of in ate c unications and big data analysis. 

SECURUS Technologies 12 



In some cases companies have merged. In other situations, companies have sold their 
technology to be integrated into fully hosted, fully integrated solutions. Still others have sat 
on the sidelines waiting for FCC rulings and guidelines. 

With recent FCC and court rulings beginning to redefine the financial and technological 
parameters in which we can operate, differentiation between vendors is becoming 
increasingly evident. As a result of th is sea change in our industry, it is more important 
than ever to se lect a vendor that will partner with the Nebraska Department of Correctional 
Services. A vendor that will cont inue to invest in new technologies and will be open an 
honest with you about how recent and future changes, likely to be mandated by the FCC 
and State Governments will impact the NDCS. There is a major difference between a 
vendor and a partner. Partners have engaging and frequent discuss ions with you regarding 
how industry changes will affect the existing contractual arrangement but only partners 
proactively look for win-win outcomes when regulatory changes and cha llenges require 
substantial revisions to existing agreements. 

We are proud to say Securus has been proactive in address ing, developing and purchas ing 
new technologies that address our client's pain points and deliver new so lutions that until 
now have not been available from a single industry vendor but are now coming to forefront 
as a result of regulatory challenges. We have seized the opportunity to deliver long needed 
technology to the corrections and law enfo,,.cement industry that have, unti l recently, been 
out of reach of most DOC's and requiri ng multiple procurements. These new technologies 
address critical needs in the areas of limited staffing issues, the proliferation of contraband 
cell phones in prisons, the need for forensic cell phone data extraction, increasing incidents 
of PIN swapp ing using sophisticated three-way calling and IP phone techniques, increased 
volume of inmate to inmate communication from within prison walls, huge rise in illegal 
activity being conducted via inmate phones by inmates from inside prisons, new emphasis 
on the need to de li 1er key rogram s that educate inmates and the need to address 
recidivism through increased communication between inmate and family and friends. 
Securus has heard you and Securus has taken action! 

First, Securns has been at the forefront of both the FCC efforts to understand the industry 
better and in purchasing, integrating and offering new technology to our clients. 

Securus serves all custo ers from a single, Securus-owned technology platform built from 
the ground up. \Ne devel ped features and functionality included in our SCP calling system 
based on requests from c rrectional and law enforcement professiona ls. We heard our 
customers, created a user experience based on their feedback, and we manage, enhance 
and service it using the best service program in the industry. Most othet· providers do not 
own and service the ir platf rm (a very important differentiating fact) and/or they have 
purchased other compa nies platforms and deployed them under their logo. When a 
company outsources their ent ire platform, there is inherently a dilution of accountability 
and service. 
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We believe it is important to own and maintain our own internally developed 
communications platform so that we can quickly respond to customer requests without 
depending on a third party. We lead the market in ava ilab le features today, and we are 
continuously developing more. In fact, over the last three years and in direct response to 
our clients expressed requirements, we have invested over $457,000,000 to purchase new 
technologies. Interestingly, since August 15, 2008; the date your current contract was 
signed with your current provider; Securus has invested over $670,000,000 in acqu iring 
new technology and have delivered it to our existing cl ients. How does your current 
provider compare? Have they delivered new techno logy to the NDCS over the course of the 
contract period? As one recent new Securus customer com mented during a 
demonstration by their incumbent provide r; "it shouldn't be a m ind blowing demonstration 
from our current provider! Why am I just now see ing all these new technologies from you!" 
We agree, you deserve a vendor that will continua lly invest in new technologies needed by 
the NDCS throughout the life of the contract. 

This proposal conta ins unparalleled investigative features and options that ca nnot be 
provided by any other provider, including technology that will provide the NDCS with the 
identifi cation of ca lls placed to ce llu lar te lephones from inmate phones, as well as, the 
location of the ce ll ular telephone receiving the ca ll and even identification of all inmates on 
a call whether occurri ng inside your pri so ns or even between an inmate within your 
facilities speaking with a fo rme r inmate now rel eased. 

When combined with the effici encies of our Investigator Pro call player and the most 
outstanding cu stom er service organization, including the only 100 percent U.S.-based 
customer call center in the industry, it is indisputable that the Securus proposal provides 
the most technology, owned by Securus, and the most comprehensive set of investigative 
tools available in the market today. To gain the greatest possible benefit from the inmate 
telephone system and thi s procurement, may we suggest you consider four key factors as 
major requirements for a successful procu,,ement: 

1. Comprehensive and proven investigative capabilities, with excellent OC references, of 
the proposed solution 

2. Optional Technology and services that are currently deployed in the industty 

3. Quality, experience and depth of the proposed account management, se,vice and 
support organization 

4. Experience, financial viability, commitment to the industrJ" capital expense expenditures 
and stability and reputation of th e vendor 

5. The commitment and ability to ''future proof" the technology for the Nebraska DOC. 

The challenge for the State is to sel ect the best combination of products and services that 
addresses your unique needs and also offers the most effective package of technology, 
servi ce and support, experience and can be counted on to eliver on commitments and 
promises. 
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The Investigative Capabilities of the Proposed Solution 
Securus is the industry leader in invest igative so lutions: so lutions that aren't just 
technologically impressive, but specifica lly focused on tools that increase productivity and 
efficiency across Corrections and Law Enforcement agencies and proven in real li fe 
deployment. Many of the available tools described in this proposal are investigative 
features that are either designed by or exclus ive to, Securus. Anchored by the number one 
in mate telephone system (SCP) in the industry, our platform delivers the only investigative 
data analys is too l owned by and designed fo r a top inmate t elephone provi der, (THREADS), 
and the first-of-i t s-kind service for determ in ing the location of ce ll phones, called Location 
Based Services (LBS). We have also included a voice biometri c fun cti onal ity in our basel ine 
offer t hat provides NDCS investigators with our industry leading continuous voice 
identificat~on solution, Investigator Pro, which provides the Nebraska DOC Investigators 
with the most powerful tool availab le in the market to increase their effectiveness and 
effic iency. Combined, this creates a unique, powerful, complete suite for investigators and 
administrators to manage and track inmate commu nication activity. 

Optional Services Overview 

Our proposal al so includes as an option the most effective vvay to address the issue of 
cont,~aband cell phones that are currently plaguing s me of your faciliti es. On eof the 
Securus options is the deployment of a Securu s Manage Access System (MAS) at one of 
your locations. Thi s unique Securus solution will ad ress he issue of contraband cell 
phones in your fa cility by creating a cell detection and ce ll signal management system that 
will discretely attra ct the signal of any cell phone atte p i g to com unicate rvith ce ll 
towers in the area. The signal will be captured in the M Sand can be add ressed in a 
number of ways based on NDCS policy. The syste ,,ill captu re all ce ll signa ls in the area 
and will be updated as the cellular technolog, evo! res ,er the life of the contract to 
ensure a. long term effective solution. Alternati ely, or perhaps in add ition to the 
deployment of the Securus Managed Access Solu io , , ,e a ,e i eluded in our 
Miscellaneous Products and Services options pricing ass cioted rvith the purchase of 
Ce ll sense mobile cell detection towers that detects ce ll p nes, rveapons and other illicit 
materials, bringing a new level of security to your fac iltty. 

As another way of addressing illicit acitivity within r fac ilities, v,e have also included in 
our proposal, a unique and very powerful optiona l ca ll nitoring service, offered only by 
Securus, that has been proven to increase investigat rs productivity and keep them 
focused on actionabl e intelligence. It is also highly effecti ,e in ass isting investigators in 
acute situations such as finding intelligence during and after isturbances and suspected 
ill egal activity at facilities. Others have tried to imitate this so lution since Securus first 
deployed it in 2011 at the specific request of the Missouri OC. Our monitoring services are 
proven and effective and have been in operation for o ,er fi ,e yea rs with impressive results 
that are documented and available for your considerati 
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This monitoring service, cu rrently being used very effectively by the Misso uri DOC, uses 

tra ined co rrections professiona ls to confidentially mon itor massive amounts of inmate's 

calls in a compressed time fra m e to fin d information and provid e actionable intell igence 

from those calls back to invest igators . 

This process frees up investigators t ime listening to mundane inmate calls yet still provides 

the intelligence embedded in many of these calls to investigators. We propose to mon itor 

five (5) percent of all NDCS completed ca lls which ca n be adjusted annually depending on 

tot al call volume and NDCS priorities. 

In add ition to the call monito ring functionality described above, w e have also included in 

t his option, our powerfu l ce ll phone forensic se rvi ces that will provide your investigators 

with t he abil ity to extract data from confi scated cell phones by simply send ing t hem in t he 

secure and uncompro mising packaging provided by Securus to our fo rens ic laboratory fo r 

immediate extraction and analysis. This effort typically takes less than t hree days and our 

lab will return a full report on the data content of the confiscated phone. We wi ll also loa d 

th e data in our THREADS investigative softv are and provide a written report of the data 

analyzed to NDCS investigators. 

Our proposal al so included tablets for inmates as an option. Tablets are fa st becoming the 

most secure and effi cient means to provide te lepho e servi ce, secure information and 

limited entertainment and educational conte t to i a .... es in DOCs across the country. 

However, tablet deployment and the associate Sec r s net\ ,ark connectivity and inmate 

calling from tablets requires experi ence and in rest e by the providing vendor. Don't be 

fooled by promises and "freeb ies". Tab let ep l y e t ust be a strategic offering that is 

complimentary to your adm inistrative policies,, I sive f investigative services to track 

usage and participation and flex ible to be epl 1e w en and where you require over the 

life of the contract. The Securus tab let pr p so l ,as been carefu lly crafted to cons ider each 

of these elements specific to the 1 ebraska OC ero i gen ti ronment. You will find our 

optional tablet deployment program utilizes o r fa ii~ of 5 tab lets from our subs idiary 

JPay and includes the necessary net Nork s ccessf lly 'ep loy and secure the tablets and 

provide inmate calling on each tablet. Tablets vvill ro ri et e same calling security as a 

traditional wall phone; and, all ca ll s \N ill be rec r 'ed. JPc has been providing tablets and 

other product and services to the corrections i ' stry for years and no other vendor can 

match the proven track record of security ands ccess ... ey have enjoyed in corrections. 

In add ition to our tablet deployment progra r p sa l, Amendment Nine provided 

vendors with the opportunity to propose ot er miscellaneous products and services that 

have an associate cost and unit of measure iffere t han inmate calling. In thi s portion of 

our proposal we include pricing for Jpay a ern e cational content on tablets and other 

key products and services that w ill become val able ' .r ing the li fe of the agreement. Other 

miscellaneous products and services include i eo visitation, video grams, email, ebooks 

and grievance. These services can be de livered t inmates on tablets and inmate kiosks 

depending on the type of service. 
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We also include critical money transfer services in our proposal and provide the associated 
pricing based on amount of dollars deposited. Finally, we include the Jpay Mastercard 
release card in our proposal to address the need to assist your staff in efficiently providing 
released inmates with their trust account balance upon departure from your custody. 

The Quality of the Proposed Service and Support 
Organization 

11Service 11 is the most important word in the phrase 11 lnmate Telephone Service 1
'. It doesn't 

matter how many features and capabilities a vendor can provide if the service organization 
supporting those features doesn 1t keep them functioning. 

Securus has the largest dedica ted service organ ization in the industry backed by an 
infrastructure proven in maintaining almost flawless uptime. With a U.S. based call center 
servicing family and friends and the largest field service organization staffed by Securus 
employees, Securus is able to be a true partner and provide the highest level of se rvice and 
support ava ilable in the industry today. This proposal includes details about the Acco unt 
Team that is dedicated to the DCS, our Network Operation s Center (NOC), as well as our 
response to the specific RFP requirem ents regard ing service . 

Finally, a robu st list of references and referen ce letters from custome1·s across the nation 
provides you with a gli pse into the customer satisfaction level that you can expect when 
dealing with Securus. 

The Experience, Stability and Reputation of the Vendor 
Securus has been in business for ore than 29 years and is the largest inmate telecom 
provider in the United States ased on facilities served. We develop our own software, 
build our own systems and aintain r·esponsibility for the repair and maintenance of the 
equipment. In our ca ll center " e staff in-house approximately 150+ trained and qualified 
customer se rvice representoti ,es. This is a very significant differentiator in our industry. By 
using our own call center representatives that special ize in providing service only for 
friends and fam ily members f incarcerated inmates and a1·e dedicated so lely to the 
corrections industry, Secur scan provide high quality, live customer ser tice that reflects 
positively on our partner faci lities and DOC management. Importantly, we ha e two 
distinct customer service a ·eas. 

One for friends and fam ily described above and yet another dedicated group of technical 
professionals to provide technical customer service and support to our facility customers. 

Securus is currently provi i g se rvice to over 3,450 facil iti es using the proposed SCP 
platform. It is THE ONLY pla rm that Securus provides and maintains. Compare that to 
our competitors who have ul iple inmate calling platforms that must be continually 
upgraded, mainta ined and serviced. 
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Your current provider, as an example, operates the ICVM platform currently in place at 

your facilities and also supports the VAC system, the Lazerphone system and others. 

Similarly, Centuryllink/lCS operates the Enforcer platform as well as others provided by 

other vendors. In addition, Centurylink provides local exchange service, which is their core 

offering, and is their principal source of revenue in an industry that increasingly requires 

new investment in Corrections specific technology. 

In each of these instances, our competitors are challenged to split their support into 

different platforms and priorities. While in some instances this may work, for the Nebraska 

DOC this will result in inferior service and slow deployment of new technologies over the 

course of this contract. 

By operating one inmate calling platform that is fully owned, hosted and maintained by 

Securus; \f\te can provide a higher level of service to our clients, we can better train our 

maintenance and customer service personnel and we can do a better job of monitoring our 

systems health remotely. 

A single platform eliminates the need to first identify the operating platform when 

considering service requests. In corrections, time can be critical when it comes to providing 

commu nications. 

The Best "Partner of the Future" for Technology 
You cannot solve tomorrow1s problems with yesterday's technology. Securus invests heavily 

in our techn logy and will do so over the life of this ag,,eement. We constantly upgrade ou1· 

Secu re Com unications Platform. All customers benefit from each and e ,ery upgrade 

because oll customers use the same Secu,·us-owned platform. No Securus customer has to 

Nait f r the next contract period to receive an upgrade to our latest technology. In 

additi n, Ne have invested over $457M over the course of the last three years in 

purchasing ew -i-echnology that has been, or will soon be, integrated into our Securus Call 

Platf rm to make it even more effective for our cli ents. 

Sec rus ts a thought-leader in the evolution of technology for use in Corrections, ifs our 

only business. rte have designed, built, purchased 01· partnered-with the best technology 

so lutions a 1ailable Nith the purpose of providing our partner-customers v ith a holistic 

so lution to meet the ever-cha nging needs faced in Corrections every day. Securus has 

ensured that ur platform has stayed future proof by regularly reinvesting in its 

en hancement. We invest more than $100 million annually to improve the capab iliti es of our 

platform. To ensure our partner agencies a,·e never protecting their communities with 

obsolete systems. v e have always upgraded ou,, ex isting customers to our latest 

technology at no additional charge. 

SECURUS Technologies 18 



We have included THREADS and LBS in this proposal and these types of solutions will 
continue to be delivered to address this ever-changing market. In addition, Securus is 
including a unique Investigative services suite that includes effective call monitoring 
services, the Investigator Pro call player which was demonstrated to your investigative staff, 
continuous voice identification biometric and ICER inmate to inmate communication 
detection. 

Conclusion 
When you look at the five key factors of investigative capabilities, optional technology, 
service, experience, and future technology, we sincerely hope you come to one inescapable 
conclusion: the Securus solution centered on the Secure Call Platform and combined with 
all of the other Securus subsidiary and ancillary products and services is the best choice for 
the Nebraska Department of Correctional Services, now and into the future. We have been 
working hard over the course of the last few years to understand your unique environment 
because we really want to earn your business. We appreciate your cons ideration and look 
forward to building a long term, mutually beneficial relationship with the State of Nebraska. 
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a. BIDDER IDENTIFICATION AND 
INFORMATION 

The bidder must provide the full company or corporate name, address of the company's 
headquarters, entity organization {corporation, partnership, proprietorship}, state in which 
the bidder is incorporated or otherwise organized to do business, year in which the bidder 
first organized to do business and whether the name and form of organization has changed 
since first organized. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus Technologies, Inc. is a corporation headquartered in Dallas, Texas, the address is 
below. 

Securus Technologies, Inc. 
14651 Dallas Parkway, Suite 600 
Dallas, Texas 75254 

Company History 

Securus began in 1986 as an inmate telephone provi der. Over the cou rse of our history, it 
grew organi cally and through acq isit i ns to serve t housa nds of correctional fac ili t ies 
throughout the United States. 

Securus Tech nologies, Inc. , for erly E ,ere m Syst ems, Inc., was inco rporated August 22, 
1997 in t he State of De lavvare. 0 ,er he next several yea rs after incorpo ration, t he 
company acquired t he assets of se era I ther inmate telephone ser li ce provide rs, all of 
vvhich had been in the inmate telephone servi ce business between 5 to 12 yea rs. 

The re has been no disruption of o r parent co pa y since t his time and Secu1·us has bee n 
ope,-ating under its current a e since A gust 2, 201 0. 

T-Netix, Inc. began under the na e ele-r ~atic Co rporation, which was inco rporated under 
t he laws of t he State of Co lorado n Febr ary 6, 1987. In 1992, the company acqu ired eight 
affil iated compa nies in the inmate phone business as well as the inmate phone business 
assets of two othe r companies. In 1993, T- letix met the inmate fraud contro l challenge 
and was the first company to intr duce to the co1-rections marketplace t he ca pab ili ty t o 
detect a th ree-way ca ll. 

From its inception unt il July 1 92, - etix was prim arily engaged in design ing, 
manufacturing, marketing and se rvicing public payphones, includ ing pay te lephones for 
use in correctiona l fac ili t ies. In 1991 , the com pany began to focus on providing specialized 
telecommun ications services fort e in at e ca lling market as the resu lt of U.S. Justi ce 
Department mandates to prevent inmates from comm itting massive cred it ca rd fraud from 
prisons. 
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In 2004, Securus Technologies, Inc. (now known as Securus Technologies Holdings, Inc.) 
was created as the parent company of Evercom Systems, Inc. (now known as Securus 
Technologies, Inc.) and T-Netix, Inc. Securus' product lines are driven by an understanding 
of our customers' needs, derived from more than 29 years of hands-on teaming with 
partnering facilities. 

Our product offerings are a direct result of our commitment to technological excellence 
and our services are driven by our goal of providing outstanding customer service to 
correctional institutions, inmates and friends and family members of inmates. 

Today, Securus provides service to more than 3,450 correctional facilities nationwide, 
including locations operated by city, state, and federal authorities, juvenile detention 
centers, and private faci lities. We process over 1 million inmate calls PER DAY through the 
system that we have proposed for the Nebraska DOC. We are currently partnering with law 
enforcement across the country to extract data from confiscated wireless devices and 
expect to complete ana lysis on over 1,500 wireless units of all types by the end of 2016. 
We routinely increase the v lumes and minutes associated with inmate calling when we 
transition our customers from their existing provider to the Securus platform. 

Securus main locat ions are listed in Table 1 on the following page. 
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Table 1 

Facility Address City State Zip 
#of 

Office Type 
Employees 

14651 Dallas Parkway, Corporate Headquarters, IT Development, IT 
Princeton Suite 600 and 504 Dallas TX 75254 266 Operations 

Kel lway 3000 Kellway Drive Carrollton TX 75006 264 Call Center and Technical Support 

Technologies 
Center 3220 Keller Springs Carrollton TX 75006 14 Sales Demonstration Center 

1698 W. Hibiscus Blvd, 
Direct Hit Suite A Melbourne FL 32901 5 Software Development Office 

30 Lake Executive Park Public Safety - Technical support, project 
Archonix 105 Marlton NJ 08053 11 management and product management 

Jail Management Systems - Technical support, 
Archon ix 134G Market Place Blvd Knoxville TN 37922 10 project management and product management 

8425 Seasons Parkway EMR Sales - Technical support, project 
Archonix Suite 105 Woodbury MN 55125 11 management and product management 

Telerus 633 17th #1650 Denver co 80202 7 Software Development Office 

500 Morgan Blvd. 2nd 
Primon ics Floor Baie D'Urfe QC H9X 3V1 13 Software Development Office 

STOP Offices Corporate Office, Call Center and 
STOP 1212North Post Oak Houston TX 77055 70 manufacturing 

JLG Technologies 119 Herbert Street Framingham MA 01702 11 JLG Headquarters 

4900 University Square, 
Cel l Block Suite 10, Dept. C Huntsville AL 35816 4 Cel1Blox Offices 

SECURUS Technologies 23 



Facility Address City State Zip 
#of 

Office Type 
Employees 

10999 Reed Hartman Product programming, project management and 
Pamet Hwy, #321 Blue Ash OH 45242 1 support 

Product programming, project management and 
Pamet 1 Cabot Rd #220 Hudson MA 01749 7 support 

12864 Biscayne Blvd. 
JPay Suite 243 Miami FL 33181 227 Corporate Headquarters 

Guarded Exchange 2728 Plaza Drive, Suite B Jefferson City MO 65109 75 Corporate Headquarters 
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b. FINANCIAL STATEMENTS 
The bidder must provide financial statements applicable to the firm. If publicly held, the 
bidder must provide a copy of the corporation's most recent audited financial reports and 
statements, and the name, address, and telephone number of the fiscally responsible 
representative of the bidder's financial or banking organization. 

If the bidder is not a publicly held corporation, either the reports and statements required of 
a publicly held corporation, or a description of the organization, including size, longevity, 
client base, areas of specialization and expertise, and any other pertinent information, must 
be submitted in such a manner that proposal evaluators may reasonably formulate a 
determination about the stability and financial strength of the organization. Additionally, a 
non-publicly held firm must provide a banking reference. 

The bidder must disclose any and all judgments, pending or expected litigation, or other real 
or potential financial reversals, which might materially affect the viability or stability of the 
organization, or state that no such condition is known to exist. 

The State may elect to use a third-party to conduct credit checks as part of the corporate 
overview evaluation. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus Technologies, Inc. is a privately held corporation. A description of our organization, 
including size, longevity, client base, areas of specialization and expertise follows. Our 
banking reference is incl uded and we encourage the evaluation team to contact and ask 
pointed questions about our company and ho /1./ e compare to other vendors in the 
industry. 

Securus has never been in a better fnancial position than rt is today. O 1er the past 2 
years, Securus has spent more than $100 million dollars and devoted 300,000 an-hours 
developing our advanced network platform. We lead the industry in innovation Nith more 
than 240 patents issued and pend ing. 

Financial Stability that Matters to NCDS 

With industry leading financial performance, Securus is best positioned to continue to 
invest in technology and service to make sure the NDCS's inmate phone system continues 
to meet your needs both now and duri g the life of a fi e year contract and associated 
extensions. Securus is the on ly provider in he industry who can demonstrate the results of 
ongoing financial stability as indiated by our: 

Experience in the industry 

fnvestments we make ·n our techno[ogy, infrastructure, and people 

Profitabrnty, Cash Position and Financing Avarlable to Us 

Strong Financial Controls 
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Experience 

• 

• 

• 

Longevity: Securu s has been 

se rving the correctional indust ry 

fo r more than 29 years, 
demonstrating our commitment 

and ability to be your inmate 

telephone services provider now 

and for years to come. 

Size: Securus is the largest 

inmate te lecom company in the 

world, serving approximately 

• 
• 

• 
• 

Experience that Matters 
More than 29 years of experience 

3,450 facilities and more than 1 million 

inmates 

More than 2,200 SCP installations 

More than 1,200 trained Securus 

associates (no outsourcing) 

3,450 facilities in 47 States and more than 1 million inmates nationwide. 

Securus provides inmate communication services to 1,200 counties and 11 
DOC's across the country. 

We have also successfully insta ll ed our best-in-class Secure Call Platform (SCP) to 

over 2,200 customers and completed the migration of our customers to SCP in 

2013. \Ne have been able to do all this because of our long history of financial 

stability and financial backing by our investors. 

Based on ur past perf rmance, we can assure you that (1) we meet the 

co itments Ne m ake to our customers; (2) SCP is proven, and is the most 

techn ica lly ad ranced and Nidely accepted inmate calling platform in the industry; 

and (3) rve ha ,e pr ,e to many customers that SCP installations occur smoothly. 

• Securus' associates: Securus has invested more than any other provider to create 

aw rkforce f ap ro imate ly 1,200 trained Securus associates. More than 75 

pe1·cent f these ass ciates are customer-facing - meaning they are out in front of 

our cus o ers ossis·i g them with their needs. 

Our 150+ seat i -s reed customer call center ass ists the friends and fam ily 

members f i ates. Many of these associates are the most experienced in the 

industry - tenure a ' lovalty that are a direct result of Secu rus' stab ility. 
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Investments 

• 

• 

• 

• 

Long Term: Over the past 20 years, Securus has spent more than $100 million 
dollars and devoted 300,000 man-hours developing our advanced network 
platform. We lead the industry in 
innovation with more than 140 
patents. Our focus at developing and 
offering this new technology to you is 
to help you (1) safeguard your 
community by preventing and solving 
crimes; (2) increase revenue to you to 
fund your programs or· budget; and 
(3) improve your operations by 
enhancing your staff productivity. 

Ongoing: We consistently reinvest in 
our people, platforms, and products. 
Just last year, Securus committed 

ore than $22 million in incrementa l 

• 

• 

• 

• 

• 

Investments that Matter 
$1 OOM and 300k hours 
developing our Secure Call 
Platform 
More than 140 patents, 
approximately 90 pending. 
$22M invested in the past year to 
advance our technology. 
650 features, average of 50 new 
features offered yearly, and up to . 
4 automatic upgrades at no cost 
to you. 
$2M to build a US-based call 

spen ing to further enhance our center. 
industry leading capabiliti es . No 
co petitor can match our level of reinvestment. In fact, $22 million of annual 
capita l in es ent is more than most of our competitors' annual income. Securus 
in ests our earnings back into the business-back to you . 

More Features and Frequent Technology Upgrades: Securus has more than 650 
distinc , 2nd acti e SCP features, and we add 50 new features on average each year. 

hese feat res come standard with SCP and are at no cost to our customers. 
Bec2 se SCP uses a cehtralized architecture, features are available to you as soon 
as he , are ready. Our research tells us other providers have fewe1· features, and 
their infrastr cture prohibits them from automating feature upgrades. 

That ea s y u have to Na it- sometimes years-to receive other provider's newer 
techn I gy and the benefits that come with them. 

Support: In 2 09 and 2010 Securus invested $2 million building an in-sourced call 
center in Da llas, Texas to provide custome1·· service to friends and family members 

f i a es. ur 150+ seat call center employs Securus customer service 
represe ati es who are trained and managed by Securus management. 

Th is all ws us to provide your constituents with the best support in the industry. In 
contrast, there are providers who state their ability to provide 24/7 service, but 
t ese ro ti ers use either foreign or domestic out-sourced call centers that provide 
inferi rs port with frequent communication challenges. 
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Other com petitors clai m they have an adequate in-sourced call center but require 
customers to leave a number so a representative can call back later during normal 
business hours . 

Profitability 

• 

• 

• 
• 

• 

Cash: We have the best cash position in the industry, with more than $100 
million of available cash and financing 
available to us. This all ows us to directly 
support the needs of the NDCS unlike 
other competitors of Secu ru s tha t use 
their funding to pay dividends to their 
equ ity sponsors (owners). 

Leverage: Securus has the best debt
to-earnings ratio of large inmate 
telecommunications providers in the 
industry. This means we have a very 
strong capita l structure and ver-y low risk 
of default. 

• 

• 

• 
• 

Profitability that 
Matters 

$100 million of available cash 
and financing. 
Best debt-to-earnings ratio of 
similar providers. 
Strongest earnings. 
Strong financial backing. 

Earnings: Securus has the best earnings ratios in the industry . 

Backing: We have strong financial backing from our equity sponsor as well as 
ther large US-based lending institutions. 

Better Busrness Bureau: Securns has just been granted the A+ rating from the 
Better Business Bureau which recongizes our comm itment to friends and family 

er service. 

Strong Financial Controls Financial Controls that 
• Sarbanes-Oxley Section comp[fant: Serving 

s any correctional facilities requires 
Sec rus to ha e the best internal controls and 
processes in the industry. Securus is prnud to 
be the only inmate telecommunications 
pro 1ider in the U.S. who has been certified as 

• 

• 

Matter 
Sarbanes-Oxley compliant in 
2009 and 2010 
SOC-1 certified since 2009 

Sarbanes-Oxley Section 404 compliant. To attain Sarbanes-Oxl ey compliance 
requ ired an independent accounting and auditing firm to complete a 
co prehensive and in-depth evaluation and test of Securus' internal controls over 
financial reporting. 

The ur conditional audit opinion, or compliance, confirms that the company has 
effective controls and safeguards in place to manage its financial info,~mation. 
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Unlike our competitors w ho do not provide t ransparency or vigor in their fi na ncial 
reporting, our accomplish ment reinfo rces that our financia l statements provide the 
necessary depth and accu racy req uired for investors, rating agencies, and our 
correctional faci lities customers. 

• SOC-1 (formerly known as SAS-70 Type II) certi fied : Securus, unl ike any other 
provider in the industry, can also claim the distinction of atta ining SOC-1 
certification as well. During the past two years, Securus successfu lly completed an 
American Institute of Certified Public Accountants Statement on Au diti ng Standard s 
No. 70 (SAS 70) certification . 

This certification ind icates that an independent account ing and auditi ng f irm 
completed a comprehensive and in-depth eval uation and testi ng of Securu s' 
interna l controls and re lated activities. 

• The ce rtificat ion co nfi rms that the company has effective controls and safeguards 
in place to manage information and data belonging to its customers. Because 
inmate telecommunications providers, like Securus, need to insta ll and operate 
highly soph istica ted call management platforms and related services to meet the 
security and publi c safety needs of correct iona l fac ili ties, we need to be ab le to 
accurate ly process, manage, and co ntro l millions of ca ll reco rds and ca ll recordings 
for secu r ity and investigative purposes. A SOC-1 report reinforces to co rrectional 
fa cilities and their aud ito rs that Securus has the necessary co ntro ls in place to 
manage th is critical information. 

Securu s thrive s as an orga nization that is cr it ically focused on Correcti ons and Law 
Enfot·cement. Securus is organized to provide the broadest solution set in the ind us , to 
our cl ients . As a res ult vve foc us on four pri mary industry segments: Publi c Safety Solu i ns, 
Investigative Solutions, Correct ions Solutions and Monitoring Solutions. 

Th is is very unique in the industry as no other vendor has the resources, financial 
commitment and skill sets to deliver solutions to our clients in each of these subsets ·11h id 
directly affect our clients organizations. V'e feel it is very important to focus and isolate ur 
efforts in these areas because they are the oreas Nhere our clients need the most 
assistance and are areas that provide naturual synergies for our clients. For example, 
Securus provides THREADS analytica l soft f\/are and Invest igator Pro voice identifi ca t ion in 
our· Investigative So lution s segment while at t he same t ime providing our SecureVievv 
tablets and kiosk so lut ions through our Correct ions Solutions segment. This ensures that 
each so lution is fully integrated into our core inmate ca ll ing platform and works sea lessl 
w ith in our operating system and is easily integrated into you r legacy systems.This fu lly 
integrated so lution is cri t ical when provid ing our cli ents intelligence and invest igative 
information based on mutiple inmate act ivities that, when considered together, may 
provi de cr it ica l inte lligence to invest igators looking for ill ega l activi ty. Other providers 
cobbl e together subco ntractor solutions or even purchase our technology to be adde to 
their proposal s so they can compete. Ne own our technology, se rvi ce it all and pro i e 
constant technology updates throughout the contract period. 
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Of great significance to Securus is our motto that "We exist to serve and connect to make 
our world safe". 

These are not just words to Securus but an enduring commitment to do all we can to 
support corrections and deliver solutions that connect family and fr iends with inmates, in a 
safe and secure way but also help you make the world a safer place. But our comm itment 
extends beyond the bus iness of providing products and services. We also support the 
Corrections community. 

Correctional Officer Memorial Fund 

We are proud to say that we are the only company that has established a Co rrectional 
Officer Memorial Fund . When we rea lized there is no assistance program in the industry to 
provide financial assistance to the fam ily of fa llen Correctional Officers that die in the line 
of duty, we stepped up. The Securus Correctional Officers Fund provides the family of a a 
fallen Corrections Officer with one years salary in event of their death. We view our 
customers as our partners and we rigorous ly support their efforts to keep our 
communities safe. 

Securus Banking Reference: 

Jorge Bracero, Executive Director 
Treasury Sei-vices, Corporate Client Banking 
J.P. Morgan 
2200 Ross Avenue, 3rd Floor 
Dallas, TX 75201 
Tel: 214-965-31020 
Fax: 214-965-2153 

Please see the Securus Banking Reference letter from J. P. Morgan, our 2015 aud ited 
financial statements, the Dunn an ' Bra street report and BBB accreditation letters ar i g 
on the fo llowing page. 
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April 27. 2016 

RE: SN.'Ul'U'> Technologies Inc. 

Dear Sir or Madam: 

JPMorgan 

Jorgg Bracc::,ro 
E> QCUtlVP DirPctor 

Tr<,.>cisur~· Sgrv,ct>,. Corporn f · CliPnl Ban.king 

This letter is to confinn that JPMorgan Chase Bank. .A has maintained a banking relationship 
with Secmus Technologie . Inc. for more than ten years. Secm·us Technologies. Inc. is a client in 
·ery good standing with the firm. 

All of om· experience "ith Securus Technologies. Inc. has been satisfactory. We kt10\Y of no reason 
why they \\ ould not prm e responsible in nonnal busines commitments. 

Please do not hesitate to call me at +I (214) 965-3120 or send me an e-mail at 
jorge.bracero jpmorgan.com should you have any questions regarding this matter. 

Sincerely. 

:/ 
Jorge Bracero 

"The Information in this report is provided as an accommodation to the inquirer. This report and any infonnation provided in collllection 
therewith are furnished on the condition 1hat they are strictly confidential 1hat no liability or responsibili whatsoever in cOllllection 
herewith shall attach to this Banl. or any of its offioo"s., employees. or agents, that this report makes no representations m!arding the 
general condition of the subject, its management, or its [bis/her) future ability to JJJtt i1s (his.lher) obligations. llDd that any information 
provided is subject to change without notice.n 

2200 Ross Avenue, Floor 03, Dalla~ n 75201 ·2787 
Telephone: +1 214 965 3120 Fac:s1mlle: ;.1 214 965 2153 Mo 1le: +1 460 215 2772 1o1ge.bracero@1pmorgan.com 

.JPMo1gan Chase Bani-, fl.I-.. 

Secu ru s Aud ited Financial Statements fo r 201 5, the Dunn and Bradstreet report and BBB 
accreditat ion letter begin on the f !lowi ng page. 
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June 21, 2016 

State Purchasing Bu reau 
Attention: Robert Thompson/Nancy Stor ant 
1526 K Street, Suite 130 
Lincoln, NE 68508 

RE: RFP 528921 for Inmate Calling Services 

Dear Mr. Thompson/Ms. Storant, 

Per RFP requ irements, attached are the audited financial statements of Securus Technologies, Inc. 
("Securus"). Based on our strong record of financial success and stability, we have the utmost 
co nfidence in our ability to serve your facility. 

To provide you with further comfort regard ing our capabilities: 

1. Our past majority equity sponsors have all indicated that "Securus was the best managed 
company in the ir investment portfol io." Our executive team has worked together an average 
of eleven (11) years - we love what we do, we do th ings the right way and we will NOT let you 
down. 

2. Securus and our predecessor companies have been in bus iness for over 25 years. We 
currently have a B cred it rating from S&P and a B3 credit rating from Moody's with a stable 
outlook. 

3. We invest approximately two times more capital back into our bus iness than our largest 
competitor (GTL) in order to ensure that vve are on the leading edge of technology 
development for the corrections sector. We have created the la,,gest inmate calling platform 
that exists in the world carrying one of three of all outbound inmate calls in the entire United 
S ates. 

4. We pay comm1ss1ons promptly according to contractual terms, have never missed a 
payment while paying over 2,600 prisons and jails each month and have extensive software 
and accounting controls to ensure accurate commissions payments. 
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5. We are the only carrier in the industry that is Sarbanes-Oxley and SOC-1 compliant 
displaying good financial practices and controls. 

While Securus maintains a strong balance sheet and was solidly profitable in 2014 and 2015 (and 
remains so currently), you may question why our 2013 audited financial statements reflect negative 
net income. The short answer is that we restructured our balance sheet in early 2013, raised 
additional equity and refinanced costly debt. In a transaction that valued Securus at $640 million, 
ABRY Partners, a large and well-respected Boston private equity firm invested $168.5 million in cash 
equity to acquire 100% of Securus. As part of that transaction, we refinanced our debt with more 
flexible bank credit facilities and not only improved our interest rate but also gained additional 
flexibility and capacity to pursue strategic acquisitions. While these actions were overwhelmingly 
positive, they also necessitated incurring transaction costs as well as a large, one-time and non-cash 
charge against net income in 2013. 

If you have any questions or would like to discuss our financial results, please let me know. Our 
auditors are also available to answer any questions upon request, as is our CEO Richard A ("Rick") 
Smith. Depending upon the nature your questions, we are open to arranging discussion with ABRY 
and/or our lead bank Deutsche Bank as well. 

Thank you for considering Securus for your technology and communications needs. We are 
confident that if you choose us you will be happy with your decision and we look forward to the 
possibility of a long and prosperous relationsh ip. 

~e 
Ch ief Financial Officer 
Securus Technologies, In c. 
972-277-0449 
gboyd@securustechnologies .com 
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Securus 2015 Audited Financial Statements 

Independent Auditor's Report 

To the Board of Directors and Stockholders 
Securus Technologies Holdings, Inc. and Subsidiaries 
Dallas, Texas 

Report on the Financial Statements 

·-RS"A 
RSMUSLLP 

We have audited the accompanying consolidated financial statements of Securus Technologies Holdings, Inc_ and its 
Subsidiartes (the Company), which comprise the consolidated balance sheets as of December 31, 201 5 and 2014, 
and the related consolidated statements of operations. stockholder's equity and cash flows for the years then ended 
and the related notes to the consolidated financial statements. (collectively, financial statements}. 

Management's Responsibility for the Financial Statements 
Management is responsible for the preparation and fair presentation of these financial statements in accordance with 
accounting principles generally accepted in the United States of America; this includes the design, implementation, 
and maintenance of internal control relevant to the preparation and fair presentation of financial statements that are 
free from material misstatement, whether due to fraud or error. 

Auditor's Responsibility 
Our responsibility is to express an opinion on these financial statements based on our audits_ We conducted our 
audits in accordance with auditing standards generally accepted in the United States of America. Those standards 
require that we plan and perfonn the audit to obtain reasonable assurance about whether the financial statements are 
free from material misstatement. 

An audit involves perfonning procedures to obtain audit evidence about the amounts and disdosures in the financial 
statements. The procedures selected depend on the auditor's judgment. including the assessment of the risks of 
material misstatement of the financial statements, whether due to fraud or error_ In making those risk assessments, 
the auditor considers internal control relevant to the entity's preparation and fair presentation of the financial 
statements in order to design audit procedures that are appropriate in the circumstances. but not for the purpose of 
expressing an opinion on the effectiveness of the entity's internal control. Accordingly, we express no such opinion. 
An audit also includes evaluating the appropriateness of accounting policies used and the reasonableness of 
significant accounting estimates made by management, as well as evaluating the overall presentation of the financial 
statements. 

We believe that the audit evidence we have obtained is sufficient and appropriate to provide a basis for our audit 
opinion. 

Opinion 
In our opinion. the financial statements referred to above present fair1 • in all material respects. the financial position 
of Securus Technologies Holdings, Inc. and its subsidiaries as of December 31, 2015 and 2014, and the results of 
their operations and their cash nows for the years then ended in accordance with accounting principles generally 
accepted in the United States of America. 

Dallas, Texas 
March 25, 2016 

THE POWER OF BEING UNDERSTOOD 
AUDIT TAX I CONSULTING 

f, ,., llP t•t-\J ri,l""i""'l1r I m IK l.' 1rtrn ,r- • ,111,,, '"l .. ,.,...,..,-,.n, •t ... ,~ '11 hm" \,, , .. .n, ~-rro.,t,41111·11 ,.,f11n,1 cn .... :\"°'OF- .I.I ,ti ~,n.1 

Fo fl nfr n,~,1ir,. 
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Securus Technologies Holdings, Inc. and Subsidiaries 

Consolidated Balance Sheets 
December 31 , 2015 and 2014 
(Dollars in thousands, except per share amounts) 

ASSETS 2015 2014 

Current assets: 
Cash and cash equivalents $ 6,202 $ 2,063 
Restricted cash 7,789 4 ,114 
Account receivable, net 33,341 28,259 
Inventory 4,224 
Prepaid expenses 15 532 8,870 
Current deferred income taxes 11 ,292 9125 

Total current assets 78,380 52,431 

Property and equipment, net 68,518 39,197 
Intangibles and other assets, net 494,167 390,094 
Goodwill 6361377 423130 

Total assets $ 1!2771442 $ 904 852 

LIABILITIES AND STOCKHOLDER'S EQUITY 

Current liabilities: 
Accounts payable $ 19,137 $ 14,347 
Accrued liabilities 76,611 32,011 
Deferred revenue and customer advances 25,322 19,449 
Current portion of long-term debt 61300 4250 

Total current liabilities 127,370 70,057 

Deferred income taxes 74,684 67,363 
Long-term debt 774,041 562,544 
Other long-term liabilities 46,306 9779 

Total liabilities 1,022,401 709 743 

Commitments and contingencies 

Stockholder's equity: 
Common stock, $0.01 stated value at December 31, 2015 

and 2014; 1,000 shares authorized, issued and 
outstanding at December 31 , 2015 and 2014 

Additional paid-in capital 254,208 197,794 
Retained earnings (accumulated deficit) 833 {2.685} 

Total stockholder's equity 255,041 195 109 

Total liabilities and stockholder's equity $ 1.277.442 $ 904 852 

See Notes to Consolidated Financial Statements. 

2 
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Securus Technologies Holdings, Inc. and Subsidiaries 

Consolidated Statements of Operations 
Years ended December 31 , 2015 and 2014 
(Dollars in thousands) 

2015 2014 

Revenue: 
Direct call provisioning $ 386,898 $ 347,592 
Wholesale services 27,699 24,792 
E-commerce revenue 38,566 
Offender monitoring systems and services 25,920 26,255 
Software sales 5,256 5 978 

Total revenue 484,339 404,617 

Operating costs and expenses: 
Cost of service 226,099 197,885 
Selling, general and administrative expenses 123 054 97,643 
Depreciation and amortization expense 67,149 59,668 
Transaction expenses 10 382 772 

Total operating costs and expenses 426,684 355 968 

Operating income 57,655 48,649 

Interest and other expenses, net (47,785) (41J30) 

Income before income taxes 9,870 6,919 

Income tax expense 6,352 1 414 

Net income $ 3,518 $ 5 505 

See Notes to Consolidated Financial Statements_ 

3 
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Securus Technologies Holdings, Inc. and Subsidiaries 

Consolidated Statements of Stockholder's Equity 
Years ended December 31 2015 and 2014 
(Dollars in thousands) 

Retained 
Common Stock Additional Earnings Total 

Paid-in (Accumulated Stockholder's 
Shares Amount Caeital Deficit} Egui!l'. 

Balance, December 31, 2013 1,000 $ $195,475 $ (8,190) $ 187,285 

Share-based compensation 2,319 2,319 
Forfeitures of incentive units 
Net income 5 505 5 505 

Balance at December 31, 2014 1,000 197,794 (2,685) 195,109 

Contribution from parent 54,000 54,000 
Share-based compensation 2,414 2,414 
Net income 3 518 3 518 

Balance at December 31, 2015 1:000 $ $254,208 $ 833 $ 2551041 

See Notes to Consolidated Financial Statements. 

4 
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Securus Technologies Holdings, Inc. and Subsidiaries 

Consolidated Statements of Cash Flows 
Years ended December 31, 2015 and 2014 
(Dollars in thousands) 

Cash flows from operating activities: 
Net income 
Adjustments to reconcile net income to net cash provided by operating activities: 

Depreciation and amortization 
Deferred income taxes 
Share-based compensation 
Loss on extinguishment of debt 
Amortization of deferred financing costs and discounts 
Change in fa ir value of derivatives 
Change in fa ir value of contingent consideration 
Other operating activities, net 
Changes in operating assets and liabilities: 

Restricted cash 
Accounts receivable 
Prepaid expenses and other current assets 
Inventory 
Intangible and other assets 
Accounts payable 
Accrued and other liabilities 

Net cash provided by operating activities 

Cash flows from investing activities: 
Purchase of property and equipment 
Additions to intangible assets 
Business acquisitions, net of cash acquired 
Purchase of equity investment 
Proceeds from sale of assets 

Net cash used in investing activities 

Cash flows from financing activities: 
Related party activities, net 
Capital contributions 
Net activity on revolver 
Long-term debt borrowings, net of issuance costs 
Payments on and repurchases of long-tem1 debt 
Contribution from parent 
Cash overdraft 

Net cash provided by (used in) financing activities 

Increase (decrease) In cash and cash equivalents 
Cash and cash equivalents, beginning of year 

Cash and cash equivalents, end of year 

Supplemental disclosures: 
Cash paid during the period for: 

Interest 
Income taxes, net of refunds 

Noncash investing and financing activities: 
Leasehold improvements 

See Notes to Consolidated Financial Statements. 
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2015 2014 

3,518 $ 5,505 

67,149 59,668 
5,300 (56) 
2,414 2,319 

3,698 2,061 
1,700 4,546 
7,577 
(335) (420) 

4,1 14 39 
681 1,507 

(5,834) (1,674) 
(2,987) 
(4,641) (294) 
4,237 999 
7,862 5,464 

94 453 79 664 

(39,429) (16,181) 
(26,698) (32,210) 

(286,819) (19,685) 
(1 ,378) 

202 
(354,1 22) (68,076) 

17,000 (18,000) 
197,141 14,775 

(4,250) (4,213) 
54,000 

j83! !4 421! 
263,808 (1 1,859) 

4,139 (271 ) 
2,063 2,334 

6 202 i 2 063 

42,762 36 091 
1 992 $ 1 293 

58 $ 509 
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Dunn and Bradstreet Report 

dun & brads reet 

SECURUS TECHNOLOGIES, INC. DUNS: 19-285~954 

Credit Information 

Risk Summary 

Risk of Late Payment 

It gh • R k l o• , R I 

Risk of late payment is based on the following 

prioritized factors in addition to other information in 

D&B'sfiles: 

• Higher risk industry based on delinquency rates for 

this industry 

• Proportion of past due balances to total amount 

owing 

• Evidence of open suits and liens 

• Proportion of slow payments m recent months 

Indications of slowness can be the result of disputes 

over merchandise, skipped invoices, etc. 

Credit Limit Recommendation 

Recommendation Date: 04/12/2016 

Risk Category 

Low 

Company Profile 

Chief Executive: 

THE OFFICER(S) 

Type of Business: 

CORPORATION 

Years in Business: 

Annual Sales: 

Employees Total: 

Conservative Credit Limit 

$1000K 

Aggressive Credit Lmul 

$1000K 

NA 
NA 
717 

SECURUS Technologies 

Payment Performance Trend 

The payment performance trend for this company is 

Increased . Payment Trend currently is Increased 

compared to payments three months ago. The most 

recent payment information in D&B's files is: 

• Payments currently: 3 days beyond terms 

• Payments 3 months ago: 17 DAYS BEYOND 

terms 

• Industry average: 6 DAYS BEYOND terms 

*Note: Payments to suppliers are averaged weighted 

by dollar amounts. 

- - - - - - -

Line of Business: 

Telephone communications 

- . 
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Legal Filings and Other Important Information 

Bankruptcies: None Negative Payment Experience: 

Judgements: 0 Negative Payment Experience 

Liens: 6 Amount: 

Suits: Payments Placed for Collection: 

1 Open / 0 Closed 

Suits!Judgments/Liens Amounts: None 

The public record items reported may have been paid, terminated, vacated or released prior 
to the date this data is transmitted. Accounts are sometimes placed for collection even 
though the existence or amount of the debt is disputed. 

Special Events 

11/02/2015 

MERGER/ACQUISITION: 
According to published reports, Securus Technologies, DUNS 192658954, (Dallas, TX) 
announced that it has acquired Guarded Exchange, LLC, DU S 960152838, (Jefferson 
City, MO) for an undisdosed all cash purchase price. 

09/17/2015 

Securus Technologies, Inc. is correctly captioned as a subsidiary of Securus Ho ngs, Inc. 

08/03/2015 

MERGER/ACQUISITION: 
According to published reports, Securus Technologies, DUNS 192658954, (Dallas, TX) 
announced that it has acquired Cara Clinicals, Inc .• DUNS 040932513, (Sain Pau , ) for 
an undisdosed all cash purchase price. 

MERGER/ACQUISITION: 
According to published reports, Securus Technologies, DUNS 192658954, (Dallas, TX) 
announced that it has signed a definitive Sloe Purchase Agreement to acquire JPay Inc .. 
DUNS 067540494, (Miramar, FL}. 

05/15/2015 

WORK FORCE CHANGES: 
According to published reports, Securus Technologies announced the opening of Its 

industry leading Technology Center near its headquarters in Dallas, Texas. 

04/15/2015 

ANNOUNCED MERGER/ACQUISITION: 
According to published reports, Securus Technologies, DUNS 192856954, (Dallas, TX) 
announced that it has signed a definitive Stock Purchase Agreement to acquire JPay Inc., 
DUNS 166636691, (Miami, FL). The transaction is subject to customary closing conditions 
including required regulatory approval and is expected to close in the second or third 
quarter of 2015. 

None 

None 

0 

This report is prepared and provided under contract for the exdusive use of 

This report may no! be reproduced in whole or in part by any means of reproduction. 

Payment Trends 
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Summary 

Address: 

14651 Dallas Pkwy Ste 600 

Dallas, TX 75254 

D-U-N-S Number: 

19-285-8954 

This is a headquaners subsidiary location. 

Payment Activity 

Total payment Experiences in D&Bs 
File: 

Payments Within Terms: 
(not dollar weighted) 

Total Placed For Collection: 

Average Highest Credit: 

Largest High Credit: 

Highest Now Owing: 

Highest Past Due: 

116 

89% 

NA 

$33,162 

$2,000,000 

200,000 

15,000 

Primary Industry SIC: 
4813 

Description: 
Telephone communications 

Indications of slowness can be the result of disput over merchandise, skipped invoices, etc. Accounts 
are sometimes placed for colledion even though the existence or amount of the debt is disputed. 

PAYDEX® 1® 

3 Month PA YDEX® 

78 
When weighted by dollar amount, 

payments to suppliers average 3 days beyond terms 

terms 

- Days Slo"' o ay-5 sic .. Prompt 

Based on payments collected over the last 3 months 

PAYDEX ® Trends - This Company, 12 Months 

SECURUS Technologies 

24 Month PAYDEX® 

78 
When weighted by dollar amount, 

payments to suppliers average 3 days beyond terms 

terms. 

100 

t ?O Uavs Slo• ~o D•vs s "' Prompt 

Based on payments collected over the last 24 months 

41 



100 

A.O 

• I • • • 
1 71 '"'3 73 73 

oO 

40 

20 

0 
Jun Aug I De,c. f--eb Apr 

201 5 201 5 201 ,; 201 5 201 11 2cn e 
1, f Jul p llOY Jan l..b r 

201~ 2015 .:015 ~ 15 ,01 201 

This Company (78) 

Based on payments collected over the last 12 months. 
• Current PAYDEX® for this Business is 78 , or equal to 3 days beyond terms terms 
• The 12-month high IS 79 , or equal to 2 DAYS BEYOND tem1s 
• The 12-mooth [ow is 68 • or equal to 2 DAYS BEYOND terms 

PAYOEX ® Score Comparison- This Company to Primary Industry Comparison, 4 Quarters 

• My Company (78) 

• I SUV Upper J rtJI (80) 

03 
,1 01 ~ 

• Industry Median (76) 

• Industry Median (70) 

Based on payments col ected over the last 4 quarters 
• Current PAYDEX® for 1s Business is 78 , or equal to 3 days beyond terms 
• Curren PAYDEX® for this Business is 76 • or equal to 6 DAYS BEYOND terms 

• Industry upper quartile represents the performance of the payers in the 75th percentile 
• Industry lo\Yef quartile represents the performance of the payers in the 25th percentile 

Business Payment Habit by Amount of Credit Extended, 24 Months 9 

SECURUS Technologies 

76.0 
70 0 
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50,000-100,000 

15,000-49,999 

5,000-14.999 

1,000-4, 999 

under 1.000 

How to Read the D&B PAYDEX ® Score O 

Score Payment Habit 

J I 

D 

:r, l? 

11 a1la I 

2 

12 

16 

15 

38 

Risk Interpretation 

80- 1 0 

• SO- 79 

• 0-49 

$150,000 

$310,000 

$122,500 

$24 ,000 

$12,300 

0 ~~ ns. 0 lale a/n i:>nl 

(averages prompt to 30 days w1lhtn 

tem1s) 

ED U ./ ns . of la e pavm ·nt 

(averages 30 or fess beyond tem1s) 

HIGl n o I t r vm n 

(averages 30 to 120 days e:ond 

lem1s) 

©Oun & Bradstreet, Inc. 2015. All rights re erved. 
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BBB Letter 

• ---BBB. 
Start w, tll Trust 

BBB ' Serving Dallas and Northeast Texas 
1601 Elm Street • Suite 1600 
Dallas, Texas 75201-4701 

March 15, 2016 

Dear Robert Pickens, 

On behalf of the Board of Directors, I am pleased to welcome Securus Technologies, Inc. 
as an Accredited Business of the Better Business Bureau Serving Dallas and Northeast 
Texas. Your application was approved by the BBB Board of Directors. 

Your BBB Business Review will show that your business is BBB accredited, and your 
business will be included in our online Accredited Business Directory. In add itfon, 
businesses headquartered ln the BBB Dallas service area are eligible to participate in BBB's 
Dynamic Seal Program, which enables you to display the seal on your company's website 
linking directly to your BBB Business Review. 

As a nonprofit organization chartered In 1920, BBB Dallas helps consumers find businesses 
to trust. In 2014, BBB Dallas provided 10,320,013 instances of service to the 
community. Your BBB provides BBB Business Reviews, consumer tips and scam al1erts, 
processes customer complaints, promotes truth In advertising, and more. 

Please see the en.closed materials for more about your BBB accreditation and be efits. We 
invite you to contact our Business Relations staff any time you have questions or concerns. 
The unlisted Business Relations telephone numbers for Accredited Businesses are 214-
220-2020 and in surrounding areas 800-274-3222. 

BBB Is supported by Accredited Businesses which meet the BBB Code of Business Practices 
(accreditation standards) and pay yearly accreditation fees. Again, congrat ulations on 
your accreditation and thank you for your commitment to the principle of business self
regulation . 

Sincerely, 

Jay Newman 
President & CEO 

Follow Us: IJ r:J[ID ® •• In ·s& ' ~~ 
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Securus Litigation Summary 

The Securus legal department has no records in its litigation arch ives that would be 

responsive regarding "other real or potential financial reversa ls." A list of pending litigation 
matters has been provided below. In addition to pend ing li t igation t h is list also includes 

matters that involve a concluding judgment in closed cases. 

The fo llowing information is in response to disclose any and all judgm ents and pending 
litigation which might materi ally affect the viabi lity or stab ility of the orga nization (or state 

that no such co ndition is know n to exist) . Securus Technologies, Inc. ("Securus"), forme rly 
known as Evercom Systems, Inc. ("Evercom"), co llectively ("the Bidder") has been party to 

various legal proceedings from t ime to time that ari se in the ordinary course of business 

operations. The Bidder be lieves that the ulti mate dispos ition of any pend ing litigation will 
not have a materi al impact on its fin ancial condition or its ability to perform under the 
proposed contract. 

Martha Wright, et al. v. Corrections Corporation of America, et al. 

Thi s lawsuit is to recover damages for allegedly unreasonable interstate inmate ca lling 
rates. The case was stayed in 2002 and administratively closed in 2 5. The Court re 

opened the case in 2014 for the limited purpose of cons ideri g an amended complaint. 
Plaintiff seek_ to certify a class of all persons vvho recei 1ed in erstate ca lls from a 

Corrections Corporation of America ("CCA") faci lity. Securu_ and CCA opposed and 
currently awa it a decision from the Court. 

Rebecca Adams v. Cass County Missouri, T-Netix, fnc., and Securus Techno[og1es, rnc. 

In August 2009 Pla intiff fi led petition against Defendants in nnec i n ,vith the death of 
her daughter, eresa Adorns, vvho allegedly com itted suici re in A ·ii 2008 while detained 

in the Cass Co unty Jail. A confidential settlement agreement 'las exe ted in April 2012 
and the Co ur entered a judgment approving and allocati gt e , r ngful death 

settlement. The Court dismissed the enti1·e action vvith prejudice i ~ay 2012. 

Cynthia Sue Lane, et al. v. State of Texas - Department of Cr'mina[ Justke, et aL 

An inmate was electrocuted in October 2009 while assisting a elep ne vendor in 
electrica l work preparing for installation of inmate telephone service at the Huntsville Wall 

Unit of Texas Department of Criminal Justice. In September 2 11 t e surviving family filed 
a negligence suit against the facil ity, Securus and other ven 'ors. Final Judgment was 
entered in July 2014 and all parties executed a Confidential Settlement and Re lease 
Agreement. After 30 days the Judgment is nonappealable. 
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Brooke West v. Securus Technologies, inc. 

Securus rece ived service of process in early July 2013 regarding a small claims lawsu it 

wherein Pla inti ff alleges Defendant charged incorrect amounts for calls billed to her 

prepaid account. Both parties attended a hearing in July 2013 presenting this cause to the 

Court. The Court entered a Judgment for the Defendant against the Plaintiff and dismissed 

the case with prejudice in August 2013. The Court noted the Plaintiff did not prove that 

Defendant overcharged. 

Securus Technologies, Inc. v. Global Tel*Unk Corporation 

Secu rus fil ed a patent lawsuit in August 2013 against GTL alleging Defendant has infringed 

on mu lt ip le Securus patents. GTL filed an answer and counterclaim against Securus 

asserting that Securus is infringing on three of GTL's patents. The case has been through 

discovery, depositions and mediation. Securus fil ed a motion for partial summary 

judg ent i August 201 5; GTL objected and the Judge ru led in favor of Securus finding that 

the tw o GTL patents asserted against Securus in the counterclaim case are invalid. The 

claims are d ism issed with prejudi ce with costs taxed aga inst GTL. GTL has filed an appeal 

and Securus has fi led a cross appeal. 

Global Tel*Unk Corporation v. Securus Technologies, Inc. 

In Oc er 2 13 GTL f iled su it in Virg inia asserting that Secu rus is infr inging on four of 

G 's a·e t s. Securu s fil ed an am ended co u terc laim the foli o 1vingJanuary expanding its 

i 'cli 'ity assertions. A change of venue hearing Nas held in effort t o move this case to 

exas a n ~arch 5, 20 14 the Court grante d Securus' M ti on to Transfer Venue, 

here re, closing the tirg inia case . This m atter has bee n re-fil ed in Texas j urisd iction . The 

case as ee through disco 1ery and depositions and /i ed iation w as held in May 2015. 

e C rt iss ed an order the fo ll owing August granting Securus' Motion t o Stay. This case 

is s a e i it s ent irety pending f u1·ther order f ti e Court. 

Da rid P. Tayfor 272912 v. Donatd deFronzo, Commiss·oner Connectfcut Department of 
Administrative Services, Mark Raymond, Ch fef fnfo rmat ion Officer, Bureau of 
Enterprise Syste s Techno logy, James Dzurenda, Commissfoner, Connecticut 
Department of Corrections, Three State Defendants in th err Official & lndividuai 
Capacrt·es, Global Tel*Unk Corporat,on, Securus Techno[ogies, rnc. 

Se r s received servi ce of process in October 2013 regard ing a Complaint signed by the 

Plai iff in ug st 2013. The Plaintiff, a Brit ish cit izen, inca rcerated in the Connecticut 

Depart ent f Corrections ("DOC") all eges d iscriminati n regard ing state contracts for DOC 

inmat e ele hone services. He also alleges t hat he and his fa mily in England are also being 

s bjec e to unfa ir t rade p1·actices and an illega l tax on phone ta ri ff. 
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The case was dismissed pursuant to a confidential agreement in November 2014; however, 

the Plaintiff filed a Motion to Reinstate Claims in January 2015. Securus awaits further 

instructions from the Court. 

Terry Frank, in her official capacity as County Mayor for Anderson County, 
Tennessee, and Anderson County, ex rel. Terry Frank, Petitioner v. Blossman Gas, 
Inc., Securus Technologies, Inc., and Nicholas Jay Yeager, individually and in his 
official capacity as Anderson County Law Dkector 

Securus received service of process in May 2014 regarding declaratory judgment action 

seeking an opinion as to the enforceability of Securus' contract with Anderson County, 

Tennessee. As of August 2015 Securus has been replaced by ICS as the inmate telephone 

provider in response to the County's award after a bid request for inmate telephone 

services. Securus is currently answering discovery requests in this matter. 

Susan Mojica v. Securus Technologies, Inc. 

A class action case was filed in August 2014 by Plaintiff under the Federal Commu nications 

Act, 47 U.S.C. § 201, et seq., (the "FCA") and the common law of unjust enrichment seeking 

damages, costs of su it, and other relief, against Securus for its alleged unjust and 

unreasonable conduct from January 1, 2000, through the present (the "Class Per iod"). 

During the Class Period, Plaintiff alleges Defendant charged exorbitant rates and fees-up to 

100 times normal market rates for telephone calls to and from inmates pursuant to 

exc lusive contracts with correctional facilities throughout the United States. The Court 

denied Securus' Motion to Dismiss. This matter has been through discovery and 

depositions and Securus recently responded to a third set of discovery requests. Class 

action hearing has been postponed pursuant to the Plaintiff's request. 

Mark Joseph Chkano #109992 v. Securus Technolog~es, tnc. 

Securus received formal service of process in October 2014 regarding a small claims case 

filed by an inmate currently inca rcerated in a Connecticut co1Tectional facility. The 

Complaint was executed by the inmate in June 2014 and file-marked by the Court in July 

2014. The Pla intiff claims Defendant owes him funds related to a prepaid account. The 

trial concluded the following August and the Court has awarded judgment in Securus' 

favor. There are no appea ls for Sma ll Claims decision in Connecticut; therefore, this matter 
is now concluded . 
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Securus Technologies Inc. v. Global Tel*Link Corporation 

Securus fi led suit in December 2014 aga inst GTL asserting claims for patent infringem ent 
regardi ng mu ltiple patents . GTL has filed an answer and countercla im aga inst Securus 
asserting that Securus is infr inging on two of GTL's patents. Secu ru s fi led an answer t o 
GTL's co untercla im in early February 2015. The case went t hrough mediation later that 
year, however, more recently, GTL fil ed a Motion to Stay Case due to Pe nding Inter Partes 
Review Proceed ings. The Court granted t he moti on in June 2015, therefore, this ca se is 
hereby stayed in its entirety pending further order of the Co urt. 

Samantha Smith and Daniel Boyd, on behalf of themselves and au others similarly 
situated, v. Securus Technologies, Inc. 

In Februa ry 201 5 Securus rece ived form al se rvice of process from its national registered 
agent regarding a cla ss action complaint by two Minnesota residents (collectively 
"Plaintiffs") who bring thi s action for damages, and other legal and equitable remedies, 
resulting from the all eged ill egal actions of Defendant in contacting Plaintiffs on their 
cellular t elephones without their prior express consent withi n the meaning of the 
Telephone Consumer Protection Act, 47 U.S.C. § 227 et seq. ("TCPA"). The Complaint states 
Plaintiffs do not have accounts with Securus, and allegedly received several unauthorized 
calls during specific dates in November and December 2014 on their cellu lar telephones 
from automatic dialing equ ipment and further, that as part of some of the ca lls, Defendant 
left a message using an artificial or prerecorded voice. The Court issued a judg ent i 
August, granting Securus' Motion for Summary Judgment and denying Plaintiffs' M i n or 
Relief Under Fed. R. Civ. P. 56(d). 

Derr1ck Matthew Rke v. Denton County, Texas; wrn Travis, in his Officfaf Capacity as 
Sheriff of Denton County, Texas; Securus Technotogies, Inc.; and The Texas 
Commission on JaU Standards 

In the latteir part of March 2015 Securus received formal service of process thr ugh its 
registered agent rega1'"ding a case filed against multiple defendants by an in ate who is 
currently incarcerated. The inmates all egations are based on the facilitis decision to ffer 
video visitation and is requesting reli ef through the Court to re-establish "in-person" or 
"face-to-face" visits. Plaintiff has requested a pe,,.manent injunction pursuant o Se t i n 
65.011 of the Texas Civil Practice and Remedies Code which proh ibits Securns fro , in a y 
manner, inte1'"fNing with Defendant De1,ton County's compliance with Section 291.4{ an 
specifically, the restoration of "in-person" or "face-to-face" visits bet !Veen confine in ates 
and their respective fam ily members and friends. Securus filed a Motion for S ory 
Judgment in late April 2015 and the Plaintiff added more Plaintiffs. More recently, Sec rus 
filed a Renewed Motion for Summary Judgment and awaits a hearing date fro the C urt. 
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Buholtz v. Securus Technologies, Inc. 

Securus received official formal notice of service of process in June 2015 regard ing 

Plaintiff's suit filed in small claims court in May 2015. Plaintiff is an incarcerated inmate 

currently domiciled in the Commonwealth of Virginia, and who is a federal detainee 

formerly and temporarily housed at a Texas correctional facility pursuant to a contract with 

the US Attorney General, while pending his original criminal tr ial from the period June 2011 

through March 2013. Plaintiff alleges Defendant owes a refund balance to him of 

approximately $30. Securus filed a timely response and a Motion for Summary Disposition. 

The Court granted Securus' motion and dismissed the case in August 2015. Although th e 
Plaintiff filed an appeal, he has recently indicated that he would like to dism iss the case. An 

unopposed Motion to Dismiss has been filed with the Court. Securus awaits a hea ring date 

from the Court. 

Securus Technologies, Inc. v. Global Tel*link Corporation 

The Bidder filed a lawsuit in May 2016. This action against Defendant arises from GTL's 
alleged to1·tious interference with Secu1·us' contracts and all eged fa lse i plica ... ions to 

Secu ru s' customers that Securus' ability to provide specialized ca ll -processi g and billing 

equipment and services to correctional facilities throughout the United States has been 

compromised as the result of ongoing and unresolved patent Ii igation e iveen t e 

parties. The Original Petition case addresses: Count 1) Tortious Interference wi... Exis ing 

Contract; Count 2) Defamation; and Count 3) Business Disparagement. Sec r s 'e an s a 
trial by jury of all issues and request that the Cou1~t g1~ant relief by enteri g 'grne in the 

Bidder's favor, an Order that GTL be enjoined from further dissemina .... i g alse and 

misleading stateme ts rega rd ing Securus' ability to provide ser ,ices o t s c s o ers as a 

result of GTL's pending patent action, award Securus spec ial damages as pleaded, puniti e 

damages against GTL, reasonable attorneys' fees and court costs in pr sec .... i g - ii s acti n, 

avva1~d to Securus of pre-judgment interest on all sums aw arded at t e hig est rate 

permitted by law; and award to Securus of such further relief, leba l and e ito le, to rvhi ch 

it is justly entitled. 

Securus Techno ogmes Inc. v. G~obal Tel*Unk Corporatfon 

Securus filed a Complaint in May 2016 against GTL Corp ration asserti g cloi s f r patent 

infringement of the 7,529,357, 7,916,845, 8,180,028 and 8,340,260 paten .... s. Sec r s alleges 

it is entitled to damages adequate to compen sate for the infringement, inci di g inter ali a, 

lost profits and/or a reasonable royalty pursuant to 35 U.S.C. § 284, and f r~her be lieves it 

is entitl ed to injunctive re lief under 35 U.S.C. § 283. This matter is in its early stages and 

Securus expresses no opin ion or evaluation of any unfavorable utc me r estimate of the 

amount or range of the potential gain. 
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By this response, the Bidder has used its best efforts to provide a thorough statement 
based upon records accessible to the Bidder. If any additional specifics are required 
related to matters described herein the Bidder will certa inly accommodate any such 
reasonable request. 
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c. CHANGE OF OWNERSHIP 
If any change in ownership or control of the company is anticipated during the twelve (12) 
months following the proposal due date, the bidder must describe the circumstances of such 
change and indicate when the change will likely occur. Any change of ownership to an 
awarded vendor(s) will require notification to the State. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus does not anticipate any change of ownership during the 12 months following the 

proposal due date. Securus understands and agrees to comply with the requirement that 

any change of ownership to an awarded vendor will require notification to the State. 

d. OFFICE LOCATION 
The bidder's office location responsible for performance pursuant to an award of a contract 
with the State of Nebraska must be identified. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The Securus office location respons ible for performance pursuant to an awa rd of contract 
with the State of Nebraska is: 

Securus Headquarters: 
14651 Da llas Parkway, Suite 600 

Da llas, Texas 75254 

elephone: 972-277-0300 

Other supporting office locations: 

Customer Support: 
Ca rro llton, Texas Office 

Te lephone: -,-800-844-659 1 

''eb porta l @ www.securustechnologies.com 

Technkal Support: 
Ca rroll ton, Texas Office 

elephone: 866-558-2323 

E-Ma il : technica lsupport@securustech.net 

Fax: 800-368-3 168 

Web porta I @ http://www.securustech.net/facil ity.asp 

JPay, rnc. 
Corporate Office 

12864 Biscayne Blvd., Su it e 243 

Miam i, FL 33181 

Te lephone: (800) 574-5729 
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Satemte Tracking of People 
Corporate Office, Call Center and Manufacturing 
1212 North Post Oak 
Houston, Texas 77055 
Telephone: 832-553-9500 

e. RELATIONSHIP WITH THE STATE 
The bidder shall describe any dealings with the State over the previous two (2) years. If the 
organization, its predecessor, or any party named in the bidder's proposal response has 
contracted with the State, the bidder shall identify the contract number(s) and/or any other 
information available to identify such contract(s). If no such contracts exist, so declare. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Sate llite Tracking of People has a contract with the State through the NAPSCO purchasing 
agreement. Nebraska State Contract number· is 61096-04, June 1, 2004 through December 
31, 2016. 

f. BIDDER'S EMPLOYEE RELATIONS TO 
STATE 

If any party named in the bidder's proposal response is or was an employee of the State 
within the past two (2) months, identify the individual(s) by name, State agency with whom 
employed, job title or position held with the State, and separation date. If no such 
relationship exists or has existed, so declare. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus declares that no such relationsh ip exists or has existed . 

If any employee of any agency of the State of Nebraska is employed by the bidder or is a Sub
contractor to the bidder, as of the due date for proposal submission, identify all such persons 
by name, position held with the bidder, and position held with the State (including job title 
and agency). Describe the responsibilities of such persons within the proposing organization. 
If, after review of this information by the State, it is determined that a conflict of interest 
exists or may exist, the bidder may be disqualified from further consideration in this 
proposal. If no such relationship exists, so declare. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus declares that no such relationship exists. 
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g. CONTRACT PERFORMANCE 
If the bidder or any proposed Sub-Contractor has had a contract terminated for default 
during the past five (5) years, all such instances must be described as required below. 
Termination for default is defined as a notice to stop performance delivery due to the 
bidder's non-performance or poor performance, and the issue was either not litigated due to 
inaction on the part of the bidder or litigated and such litigation determined the bidder to be 
in default. 

It is mandatory that the bidder submit full details of all termination for default experienced 
during the past five (5) years, including the other party's name, address, and telephone 
number. The response to this section must present the bidder's position on the matter. The 
State will evaluate the facts and will score the bidder's proposal accordingly. If no such 
termination for default has been experienced by the bidder in the past five (5) years, so 
declare. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus declares that no such termination for default occurred in the post five years. 

If at any time during the past five (5) years, the bidder has had a contract terminated for 
convenience, non-performance, non-allocation of funds, or any other reason, describe fully 
all circumstances surrounding such termination, including the name and address of the other 
contracting party. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus declares that no such termination for default occurred int e as~ ,e ,ears. 
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h. SUMMARY OF BIDDER'S CORPORATE 
EXPERIENCE 

The bidder shall provide a summary matrix listing the bidder's previous projects similar to 
this Request for Proposal in size, scope, and complexity. The State will use no more than 
three (3) narrative project descriptions submitted by the bidder during its evaluation of the 
proposal. 

The bidder must address the following: 

i. Provide narrative descriptions to highlight the similarities between the bidder's 
experience and this Request for Proposal. These descriptions must include: 

a} The time period of the project; 

b} The scheduled and actual completion dates; 

c} The Contractor's responsibilities; 

d} For reference purposes, a customer name (including the name of a contact 
person, a current telephone number, a facsimile number, and e-mail 
address}; and 

e} Each project description shall identify whether the work was performed as 
the prime Contractor or as a Sub-Contractor. If a bidder performed as the 
prime Contractor, the description must provide the originally scheduled 
completion date and budget, as well as the actual (or currently planned) 
completion date and actual (or currently planned} budget. 

ii. Contractor and Sub-Contractor(s} experience must be listed separately. Narrative 
descriptions submitted for Sub-Contractors must be specifically identified as Sub
contractor projects. 

iii. If the work was performed as a Sub-Contractor, the narrative description shall 
identify the same information as requested for the Contractors above. In addition, 
Sub-Contractors shall identify what share of contract costs, project 
responsibilities, and time period were performed as a Sub-Contractor. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus, since our beginning more than 29 yea rs ago, has served clie ts fa ll sizes from 
local jai ls to State DOC'. Securns currently provides inma e ·eleph ne and/or vi deo 
visitation ser ,ices in more than 3,450 faci lit ies na i nwi 'e. te are currently contracted to 
provide inmate telephone services in the following State Deport ents of Corrections and 
large Corrections Facilities. Our State and Mega fac ili t I c s m ers include : 

• Florida DOC 

• Pennsylvania DOC 

• North Dakota DOC 

• Connecticut DOC 
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• Alaska DOC 

• Louisiana DOC 

• Illinois DOC 

• Ke ntu cky DOC 

• New Mexico DOC 

• Missouri DOC 

• Arkansas DOC 

• Georgia DOC (recently awarded) 

• San Bernard ino County, CA 

• Rivers ide Co unty, CA 

• New York City DOC's Rike rs Island 

• Harris County, Texa s 

• San Diego County, CA 

Securus won each of these contra cts through a co petitive procurement and was selected 

by these State Departments of Corrections or County based upon our understanding of 

their specifi c requirements and our ability to meet their needs, our financial stability, 

specific technologies and our past perfor ance and ability o deliver on our promises. 

References as requested above have been provided below. 

We are pleased to announce that Ne have just bEen av,arded the contract for the Georgia 

Department of Corrections and are currently pr vi i g ce ll detection Managed Access 

Service to the Georgia Department of Correctio s. 

Missouri Department of Corrections 

Time period of Project: August 17, 201 1 tot e prese t 

Schedu ed and actual comp,[etion dates: S he ' led: ct ber 1 , 2011; Actual October 
14th 2011 

Securus Contractor Responsfbflrdes: lnsta llati n, ai tenance and service for the SCP 

inmate calling platform and investigati ,e services, incl 'ing monitoring 5% of all completed 

ca ll s, at all 21 Missouri State DOC fac ilities r\,j - o r xi ate ly 31 ,000 inmates and 1,903 

inmate phones. Securus is respons ible for pr vi ing c llect, prepaid and debit call ing at all 

institutions. Investigative services insta lled incl e Secur s' HREADS investigative software 

which is currently being used by the MODOC I estiga i ,e Staff and Securus' Word Spotting 

to automatically identify key words faun in in ate ca lls. Securus is also responsible for 

the fully integrated inmate trust account an co issary data exchange to enable debit 

transactions to compl ete between Securus' SCP i ate calling system and existing banking 

and commissary systems including third party ki sk integrations to enable inmate 

transactions from kiosks. 
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Reference: Amy Roderick, Inspector General Missouri DOC 

PO Box 236 

Jeffe rson City, MO 65 102 
573-526-6504 Offi ce 
573-75 1-4099 Fax 

573-298- 1673 Cell 

Amy.Roderick@doc.mo.gov 

Prime Contractor: Securus Technologies, Inc. 

Scheduled Budget: $2.SM 

Actual Budget: $2.4M 

Contractor/Subcontractor experience: 

1. ShawnTech Communications (Subcontractor): As a qualified MBE subcontractor 

to Securus Techno logies, Inc., ShawnTech provides all maintenance services for 

inmate phones including wiri ng, phone replacement and repair and related local 
connectivi ty repa ir. Shawn Tech reports directly to Securus operations and is 

managed under stri c servi ce level agreements mandated by the Missouri DOC. 
Maintenance pers el are located throughout the State of Missouri. 

Securu s and Sha " n ech operate under an existing Teaming Agreement and 
Statem ent of tork a 1efines specifi c requ ireme nts, qua li ty of se rvi ce and servi ce 

level agree ments. er s and condit ions of both t he Tea mi ng Agreement and 
Statement of 'v rk are c sistent wi th MODOC RFP requ ireme nts includ ing term of 
contract. Securus remains acco untab le to the MODOC for all subco nt ract work 

performed by Sha v ech Commu nications. 

2. Guarded Exchange, Inc. (Subco ntractor): The Missouri DOC RFP req ui red the 

Ninning bidder (Sec rus) to provide ca ll monitoring of inmate ca lls . The specifi c 
requi re ment ca ll s for e onitor ing of 5% of all completed ca ll s. Securus tvorked 
close ly Nith Guard ed Exe ange during pre-proposal effo rts to neate a so lu t ion for 
the Missouri DOC hat not nly met the 1·equirement but exceeded t he requ irement. 

After ca reful analysis f expected ca ll volumes and examination of cu1Tent MODOC 
process, Securus a Guarded Exchange identified the number of ca ll monitor ing 

pe rsonnel req uired, skill set s, confidentiality requirements and attr ibutes req ui red 
fo r ca ll monitors and presented recommendations to MODOC. Upon appro 1al, 
Guarded Exchange im ediate ly implemented the approved staffing plans and 
bega n ca ll monitoring. Current ly, Guarded Exchange provides cr itical investigative 

servi ces to t he Miss uri DOC includ ing: 
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ca I mon of all completed inmate cal from the call 
is entered into Securus1 THREADS investigative ana I tool for 

rther correlation. Intelligence from call monitoring is also correlated and 
the MODOC Strategic Activity Reports (SAR) provided to 

investigators for follow up and official Investigator action. 

UFED Cell Data Extraction: Guarded Exchange provides extraction 
contraband phones that are seized as a result 

data is extracted by certified technicians 
to MODOC investigators 
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Bot h DOC's use PIN numbers to contro l and identify inmates making calls . The Missou r i 

DOC fac ilit ies are located in remote areas of Missou r i and are served by m ulti pl e LECs with 

limited local faci lity access to prisons which is similar to some of the Nebraska DOC 
locations. 

The Missouri DOC operated a complex PIN management system with important interfaces 

into ex isti ng inm ate kiosks, banking and comm issary data system required for sea mless 

inmate operations. These interfaces and data integration requi rem ents are si milar to t he 

existing Nebraska DOC environment in that GTL provided the previous interfaces and 

ma inta ined criti ca l call recordings that were creat ed on the o ld GTL system. Securus 

rece ived all required data from GTL prior to cutover to m aintain inmate ba lances, provide 

PIN security and transition from GTL to Securus in th e required implementation period . 

Illinois Department of Corrections 

Time period of Project: January 14, 2013 to March 25, 2013 

Scheduled and actual completion dates: Scheduled: March 29, 2 13; Actual March 25, 
2013 

Contractor ResponslbHtties: Installation, maintenance and service for the SCP inmate 

ca lling platform and investigative se rvices, including collect and prepaid ca lling and 

insta llation of THREADS investigative software and pattern ana lysis tool. The State's 

previ ous provider w as Consolidated Communications. Securus Nas responsible for Norking 

with Conso lidated to transition thousands of Pl N's and PAN's and account data from 

Conso lidated data bases to Securus data bases through standard Securus integration 

m ethods to ensu re seamless operability during and after· cutover . he dato exchange and 

integration w as particularly challenging due to the long t erm nature f the previous 

contract and the quality of the data . The ability to exam ine critical data, including account 

balances and approved Pl Ns was critically important in achie 1ing a successful transition 

from Co nso lidated to Securus. Inmate calling system integration skill s at·e f critical 

impor·tance when tt·ansitioning from one calling system to another. Th is is signifi cant 

because not all sites are cutove1· at one time and therefore required a transition period 

wherein some sites resided on the Securus SCP inmate calling platfor ,vhile some still 

operated on the legacy Consolidated systems. Thi s required skille , discipli ed and 

experienced professional s to complete work without comprom ise t safety and security of 
institutions and staff. 
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The Illinois DOC has approximately 48,600 inmates, 1,858 phones at 43 faci lities 

throughout the State and had been w ith the previous provider for the last ten (10) years. 
Securus' responsibilities include the processing of inmate PAN requests on a daily basis 
which originated from all 43 fac ilities. Hundreds of PAN requests are processed each day 

by Securus and our subcontractor (GS Tech). We also have the responsibility to provide a 
full time site administrator at the Joliet fac ility to assist in the PAN processing management, 

running reports and ensuring commun ication is occurring across all facilities regard ing the 
inmate calling programs and PAN require ments. 

Reference: Michael Mitchell, IDOC Te lecom Manager 

1301 Concordia Court 

Springfield, IL 62794-9277 

217-558-2200 Ext. 6399 Offi ce 
217-558-4004 Fax 

Michael.D .Mitchel l@doc. illino is.gov 

Prime Contractor: Securus Technologies, Inc. 

Scheduled Budget: $2.1 M 

Actual Budget: $2.0M 

Contractor/Subcontractor experience: 

GS Tech (Subcontractor): As a qua lifi ed V'BE s bco ractor to Securus Techno logies, Inc. , 

GS provides all ma intenance services f r inmate ph es including wi r ing, phone 
rep lacement and repair and re lated loca l c n ect ivi I repair as Nell as PAN m anage ment 
services. Reports directly to Securus opera i s a d is managed under st r ict servi ce le ,el 

agreements mandated by Illi no is DOC. Mai ""e a ce pers nel are located throughout the 
State of Illinois and PAN processing is done in !ta o n, Illinois at the GS Tech offices. 

Securus and GS Tech operate under an exist i g ea i g Agreem ent and Statement of 
Nork that defines specific requirements, quality f se rvice and se rvi ce level agreements. 

Term s and condition s of both t he Teaming Agree ent and Sta ement of Work are 
consistent w ith I LDOC RFP requ ireme nts incl d ing er of contract. Securus rema ins 

accountabl e to the ILDOC for all subcontract w rk perfor ed by GS Tech. 

As prime contractor, Securns wa s av ,ar ed the ffe 'er Te lephone Contract on March 

29. 2012. The co ntract includes two three year opt ions to exte nd. The previous 1endor was 
Consol idated Telep hone. 
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This contract is similar to the Nebraska DOC requirements because: 

The Illinois DOC operates in a PIN and PAN environment where inmates must use Personal 

Identification Numbers to use the inmate telephone system to call previously approved 

PAN numbers. Also similar to the Nebraska DOC, the Illinois DOC uses centrally located site 

administrator to manage and deploy PINs and PANs and this function is provided by the 

current inmate phone provider (Securus). Unlike the State of Nebraska DOC, the State of 

Illinois does accept comm iss ions from inmate calling however, the most recent RFP also 

required low calling rates. Since Securus has installed the SCP centralized inmate calling 

system, lowered rates added additional phones and im proved call quality; call volume has 

increased substantia lly. We expect a similar situation at the Nebraska DOC. Also sim ilar to 

the Nebraska DOC, the Illinois DOC centra lizes their DOC operations at the one site 

however investigators at each site must listen t o ca lls from workstations at each of the 

fac iliti es. This required Securus to provide the ability to access inmate calls from on-site 

workstations but at th e same time maintai the security and confidentiality of the network 

and the workstation. Securus accomplished this by providing all w orkstations and 

connecting them to the Securus private M PLS network and at the same time allowing them 

to access critical State applications. 

Pennsylvania Department of Corrections 

Securus was awarded the contrac for i rnc e co unications and investigative services in 

April of 2014 and completed ins allati 2· all loca i ns within 60 days beginning in January 

of 2015. 

As the prfme contractor, Secur s i 1s ... o: e ... e SCP inmate calling system in all 26 State 

facilities with about 48,000 in a es. 

Time per~od of Project: anuar ,, "" 15 - resent 

Scheduled and actual completion dates: S hed led by March 11, 2015; completed 

February 2015 

Contractor ResponsibHfties: Ins alla~i aintenance and r-elated services for the SCP 

inmate calling platform and in estigati ,e services, including collect, debit and prepa id 

ca lling and installation of T REA S i ,estigative software and pattern analysis tool. The 

previous provider was GTL. Secur s ,vas respons ible for working with GTL to transition 

thousands of PIN 1s and PA 's an e it ca lling account data from GTL data bases to 

Securus data bases through sta 'ard, Securus integration methods to ensure seamless 

interoperab ility during an after c t ,er. I~ ch of the data vvas found to be dated and 

requ ired a considerab le amo nt f scr bbing to ensure integrity of the data and to ensure 

inmate account balances were correct. 
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The Pennsylvania DOC has approximately 46,680 inmates, 2,300 phones at 43 fac ilities 

throughout the State and had bee n with the previous provider for the last eight (8) years . 

Securus responsibil ities include providing 19 separate site administrators and a Manager 

as well as providing on-site maintenance and service. Securus proposed and implemented 

very low ca lling rates and the result ing increase in call volume required the installation of 

hundreds of additional phones to absorb the demand for inmate calling. Additional phones 

were insta ll ed at no cost to the PA DOC. 

Securus is also responsible for providing a solution for the proliferation of contraband cell 

phones into the PA DOC prisons and is currently deploying our so lution. Securus has 

deployed several investigative services tools including our THREADS investigative software, 

ICER inmate to inmate commun ication detection and our SCP Wireless Indi cator which 

immediately identifi es ca lls made to cellular phones in the call record. 

Reference: Major John Rivello, Office of Special Investigations 

1920 Technology Parkway 
Mechanics burg, PA 17050 

717-728-2025 Office 

717-728-0306 Fax 

717-576-6468 Mobile 

jri ello@pa.gov 

Or 

Steven R. Hilbish, Chief Depar en of Corrections/Administration/Administrative Servi ces 

1920 Technology Pa rk ffay 
Mecha nicsburg, PA 17 5 

717.728.4040 Office 
717.728.4181 Fax 

shilbish@pa.gov 

Prime Contractor: Securus ech I gies, Inc. 

Schedu ed Budget: $2.8M 

Actual Budget: $2.79M 

Contractor/Subcontractor experience: 

ShawnTech Communkatrons (Subcontractor): As a qualified MBE subcontracto r to 

Securus Technologies, Inc. , Shavvntech provides all maintenance ser-vices for the inmate 

phones including wiring, pho e replacement and repai,~ and related loca l connectivity 

repair as well as PAN manage ent services. 
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ShawnTech employees are assigned as site adm inistrators on site at PA DOC facilities and 

are a part of the management staff responsible for PAN management and on-site service . 

Shawn Tech employees reports directly to Securus operations and are managed under 

strict service level agreements mandated by PA DOC. Maintenance and PIN administration 

personnel are located throughout the State of Illinois and PAN process ing is done at each 

facility. 

Securus and Shawn Tech operate under an existing Teaming Agreement and Statement of 

Work that defines specific requirements, quality of service and service level agreements. 

Te rm s and cond itions of both the Teaming Agreem ent and Statement of Work are 

consistent with PA DOC RFP requirements including term of contract. Securus remains 

accountable to the PA DOC for all subcontract work perform ed by ShawnTech. 

Quarterly accou nt team meetings are held with the PA DOC where Securus and Shawn Tech 

are present and accountable to the PA DOC. 

As the prime contractor, Securus was awarded the Offender Telephone Contract on April 

29. 2014 and was provid ed Notice to Proceed on September 22, 2014. The contract is a five 

yea r contract with five one year renewals. 

This contract is srmilar to the Nebraska DOC requkements because: 

The PA DOC operates in a PIN and PAN enviro nment where inmates must use Personal 

Identificat ion Numbers to use the inmate telephone system to ca ll previously approved 

ca lled to num bers. Al so similar to the Nebraska DOC, the PA DOC utilizes site 

adm inistrators to manage and deploy PINs and PANs. Unlike the State of Nebraska DOC, 

the Sta e f Pennsylvania does accept commissions from inmate ca lling however, the most 

recent RFP also required low calling rates. Since Securus has insta ll ed the SCP centralized 

i mate calling system, lowered rates, added a substantia l number of additional phones and 

impro ed call quality; the call volume has increased substantia lly. /Ve expect a similar 

outcome\ ith these improvements at the Nebraska DOC. 

Also si ilar to the Nebraska DOC, the PA DOC centralizes the ir DOC operations at the one 

site hov e 1er investigators at each site, as well as the headquarters site, must listen to calls 

from workstations at each of the facilities. This requi1·ed Securus to pro tide the ability to 

access ir mate calls from on-site workstations but at the same time maintain the security 

and confidentiality of the network and the workstation. Securus accomplished this by 

providing all workstations and connecting them to the Securus private MPLS netwo1·k and 

at the same time allowing them to access critical State app lications. 
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Similar to the Nebraska DOC, GTL was the previous provider and had stored previous 
inmate call records which investigators had to be able to access after changing vendors. 
Securus worked with GTL and the PA DOC investigative staff to ensure that records were 
accessible and that all data associated with inmate Pl N's, PAN's and debit calling 
successfully transferred to the Securus systems. Also similar to the NDCS, GTL held account 
balances in their data bases for debit accounts and funds associated with now released 
inmates. These data files had to be transferred to Securus and fully integrated into the 
Securus calling system so that inmate balances were correct and all funds were accounted 
for after the transition. 

SECURUS Technologies 63 



SUMMARY OF BIDDER'S PROPOSED 
PERSONNEL/MANAGEMENT APPROACH 
The bidder must present a detailed description of its proposed approach to the management 
of the project. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus Purpose and Approach 
Our Corporate purpose is (1) to be the best in the industry in providing Inmate Phone 
Systems and related services and (2) to bring an array of highly valued new capabilit ies to 
meet the broader set of needs of Corrections and Law Enforcement. We also focus our 
customer service delivery platform on meeting the needs of our facility customers as well 
as the customer service requirements of family and friends. As the industry moves more 
into providing new technologies ther·e is an increas ingly , portant emphasis on customer 
service to both fac iliti es and friends and fam ily me bers. Securus' approach includes a 
special emphasis on providing the best customer service to fac ilit ies, inmates and fr iends 
and family. 

We offer~ the following as specifi c evidence of ou r hov o r c rporate purpose has 
manifested itse lf: 

• Secu ru s Technologies possesses u ri 1aled ex erience and innovation in t he 
provision of inmate commu nications co i e t ith our f irst-hand knowledge 
of the challenges and obstacles faced by o ,ast array f correctional fac ilit ies 
nationwide, thus allowing Securus Tech I gies propose the optimum 
solution for the NDCS driven by best ractices f law enforcement agenc ies 
nationwide. 

• Securus designs imp lements and mai ains r ,\, end-to-end inmate 
telecommunication systems as ur co re b siness. In add it ion to the highest 
levels of security and se,~vi ce for our s 1sten s, Securus focuses on ease of use 
and access by adm inistrators and investigat rs \f\' en designing our 
technologies. 

• The people of Secu,~us work relentlessly t offe r unequaled expertise, superior 
se,~vice, and industry lead ing commu icatio fea ures. Our so le focus is serving 
the highly specialized needs of he correctional in 'ustry. Through the variety of 
clients we sei-ve, and thro ugh our sca le, we ha ,e the proven capab ility to 
provide our robust and industry- lead ing ITS t the DCs1 facilities. Presented 
below are indications of our capabilit ies w it h particula r emphasis on our focu s 
in the State of Nebraska: 
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o Currently installed in more than 2,200 facilities nationwide 
o Securus serves more than 1,000,000 inmates nationally 
o More than 79 Million calls are being completed annua lly by Securus 

Techno logies 
o More than 29 Years of Proven History driving close to 140 Patents 

Our approach is driven by working with each and every client to develop a true partnership 
in a cooperative and professional manner. 

This includes ass igni ng one highly experienced ITS Techn ician and a dedicated, skilled Site 
Administrator/Investigative Resource, located at your site in Lincoln, Nebraska; to 
proactively manage the delivery of our servi ces to your facil iti es, and most importantly to 
continuously improve our value and performance for you and the community. Our 
approach is based upon the synergistic interaction of our more than 1,200 employees 
dedicated exclusively to delivering outstanding products and services. Securus retains an 
industry leading application de elop ent including over 60 IT professiona ls whose 
initiatives have created for Securus more than 140 patents and more than 90 patents 
pending; all driven by our customers. T is approach to developing customer driven needs 
over corporate chosen technologies shown in Figure 1 below has allowed us to evolve with 
our customers; an evoluti n that will serve the NDCS well into the future . 

Management 

• ~. Cohesive Team 
• Pro¥en Manapment Model 
• Su«H$WI Track R~ • ~IP 

• ~ . Acceu& 
£..-. of Rll'IIOt• UpoadK 

Securus. lNds. The 

.,/ r ures/f unction.111 

.,/ s urit J hnology ._ 

.,/ FutuN> Prootin 

Figure 1 

Customer Service 

• field Strwic 
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Force 

• R 11,ned R"f)OAMbllltiH 
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N xt· n~atioo PChnol<>gf 

Our insistence on client satisfaction includes rigorou sly and systematically sur 1eying e ery 
client, including end users..., 1 i mates, to assess our performance and determ ine their 
leve l of satisfaction. t te se he ata for continuous improvement and for locating areas 
where we need to focus; a j usting course as necessary to exceed expectations. These 
surveys are done at reg lar i tervals r based upon a specific event such as a technicians 
visit to a facility or a frie d r fa ily ember's discussion with one of our call centers. We 
also have disciplined fo llo f\l pa d esca lation procedures to ensure that any issues are 
resolved and the client is sa isfied. 
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Furt her, our approach is to both partner and to integrate with 

external partners in thi s industry, such as companies who 

provi de offender and jail m anagem ent systems or 

commissa ry firm s. We seamless ly integrate w ith inte rnal 

departmental applications recognizing t he importance 

system interoperability plays in performing our fu ncti ons . 

[
Guaranteed ] 
Integrations 

We strive to identify leading edge t echno logies and 

companies that may have direct or ind irect 

appli cations that offer benefits to our custom ers. 

These benefits often include eliminating staff intensive 

manual tasks with automation or providing 

investigative information that increase the effi ciency of 

your investigation staff. 

Best-in-Class 
Ne work Platform 
Serving Mega customers such 

as Missouri DOC 30,000 inmates 
throughout 21 facilities 

Our company values, as demonstrated each day, are integrity, respect, and keeping 

commitments made to customers. The res ult is a company and a brand that you can tru st 

and a compa ny t a has proudly served this industry, and only this industry, since 1988. 

Securus fully understa ds the importance of excellent service, friends and family support, 

and security, security, security. 

\I e are c nfide in r ability to provide service and support 

\Nell beyond the asic requirements of this RFP. Securus has 

detailed a so l t i ate co passes the NDCS' desire for 

state-of-the-or - I gy, excellent customer service, and 

maintenance, a ' affordable rates to inmate families and 

[ 

·rst · 
S ·sf 

C :e, t] 
ct o 

an aggressive commission offer ing. 

We provide e d-t -e d capab ilities, our own technologies, and no subcontractors in the 

provisi n f r i ate ~e lephone servi ces technologies. Many times when wo,~king with 

outside c ntrac rs, cus mers lose the direct link to their service provider and add an 

extra layer f c icati n which can cause delays in resolving your issues. 

Secu r-u s has t e res urces to insta ll and operate large prison facility telecommunications 

systen s. Case i int - in 2 11, Securus installed on time and under budget the Missou,~i 

Departme t f C rec ions telephone system - serving more than 30,000 inmates and 21 

fac ili ties. Miss ri, as ,vell as Louisiana DOC (2012), Connecticut DOC (2012) and 

Pennsylvan ia C (2 14), and most recently Arkansas DOC (2015) chose Secu ru s because 

of its indus 1 , experience, reputation and "best in class" network platform further 

demons raring r abi lity to serve large correctional facility customers. All has previously 

been GTL cust 1ers. Securus has the only centralized packet-based netv ork platform that 

can serve both OC institutions and county facilities of all sizes. 

SECURUS Technologies 66 



Securu s is confident the NDCS wil l continue to experience the benefits that Missouri, 
Connecticut, Pennsylvania, Arkansas and 8 other DOCs and multiple mega Counties such as 
Harris (Houston) and San Diego County are currently experi encing if they choose Securus 
as their inmate telephone system provider. See Figure 2 below for Securus National 
Presence. 

Figure 2 

Securus' National Presence 

• City, County, or Private Facility 

• State Department of Correction Facil ity 

Securus currently provides service to 11 of the 50 DOCs in the United States, including 
prime c nt ·acts with the states of Florida, Pennsylvania, I ~i ssou ri, Louisiana, Illinoi s, 
Co necti t, Ke tucky, North Dakota, Alaska, Arkansas and New Mexico. 

!Ve also serve any of the largest county facilities in the United States that house 
th usa nds f inmates including Hall County, Dakota County and \/Vashington County in 
l\lebraska and San Diego County, California; San Bernard ino County, California; Riverside 
Count ,, Ca lif rnia; and Riker's Island, New York. 

Securus' a i nal presence enables critical intelligence sharing capab iliti es vertically and 
h rizontally bet Neen Law Enfo ,rcement and Con-ections agencies. IVloreover, we are largest 
pro lider f inmate services to private pri son company Corrections Corporation of Ameri ca 
("CCA"). Sec rus is confident that we will meet the NDCS objectives and deliver a solution 
that de li ers and exceeds the functionality, operational exce llence, superio1r technical 
capabilities, and financial requirements of the NDCS. 

SECURUS Technologies 67 



Operational Approach 

Led by our proven Sen ior Execut ive tea m, Securus be lieves that we must provide world 
class service to three distinct customer sets within each DOC, the NDCS, t he inmates, and 
the ca ll rec ipients. 

Consistent with this be lief is the ongoing, proactive development of our National Servi ce 
Center (NSC) for our law enfo rcement cu stomers and Securus Correctiona l Billi ng Se rvi ces 
(CBS) for support of the friends and fa mily of inmates. 

These represent the largest support ce nters of their kind along with our multiple 
commu nicati on connectio ns options to ensure all parti es permitted to communicate may 
do so safe ly and securely at a reasonable rate. For our partners in law enfo rcement, we 
will provide tools and technologies that are tested and supported and wil l increase your 
investigative efforts, staff efficiencies and your overall financial return. For the friends and 
fami lies of those incarce rated, we wi ll provide multiple methods of communication as \Nell 
as many payment and funding options offered at a fair ca lling rate with an understanding 
of the difficult time they are facing. Final ly, to satisfy inmate needs, Securus will provide 
outstanding service and maintenance of the system itse lf to ensure that these front line 
customers are able to communicate clearly with loved ones without concerns over whether 
or not the phones are working properly. 

The Operational benefits of the Secu rn s SCP Platform, and 
our in place service infrastructure, are unparalleled in the 
industry. Securus has the most widely used platform int e 
industry supported by the industry1s larges ca ll enters 
serving both technical and customer ser ti ce needs. T e 
SCP platform provides for maximum operational efficiency, 

Cal i g P atfo 
hat is dynamic, robust ar · 

constant! , e , I 1ing 

while providing the NDCS with a Platform that is 'ynam ic, r bust and constantly evo lving to 
serve your changing needs. Securus upgra 'es its platf rm on a quarterly basis, at no cost 
to the NDCS, to adapt to an ever changing telec unications and correctional 
environment. The web based, centralized platf r allows Securus to address any poss i le 
service situations ,~emotely, thus allowing for i ediate response to any possible ser 1ice 
problems from a software standpo int; often before the issue is recognized. 

Securus possesses the largest Network Operations Center ( OC) in the industry, which 
helps Securus identify problems in most cases before the facility even realizes a problem 
exists. Our NOC ope,~ates 24/7 /365 and is capable of tracking the operational health of the 
system and delivering the stab ili ty and ser ice response necessary in a correctional 
environment to ensu ,~e the safety of your fficers. Out of se rvi ce phones can cause securit 
concerns; with Securus the NDCS can be c nfi e tin the safety of their staff and in the 
stability of the system proposed. 
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To ensure the daily service needs of our law enforcement partners are met, our National 
Service Center (NSC) provides immediate support for any issue which may ari se . Our 
employees are trained on supporti ng our system; the only system we deploy. This singu lar 
focus can only be provided by an organization that designs, builds, and supports its own 
Inmate Phone System. Secu ru s is such an organization. Our NSC operates to match our 
customer's schedules and maintains deta iled tracking to ensure compliance with stated 
Service Level Agreements fo r all accounts. 

All incoming service calls are provided with a 
ti cket tracking number which stays attached to 
each service event. Our technicians will work 
through each issue and report back to the 
customer upon the resolution of the matter. All 
service events ca n be tracked and audited by the 
NDCS via our Portal appl ication to ensure we are 
always meeting our obligations. 

Trained and 
Co tinua ly Cert ·fie 

Field Service Techn icians that 
provid e exce llent cu stomer ser dee 

We put these auditing tools in our custo er's hands so that they can see our co nfidence in 
ou r ability to deliver on our commitments. No ot her provider de livers th is level of ti sibility 
into their service response t imes and operational response. 

Because we are comm itted to pro 1iding he best customer ser ti ce to fri ends and fa ily 
m embers of inmates as demonstrated by us spending over $2 mill ion do llars to build out a 
"in-sourced" Custome1- Ca ll Center vvhere Dall as based Secu rus employees are ass is ing 
end users versus poorly managed and high! i ferior foreign ca ll centers that our largest 
competito rs continue to use. With the increase in co llect ca lling fo recasted as part of th is 
procureme nt, managing the end users issues is important as without these serv ices, t hese 
tasks would fa ll back on the IDCS' ffi ce rs. 

Of importa nce to the NDCS, unl ike many s aller 
ir, dependent se1-vi ce pro 1iders, ,ve ha e been able to 
bi ll ou r customers directly because f ur high market 
penet1·ation. We be lieve that direct illi g decreases 
bad debt expense and billing expenses by eliminating 
an addit ional th ird-party billing ent ity, rv ile expedit ing 

Best 
Se ·ce 

st er 
a Ce er 

' it h higl- ly tra ined Sec r s 
er-ipl yees 

and increas ing co llectabili ty. In add it i n, 'irect bil ling enables us to provide better 
customer· service by resolving dis utes with bill ed par·ties by fac ilita ting direct 
communication between us and the called party. All of which drives impro 1ed cus omer 
satisfaction. 

Securus ma inta ins a distinguished Lega l and Regu latory team ded icated to keep the State 
abreast of any cha nges in t he reg latory landscape of t he inmate ca lling industry and 
provide support as needed over the term of the agreement. This is a key value add since 
the FCC is active ly in 10lved in changes associated w ith ca ll pri cing and ancillary ser ,ices. 
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Lastly, Securus uses our own fi eld servi ce technicians, on payroll employees t hat we can 

control to ensure t hey foll ow the strict guidelines our correctional facility customers 

demand and rema in t rained on all releases of our software. This level of service is much 

better than that of our competitors, whom many continue to use th ird party contracto rs 

that have other prior ities wh ich might conflict w ith the inmate telephone provider and 

therefore provid e infe r ior customer se rvi ce and delayed response t imes. Securus 

ma intains the largest field se rvi ce gro up of any provider and can bring to bea r all t he 
resources of th is orga nization to serve the NDCS. 

We provide and install telephone systems in co rrect ional faci lities at no cost t o t he fac ility 

and perform all maintenance activities. We maintain a geograph ically d ispersed staff of 

trained fie ld se rvi ce technicians and independent cont ractors, wh ich allows us t o respond 

qui ckly to service interruptions and perform on-s ite repa irs and ma intenance . 

In add ition, we have the ability to make ce rta in repa irs remotely th ro ugh electroni c 

communication w ith the installed equ ipment without the need of an in fac ility servi ce ca ll. 

We believe that system reliability and servi ce quality are particularly important in the 

inmate t elecommunications ind stry because of the potential for disrupt ions among 

inmates if te lephone service remains unavailab le for extended period s. Our proposed 

system runs at above 99o/c stabi lity to ensure our se rvice is constant and dependable at all 
tim es. 

Service Features 

• 24x7x365 Net II rk era i ns Ce er m onitoring 

o You're open arc ' t e cl ck and so are Ne. We ca n find and fix problems 

before y u are a 11are ft em and we're here to help you with your 

questions on • re iuire .er. s nhene ,er you need us. 

• 24x7x365 ec nical S pport thr ugh Securus' in-house Techn ical Support 
Ce nter 

V te have the larges e pl yee base in t he industry t o better se rve you and to 

m ake sure f\ e conti , e... lead with enhanced t echnology. 

11 24x7x365 end- . se r s p r through our in-house Securns Correctio al Billing 

Se rvi ces 

o Securus is niq g national competi to,~s in that w e operate ur ovm 
call center. \f le n't t -s rce our customer experience. \/Ve find our end-

use r sati sfacti n rati gs improve 22 percent when they use our ca ll center. 

Providing go d service to your constituents cuts down on complaints and 

provides a better experience for all. We are avail ab le to serve ca llers 24 

hours a day. 

• Ongoing trai ing as well as training for each new software release (typica lly 

provided three to f ur ti es per year) both provi ded at no cost to tt e IDCS. 
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Securus' planned approach to the management of the NDCS project is to use only highly 
qualified and specifically experienced Securus personnel for the project management and 
instal lation of the Securus SCP system and all related services. Assigned personnel will 
have past experience in SCP installation, project management and related inmate phone 
insta llation skil ls in a DOC environment. The overall business lead will have a minimum of 
10 years' experience in the installation of large complex inmate calling systems at the State 
Department of Corrections level as well as experience in data migration and integration of 
mu lt i fac ility state institutions. 

Qualifications of Personnel Assigned to the Nebraska DOC Project 

• Account/Business Management: 

The RFP response, all customer communication, follow through, negotiations and 
ult imate account respons ibility are the respons ibil ity of the Securus National DOC 
Account Team led by Mr. Steve Viefhaus, VP Department of Corrections Accounts. 
Mr. Steven Cadw ell, National Sales Manager DOC is directly responsible for the 

ebraska DOC. Securus believes that only experienced and highly sk illed business 
managers ca n be assigned to DOC acco unts and must have a ba ckground in 
teleco munications, tech nology, accou nt manage ment and specific Corrections 
In 'ustry experience. 

Mr. Cad Nell is responsibl e for 'working with Department of Corrections across t he 
Uni ed States and has been doing so for over ten years. He has a deep 
u derstanding of DOC inmate co m m unications issues and understand s the 

perati n of a compli cated and va st DOC environment. Mr. Cadwell is w ell 
res ec'"ed within the Corrections Industry and has been the key contact for th e 
le raska DOC leading up to the RFP rele ase and will be upon award. He has 

c pleted sign ifi cant fa ct finding relative to the NDCS operating environment 
i ,cl ding researching call volum es, meeti ng with investigators at the f\lDCS, 
presenting Securus soluti ons, attending Nebraska Gang Task Force events and 
spea king with other industry co ntacts about the NDCS. 

After he recent cance llation of your RFP, Mr. Cadwell began immediately to collect 
infor ation regarding why th e RFP was cancelled and what Securus might be able 
o do to improve our response. 

Ne c llected all evaluation s from all vendors, pri cing proposals and ca refully 
ana lyzed how our response was evaluated by the Nebraska e alu ation tea m. The 
resulting proposal is ,reflective of you 1r new requirements and how our ,response 

c mpared to other vendors respo nses . 
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Mr. Viefhaus is r·esponsible for all DOC and large DOC sales for Securus and has 
over 33 years' experience in the Industry. Mr. Viefhaus has been responsible for 
Corrections Industry sales at all levels of the Law Enforcement and is responsible to 
Securus management for over $20M in annualized sales across the United States. 
Mr. Viefhaus is a frequent presenter at conferences such as the Corrections 
Technology Association and State and National Law Enforcement events. 

The Account/Business Management team is responsible for the overall 
management of the project as well as the ongoing success of the account. 

• Project Management for the NDCS Implementation and lnstaUation 
Project; 

In addition to the Account/Business Management team being accountable to the 
NDCS for the overall success of the project, Mr. John Mannewitz heads up the 
implementation team responsible for the implementation project. Mr. Mannewitz, 
as the Senior Project Manager for Securus; has over 18 years of experience in 
operations/project management and large project installations. Mr. Mannewitz has 
recently completed a very successful (on time and under budget) installation of the 
proposed SCP inmate calling system and associated valued add servi ces at the 
Pennsylvania DOC. He has also completed similar installations for other DOC across 
the country in the last two years. 

Mr. Mannewitz is assisted by the specific Project Manager assigned to the NDCS 
installation: Ms. Lena Bryant. Ms. Bryant has over 10 years of comb ined experience 
specializing in client services, implementation and proj ect management. Her most 
recent project completion has been the installation of the proposed SCP inmate 
ca lling system and associated valued add services at the New York City DOC. Her 
proven skills in leade1·ship and time management resulted in a successful 
installation and additional opportunities to progress in sim ilar projects. 

• Fie[d Operadons, !nstaHat~on and Support: 

~r. Aaron Bacher, Director· Field Operations; will have the responsibility for the 
insta llation of phones, wiring, local connectivi ty and the overall effectiveness of the 
servi ce technicians assigned to the installation of the phones and related equ ipment 
for the Securus SCP inmate ca lling platfo1·m. Mr. Bacher has supen1ised and 
personally completed more than 1,000 insta llation projects at more than 3,000 
insta llation sites nationwide, including five DOCs with a near-perfect customer 
satisfaction rating. Mr. Bacher is ext1·eme ly qualified in the insta llation of complex 
inmate calling platforms and the integration requirements associated with data 
migration. 

Mr. Lee Wasson, Field Services Manager Nebraska, reports directly to Mr. Bacher 
and brings more than 24 years of telecommun ications se1·vi ce, maintenance, and 
insta llation experience to the Nebraska project. 
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Additionally, Mr. Wasson has more than 18 years of experience working in a 
controlled and/or corrections environment and 30 years, experience in 
troubleshooting and diagnostics. He is knowledgeable in building w iring and 
infrastructure and is extremely proficient in the processes of troubleshooting and 
diagnostics. 

Each of these professionals have been selected to own the Nebraska DOC implementation 
project based on their direct knowledge of the industry, their specific experience in the 
installation and operation of the SCP inmate calling platform and associated features and 
their local knowledge of the Nebraska operating environment. 

To ensure complete success, each member wi ll be briefed, by the National Sa les Manager, 
Steve Cadwell, on the most importa nt and latest operating priorities for the NDCS that 
relate to the installation and ongo ing success of the project. 

On Site Support Dedicated to the Nebraska DOC 

Specific to the NDCS and as required in t he RFP, Securus has proposed two, dedica ted 
employees to help suppo rt the da ily needs of the NDCS and make the most of your Secure 
Ca ll Platform and THREADS investigative pattern analysis software. One full time 
technician, located in Li nco ln, w ill work daily to resolve any open tro uble ti ckets and then 
begin proactive wo1'"k on any other items the I DCS identifi es including clea ning phones, 
ass isting on report requests or respond ing to inmate grievances. 

Beyond the techni ca l suppo,,.t services for the system, we have provided a dedicated Pl 
management and investigative re source to support the NDCS and assist in de livering 
targeted leads and in responding to recording requests. We have proposed a system that 
includes powerful investigative features to protect your community and your officers; vv ith 
your ded ica ted Securus investigator, you and your staff will make the most of these tools. 

From our systems to om network monitoring down through our personnel, Securus has 
enginee red a solution that provides the powerful call controls the DCS 1 needs with the 
educated resources to ensure it is used to its maximum potential to benefit the NDCS. 

Cost Approach 

A Financial Partnership with the NDCS 

\Ne look forward to the opportunity of introduci1 g our inmate communi cation technology 
to the NDCS and beginning a partnership through the life of the agreement and beyond. 

The partn ership will be supported by dedicated resources, whi ch will bring to bea r the 
techno logy assets of Securn s, in support of inmate communications, as well as the broader 
needs of the NDCS. The goal of this partnership w ill be to improve the quality and cost of 
inmate ca lling, reduce ope rating costs, create a safer environment, fight crime, and 
engender better co mmunity relation s. 
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Exceeding your needs come from learning and listening and we are prepared to do both. 
Our proposed call pricing to the NDCS provide options and flexibility so we may deliver a 
final proposal in partnership with the Department that best meets your needs. 

Evolution from Payphone to Next-Generation Communications 
Technology 

The foundation of Securus' solutions is its inmate te lephone platform, which is the leading 
platform in the inmate telecom sector. Securus' call management system incorporates a 
variety of features that provide added value for corrections personnel as well as inmates. 
The Securus call management systems works in a similar fashion to other inmate 
communications systems. The system provides a patented automated operator platform 
for the facility. The system takes the call an inmate dials at the Securus phone, for either a 
collect or debit call, processes it through its fraud protection features and then sends the 
call out on a 1 + basis. Securus' system is very flexible and feature-rich, and because its 
blocks inmates from ever reaching a live operator, Securus' system ensures inmates cannot 
evade the controls placed on their telephone privileges. With respect to controls, Securus' 
inmate call system is highly fl exible: controls can vary from being as accommodating as to 
allow any inmate to call any number at any time; to as strict as preventing a specific inmate 
from calling more than specified numbers, for a given number of minutes, on a particular 
day, at a specific tim e. By incorporating key features such as real-time ca ll forv arding 
detection, three way ca ll detection, voice biometrics, covert alert, flexible rate adjustment, 
live call mon itoring a d keywor • spotting, Securus is ab le to offer the highest le ,els of call 
quality, performance, sec ri y and reliability in the industry. This co trol o 1er fraudule t 
call ing and call processi g rovi 'es us flexibility in delivering ca ll rate soluti ns to our 
customers. 

Connecting Calls 

Our specialized syste s limits inmates to collect, debit, or prepaid ca lls, alidates and 
verifies the payment is ry of each nu ber dialed for billing purposes, a d c nfir s that 
the destination number as ot been blocked. If the number is valid and has n t been 
blocked, the system aut motica lly requests the inmate's name, records the in - te's 
response, and waits fort e called party to answer. When the ca ll is ansv ered the system 
informs the called par that there is a call from a correctional facility, plays back the name 
of the inmate in the i mate's , ice, and insti-ucts the called party to accept or reject the ca ll. 
The system then co pletes ca lls and c nnects ca ll s that have been accepted by the called 
party. 

The system automatically records the number called and the length of the call and 
transm its the data to ur centralized billing center for bill processing and input into our ca ll 
activity database. 
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Our database of telephone numbers and ca ll activity allows us to provide extensive call 
activity reports to correctional faci lities and law enforcement authorities, in add ition to 
identifying numbers appropriate for blocking, thus help ing to reduce the number of 
uncollectible calls. These include reports that can further assist law enforcement 
authorities in connection with ongoing investigati ons. 

To deliver better servi ce to the NDCS and decrease or address compla ints from the 
comm unity and inmates in regard to inmate ca lling connectio ns, Securus aggressively 
pursues multiple methods of ensuring we complete every legitimate call and provide 
multiple methods of funding and ca lling, all wi th full fraud controls. Fraud controls are the 
backbone of any good calling solution as they perform two important functions for 
correctiona l fa cilities; first, fraud prevention provides for a greater security by preventing 
multiple calls from a single call or the miss-rating of calls due to ca ll forwarding. Second, 
and most importantly, proven call controls protect the commun ity from fraudulent or 
threatening ca ll s. Our fraud prevention controls include: 

Fraud Controls 

• Patented three-way ca ll detection and prevention 

• Patente I remote ca ll forwarding detection 

• Dual to e ul i-frequency (DTMF) detection to prevent: 

Secondary dialing 

c Sv ti tch o k 'ialing 

o Blac cxi .g 

Hacking 

• 1 ice Bio e r ic l entification of Every Inmate (optional) 

• Veloci , restric i ns to prevent inmate dialing abuse 

These pate te ', roven capa biliti es are included in our proposal and v,jll drive greater call 
comp leti ns with i crease confidence in the security of the con ecti n. This confidence 
has all vied us t expand t ea 1enues by which accounts are funded and th rough which 
ca ll s are co plete '. 

Call Completion Capabilities 

• irect billing agreements with fami ly and friends to support post-pa id co llect 
Co lling 

• Con enie points of sale and cost-effective terms for prepa id fr iends and 
fami ly ace unts 

• Guaran eed Integration Capabilities 

• mero s funding options 
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• In-house, US Based Securus Correctional Billing Services customer service 

center 

• 

• 

• 
• 

• 
• 

• 

• 

• 

• 

Website fu nding 

Western Union funding (optional) 

MoneyGram funding (optional) 

Prepaid collect (AdvanceConnect), prepaid call ing cards, and debit options 

Inmate PINS 

Inmate PANS 

o Like all other features of SCP, the PAN li sts are flexible and may be 
administered in various ways: PANs can be configured manually, 
automatically, or by importing through integration. 

Patented Automated Operator Services (AO S) 

Customizable call prompts, branding, and overlays 

Multi-lingual call prompts 

I ma e na e recording 

Thr ug 
C tro lli 
corn 

r pr ven approach of internally managing account establishment and funding, 
g fra t r ugh our own patented technologies and delivering more ways to 
ica .. e, 11e are able to create a well-rounded and de 1eloped call rate package to the 

DCS. 

Our base ailing ra es are included in the pric ing section of th is response. Additional 
ptio s r ,; 1e ec ,anisms to select a menu of additiona l ca pabili ties to increase 

effic ie c_1, ce li ,er ad i i nal investigative tool s and provid e more controls over cellular 
ca lling. t te ec gn ize hat we must adjust to meet the needs of our custome,~s, rather than 
ask ur c st e s to conform to an inflexible offering. Our Cost Approach was developed 
wi h this i 

Technical Approach 

Sec r s' .ig l , 'ifferent iated Secure Call Platform ("SCP") is the most featu,·e rich, reliable, 
fl exi le s I i he arketplace and is delivered as a cloud-based service facilitating 
re e ent and regular upgrades with over 650 features deployed and 
appr xi nevv features added annually see Figure 3 below. 

f\/ ereas e C pa y's competitors are prima1·ily dependent on premises-based systems 
that are cost!, a d t i e-consum ing to install, mainta in and upgrade, Securus' efficient 
centra lize sys em provides the most efficient and effective method of del ivering inmate 
co ica i n services and is at the core of our techn ica l approach to the NDCS 1 solution. 
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By leveraging Securus' platform, the NDCS can meaningfully reduce field service events and 
offer substantial additional benefits for customers, including centralized software 
upgrades, enhanced security, and remote monitoring of facility operations. 

The competitive differentiation provided by Securus' superior functionality, efficient service 
delivery and increased ability to invest in product development is directly relevant to 
winning and retaining customer contracts, enabling Securus to rapidly gain market share 
from its competitors. 

100+ IT Professionals & 
60 Software Engineers 

ititttttt 
iiititiii 
itittitti 
iitttiti+ 

Security and Innovation 

Figure 3 

In-house development of 
50+ features annually 

Secure Call Platform 

• Most sophisticated, feature
rich communications 
platform with 650+ features 

• $22+ million re-invested into 
the company and technology 
growth each year 

• Platform affords Securus a 
structural advantage over 
technologically lagging 
competitors 

Securus' secure, turn-key product offering is a key differentiator in the industry. Through 
our robust, internally developed and supported platforms, we offer more products and 
security applications than any of our competitors. The li st below highlights a se lection of 
Securus ' comprehensive offering: 

• Turnkey equipment and system installation without downtime and on time 

• Inmate Identification: biometric and/or security code validation 

• Enable calls on a p1·e-paid, deb it or co ll ect basis to friends and family members 

11 Continuous Voice Biometric Authentication and Identification of Inmates 
(optional) 

• Restrict calls to ce1·tain parties (e.g., judges, jurors, witnesses and vi ctims) 

• Detection and restriction of unauthorized call forwarding 

• Real-time call monitoring capa bilities 

• Call recording and storage for the term of the agreement 
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• Real-time credit quality assessment of called party 

• Billing and customer care 

• Guaranteed Interface capabilities to commissary and/or offender management 

systems. 

Over the past 20 years, Securus has spent over $100 million dollars and devoted 300,000 
man-hours developing an advanced packet-based network platform that provides many 
cost and service advantages to its customers. 

We have completed the process of trans itioning our customers to this advanced platform 
from legacy, or prem ise-based systems that many of our competitors continue to use. 
Table 2 depicts Securus' best-in-class secure calling systems and related capabil ities. 

Strategic Features 

Table 2 
I 

Feature Description Benefit 

Location Based Services Provides location of cell phone • Allows sites to create a 

users and allows reporting and call geo-fence around a 

restrictions based on this data facility to increase 
security and allows sites 
to isolate calls to certain 
areas for monitoring 

• Provides real time on 
demand cell phone 
location for investigative 
and emergency 
situations 

Data Analytics For Law Utilizes call data alongside user- • Prevents crime within and 

Enforcement generated data and statistics to aid outside corrections 

law enforcement and corrections facilities 

officers in investigations • Enables corrections 
officials to determine 
associations among 
inmates and between 
inmates and at-large 
criminals 

Video Visitation Video equipment installed to allow • Increases facility security 

secure visits with friends and family and reduces use of 

members correctional officers for 
escort duty 

• Reduces contraband 
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I 

Feature Description I Benefit 

infiltration 

• Reduces time and cost 
required for family and 
friends 

• Provides additional 
capabilities such as 
grievance filing and 
inmate e -messaging 

Real-Time Call Forwarding Detects forwarded calls and allows • Prevents "*72 fraud" and 

Detection for immediate termination or calls from being 

flagging of the call for further forwarded to restricted 

investigation parties 

Voice Biometrics I Voice recognition to identify that an • More effective than 

; authorized inmate is making a call security codes and less 
I 

I 
problematic for staff 

Covert Alert 
I Real-time investigation ' Flag suspect numbers for • 
I surveillance when called tool for law enforcement I 

I 

Automated Information Voice response system used to • Significant labor savings l 
Services (AIS) address common inquiries I 

for correctional facilities I 
I (average 1 l 

I l inquiry/day/inmate) I 
Keyword Spotting Monitors calls for keywords • Efficient review and 

1 
indicating potential illicit activity analysis of heavy call 

I volumes 
I I 

Officer Check-In Verify officer through inmate • Improves correctional 
I facility management and 

I 
telephones to track location 

I 
safety 

Inmate Crime Tip 
I Prevents criminal activity I 
1 

Anonymous communication I • 

1 
between inmates and corrections within correctional I 

officers facilities 

Call Tracker Note sharing application • Investigative tool allowing 
I portfolio of notes 

I associated with a 
recorded call 

Pro ICER Immediately identifies when an • With Securus' current 

offender is speaking to another base of 12 facilities in the 

offender from another facility. ICER State of Nebraska, ICER 

will identify offenders speaking to will provide real time 

each other from within a facility, alerts to cross 

between facilities and even communication between 
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I 

I 

Feature Description ! Benefit 

between other Securus SCP inmates in DOC facilities, 
facilities in other locations. County facilities in 
Investigators get an immediate Nebraska and other 
notification or can run reports Securus customers 
instantly of offender to offender nationwide. 
communication . 

Video Relay Service Provides Video Relay Service (VRS) VRS provides the following 

to all deaf Americans, so they can standards to Correctional 

communicate through sign facilities: 

language interpreters to anyone in • No in-bound calls 
the United States. This VRS is • No three-way calls 
designed so that all telephones in 

• No call history 
the USA can talk to each other 
without barriers. • Ability to include call 

timer 

• 911 button disabled 

• Announcement to called 
party 

It is sig rficont o ote, each of the features listed above Nere developed to address specific 
Sec rus cust er needs; in fact, Location Based Services and Call Tracker were developed 
to i e requ irements of the Florida DOC. Many times, these products and 
se rvices v 1ere 1e el ed outside the existing contract req irements and are a direct result 
of an i1 e 'iate eed of our customers. In each case the ne rv requirement was a result of 
thee ' I 1i g erati g environment that routinely occurs during a contract pe1·iod. What is 
imp r a t is t se lect a provider that has a singular focus n inmate telephone service with 
the fl exibil ity, ca ability, and commitment to evolve with the ebraska DOC over tl,e 
c urse f ~ e agree ent. 

reg 
incl 

sed to the Nebraska DOC supports 650 in 1ependent featu1·es with more 
cost to our customers. Some specific features of interest to the NDCS 

Administrative Features 

• u it and activity tracking of all system users 

• I~ lti-level password contrnls 

• Access control by day/time, as well as by IP ad ress 

• Nireless Indicator in SCP indicating call to wireless phone 

• Video Re lay Service (VRS) that provides deaf inmates with enhanced abilities to 
communicate and brings prisons up to ADA compliance standards. 
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Investigative Tools 

• Monitoring and recording available on all calls (other than those marked as 

'private') 

• Patented three-way call detection and prevention 

• Patented remote call forwarding detection 

• Patented Perma-Block allows called parties to block future calls from the facil ity 

• Covert Alert with Barge-In 

• Crime TIP hotl ine 

• Scan Patrol 

• Case tracking (call notes) 

• Investigative reports, such as frequently called numbers, pattern dialing repo rts, 

and more 

• THREADS ca ll analytics with onsite THREADS trainer and investigative assistant 

• Voi ce biometrics, including Continuous Voice Ve1·ification and Identification 
(optional) 

• Re 1erse Lookup with mapping 

• V tord Spotting 

• Remote Ca ll Forward Detection 

• Contraband Cell Phone Forensic Services 

• On demand call monito1·ing for acute investigative needs 

• ICER inmate to inmate communication detection and identifi cation 

• Investigative intelligence sharing with ability to share ONLY investigator 

identified specific information with other· law enforcement agencies 

Expanded Services for Law Enforcement 

Sec r s is committed to providing enhanced services that support the needs of ou,-

c stomer base and which complement our core telecommunications offering. See Figure 4 

el w l\rhich identifi es the intelligence interoperability between call analytics, lead t1·acking, 

ce ll forensic analysis and ca se management. Securus would be pleased to demonstrate this 

Co ability and provide 1-eferences that are utilizing all components of this process with 
great s ccess. 
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Figure 4 
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Data analytics allow agencies to quickly identify trouble spots, success, and opportunities. 
Data mining uses sophisticated data sea rch capabilities, statistical techniques or 
computational algorithms to discover and extract patterns and relationships, typically from 
very large and/or complex sets of raw data. See Figure 5 below, which identifies calls that 
have been made from a facility (in this case the Omaha County Jail, black circle). The LBS 
call s are in or-ange and green are BNA hits. The map shows one, where the ca ll sta rted 
(orange-green) and ended somewhere else (orange-red). 

Figure 5 
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The data sources may be within one database or across multiple databases. In July 2012, 
Securus completed the acquisition of Direct Hit System s (°THREADS 11 product), a leading 
provider of sophisticated data analytics tool s for law enforcement and corrections clients in 
North America. 
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THREADS uses proprieta ry software algorithms to analyze and investigate large quant ities 

of data real-t ime and supplies law enforcement with actionab le and cred ible leads. Th is 

powerful tool is even further enhanced with the beneficial data that can be cross 

referenced with your inmate calling activity. 

Location Based Services (LBS) provide corrections and law enforcement officia ls with the 

ability to identify the location o~ cell phones when called by an inmate as well as provide 

alerts on cell phones called by inmates terminating in watched locations. Location Based 

Services are integrated into SCP and authorized users are able to determi ne the location, 

either in real time of based upon the location available in the ca ll deta iled records ava ilab le 

for each call placed by an inmate, where the call te rm inated. With LBS, the NDCS could 

track the location of every call to a ce ll phone placed by inmates and be alerted to any ca ll s 

terminating to a ce ll phone around the area of any of you r pri sons when ca lled by an 

inmate. This forward notice provides t he val uab le m inutes needed t o respond in exigent 

circumsta nces or w hen an escape has been attem pted . 

Superior System and Support Functionality 

Securus provides co rrectional fa cilities secure and aud itable remote access a d contro l, as 

well as the broadest spectrum of management and investigative tools in the ind stry. SCP's 

central ized architecture provides a customized so lution for the specific eeds of each 

faci lity and per-mits instantaneous r·emote system repairs and upgrades 4 ize 

rel iabili ty and ensure that fac iliti es are always operating with the nev 1es tee 

The Company employs over 100 IT professionals, including 60 full -ti e softw are e gineers 

foc used on add ing ne rv features to meet evolving customer demands 2nd e ,eloping 

innovati 1e solutions that are at the forefront of the Inmate Comm unicat i s · stry. 

Th e sophisticated simpli city of SCP creates a structural advantage bye a Ii O Securus to 

qui ckly integrate and bundle new features, see Figu re 6 belovv, rvith its ex.is i g r d ct 

po1·tfolio without the depl yment of new on site hardware. The cloud-base • a"" re of the 
SCP prnvides for new features to be seamlessly added annua lly and re te! , ' led into 

exi sting facilities' systems with limited costs. As a r·esult, Securus can ffer ;ghl_, 

customized and lower cost so lutions designed to m eet the unique nee 's f c rrec ... ional 

fac iliti es . 
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Figure 6 

New features/ products easily add/bundled .. . .. over a sophisticated, centralized call platfonn 

• 
Secure Call Platform Features 

Securus' SCP rv ill p tide 
is able to access t e . a d 

system to yo r specifi c ee 

so; each in i ti • al fac ilir , c 

e NDCS with easy to use contro ls over sys e features and who 

o rv. That means you have comp lete c trol to customize the 

s, e ,en as those needs change. Should t e 1ocs choose to do 

Id operate under their own set of ca l Ii gr les. 

Our system conf r s r operationa l needs rather than havi g 10 r perations 

conform to our s ,ste . Secur s' SCP system is backed by our exte i ,e pat ent portfolio. 

We are co m i ed sing ec nology to help you safeguord the public a d prevent and 

so lve crimes. Our c , ers se our technology to impro e their pera i sand protect 

their Officers. We I ck f rNa ·d to doing the same for the NDCS by pr 1i d ing: 

• Centralize ' arc i ecture providing anytime/ anywheres ,s-e 1 access using an 

lnterne~-e a led c puter 01r mobile device fr many loc i n 

• Rea l-ti es frw are/ system upgrades th1ree to four ti es per yea r at no cost to 

N CS 

• Pre iu ibi al ua lity superior to that of analog-base sys~em s, whi ch is 

especi lly i , ortant for investigative purposes 

• Re te o it r ing 24x7x365 from Secu rus' Netvv rk perati ns Center-we 

monit r syste perform ance and can recogn ize and correct problems before 

you are avvare of hem. 
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• Advanced call recording management through a patent-pending technology to 
safeguard the chain of evidence controls on each recording, backed by free, 
professional testimony 

• User-friendly reporting and self-help capabilities 

• Information-sharing among partner agencies 

Your Officer's will be confident in the technology and able to respond quickly to more 
situations without the burden of additional work. Simple, executable commands will deliver 
real time information and call controls without wasting t ime. The system proposed is the 
NDCS' system. Functional and strong with the capabili ty to support the communication 
needed without ever compromising the safety and secu rity of the community. 

A Proven Provider for the NDCS 

We believe that the specia lized products and services we offer differentiate us from our 
competitors. Unlike many of our competitors who specialize in specific segments of the 
market (such as ca ll management systems, video visitation, etc.}, our strategy is centered 
on the pro uction and distribution of applications and services focused on the entire 
operation of a facility. Our applications are des igned to streamline the operations of your 
facilities and empower administrators with administrative, investigative, and economic 
capabil it ies. Additionally, Ne believe that the timely development of ne N products and 
enhancements to existing products is essentia l to maintain community and offi cer safety. 
/\/e c nduct o. going development of new products and enhancement of existing products 

tha are c mplementary to our existing product line so our customers never have stagnant 
and u dated tools to support themselves with. 

Securus ffers a ultitude of additional applications, services, and features that provide 
task-specific solutions designed to satisfy focused areas fa fac ility's operations. 

hese a plications assist correctional facility in estigators, ad inistrators, and suppo,~t 
pers nel Nith investigative capabilities, recidivi sm pr gra s, fraud pr-evention, and 
deta i ee i 'entifications. 

In ad \'" i n, v e partner with other companies to offer ralu e-added services that create 
operati na l efficiencies within the facilities ,,,e ser 1e, including pro iding two-way 
i terac , ,e ,oice response capabilities that allow routine questions to be answered without 
usi g sta resources, managed access services for cellular telephones, insta lling offender 
manage ent software to meet customer needs an adding e-mail, voice mail and vid eo 
visita io a d conferencing capabilities to improve security, generate new re enues and 
provide better labor utilization for correctional facilities. 

The N CS needs, and in fact demands the very best secu rity and intelligence gathering, 
and v,e believe you will agree that on ly Securus meets your crucial requ irements today and 
struc red to continue to be the best in the future. 
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Securus is driven to meet t he cha llenges of t he ever changing enviro nment in Correctional 
institutions by ma intaining a strong leadersh ip position in the constantly evolving 
technology and telecommun ications landscape. Secu ru s prides itself on t he abili ty to 
provide our customers w ith a platform which wi ll never become obsolete. 

Securus w ill constantly upgrade the NDCS' so lution to prevent the Platform from ever 
becoming out of date and ensuring that cu rrent tools and advancements are provi ded to 
enhance security and safety at you r institutions and within the State of Nebraska. With the 
stability of the Company as a whole, and with over 28 years' experience se rving 
Correcti ons, the NDCS can be sure that Securus will be th ere for the enti re term of thi s 
contract, proudly serving the NDCS. 

The bidder must identify the specific professionals who will work on the State's project if 
their company is awarded the contract resulting from this Request for Proposal. The names 
and titles of the team proposed for assignment to the State project shall be identified in full, 
with a description of the team leadership, interface and support functions, and reporting 
relationships. The primary work assigned to each person should also be identified. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The dedicated on-site administrator and on-site technical support staff will be supported 
by an experienced team of regional and ce ntralized support and management personnel, 
and will have access to any and all of Securus' corporate resource s. 

The key personnel assigned to the State's project are the following: 

• Steve Cadwell , National Sa les Manager - DOC 

• Steve Viefhaus, Vice President Department of Correction Accounts 

• Aaron Bacher, Director Field Operations 

• Matt Cobb, Regional Service Manager 

• Lee Wasson, Fie ld Servi ce Manager 

• Larry Kremeier, Field Servi ce Technician 

• Robert VanDerslice, Field Service Technician 

• Erle Severson, Fie ld Service Technician 11 

• Chuck Charlton, Field Service Technician II 

• John Mannev itz, Implementation Manager 

• Lena Bryant, Project Manager, 

• James LeBoeuf, Sen ior Sa les Engineer 

• David McTee, Corporate Trainer 

• Marlon Miller, Technical Support Manager 

11 TBD 1 Onsite administrator in Lincoln, NE 
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• TBD 1 Technical support person located in Lincoln, NE 

Having a quality oriented culture is vital, but, making sure we have employees that are 
committed to our values and perform at the highest level is what sets us apart. 

Securus uses a formal process for employee selection that involves multip le departments 
and management levels in the employee selection process. We have an in-house recruiter 
who seeks out top candidates for open positions. Our Human Resource organization 
makes sure that candidates match the requirements for positions and performs 
background checks to ensure we only hire employees with the highest integrity standards. 
Our formal process ensures that only the top candidates are selected-from these top 
candidates, we expect high pe1jormance standards. Our commitment to you is carr ied 
forward by our employees, and we believe we have the best team in the ind ustry. 

Tab le 3 depicts a descri ption of the team leadersh ip, interfaces and su ppo rt fun ct ions, and 
report ing relationships. The prim ary work assigned to each person is also identified. 

Table 3 

Dedicated 
NDCS Service 

Team Title Responsibilities 

Mr. Cadwell is responsible for the Securus overall 
operational performance of the contract, including account 
management, troubleshooting, training, compliance with all 
contractual requirements and ensuring the NDCS is fully 
aware of new or improved services and applications as they 
become available. Mr. Cadwell has been directly responsible 
for successful bid awards for the following Securus 
customers: 

New Mexico DOC, Pennsylvania DOC, Illinois DOC and 
National Sales Manager - Missouri DOC and is currently working with numerous DOC 

Steve Cadwell Department of Corrections across the country. 

Mr. Viefhaus is responsible for the DOC sales and customer 
Vice President Department retention activities. Steve will lead the team responsible for 

Steve Viefhaus of Corrections Accounts implementing and supporting the NDCS. 

Mr. Bacher directs, manages and develops Securus' 
regionals service managers, field service managers, 
technicians and service administrator totaling 167 

Aaron Bacher Director Field Operations headcount nationwide. 
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Dedicated 
NDCS Service 

Team Title Responsibilities 

Mr. Cobb is responsible for leading a service team of five 
Field Service managers with 70 technicians and contractors. 

Field Service Regional He will ensure our service obligations to the NDCS are met 
Matt Cobb Service Manager every day. 

Mr. Wasson is responsible for Field Service execution for the 
NDCS, manages activities of all Field Repair/Site Technicians 
and all Service Representatives that will be assigned to 

Lee Wasson Field Service Manager service the NDCS. 

Mr. Kremeier is responsible for preventative maintenance, 
technical support, repairs, installation, cabling, on-site 

Larry Kremeier Field Service Specialist instruction and training assistance. 

Mr. VanDerslice is responsible for preventative 
Robert maintenance, technical support, repairs, installation, cabling, 
VanDerslice Field Service Technician II on-site instruction and training assistance. 

Mr. Severson is responsible for preventative maintenance, 
technical support, repairs, installation, cabling, on-site 

Erle Severson Field Service Technician II instruction and training assistance. 

Mr. Charlton is responsible for preventative maintenance, 
technical support, repairs, installation, cabling, on-site 

Chuck Charlton Field Service Technician II instruction and training assistance. 

Mr. Mannewitz is responsible for Project Management 
oversight whose responsibilities include: management of 
project scope and conformance with system quality control, 
Statement of Work, engineering documentation, and 
contractual agreements. He works with Engineering and 
Network Teams to set project objectives, priorities, 
deliverables; identify risks, and develop risk mitigation 
plans. Mr. Mannewitz manages the project internally and 
schedule resources for timely project deadlines to include 

John Mannewitz Implementation Manager external contractors. 

Ms. Bryant is responsible for overseeing and project 
managing assigned projects. Her responsibilities include: 
establishing objectives and milestones, recommendation of 
team members, planning, coordinating, and conducting the 

Lena Bryant Project Manager 
project and documenting results. She will also work with 
multiple departments to ensure they are engaged and 
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Dedicated 
NDCS Service 

Team Title Responsibilities 
prepared to implement new project initiatives including 
associated process changes. 

Mr. LeBoeuf is responsible for providing the NDCS with the 
opportunity to preview system upgrades and service 
enhancements and to assist in the development and 

James LeBoeuf Senior Sales Engineer deployment of new services. 

Mr. McTee is responsible for the development and delivery 
of training on the user operation of the SCP system and all 

David McTee Corporate Trainer of the related products and services provided by Securus. 

The on-site administrator is the primary representative 
between on-site facility personnel and Securus management 
and personal. Responsible for providing administrative 
services of inmate calling accounts and systems. To ensure 
data integrity and proper system functionality of inmate 
calling system. To assist technical support in the 
maintenance of computer hardware, software, and 
telephony equipment by providing troubleshooting results 
to appropriate parties. The specific on-site administrator 
duties will be revised upon award to reflect specific NDCS 

TBD 1 On-Site Administrator PIN/PAN administration duties. 

The on-site technical support technician will be responsible 

1 On-Site Technical Support 
for installing, maintaining, repair telecommunications, 
associated computer, networking, electronic equipment, 

Staff and wiring per specifications and operational procedures at 
TBD correctional facilities. 

Mr. Miller works closely with the tech support team and 
other functional areas that tech support provides support 
to, and that is supported by tech support. He also provides 
support and ownership to duties outside of the employees, 
personnel, and distribution and management of the day to 
day work. This allows for the TS Mgrs. who managed the 
team directly to focus on those areas, and the team to have 
support for all of the other related support needs and 

Marlon Miller Technical Support Manager requirements. 
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The bidder shall provide resumes for all personnel proposed by the bidder to work on the 
project. The State will consider the resumes as a key indicator of the bidder's understanding 
of the skill mixes required to carry out the requirements of the Request for Proposal in 
addition to assessing the experience of specific individuals. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Please see resumes for all key personnel assigned to the NDCS in th e below requirement. 

Resumes must not be longer than three (3) pages. Resumes shall include, at a minimum, 
academic background and degrees, professional certifications, understanding of the process, 
and at least three (3) references (name, address, and telephone number) who can attest to 
the competence and skill level of the individual. Any changes in proposed personnel shall 
only be implemented after written approval from the State. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Resu es and references for these team members begin on the following page. Each team 
mem ber will be focused and committed to working fully on the NDCS project. 

As is e tidenced in t he provi ded resumes, each of t hese team members has significant 
experience wi thin the industry and with large contract implementation and contract 

anagem ent. 

es mes pro 1ided are fo r the fo llowing key personnel assigned to the State's project: 

• Steve Cadwe ll, National Sa les Manager - DOC 

• Ste e tiefhaus, Vi ce President Deportm ent of Corrections 

• Aaron Bacher, Director Field Operations 

• ~att Cobb, Regional Service Manager 

1: ee Wasson, Field Service Manager 

• arry Kremeier, Field Servi ce Technician 

Robert VanDerslice, Field Servi ce Technician 

• Erle Seve1·son, Field Servi ce Techn ician II 

11 Chuck Char lton, Fie ld Servi ce Technician II 

• John Mannewitz, Im pl ementation Manager 

• ena Bryant, Proj ect Manager, 

• James LeBoeuf, Senior Sa les Engineer 

• David McTee, Corporate Tra iner 

• Marlon Miller, Technica l Support Manager 

• TBD 1 Ons ite adm inistrator in Linco ln, E 

• TBD 1 Techn ica l support person located in inco ln, NE 
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Steve CadweH 
Naf ona Sales Manager - DOC 
Mr. Cadwell has more than 30 years' experience in telecom and 

telecom-related disciplines and has held senior management and 

sen ior sales and operations positions several telecommunications 

companies. Mr. Cadwell has spent the last 10 years exclusively in the 

inmate telephone business with a concentration in State Department 

of Corrections. Mr. Cadwell was previously an employee of PCS Communications and has 

background and knowledge specific to the Nebraska DOC inmate calling system 

requirements. Mr. Cadwell attended NDCS mandatory site visits and the most recent 

mandatory pre-bid meeting. 

Experience 
• Leads the new business group for Securus nationally with focus on large 

accounts (private and public) and new business growth; recent successes 

include the PA DOC, Ill. DOC, MO DOC and NM DOC. 

• Responsible for DOC sa les across the country 

• Develops new accounts 

• Develops and expands partner relationships with MBE partners or technology 

partners 

• Maintains updated information and positions on FCC and other regulatory 

agencies affecting business and communicated to prospective clients and 

industry 

• Manages key customer projects (RFPs, RFls, MACs, Turnkey Solutions, etc.) 

• Facilitates timely resolution of customer issues 

• Supports the product/feature development process by identifying customer 
requi1rements 

• Ensures financial integrity of designated partnerships and of ongo ing business 

relationship 

• Collaborates with the partners in a so lution sales methodology to identify, 

pursu e, and close ne N business 

• Identifies competitive activity v ith respect to changes in application, product, 

pricing, or marketing strategies and differentiates Securus and Securus' 

products and services from competitors. 

• Act as team lead for partner re lationships and coo1rdination of Securus 
,resources 

• Partners with sales engineer on the development and implementation of the 

overall sa les strategies 
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• Bu il ds relationships with key Securus support staff enab ling prompt issue 

resolution 

Training/Certifications 

• Xerox Profess ional Se lli ng 

• Steven Covey Seven Habits 

• Cell Tower Engineering 

• GTE Professional University 

• Who's Who Worldwide 

• SPIN Selling 

• Gang Task Force 

• Effective Negotiation 

Educat~on 

• University of Wisconsin, Madison 

Bachelors of Arts, Political Science and Journalism 

Awards 
• Multiple Year GTE Winners Circle 

• GM of the Year 

• Multiple Year Securus President Club 

• Securus Highest Revenue Producer 

• Securus Highest Single Value Sale 

References 
• Mr. Steven Schneider, COO Guarded Exchange 

2728 Plaza Dr. Su ite B, Jefferson City, MO 65109 

Mobile: 573-216-4974 Office: 888-709-7087 

Email: steve.schneider@guardedexchange.com 

• Ms. Amy Roderick, Investigator General Missouri DOC 

2728 Plaza Drive, Su ite A, Jefferson City, MO 651 09 

Mobile" 573-298-1673 Office: 573-526-6504 

Email: amy.roderick@doc.mo.gov 

• Mr. Howard Skolnik, Director Nevada DOC (retired) 

3546 Wild Cherry Court, Las Vegas, NV 89121 

Mobile: 702-521-1908 Email: howardskolnik@embarqmail.co 

• Mr. Robert Houston, (Former) Director Nebraska DOC 

Senior Community Research Associate, School of Criminology a d Cri i al Justice, 

Fellow in National Academy of Public Administration, Co llege of Pu lie ff airs and 

Community Service ,Univers ity of Nebraska at Omaha 

SECURUS Technologies 92 



CPACS 218 
6001 Dodge St., Omaha, Nebraska 68182 

Tel: 402-554-2716 Cell: 402-677-8813 Fax: 402-554-2326 
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Steve Viefhaus 
Sales Vice President - Department of 
Corrections 
Steve is Sales Vice President with more than 33 years of 

communications experience. In this role, Steve has responsibility for 

DOC sales and customer retention activities. Steve leads a team responsible for 

implementing new inmate calling services and providing day-to-day support for PA DOC, 

MO DOC, NM DOC, II DOC, FL DOC, LA DOC, CT DOC, AK DOC, AR DOC and other Securus 

DOC customers. 

Experience 
• Provides more tha n 24 years of acquiring and servicing State DOC customers 

• Includes acquisition and retention of Private Prison Companies (CCA, GEO and 

MTC) 

• Ensures customer satisfaction, qua lity customer servi ce, and training 

• Oversees key customer proj ects (RFPs, insta !lati ns, MACs, integrated services, 

etc. ) 

• Supports the product/feature development process 

• Leads scheduled account and technology re rie 11s ri h customers 

• I 'entiti es and executes subcontractor agree e ts 

• ,,,arks close ly with Marketing and Product e 1el e t to bring new and 

industry- leading so l tions to ur custo ers 

• ffor s closely with Project Manage ent ffice de I y custom so lutions 

• rks rv ith sa les engineers on the develo e t and execution of the overall 

sa les strategies 

Training/ Ce ti fications 

• ho roughly trained in the use and manage en f Inmate elephone Systems 

• Extensive knowledge of the corrections a ' c ica i ns industry. 

• Kl and Verizon Line of Bus iness respons ibil ity i clu 'e . 

2 · !Ha ll P&L responsib ili t I f busi ess u 1~ 

• Call Cente r Services - friends and fa ii I s pport 

• IT - Data Centers - Sacramento, Ca lif r ia, and Atlanta, Geo1rgia 

11 De 1elopment of integration with G a ' 1CI systems 

• Call validation syste m s 

• Techn ical Support - He lp Desk 
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• Field Support - Repair and Ma intenance 

• Sa les and Marketing 

• Financial Modeling 

Awards 

• Chairman's Inner Circle (4 times) 

• President's Club (3 times) 

• Multiple other Club awards 

Education 

• Graduated High Schoo l 1973 

• One year of college 

References 

• Steve Schneider, Ch ief Operating Officer, Guarded Exchange 
Address: 2728 Plaza Drive, Suite B, Jefferson City, MO 65109 
Phone: (573) 216-4974 Email: steve.schneider@guardedexchange.com 

• Sheila Sharp, Director, Arkansas Community Correction 
Address: 105 West Capitol, 3rd Floor, Little Rock, AR 72201 
Phone: (870) 267-6240 Email: sheila.sharp@arkansas.gov 

• Dom Pisano, Lieutenant, Security Division and intelligence Unit 
Connecticut Department of Corrections 
Address: 24 Wolcott Hill Road, Wethe,~sfield, CT 06109 
Phone: (860) 692-7531 Ema il:' domenickj.pisano@ct.gov 
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Experience 

Aaron Bacher 
irector, ield Operations 

Mr. Bacher brings more than 22 years of experience developing and 
leading service/operations programs for telecommunications and IT 

solutions in the Corrections Industry. 

• Directs, manages and develops Securus' regional service managers, field service 
managers, technicians and service administrator totaling 167 headcount 

nationwide 

• Applies Securus' leading quality management model to ensure complete 

customer satisfaction is efficiently and effectively achieved 

• Supervised and personally completed more than 1,000 installation projects at 
more than 3,000 installation sites nationwide, including five DOCs with a near

perfect customer satisfaction rating 

• Earned Leadership and Team Success award; Passion for Delighting Customers 

award (th1·ee t imes); Letter of Appreciation & Recognition from our CEO and 

several from customers in appreciation 

• Analyzes report data , ensures all field service associates are properly tra ined on 
an ongoing basis, manages five cost center budgets, and provides ongoing 
reports to se nior management including monthly presentations to th e Executive 

team 

• Ensu red regulatory comp liance with the Publ ic Utiliti es Co mmiss ion, Americans 

with Disab ili t ies Act, OSHA, and other safety regulations. 

Tra!ning/Certtficatfo ns 

• N+ certified 

• Internet and Network Communication 

• Understanding etworking Fundamentals 

• Te lecomm unications Fundamentals 11 

Ed ucat ion 

• Pa lo Alto Community Coll ege 

General Stud ies 

References 
Shane Sta ley, Texas Ranger, Texas Department of Public Safety 
Address: 1108 Ca mpbell Ave, Jourdanton, Texas 78026 

Phone: 830-769-3434 ext. 2230 Email: shane.sta ley@dps.texas.gov: 
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• Neal Carter, Professor of Political Science, BYU-ldaho 

Address: 525 South Center SC Rexburg, ID 83460 

Phone: 208-496-4249 Email: cartern@byui.edu 

• Mike Forney, Teacher, Salamanca School District 

Address: 136 E. Riverside Dr., Olean, New York 14760 
Phone: 716-307-4663 Email: mikeforney1@yahoo.com; 
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Lee Wasson 
Field Service Ma ager ::~.-'}~s-,.,, ~-· . .. . .. -'.~\A;· 
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Mr. Wasson has more than 24 years of telecommunications service, 

maintenance, and installation experience. Additi onally, Mr. Wasson 

has more than 18 years of experience working in a controlled and/or 

corrections environment and 30 years' experience in troubleshooting 

and diagnostics. He is knowledgeab le in building wiring and 

infrastructure and is extremely proficient in the processes of troubleshooting and 

diagnostics. 

Experience 
• Services the Central Midwest Region managing 9 states and 14 technicians 

• Performs site surveys to Engineering Department for adds and changes 

• Mainta ins Web-based equipment and systems over the Arkansas area 

• Maintains and service premised-based site equipme tin Arkansas 

• Assists sales team personnel with site needs assessme ts, contracts, personnel 

relationsh ips and sales functions around Arkansas 

Tr a rn i ng/Certifi cations 

• e r11bridge - Mainstreet Cha nnel Banks T1 , OC-48 1 E Fiber Rings ADM, OC -

• 
• 

• 

• 

• 

192 NODE Fiber Optics SYSTE MS 

Globa l Knowledge - A+, Net+ 

Skill Port CBT - Multiple Te lecom based Classes, C 

classes, SCP Classes, HEAT t icket syste , and ers 

Classes completed . 

US ARMY - 31 C SC Rad io Operators C urse, 31 I, 

Comma Chief. 

etropolitan Technical Ce nter - Computer ech 

Metropo li tan Vocational Techn ica l Cen er- C 

er Netv orking skill s 

al Growth skill s train ing 

epair, Section Leader . 

I gy I & II, 2 years 

ter echnology I & 11 

• Univers ity of Arkansa s - 2 years study in Comp er Science f ield 

• Se lf Employed - Co ntract Wiring/ Te lecom Insta ll/I ~aintenance, Computer 

Repa ir/programming for the last 25 yea rs 

• Multiple computer-Based training classes comple ed i y field 
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Awards 
• Passion For Delighting Customer - 2004 

• TOP Sales Award 2005 & 2006--for Customer Retention 2 years in a row. 102% 

renewal and 104% renewal rates in Arkansas 

• Army Commendation Medal Field communications Excellence 

• Army Achievement Award Inventory management excellence - 3 years 

References 
• Matt Cobb, Regional Manager Field Services, Securus Technologies, Inc. 

14651 Dallas Parkway, Suite 600, Dallas, TX 75254 
Phone: 719-331-3087 Ema il: mcobb@securustechnologies.com 

• Aaron Bacher, Director Field Operations, Securus Technologies, Inc. 
14651 Dallas Parkway, Su ite 600, Da llas, TX 75254 
Phone: 972-277-045 1 Ema il: abacher@securustechnologies.com 

• Buck Ryan, Manager Field Services, Secur s echnologies, Inc. 
14651 Dallas Parkway, Suite 600, D" llas, TX 75254 
Phone: 620-480-9943 Ema il : bryan@sec rustechnologies.com 
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Larry remeier 
F·eld Service SpeciaBst 
Mr. Kreme ier has more than 26 years of te lephony and networking 
experience in t he te lecommunications industry. Additionally, he brings 
more tha n 20 years of experience working in a controlled and/or 
corrections environment. Mr. Kreme ier attended all NDCS site visits 

and has deep experience in the insta llation of DOC inmate call ing systems. 

Experience 
• Install s, maintains, repa irs telecomm un icati ons, associated computer, 

networking, electroni c equipment, and wiring per specifica t ions and operational 
procedures at correctional fac ilit ies 

• Commun icates with dispatchers to rece ive work assignments and provides 
dispatchers with ticket closing information 

• Inte rfaces with m ult iple departments and/or orga nizations fo r pro bl em 
so lutions 

• Troubl eshoots situations where standard procedu res have fail ed in isolating or 
reso lving problems 

• Provides technica l support to r t ra ining client personnel on Securns products 
and services 

• Maintains in entory of equ ip ent and tool. 

Train ing/Certificat· o ns 

• United States Navy - es ig ing, installing, operating and maintaining state-of
the-a rt informati n sys~e s technology includ ing local and wide area networks, 
mainframe, mini and microco puter system s and associated periph eral devices 

• Securus Technologies - f 1 re than 40 hours of computer-based trai ning 

A, ards 

• PBX and Key S stems i sta llati n 

• Category 5 ca ble ins allati and repair 

• Payphone installati n ar ' rep""' it' 

• Securus Technologies- re · han 35 hours of computer-based training 

Educatron 
• Coll ege Classes with echnica l e phasis 
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References 
• Lee Wasson, Manager Field Services, Securus Technologies, Inc. 

14651 Dallas Parkway, Suite 600, Dallas, TX 75254 

Phone: 501-258-1729 Email: lwasson@securustechnologies.com 

• Matt Cobb, Regional Manager Field Services, Securus Technologies, Inc. 

14651 Dallas Parkway, Suite 600, Dallas, TX 75254 

Phone: 719-331-3087 Email: mcobb@securustechnologies.com 

• Aaron Bacher, Director Field Operations, Securus Technologies, Inc. 

14651 Dallas Parkway, Suite 600, Dallas, TX 75254 

Phone: 972-277-0451 Email: abacher@securustechnologies.com 
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Robert VanDers ice 
Fie!d Servfce Techn·cfa II 
Mr. VanDers lice has more than 15 years of experi ence working in th e 

telecom m unications industry as a Field Technician in a contro lled 

and/or co r rections enviro nment. He has experience related to fi eld 

ma intena nce and installat ion of al l platfo rm s owned by Securu s . . Mr. 

VanDe rsl ice attended the mandatory NDCS site visits and has direct 

experience in several of t he NDSC sites vi sited from previous employment. 

Experience 
• Ons ite Adm inistrator fo r Douglas DOC Correcti ons in Omaha, NE. Duties 

included, but wa s not limited to, pl at fo rm maintenance, gri evance reso lution, 

inmate calling data control , and PtoP network ma intenance between five 

Douglas DOC correctional fa ciliti es in greater Omaha area . 

• Fi eld service responsibilities included all cont racted DOC jails in Nebraska, 

Western thi rd of Iow a, and NW corner of Missouri, as well oS all State of 

Nebraska Departm ent of Corrections Pri son fac ilities for a total fi eld fac ility 

count of nearly 140 DOC ja ils and State of Nebraska Prisons with full phone, 

netw ork, and platfo rm ma intenance duties at these sites. 

• Technica l System Admi nistrator for the State of Nebraska sites through 2005, 

responsibiliti es incl uded system data administration for 13 state prisons, all 

installation, maintenance and repa ir of all netv,orks, c pu ers, calling 

platforms, phones, circuits and peripheral s, secure transp r.... ai tenance of 

secure data devi ces and state servi cei- platforms at Spri g POP i O aha, NE 

and all sensitive record ed data from POP to State securi offices in Linc In, E 

for process ing and storage. 

T aining/Cer ificattons 

• Network fi eld t raining, Irving, TX 

• Ongoing online training on platform s, networking, and telep ny 

• A+ Certifi cation - Com puter Hardware 

Education 

• Uni 1ersity of Neb raska - 1967 

References 
• Lee Wasson, Manager Field Services, Securus Technologies, I c. 

Address: 14651 Da ll as Parkway, Suite 600, Dall as, TX 75254 

Phone: 501 -258-1729 Em ail: lwasson@securustechnologies.com 
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• Matt Cobb, Regional Manager Field Servi ces, Securus Technologies, Inc. 
Address: 14651 Dallas Parkway, Suite 600, Dallas, TX 75254 

Phone: 719-331-3087 Email: mcobb@securustechnologies.com 

• Aaron Bacher, Director Field Operations, Securus Technologies, Inc. 

Address : 14651 Dallas Parkway, Su ite 600, Dallas, TX 75254 
Phone: 972-277-0451 Email : abacher@securustechnologies.com 
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Experience 

Ere Severson 
Fie d Serv·ce Technic·an I 
Mr. Severson has more than 41 years of experience working in 
advanced electronics, computer technology, and 
telecommuni cations, and 31 years of experience working in a 
co ntrolled and/or co rrections environment. 

• Responsib le fo r installing, troubleshooti ng, and mai ntai ning Securus inmate 
phone systems and associated computer, networki ng, w ir ing, and electron ic 
equipment per specifications and operational proced u1--es in co rrections 
fac iliti es throughout South Dakota, Wyoming, and Nebraska 

• Ass ist other Field Service Technicians in other states as needed with Securu s 
inmate phone system insta llations 

• Communicate with dispatche rs to receive work ass ignments and provid e 
dispatchers with ticket closi g information 

• Interface with multiple depart ents and/or organizations fo r problem 
resolution 

• Perform trnubleshooti g i si uations where standard procedures have failed in 
isolating or reso lvi g pr ble s 

• Perform site surveys for e gineeri ng 'epartment for installs, adds, and changes 

• Requ ired to assist in cons I i g, gi ii g technical support to, or training client 
personnel on Secu rus pr dues a services 

• Maintain accurate inve tory of e 
I 

ipn ent and tools 

Training/Cer ifications 

• Ongoing online tra i rms, networking, and telephony 

Education 
• National Co llege of Business, a id City, SD 

Computer program i g and b siness management courses completed 

• US avy 
ET A School - 1 year 
AN/TXA4 School - 2 onths 
Streamliner Maintenance sc 

References 

onths 

• Lee Wasson, Manager Fiel Services, Securus Technologies, Inc. 
Address: 1465 1 Da llas Parkway, Suite 600, Da llas, TX 75254 
Phone: 501 -258-1729 Email: lwasson@securustechnologies.com 
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• Matt Cobb, Regional Manager Field Services, Securus Technologies, Inc. 

Address: 14651 Dal las Parkway, Suite 600, Dallas, TX 75254 

Phone: 719-331-3087 Email: mcobb@securustechnologies.com 

• Aaron Bacher, Director Field Operations, Securus Technologies, Inc. 

Address: 14651 Dallas Parkway, Suite 600, Dallas, TX 75254 

Phone: 972-277-0451 Email : abacher@securustechnologies .com 
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C uck Char~ton 
Fie fd Service Technician H 
Chuck brings more than 15 years of telephony and networking 
experi ence in the tel ecomm unications industry. Additionally, Chuck 
brings 6 years of experience working in a controlled and/or corrections 
environment. Chuck also holds a higher than Top Secret clearance 
(USN). 

Experience 
• Provide and maintain computer and telephone equ ipment to over 100 ja ils and 

prisons in MO, KS, Ark, and Okla. 

• On ca ll 24/7 to respond to a customers need within 4 hours from the t ime the 
customer ca lls in. 

• Respons ible for insta lli ng, troubleshooting, and mainta ining Securus 
Eq uipment, including SCP, SVV, and IPRO as well as ma inta ini ng networks 
portion, incl uding T-1 , DSL and Pots lines. 

Train !ng/ Cer ifications 

• United States Navy - Designing, instal ling, operati ng and maintain ing state-of
the-art information systems technology inc luding local and wid e area netw orks, 
mainframe, mini and microcomputer systems and associated per ipheral devices 

• Securus Technologies - More than 40 hours of computer-based tra ining 

Awards 

11 CIS Degree 

• Award from Securus CEO fo ,~ getting renewa l fro m a big cu s omer. 

Ed ucatio n 
• Everest College, Springfi eld, MO 

Associates in Computer Sc ience 

• Colum bia College, Springfi eld, MO 
Bachelor's in Computer lnfom1ation Science 

Refere nces 
• Lee Wasson, Manage r Field Servi ces, Securus Technologies, Inc. 

Address: 14651 Dallas Pa rkway, Suite 600, Da ll as, TX 75254 
Ph ne: 501 -258-1729 Email : lwasson@securustechnologies.com 

• Mott Cobb, Regional Manage r Field Services, Securus Technologies, Inc. 
Address: 1465 1 Dallas Pa rkway, Su ite 600, Da ll as, TX 75254 
Phone: 719-33 1-3087 Ema il : mcobb@securustech nologies. com 
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• Aaron Bacher, Director Field Operations, Secu ru s Technologies, Inc. 

Address: 14651 Dallas Parkway, Suite 600, Dallas, TX 75254 

Phone: 972-277-0451 Email: abacher@securustechno logies.com 
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ohn Mannewitz 
lmpfeme ta i Manager 
John is a sales executive and business manager with substantial sales 

and operations experience. John brings more than 18 years of 

Business Management respo nsibili ti es and a proven record of 

increasing qua lity and revenue. His experience includes 

telecommunications, management, business administration, 

construction, manufacturing and d istribut ion, customer service, and design fields. 

Experience 

• Manages a team of project m anagers who coord inate all information, sched uling, 

and resources for insta ll ations, renewals, upgrades and de- insta lls of the Securus 

platform and equ ipm ent 

• Estab li shes and manages the mechanisms and processes to ensure accuracy and 

com pletion of insta ll s coordinated by the project managers 

• Coordinates reso urces and information input by the Sales, RFP, Site Engineer ing, 
and Provis ion ing, IT, Field Set·vi ce, Install Support , Integration r ~anagement, 

Telecom and Product Management groups 

• Establishes new process (SOW) fo r the IS an ' Engineeri g groups 

• Ana lyzes the current processes and i pie ented cont rols to improve the work 

flovv 

• r ~anages workflows by Leading lnd ica rs dri 1e continuous impro ement 

th rough ey performa nce m easures 

• Leads Qual ity ln itiati e to in pro ,e uality scores. Re ie Ned scorecards and 

coached PMs on task complet ion 1ield inb a i provement from 80 to 87% 

• Lead ing initiative to ident ify gaps in pr cesses fo r correct util ization measures and 

Ro les and Respons ibili t ies Matr ix. 

• Provided onsite t rain ing of Securus' Sec re Ca ll Platform to new and exist ing 

cu stomers with an average of 4 ...... 2 out f 5 rat i g 

• Provided Webinar tra ining of Securus' Secure Ca ll Platform to new and exi st ing 

customers w ith an a erage of 4.8 ut f 5 rat ing 

• Developed training process flo , to better i e and reporti ng functional ity 

• Profi cient at RoboHelp and Microsoft ffi ce pr grams 

• Developed t raining program to decrease c stomer concerns and in crease customer 

product knowl edge 

SECURUS Technologies 108 



Education 

• Collin County Community College - Currently 
Business Management 

• Utah Valley State College 
Construction Management 

References 

• Maureen Danko, Deputy Commiss ioner, New York City Department of 
Corrections 
Address: 75-20 Astoria Blvd., East Elmhurst, New York 11370 
Phone: 718-546-3500 Ema il : Maureen.danko@doc.nyc.gov 

• Major John Rivello, Pennsylvania Department of Corrections 
Address: 1920 Tech nology PKWY, Mechanicsburg, PA 17050 
Phone: 717-728-2025 Email: jri ello@pa.gov 

• Marcia Barnhart, Pennsylva ia epa rtment of Co rrect ions 
Address: 1920 Technology PK\ FY, Mechanicsburg, PA 17050 
717-728-5370, mbarnhart@pa.gov 

SECURUS Technologies 109 



Le a Byrant 
Project Manager 
Lena is an experienced business professional with wide-ranging 
operations and administrative experience. She has proven skills in 
leadership, time management, organization, and technical fields with 
a commitment to high-quality results. Lena's dedication to ensuring 

the best customer experience and attention to detail have shown a proven track record of 
successfully implementing installs of various sizes. 

Experience 

• Coordinate the delivery of telecommunications products for the correctional 
industry 

• Obtain primary ownership of customer communication, human resource 
coordination and scheduling, material requisition and shipping/delivery 
ensuring quality management at project closure 

• Monitor the progress in terms of status of the plan 

• Identify and analyze risks that could affect project baseline and take correct 
actions 

• Anti cipate and catch deviations from the project plan 

• Keep stakeholders inform of progress by all ava ilable communicat ion chanr els 

• Budget mon itoring via wee kly progress reporting to upper management 

• Use various tools such as Gantt charts, spreadsheets and Microsoft Proj ect f r 
tracking and documenting activities that are related to cost, time, schedule and 
quality 

• Efficiently work with the client and various internal business un its in bu ild ing 
strong re lationsh ips 

• Coordinate and execute t he de livery of features, products, and ca lli ng systems 

• Coordinate the cross departmental activities ,-equired to complete the 
implementation project and Nh ich is essential to a flawless product de liverJ and 
customer satisfaction 

• Transitioned and converted clients on classic products to comp liant banking 
solutions within the bus iness unit 

• Gained efficiencies by setting clear and concise project objectives, due dates 
and follow up with internal resources to meet the company and client goa ls. 

• Clarified client requirements, bus iness needs, and project obj ectives, via 
feedback sessions and client meetings, in collaboration with Co nvers ion, QA 
and development teams 
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• Served as an account liaison for assigned sponsors. Providing support for all 
business needs. 

• Collaborated with Sales and Marketing teams, as well as third party vendors to 
facilitate communication for successful project launches. 

Education 

• Associates Degree in Arts & Sciences 
Richland Community College, Dallas 

• Earned 35 Contact Hours 

Project Management Institute -Ve lociteach 

References 

• John Mannewitz, Manager Installation Support, Securus Technologies 
Address: 3000 Kellway Carrollton, TX 75006 

Phone: 972-277-0577 Email: jmannewitz@securustechnologies.com 

• Jocelyn Blakemore, Project Manager, Implementation, Securus Technologies 
Address: 3000 Kellway, Carrollton, TX 75006 
Phone: 972-277-0658 Email: jblakemore@securustechno logies.com 

• Lon-i Ventura, Project Manager, Implementation, Securus Technologies 
Address: 3000 Kellvvay, Carrollton, TX 75006 
Phone: 214-775-2707 Email: lventura@securustechnologies.com 
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ames eBoeuf 
Senior Sales Engineer 
Mr. LeBoeuf has supported inmate systems and correctional facility 

accounts for more than 25 years in operations management and 

technical sales. He has been directly involved with the installation 

and maintenance of more than 400 correctional facilities and 

indirectly involved with more than 1000 facilities throughout the Continental US and 

Alaska. James was the recipient of the 2011 Presidents Club Award. 

Experience 
• Supports the sales organization within their assigned regions or territories to 

assist w ith technical sales and technical deployments of complex accounts 

• Responsib le for fi eld training of sales associates on product capab ilities and 

how they so lve customer problems 

• Respons ib le for coord ination of communication to the Sa les Engineering team, 

and training of the Sa les Engineering team on new products, pr cesses, etc. 

• Produces multi-med ia customer and sales presentations 

• Implements application sales team learning progra ms 

• Implements customer help program 

• Creates feature functionality documentation on all appli catio s 2 

for sa les earn members 

• Provides technica l expertise for sales team members 

• Assists with · he de relopment and delivery of customer dem s 

fferings 

• Supports the devel pment of customer proposo Is with ech i al s ecifica ions 
and innovati ,e so l ti ns 

• Prepares accurate technical order info,-mation and assist ~1i~h i le entation 

as necessary 

Tra 1ning/Cert' ica ions 

• Presenting What Matters 

• SP IN (Situatio , Problem, Implication, Need-payoff) 

• Practical Skill s for Managers and Supe,-viso rs 

• Tandem S, itching and SS7 

• Fuj itsu EMML and Centigram Voicemai! 

• Bas ic Automatic Route Se lection for SL-1 

• I ntelli ca ll I-Star 

• Cutover from XY to igital Central Office 
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Education 

• Lake Charles, Louisiana 

Associates Degree Electronics Technology 

References 
• Brian Charkowick, New York City Department of Corrections 

75-20 Astoria Blvd., East Elmhurst, NY 11370 

Phone: 718-546-0520 Email: brian .charkowick@doc.nyc.gov 

• Suzanne Sharp, Procurement Director, Louisiana Department of Corrections 

Address: P.O. box 94304, Baton Rouge, LA 70804-9304 

Phone: 225-342-6578 Email: ssharp@corrections.state .la.us 

• Deputy Pete Galvan, Jr., Harris County, TX 
Address: 1301 Franklin, Houston, TX 77002 

Phone: 713-755-7221 Ema il: pete .ga lvan@sheri ff.hctx.net 
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David McTee 
Corporate Trainer 
Mr. McTee brings more than 35 years of professional training experience 

under his belt; he provides a vvealth of experience to the training team. 

David spent more than 10 years as a Training Team Leader at Perot Systems 

in Richardson where he provided basic and advanced level software tra in ing 

to Perot's Healthcare Partners in relat ion to hospital management and 

public information applications. Prio r to jo in ing the Securus Team, David worked for Tyler 

Technologies as a Sr. Application Trai net· whNe he t1raveled the country providing software 

rai ing and support to County and Dist,·i ct Courts. Davi d is a former Police Officer in Folly 

Beac , S.C. and N. Rich land Hi lls , Texas wh ere he served 9 years in Patrol as an officer and 

Sh( Supervi sor. 

:.. --- Sec rus, Da lid t eaches our fl agship products - Secure Ca ll ing Platform (SCP), 

1.-·,e5·iga or Profess ional (I PRO ), Inmate Inter-Cornn unicat ion 

Experi ence 
• Train and support the variou s corrections and law enforcement personnel in 

the use of Securus' advanced telecommunication and investigative online tools 

• Conduct online personalized \Neb inars and travel directly to the facility as 

needed 

• Instructor at N. Texas Regional Po li ce Academy 

• Field Training Officer N. Rich land Hill s Po lice Department 

• Medical Director Folly Beach DPS, S.C. 

• eviewed, assessed, and remed iated these same employees in their abil ity to 

fo llow documented procedures and protocol 

Training/Certifi ca tro ns 

• aw enforcement 

~ Texa s Com, 1iss ion La, E .c"r'"e. ,ent Offi ce r Sta nd ards an d Ed ucat ion -

lnstwcto r, Adva ced, I .t err --.e '' ate, ar d Ba sic Certification s 

c Texa s DPS Fi1·ea rn s Instr c er· er·if1 cation 

c Techniqu es in Firea r s I str ci n 

c Ad 1anced I strnctor Cen 1f!coL>n 

C Menta l and Ph 1sical Aspects cf Ta ti ca l Poli ce D,riving 

c Tacti ca l Poli ce Drivi,~g 

o Deadly Force Iss ues 

o St1·eet Survi 1al Certificati n 

o Poli ce Wr iting Ce1·tificati c n 
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o Criminal Investigation Training 

o Inter-views and Interrogation 

o Field Training Officer Certifi cation 

o Human Relations Train ing 

o Recruiting and Personnel Selection 

o Managing Police Personne l 

o Basic and Advanced Supervision Certification 

o Juko-Ryu Black Be lt Federation - Ken po Jutsu Ju-Jutsu Advanced Cert ifi ca tion 

• Emergency Med ical 

o S.C. Advanced Pa ram edic Cert ification 

o S.C. Basic EMT Certifi ca tion 

Neurology for the Param edic 

o Nati onal Regist ry of Emerge ncy Medica l Technicians 

o Trauma Speciali st Certifi cation 

MiHtary - Unrted States Navy 

• 1973-1977 - NAVSTA Charleston, SC - Naval Weapons Station - Medical Corp 

• 1989-1991 - USNR/ USMC 

o Operation Desert Storm Veteran 

• Awards and Commendations 

o Naval Commendation Medal - Ope ration Desert Storm 

National Defense Servi ce Meda l - two awards 

o Good Cond uct Meda l - two Aw ards 

References 

• Bessie Wright, Manager, Customer Train ing & Product Adoptio n, Securus 

Technologies, Inc. 

Address: 14651 Da llas Parkway, Suite 600, Dallas, TX 75254 

Phone: (972) 277-0448 Em ail : bwright@Securustech.net . 

• Dean Ra m sey, Sen ior Instructor, Customer Train ing & Prod uct Adoption, 

Securus Tech nologies, Inc. 

Address: 14651 Dallas Pa rkway, Suite 600, Dallas, TX 75254 

Phone: (972) 277-1392 Ema il: dramsey@Securustech.net . 

• Mark Lester, lnstrnctor, Customer Training & Product Adoption, Securus 

Technologies, Inc. 

Address: 14651 Da llas Parkway, Suite 600, Dallas, TX 75254 

Phone: (972) 277-0792 Email: mlester@Securustech .net 
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Marlon Miller 
Technical Support Manage 
Mr. Miller has more than 22 years' experience with an extensive 

technical background in the telecommunications and ca ll center 

industry. He has 13 years' experience in the telecommunications 

industry encompassed with LEC & CLEC environment and 9 years' 

experience managing within Customer Service Call Center environment. 

Experience 
• Support technical so lutions development with in Securus 

• Ensure th e highest quality delivery of partner projects 

• Support product/feature development process 

• Provide "Best in Class" internal/external customer support 

• Consu lt with customer, identify technical requ irements, present 1iable so lutions 

and drive flawless execution of the agreed solution 

• Analyze, Monitor and proactively initiate corrective acti 1ity to c i ue growth 

and enhance th e knowledge level and ski ll set of Support Tech icia s 

Tra [n r ng/Certifications 

• Lucent Technologies TC 1601 Comm unication Basics 

• Lucent Technologies TC 1602 Analog & Digita l Co ncepts 

• Luce t Technologies TC 1603 Transmission 

• Lucent Techno logies TC 1603 Switching 

• Disciplin ing Difficult Employees 

• Lawful Termination's 

• Exceptional Customer Service 

• Manage ment Skills for New Supervisors 

• Practica l Skills for Managers & Supervisors 

• Organ izing & Leading Teams 

• Val uing Di 1ersity 

• Leading High Performance Teams 

Bra instyl es 

• Customer Service Exce ll ence 

• Servant Leadersh ip 

• Leadership and Team Success Award 
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Education 

• Phillips College, Chicago, IL 

Diploma in business Data Processing - June 1987 

Computer Programming 

References 
• Ryan Stevens - District Manager Starbucks 

Address: 512 Port Allen Dr., Little Elm, TX 75068 
Phone: 469-362-0788 Email: 

• Jonathan Jones - Manager, Client Management - Securus Technologies 
Address: 9816 Max Lane, Frisco, TX 75034 

Phone: 214-912-8202 Email: jojones@securustech.net 

• Roderick Smith - Commercial Driver 

Address: 5436 Jacob Dr. - Grand Pra irie, TX 75052 
Phone: 214-529-6940 Email: hotrod 0970@yahoo.com 

SECURUS Technologies 117 



ob Description 
On-Site Admin·strator 
Summary 
The position of On-Site Administrator is established to provide quality and timely customer 
service to various audiences associated with correctional fac iliti es, Securus personnel, and 
partners. They are to provide administrative services of inmate calling accounts including 
PIN administration. The position is principally designed to offload administrative duties 
associated with the deployment of personal identification numbers (Pl N's) and the use of 
investigative tools to the on-site administrator thereby freeing existing staff and allowing 
them to focus on the benefits of the technology and not the administration of the tools. 
Service Administrators ensure data integrity and proper system functionality of inmate 
ca lling system and investigative tools. Site Administrators will provide assistance to 
investigators includ ing providing THREADS training, THREADS reporting and ensuring that 
THREADS is provi ding high value to the client. Servi ce Ad inistrators assist Technical 
Support in the maintenance of computer hardware, software, and telephony equipment by 
provi ing t roubleshooting results to appropriate parties. The specific on-site administrator 
duties nill be revised upon award to reflect specific NDCS PIN/PAN administration duties. 

Respo1 sibilities - Duties and Essential Job Functions 
• Es · obl ish onsite presence and office at DOC iden ified location 

• Foilo, the direction of the DOC contact on 'aily requ ired needs 

• representa .... ive between n-si·e fac ility personal, investigators, DOC 

a ters and Securus manageme t and personnel 

• Admini ster inmate PINs and ensure thot "-he Sec rus SCP inmate calling 
platform and the DCS offender anage ent s ,s em ore in syn c to ensure that 
in ate movement is refl ected in the SCP i mate calling platform. 

• r ,'laintain a high leve l of ong i g effecti e co u ication vvith management to 
assure quality customer se rvice i bei g ro ti ded to all customers and issues 
ore being resol 1ed in a ti ely anner 

• ~aintain and initiate frequent contact with DOC investigators and key executive 
staff o ensure effectiveness of DOC investiga io s through the utilization of 
Securus provided in 1estigative tools and o ensure that Securus investigative 
to Is are focused on the appropriate DCS investigative prioriti es and providing 
actionable and timely intelligence to IDCS in 1estigators. 

• Maintain and initiate contact wi h DOC investigators and key executive staff to 
ensure Securus in estigative assistant priorities are in line with DOC investigator 
priorities. 

• Ass ists NDCS investigators in sharing in 1estigative intelligence with other law 
enforcement agencies when directed by I CS investigators. 

SECURUS Technologies 118 



• Dress neatly and wear proper attire based upon the surroundings and the 
facility or DOC headquarters guidelines 

• Report to work and remain on-site as scheduled 

• Follow-up with the facil ity to insure all systems are operational and work is 
completed thoroughly and accurately 

• Administration of IPIN data entry, blocks and unblocks, debit & prepaid 
transactions, investigations of Inmate and Facility complaints, processing of 
internal documents, and generate reports as requested 

• Keeping accurate logs and documentation conveying messages and information 
in writing and/or via e-mail 

• Input key data into THREADS investigative software as directed by the DOC. 

• Advise Management and open Heat tracking ticket for all fac ility se rvice 
affecting issues 

• Maintain effective operation of Inmate Calling system 

• Initiate quarterly revi ew sessions to revi ew Investigative assistance provided to 
date, identify open issues and action items and align work priorities with DOC 
requirements. 

Accountabiltties 
• Investigative assistance priorities and actions are full y in alignment with DOC 

investigative priorities 

• Is proactive with IDCS investigators and routinely offers valuable information 
and intelligence about DCS inmate calling and communication trends to 
investigators. 

• THREADS in estigative software, and other investigative tools, are providing 
high value to the DOC 

• Customer se rvi ce le els are measured through individual metrics and customer 
satisfaction survey results. 

• Demonstrates proficient understanding of the customer's service needs and 
works to improve the peration of their facility with regard to the Inmate Ca lli ng 
System. 

• Is courteou s, friendly and prnfessional in attitude and appearance. 

• Arrives on time and v orks the agreed upon schedu le. 

• Proactive and creati 1e in offering assistance to DOC staff. 

• Accu rate and timely reporting of timesheet and expenses. 

• Timely ,responses to requ ests from Management and customers via phone, 
pager, or e-mail, etc. 
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• Makes the customer feel good about doing business with Securus through 

demonstrated results. 

• Communicates effectively and timely with customers and Securus personnel. 

• Adhere to Field Service Operations Service Administrator Administrative 

• Works in concert with Securus DOC Account Team and participates on quarterly 

account team reviews with DOC. 

QuaHfications 
• THREADS trained and certified 

• Background in providing investigative services assistance to DOC's. 

• Ability to maintain confidentiality and pass security clearances required by the 
DOC and Securus 

• High school diploma or GED, minimum 

• Self-starting, able to pass an extensive criminal background check 

• Ability to adjust to the correctional faci lity environment and guidelines 

• Excellent ability at multi-tasking, setting p,~iorities and tracking issues 

concurrently 

• Have no family incarcerated in any local correctional facility 

• Strong communications skills, written and verbal, for working with cust mers, 

dispatchers, technical support specialists, field technicians and management 

• Microsoft Operating System experience including, but not limited to utlook, 

Excel, & /Vord 

• Enthusiastic approach to customer service 

• Must exhibit all of the company's cultural attributes 

r. Prior experience in a telecommunications environment 

• Basic Telephony concepts 
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Job escr"ption 
On-Ste Field Service Technicia 
Summary 
The position of Field Service Technician is established to install, ma inta in, repa ir 

telecommunications, associated computer, networking and electron ic equi pment and 

wiring per specifications and operational procedu res. 

Duties 
• Install , maintain, repair telecommunications, associated computer, netvm rking, 

electronic equ ipment, and wiring per specificati ons and operational proced ures 

at correctio nal facil it ies 

• Gather, update, record, and mainta in data and/o r statisti cs 

• Communicates w ith d ispatchers to rece ive work ass ignments and provides 

dispatchers with ticket clos ing info rmation 

• Interfaces wi t h mu ltip le departments and/ or organizations f r problem 

solutions 

• Maintains co mpany vehi cle ensuring the following items are current & 

operational: routin e maintenance, inspection sticker, registroti s icker & 

repairs 

• Troubleshoots situations wh ere standard procedures ave fa ile ' i isola ing r 

resolving problems 

• May be required to assist in consulting, giving tech nica l s p rt... r raini g 

client personnel on Securus products & services 

11 Maintains inventory of equipment and tools 

• Determ ine when to negotiate alternatives, when to esca late a - le 

to ask for assistance in dealing with the var ious problems rep 

rw en 

• Pe rform site surveys for new accounts, m ves, additi ns, c a ges a d upgrades 

• Work under general super-vi sion 

• Collect and maintain coin phones 

• Perform other duties as ass igned 

Accountabtlities 
• Mainta in and submit the following as needed: Neekly ti es ee ... s, servi ce ticket 

closing informat ion, equ ipm ent & tool (truck stock) invent ry, preventa ive 

maintenance checkli sts, site su rveys and physical site e , its 

Q u a It fi cations 
11 High school d iploma or GED, minimum 

• Se lf-start ing, able to self-train on telephony based pro c Ii e 
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• Excellent ability at multi-tasking, setting priorities and tracking issues 

concurrently 

• Strong communications skills, written and verbal, for working with customers, 
dispatchers, technical support specialists, other fi eld technicians and 
management 

• Experience working with Windows operating systems 

• Telephony and/or computer hardware experience, Includi ng but not limited to: 
pulling cable (Cat3 & Cat5), terminations (110, 66, Krone, RJ11 & RJ45) up to 100 
pair cables and troubleshooting wiring / T1 / CO dial tone problems and 
computer repairs (drive, card, board, memory replacements and 
troubleshooting of hardware as well as OS problems) 

Preferred 
• Microsoft Certifications (A+, N+, MCSE, etc.), Cisco Certifications (CCNA, etc. ), 

Electronics / Electrical Ce rtification or Degree, PBX & Key System Certifications, 5 
years or more of related experience. Previous experience working in law 

enfo rcement, correctiona l environment, custo er se rvice skills 

Physica l Requi rements/Work Environment 
• Nhile performing the duties of this job, thee ployee is regu larly requi 1'ed to sit 

and use hands to finger, handle, or fee l bj ects, to Is, or controls. The employee 
frequently is required to talk or stoop, k ee l, cro c , or crawl. 

• The employee must regularly lift a di r 1 ,e p 50 pounds. Specific vision 
abilit ies required by thi s job include close 1isi n, co lor vision, pe,,ipheral vision, 
depth perception, and the ability to odj s c s. T e noise level in the work 

environment is usually moderate. 

• The physical demands and work en 1ir n 'escri bed here ar·e 
representative of those that m ust be me em ployee to successfully 
perform the essential functions of the j . ec3, nable accommodations may be 
n ade to enable individuals Nith 'i sabili ies erf rm the essential functions 
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J. SUB-CONTRACTORS 
If the bidder intends to Sub-Contract any part of its performance hereunder, the bidder must 
provide: 

I. name, address, and telephone number of the Sub-Contractor(s); 

II. specific tasks for each Sub-Contractor(s); 

Ill. percentage of performance hours intended for each Sub-Contract; and 

IV. total percentage of Sub-Contractor(s) performance hours. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Secu rus will be preforming 100 percent of the work required to meet and exceed all of the 
requirements of this RFP. Based on our review of the facilities and our understanding of 
the State's needs, no subcontractors will be used in our performance of our services under 
this agreement. 

Sign ificantly, Securus bus iness is so lely focused on providing products and services to the 
Corrections Industry and all employees are ded icated to that task. It's all we do. Securus is 
not a subsidiary of a larger entity where the largest portion of the both human resources 
and cap ital expense dollars are diverted to se rve the priorities of the main entity and away 
from Corrections specific needs. So e ,endors admitted ly rely on the pa,~ent company to 
pro tide capital expense and resou ces fulfill the requirements of a Corrections centric 
RFP. 

As the industry e ro lves to m re s phis+icate ' t echnology that is focused on Corrections as 
pposed to telecomn un ica t i ns or t er genera l markets, it will become more impo,~tant 

f r top t ier vendors to pro ti de cap ita l investme ts in solutions that address specific DOC 
needs. These needs are inclusive f t he eed to ensure that all vendor employees at·e 
trained and experienced in Corrections and t e Correctional environment. As basic 
telephone service becom es m re of a co od ity and Corrections clients requi1·e more 
s phist icated invest igati e set ices, 'i 'e vi si ation, tabl ets, pattern analys is software, 
contraba nd ce ll phone inter 1ic ion :ec n I gy and voi ce biometrics; Securus \Nill lead the 
Nay in in resting cap ital dollars ,er t he life of a contract to address these emerging 
requireme nts. Companies who are ot tota l! edicated to Corrections and whose entire 
capital budget is com mitted o C rrec io s solutions will be unable to deliver these needed 
technologies throughout th e life of the ebraska DOC contract. Their cap ital dollars will be 
spent in telecommunications; av o, from Corrections. 

Whil e experi ence in telecommun icati ns in general is helpful; it is far more effective and 
helpful to Corrections customers t ensure that vendor employees understand the 
nuances of Corrections in general an prison operations specifi cally. And, that the cap ital 
dollars need to delivery new technologies during the life of thi s contract are dedicated to 
Corrections so lutions. 
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Anything less than Corrections experience and a single focus on Corrections compromises 
the safety and security of your facilities and the confidential nature of many of the day to 

day operations. 
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a. Understanding of the Project 

Requirements 
SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Below is our response to the project requirements and our understanding of these 
requirements. 

IV. PROJECT DESCRIPTION AND SCOPE OF 
WORK 

The bidder should provide the following information in response to this Request for Proposal. 

A. PROJECT OVERVIEVV 
The State of Nebraska is currently seeking qualified vendors to submit proposals for 
furnishing, installing, and maintaining an Inmate Calling System for use in all present 
and future correctional facilities. The intent of this RFP is to award a single statewide 
contract that will enable inmates at all State Correctional facilities and youth at the 
Department of Health and Human Services rehabilitation and treatment centers to 
make collect, debit, and pre-paid calls from State facilities. The State will require 
inmate access to local, Intrastate, Interstate and International calling. The State has 
special security requirements and has a prime objective of controlling inmate 
telephone usage and limiting the use of the telephone system for fraudulent activity. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Secu ru s will furnish, install, and maintain the NDCS I mate eleph ne S ,stem for use in all 
present and future correctional facilities. Securus has nea r! 1 30 ,ears f experience in 

prnviding similar services to State, County, Private, out! a d City faci lities nation Nide. 

The NDCS inmates will have access to local, Intrastate, Interstate and International ca lling. 
The inmate telephone system will allow collect ca lling to Ii i ed destinations within North 

America, however, debit calling is available to all internati al destinations. Securus 
provides the most advanced fraud detection capab ilities in the correction industry and our 
systems are proven and in use throughout the United Sta es. Secu rus' SCP continuously 
analyzes call data and system pa1·ameters to detect any s ,stem anomalies, hardware 

fa ilures, fraud indications, lowered revenue levels, or u usual usage patterns. All t elephone 
activity is logged and stati sti ca lly analyzed to detect any atte pts at ca ll forvvarding, three

way call ing, 'hookswitch dialing', 'black boxing', 'hacking', or a y other fraudulent telephone 
activities. 
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Securus has participated in the site visits for each of the DOC sites to be served by the 
proposed inmate calling system and investigative services and has attended both 
mandatory pre-bid meetings associated with both RFP's. Securus has also reviewed the 
current Nebraska Department of Correctional Servi ces Administrative Regulation 205 .03, 
revised August 31, 2015. 

Each effort has been fundamental in understanding the unique requ irements, 
configuration and rules associated with inmate calling at the NDCS facilities. The State's 
special security requirements have been noted and considered that have been identified in 
both the site visit tour and the AR 205.03. 

Securus has carefully considered the unique requirements designed to control inmate 
telephone usage and limiting the use of telephone ca lling for fraudul ent purposes. As a 
result, the Securus proposal includes new technology and automated processes that will 
improve your ability to achieve these goa ls. For example, AR 2015.03 identifi es specific 
rules that must apply to the number of minutes that i mates may utilize the inmate calling 
system and identifies a maximum number of minutes er v Eek (6 ) that can be used by 
the inmate to communicate with Attorneys or Ombuds a . ·t e same time, this limit is 
different from the limitation on inmate ca lling to frie ds a d family on their approved PAN 
list. Each of these calling privileges is managed thr ugh ''The se of rosters (which) can 
prevent scheduling conflicts and domination by a i 1i i ' al r group of inmates." The 
Securus SCP can eliminate the use of rosters by co t i oll ring the amount of 
ca lling each inmate makes, applying the rules withi 3 policy and still 
maintaining the required call controls and sec ri , ee 'e '. 

Securus belie res that by insta lling and applying he r se ' sec r i , enhancements, such 
as Securus' auto PAN process, our continuous 1oice ·dentif cation capabilities (available 
only through Securus), our ICER inmote to in a"-e de:eai logy and our THREADS 
pattern analysis software, the f\lDCS rvill obta in e hig es le el f control over telephone 
usage and the most effective means to el imina e the se f ,e telephone system for 
fraudulent activity in the industry today. 

Secu ru s will insta ll a private network that is onl t i!i -e ; f r 
constantly monitored by Securus Net Nork Monit r i g 24x7x 

CS inmate calling and will be 
5 from our headquarters 

rivate network will be the locat ion in Dallas, Texas. All local connectivity to the Se 
responsibility of Securus and v ill be enhance w ere a 
quality of sei-vi ce required by Securus for the N CS. 

r\ e necessary to provide the 

Secu ru s local technicians will be responsible for repa ir a , ai tenance of phones and will 
be held accountab le to exceed the servi ce level requ ire ,e -s identified in the RFP 
mandato1·y 1·equirements. 
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Based on information from recent mandatory site visits, Securus will utilize local LEC 

facilities where appropriate to provide the local connectivity from the NDCS facility to the 
Securus private network. Th is will ensu re a partnership between current local service 
providers to the fac il ity and Securus technicians who will be installing the Securus private 

network. In the event there is not enough local bandwidth available at the time of 
installation or at any t ime during the contract to provide the quality or timeliness of service 

required by Securus; it will be the responsibi li ty of Securus to work with the local provider 

to build out new capab ilities or find alternative service. 

The system at each Nebraska Department of Correctional Services (NDCS} and Youth 
Rehabilitation and Treatment Center (YRTC} facility must allow for investigative 
personnel located either at the facility or central administration to remotely access 
each of the systems via a secure, password protected method. Specified NDCS/YRTC 
personnel must have the ability to change or modify or view any privileges or 
restrictions pertaining to inmates at their facility. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Our proposed system will allow f r investigative personnel located either at the fac ili ty or 
central adm inistration to re otely access all deta il pe rmitted, based on the ir secur ity 
access level, t hro ugh a secure, pass vord protected user interface. Specified NDCS/YRTC 
person nel Nill have the ability o c a ge, modify or view any privileges or rest,--i cti ons 

pertain ing to inmates at their fac ility. 

The Secure Ca ll Platform (SC ) is a igh ly featured, fl exibl e, state-of-the-art system 

des igned to provide our cu sto ers ,\ri th t he ult imate in inmate call co ntro l, fra ud control 

and t racking, security, reporting, and in estigative capab il ities. Included in this ro bust 
feature set with in the SCP calli g s stem is the abili ty t o all ow investigative perso nnel to 
remotely access the SCP ca l!i g platform from any secure wo rkstat ion wi th th e pro per 
credentials. Whether in ,est igati 1e personnel are located at the fac ility us ing a state 
workstation, at centra l ad i is ra ion using a workstation or any other location anyv here 
using a secure computer, the i1 ,il! be able t o access t he system remote ly using a secure 

password. 

SCP's user interface is 'DCS's n indov t all of these 
featu res . Beca use it is entirely 'Veb-based, 
authorized users access t e S} Ste at any t im e, from 
any locati on. We ca ll thi s anyti e/ anyvvhere access. 

This des ign de livers in estigative recordings with 
digital clarity and provides eas re ote monitoring 
from any secure Neb bro user w it Internet access. 

SECURUS Technologies 

Searching for Answers 
NDCS investigators can perform 

searches on any kind of information 
captured in the system, and can do 

so remotely with appropriate 
credentials, putting one of the most 
robust tools in their arsenal literally 

at their fingertips. 
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Th is system is one of the only single-point-access user interfaces in the industry, bu il t to 

allow our customers com plete control over their system s in a simple, reliab le, secu re 

environment. Author ized users can eas ily apply settings and configurations to turn on a 
phone to a pod, restrict a phone, change a blocked number, and turn on or off a feature or 

app lication-a ll in real time. All features are compl etely integrated and can easily be 

accessed w ith the click of a mouse. As a result, the NDCS will experience the fo llowing 

benefits: 

• Increased efficiency for staff 

• Increased fl exib ility 

• Quicker "on-dema nd" access to call detail records and call reco rdings 

• Unequalled investigative access to potent ial cr iminal activity 

To access the SCP interface, use rs open a compatible Internet browser and enter the URL: 

https://commandcenter.securustech.net. They then enter a valid user name and password . 

See Figure 7 be low for a screen shot of t he login page. 

Log-In 

Usem ame 

Password 

Login 

Forgot Your password? 

Figure 7 

Important Information 
The re are current ly no a lerts available. 

Off The Wire 

04.06 2012 
Securus Technologies, I nc. Announces Its 

Products & Services 

Autom ated Information Services 

Video Visitat ion Services to the Securus Video Visitation 

Authorized users enter 
Username and Password for 
anytime, anywhere access. 

Corrections Industry 

04 04 2012 
Securus Technolog ies, Inc. Adds New 
Paym ent Locations with MoneyGram 

04.02.2012 
Securus Announces Availabi li ty of JLG 
Technologies > Investigato r Pro> 

Prepaid Ca lling Cards - Vending Machines 

Inmate Debit Account 

Secure Instant Mail 

Click Here To 
Access Facility Portal 

Each user is ass igned access r ight s by the adm inistrato ,·, which allows the NDCS to co trol 

security based on the faci lity's clea,·ance objectives. 
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Administrators can limit individual access to each application, but they can also limit access 
to each function within each application or to an individual IP Address. To help manage 
access, a user log is provided that illustrates the username, time of access, and modules 
accessed. 

To allow administrators even more security and control, user access can even be 
programmed to restrict users to specific IP addresses within certain time limits or days of 
the week. 

For example, a user could be ,~estricted to access the SCP user interface from their 
workstation (and only their workstation) between the hours of 8:00 AM and 5:00 PM but 
only on Monday, Wednesday and Friday. 

Multi-Level Password Scheme 

Securus 1 SCP provides an advanced multi-level password scheme specifically designed to 
provide facility administrators with the ability to ass ign their own un ique leve ls of access to 
individuals who will use different features of the SCP. 

Additionally there are view and change options for each module depending on the need of 
the user. See Figure 8 below that shows a screen shot of how administrators can manage, 
create, edit and predefine user levels in SCP. 

Figure 8 
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Security Templates 
0 ADO Nl::W 

Administrat ors can manage, review, 
edit, and delete all sern rity 

"templates", predefine templat es, 

and add new templates as reqL1ired 
- all fr om one locat ion in SCP. 

fa,cllity Routing llumber. 99001 

C r,~ Tip Mod1iy ;\CCC,$' Admln ,/ 
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-------------------------------------ti' Adm,n - !nformont 'rM: l'!c,d,fy 
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./ ----------------- -------
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The adm inistrator may modify the initial access levels and/or create additional levels based 
on fac ility cleara nce objectives and designated entry to each tool in accordance ,vith this 
requ irement. 
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A user log is provided illustrating the user name, time of access, and modules accessed. 

See Figure 9 below for a screen shot for creating a new security template. 

Figure 9 

S c r C for FnciHty Routin g ttumber: 99001 
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Create New Template 

Administ rators can create new 
sec LJr ity templates base d on Lln ique 

req ui reme nts. 

Fill ltl TEM PLATE IIIFORI.IATIOll 1 • tndkuu llf<lmrNI F1<t,a I 

Additional Password Policy Options 

Ace.sq 

• I 

r 
r 

r 
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SCP provides users vv ith flexi ble Password P !icy o i s, enabling administrators to 

customize login security to meet their needs. ass,,, rds ca be configured by options 

such as location, length, days to exp ire, an I event e , m ber f pa ssword cycles that must 

occur before the passwo rd can be used aga i 1 1 al co figura ion options include 

reminders for password expiration and es f allo '\'ab le i acti 1ity before sess ion 

timeout. 

To ensure customized password po licies are very efficie n anage, SCP 1s login screen 
also has a "Fo rgot Your Password" feature. T is e a les se rs o reset expired password s. 

See Figure 10 below that shows passvv rd c fig ra i pti ns in SCP. 
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Sec re Cal Platfo m 
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Passwords can be customized 
in length, durat ion, 
recurrence and more. 

Online support for users who have forg en their password is provided through the 
"Forgot Your Passv ,ord'' feature ava ilable fro -he login screen. System security requ ires 
users to provide the con-ect ans, ers to reset q es i ns before their password can be 
reset. Once a new password is created, a c ir ati email is sent to the ema il add ress 
linked to the user ID. 

The system features shall include, but are not limited to: central and remote site 
network administration, centralized web based database where access will be limited 
by facility, automated operator, call branding, call blocking, three-way call detect, 
call forwarding detect, answering supervision, call duration limits and other 
inmate/youth calling restrictions, call monitoring and recording, hot number tracking 
and system reporting. The contractor shall install and operate prison inmate/youth 
telephones and all related equipment including wiring for the inmate/youth 
telephones, installation, and any related hardware and software/firmware 
specifically identified in t his RFP without cost to the State. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Our Secure Ca ll Platfo rm (SCP) delivers all f the capabilit ies requ ired by the NDCS 
accessed through an easy to use, e 1olvi g sys e that deli ,ers over 650 independent 
features to fully contrn l all aspects fin ate c u ications. Securus will install and 
operate the telephone systems and all rela ed equ i ent for all prison and youth facilit ies 
including wiring, insta llation and any rela ed hardware, softw are and firmware specifi ca lly 
identified in the RFP without cost to the Sta e. 
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Our proposed state-of-the-art inmate telephone system includes: 

• Central and remote site network administration 

• Centralized web based database 

• Automated operator 

• Call branding 

• Call blocking 

• Three-way call detect 

• Call forwarding detect 

• Answering supervision 

• Call durations limits 

• Calling restrictions 

• Ca ll monitoring and record ing 

• Hot number tracking 

• System reporting 

• Fu ll Audit Tracking on All system Users including IP Address control 

All of these req uired features are 'escri ed in detail in the Technical Considerations 

section of the RFP. Securus t\l ill i sta ll a d operate all related equipment with no cost to the 

State including adding te lep es as 1EEded to accommodate access and alleviate inmate 
on inmate conflicts that ma cc 1r e access to available equipment. 

Of the required features it is cri""" ica l + n te t at three way call detection and remote ca ll 
forward detection are tv 10 fea .... res .... 2 can provide the Nebraska DOC with a clear 

diffe1·ence betvveen ,end rs. 

Securus' approach to three l\1ay ca ll •e ... ec i n if ve1-y different and considered far superior 
to any other vendor ffe -ing r .. 2 ,-

1

E ects all th1-ee way calling that takes place within a 

fac ility including that v 1hich i_ facill a·e ,ro gh the use smart phones "add" feature or 

even when two phone are get ,er andset to handset. 

Moreover, Securus' exdusi 1e e ·e Ca ll Forv arding Detection is the only call forwarding 
detection that is able to de ect a ca ll r ,, ard ing event through the use of network 

signaling information recei 1e ' r s from the remote location. These two technical 
capabilities w ill pro ide the CS rrj · e highest level of monitoring for these events 

ava ilable in the market toda . 

SECURUS Technologies 133 



The bidder may include any other information that is believed to be relevant to this 
procurement but not specifically asked for in this RFP. Vendor may explain in detail 
any innovation, alternatives or more cost effective approaches available in any area 
of this RFP. Contractor may provide suggestions of other products or services 
available that may assist the State. Optional products must be clearly identified as 
optional and provide the optional cost separately from the bid cost per minute. If 
bidding an alternant proposal, the bidder must provide a complete separate RFP 
response including all mandatory requirements (section 11.N.) 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

To address the press ing issues and challenges faced by our customers nationwide, Securus 
has been investing, preparing and integrating new technology into our se rvice portfoli o to 
expand the capabilities available to our custome rs. Our services can be bundled into an 
overall servi ce offering allowing our customers to select capabilities to enhance their 
operations without adverse ly affecting call rates to the inmates or commun ity. We 
recognize that our clients need technology now and we have learned how to deliver it to 
them within the confines of an appropriate and fair procurement processes. 

Our proposal strictly follows the rules and mandatory requirements set forth in thi s 
procurement and at the same time bundles specific new technologies and services that are 
specifically designed to address specific NDCS needs and pain points. The Securus offer is 
constructed in such a way as to provide a baseline offering that w ill provide the NDCS with 
the lowest possible calling rates to inmates and still exceed the requirements of the RFP. 

In our base offer, Securus has included new technologies that are not present in the 
inmate ca lli ng platform provided by the incumbent today. They include our THREADS 
investigative pattern analysi s software that will provide the NDCS in ,estigators with a 
"roadmap" of suspected or suspicious inmate activity and will pro 1ide the DCS the ability 
to share information with other law enforcement agencies; all w ithout comprom ising the 
confident iality of the investigation by partitioning specific information provided to outside 
agencies. T READS is not primarily a tool to be used to import data from other sources but 
it is tru ly an in estigative software tool that works behind the scenes to scan calls and 
other inmate activity looking for known patterns of illicit activit r. THREADS \Nill also be able 
to analyze other data points that the State wishes to be included in the T READS data. 
Information from money transfer activities, futu,-e video visitations, ema il and any other 
inmate activit, that might include inte,·esting and potentially compromising data v hen 
analyzed for specific pattern s, will be included in THREADS during the life of the contact as 
the NDCS adds these services. 

We recogn ize our investigato ,-s are already busy and therefore o r base line offer also 
includes a THREADS specialist that will be onsite in Lincoln as your site administrator. That's 
right, not on ly Ati ll our site administrator perform the required Pl management and report 
generation duties but this highly trained Securus employee will tra in investigators on the 
use of THREADS and also rnn the software tool to assist investigators. 
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We want to ensure that your investigators get the highest va lue out of this important 

investigative tool so we will put a person on site in Lincoln to ensure that THREADS delivers 

all that we promise. 

Additionally, our base offer, with the lowest calling rates poss ible, includes our ICER inmate 
to inmate communication detection tool. Now, when an inmate makes a ca ll and it is 

connected to another inmate from another facility using three-way ca lling or simply putting 
two phones together; ICER will detect it and you will be notified. Securus' ICER evaluates to 

each and every call in order to create a uniquely indefinable ca ll signatu re. It then looks for 

calls occurring simultaneously or that overlap and using that ca ll signature, identifies if 
there are any two calls where the same unique call signature is identified. The PA DOC is 

currently using this tool and is ecstatic over its effectiveness in assisting in identifying gang 
members who call each other thinking they are not detected. We encou rage you to discuss 

t he benefits of th is service with the PA DOC as part of yo ur reference review process. 

Securus has also proposed other technology solutions in the base line pricing option ., 
Securu s wi ll provide all of the technology included in the aforem entioned base line option 
above but w ill also include Location Based Servi ce (LBS) which will provide investigator wi t h 
the location of a cell pho ne in question and will give investigators the ca pability t o put a 
"GEO Fence" around a geographic area (fac ility, drug house, school) and vrhen a speci fi c ce ll 

phone enters the GEO fence, they w ill be immediately notifi ed. 

Additionally, in the base line offer we includ e our Investigator Pro in ,estigative tool and ca ll 
player. Thi s advan ced technology, whi ch was rece ntly demonstra ... ed ... o your in restigative 
staff prior to the re lease of th e RFP; will provide your inves igators ,\ri th the capability to 
immediately id entify ill egal PIN sharing and swapping as we ll as i 'E if t inmate to inmate 

communication s between inmates within your system at iffere n fac ili+ies and outsid e 
your system. With th e efficient and easy to use lnvestigat r Pr ca ll pla rer, investigators will 

easily be able t o pinpoint where in a ca ll a three way call attem " aS detected or even 
speed through a reco,~ded call whil e monitoring and go di rec I to t he s ot \nhere a 
previous in estigator identifi ed suspicious activity v ti thin the ca ll. 

Securus has included the following technologies in our base ffer t I e NDCS. 

• THREADS 

• Securus Investigator Pro (IPRO) Call Player 

• ICER 

• IPRO - Cont inuous Vo ice Identification 

• Location Based Servi ces (LBS) 

• Automated Informat ion Sen1ices (AI S) 

• Word Spotti ng 
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Secu rus TH READS 
Securus THREADS is an integrated Data Link Analysis solut ion t hat offe rs a powerful suite 
of invest igative and ana lytica l t ools. 

THREADS was fi rst in the market and has been specifically providing data ana lysis so lutions 
fo r investigat ions of offender telephone calli ng information, and other uploaded data, 
longer than any other solution . Whi le many attempts have been made to dup li cate t he 
so lut ion, THREADS is exclus ive to Securus, proven in real worl d appli cati ons, and is not 

available from any other ve ndor. 

Securus understands the lifecycle of intelligence and in ,estigat ing comm unications data 
and th e challenges investigators, detectives, and corrections facility staff face in both time 
and reso urces, such as the fo ll owing: 

• Pulling reports 

• Exporting information 

• Sending info rmation to someone else 

• Contacting other facilities for information 

• Combining all the information together 

• Receiving information in many different for ats 

• The daunting task of identifying suspici us eha tior in the information provided 

to uncover focused leads 

Even when key information is gathered, investigat rs a ,e determine where all of the 
data \N ill go as well as the time consuming meth I of a alys is. 

• What if you had a 24x7 ana lyst that you didn' a re to provide a sa lary to or 

benefits? Now you do! 

• How much time and money would be sa 'e '? 

11 \/\!hat if you had a sense of liability pr tection knowing access to the data is 

controlled, logged, tracked, and a 1ail a le o ly authorized users? 

The Securus THR EADS product provides the means t o s\ner these questions. The unique 
algorithms used within THREADS we,~e designed b , real in estigators with many years of 

experience analyzing communications data and raini g t er in 1estigative units on how o 
analyze data. As a result, Ne have not only proposed the EADS invest igative sofv\,are in 

our baseline offer but we have included a T READS Site ministrator that will al so be your 
Pl N adminstrator as required by the RFP. Tl is fu ll t i e res urce, located at the Linco ln site 
per the RFP, will provide investigators with T EA Straining, run THREADS reports and be 

able to import important data from others urces int EADS on behalf of your 
investigators to support their efforts. 
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THREADS Designers 

Robert Lottero and Bryan Shouldice were directly involved in designing how THREADS 
analyzes data. Mr. Lottero is a top expert in telephonic investigative analysis. He leads a 
group that cu rrently supports the U.S. Department of State, Diplomatic Security Service 
(DSS) as a comm unications intelligence analyst. 

Mr. Lottero has been involved in criminal investigations, counter-terror ism investigations, 
and counter-inte ll igence operati ons for almost 30 years, both as a contract analyst and as a 
sworn law enforcement officer. 

He has provided investigative support to the Federal Bureau of Investigation (FBI), Drug 
Enforcement Administration (D EA}, Immigration and Natural ization Service (INS), U.S. 
Customs, and New York Police Department (NYPD). Mr. Lottero writes a monthly article for 
the FBI detailing the latest communication/and intelligence techniqu es that he has 
developed in his investigative work. 

Bryan Shou ldi ce is a 30-year veteran of law enforcement with proven expertise in major 
case management, intelligence a al sis, and international experience in software 
development and implementa i n. As a member of the Royal Canadian Mounted Police, 
Mr. Shouldice conducted major case investigations into all types of cr iminal activities. 

He ser 1ed as the Executive Case 1a ager and Inte ll igence Section Head with in the 
Coord inated La N Enforceme it f Bri is Co lu mbia. Mr. Shouldice current ly works as 
an investigative consultant n ig - rofile cases in th e Vancouver Pol ice department. 

Managing Investigative Data 

Securus understands that d ri g -he c rse fan investigation, th e law enforceme t 
comm unity is inundated v 1it data. Data is c i g from different sources in different 
formats with numerous pote t iol lea 's that can be follovved . Each lead potentially creates 
many more leads to be f limned. 

We understand inve t igators are ickly o 1er-v\rhelmed with the amount of infor·mation 
they must ana lyze as well as t e t i e and ·es urces required to manage, retrieve, and 
ana lyze the data to ide tify h se leads that are most likely to uncover im portant 
information. As a resu lt, Secur s f\dll pro tide a full time resource, on site at your Lincoln, 
Nebraska headq uarters fac ili , assist in the ana lysis, 1·etrieval and effecti eness of the 
cr itical information created b o r EADS softwa1·e analytical tool and Securus forensic 
analysis capabilities. The goa l is t ensure that our technology ueates value and actionab le 
intelligence for the DCS inves igators and staff without burdening staff with add it ional 
work requ irements. able 4 below i !ent ifies some of the sources of data, both internal and 
externa l, that may be re levant t a parti cular investigation. 
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Pl ease see Table 4 for Sources of Inform atio n fo r managing investigate data. 

Table 4 

Corrections Data External Data 
• Offender call records • Confiscated cell phones (such as calls, text 

• Offender personal information (such as messages, emails, videos, and contacts) 

name, account number, PIN, DOB, and • Managed Access System reports 
SSN) • Public phone records 

• Who the offender is allowed to call versus . • Events and places of interest 
who they actually called 

• Mail 
• Called party billing name and address 

• Lexus Nexus 
information 

• S57 information 
• Corrections facility information in 

proximity to calling behaviors 

How Securus Utilizes Critical Investigative Data to the Benefit of NDCS 
Investigators 

All corrections data (such as ca ll record s, phone numbers, billing name and add1·ess) is 

automatica lly and fully i egrated with THREADS the moment THREADS is enabled. 

All other sources f do a are imported into THREADS and analyzed together to 

automatica lly b i[d an in 1estigation. Imported data can include repo1·ts from managed 

access systems n ce ll la elephone alerts, extracted data from confiscated ce ll phones or 

ca ll records fro t er Co ling syst em s. This information cross referenced with your 

offender ca lling dat2 will pr ti de raluable insight into cell phone infiltration and its 

intended purp ses. 

THREADS v 111 unc ,er ca !li ,g atterns that lead to a high probability an offender has a cell 

phone deliveri a a targee ' lead to your officers. That cell phone is confiscated and the 

information pu lle 'fr i sing a Ce !lebrite UFED device or something similar. This tool 

greatly enhances he be efits of a managed access system by providing an additional 

method of m anaging a d i 'entifying smuggled cell phones. 

This informati n is he pl aded into THREADS and that valuable data is analyzed with 

the corrections c m ni ation data to uncover an offender's plot to escape or run an 

organ ized crimes ' 'ica e from inside the facility. 

After determining a s s ec ... on the outside of the facility is involved and mapping out the 

address, the invest igat r acquires the publi c phone 1·ecords and imports that information 

into THREADS N ich is again, analyzed with all th e other gathered information as shown in 

Figure 11 below. Tl is all t akes place in one location, with one tool, and is completely 

integrated with Secur s SCP data. 
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Figure 11 below identifies calls that have been made from a facility (i n this case the Omaha 

County Jail, black circle) to a specific cell phone. The LBS cellular calls are in orange and 

green and are BNA hits. The ma p shows where the call started (orange-green) and ended 

somewhere else (orange-red). 

Figure 11 
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Securus has e st wi dely used platform in the industry, w ith approximately 2,200 
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fac ilities curre tly installed on SCP, and o 1er 1 million offenders ser 1ed, lite rally petabytes 

f intellige ce data, and over 1 mill ion calls processed per day. Th is valuab le data is 

integrated direc 1, into THREADS and could be available at the NDCS 1s fingert ips. 

Powerful, Accurate, Easy to Use 

H EADS is a p werful, accu rate, easy to use, intuitive tool that vtill automatica lly ana lyze 

in 1estigati ,e 'a a c: ch as offender communication reco,-ds, publi c phone records, and data 

from co fi s ate ce ll phones to automatically generate focused leads for in estigators or 

passed on t in ,estigative suppon groups. 

Leads co n inclu e suspicious calling patterns, inner circles, commu ni cation events to 

numbers o a b nee list, associations between multiple offenders, the ir corre lation to 

ca lled arti es, and uch more. See Figure 12 below fo,- example of susp icious ca lling 

patte rns bet f\ieen ult iple offenders. 
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Figure 12 

~ 
(3 03 ) 668-4825 

VILLALOBOS, ISABEL : BNA-4238673 
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Prisoner #2: SUB-0009 / Prisoner #1 : SUB-0008 

Additionally, this powerful software provides ayroom-based analysis that discovers leads 
irrespective of the Pl N number being used by the offender and common contact reporting 
showing offenders who are fac ilitating communications between different areas of the 
institution. 
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The NDCS investigative staff can easily uncover patterns of fraternization between 

offenders and correctional officers, discover common contacts between offenders and 

called parties, and customize the information and reporting to filter out irre levant calls 
such as girlfriends or legal counsel from analysis. 

THREADS w ill detect criminal organizations being run from within jail, detect three-way 

call ing patterns when multiple offenders are talking to one called party at the sa me time 

and find associations of multiple called pa rt ies based on who is calling them. 

Identify Offenders with Cell Phones 

THREADS can identify offender who possibly have a cell phone based on ca lling patterns. 

For instance, if an offender makes six ca ll s per day, every day, but then all of a sudden 
stops using the offender telephone system, it is poss ib le they have another form of 

commun ication such as a cel l phone. These anomalies are automatically highlighted for 
further review. 

Graphic Representation 

THREADS analyzes data for investigators and provides interactive vi sualization tools to 
produce easy-to-understand ana lytical reports, charts, interactive graphs, maps, and bu ilds 
a case and presentation view that can be used as evid ence in a crim inal trial. 

Timelin e cha rts and graphical analysis tools make it easy to reveal periods of hig -1 te si 
calling and other ca lling patterns on a graphical and in eractive timeline. 

THREADS can also identify the offender even if he ca lls are masked by another o re dE-'s 
Pl N through integrations with our biometric solution, and eliminates humat inte - ,e t i 
by receiving actionable intelligence at the push of a button. 

Addi tionally, THREADS allo ,vs system users he ability to establi sh auto ated n tificati s, 
which vvill e-mail an in estigator when inf r ation is found. hese notifications ca be 

used in conjunction with ur other investigative tools, such as Location Based Services, ... 
curtail illegal cellu lar phone usage or PIN sharing wi hin NDCS facilitie s. 

All information is pt·esented graphically as \ ell as textually such as the example prese e ' 
in Figure 13 below. 
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Figure 13 

Prisoner #1: SUB-0008 3446889 
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11.53 days with 657 events . 
Average of 57 events per day 

2.88 days with 202 events 37.46 days 

eb Mar Apr May June Jul y Au g '-ep 

-Low Activity Hi~ Hol • 

Bas,d on chun ks 012.14 D•ys. 

lHol• 
2 BB days wrth 103 events 2.88 days with 102 events . 

Ave~ee of 35.74 ,vents per day Averace of 35.4 events per day 

4/13 OS: 1:41 ° 04/1602:41:24 

17.29 days with 850 events . 
Avensr;e of 49 16 events per day 

6/01 05:21 :S2 - 0 /1BE :~:_2_!; 

Investigative Benefits for the NDCS Include: 

• Cell Forensics A al ,sis f 1ata extracted from confiscated ce ll p nes 

• Identify Ace wo Id have otherwise gone unidentified 

• Identifies w o 'e -sore "really" contacting 

11 Identify linkages re ri c sly kn vm 

• Identify an ffe 'er's i er circle 

• Identify ass cia e b2 ng e bers 

• Identify offe ders c 

• unication data 

• i g managed access cellular telepho e i fon ation 
into a singles ste o a alyze 

• Har ,est all ft is i for lotion with enhanced reporting tools 

Summary 
Securus' THREADS is an excl sire in ,estigative technology that no other provi er can offer 
to the correctional industry a is actually proven in law enforcement situations. \!Ve 
welcome the opportunity e onstrate our systems to the NDCS and discuss how we 
can support your officers a d the communities you keep safe. 
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Please note, other vendors will be proposing what they will refer to as their pattern analysis 

so lution. Tools such as "Data link" and "Data IQ" are not similar in that they are not a fully 

integrat ed and standalone software tool that is capable of both working within the inmate 

calling platform and able to import external data easily and seamlessly. We urge the NDCS 

to carefully compare competitive offerings of investigative pattern analysis solutions and 

the dedicated investigative resources proposed to support this important investigative tool. 

Securus Investigator Pro (IPRO) Call Player 
The inmate telephone system (ITS) is often characterized by experienced correctional 

investigators as the single most important source of investigative leads and evidentiary 

support at their disposal. But finding the leads and evidence has proven extremely difficult 

in modern faciliti es, Nhere inmate PIN abuse, three-way calls and other strategies hel p 

inmates hide their identities among the thousands of calls that occur each day to 

commit crimes and speak with candor about criminal activity. 

Securus purchased JLG Technologies in June of 2014 and we have fully integrated their 

tee o logy into our SCP inmate cal ling platform because we understood how important it 

Nas to pro 1ide a more efficient and time saving call player to investigators and, we 

rec g ize I t at 1oice biometric technology had evolved beyond just periodic re-verification 

of an i ate's v ice to a more advanced continuous voke identffication of all callers 

pa r 1c1 a i g in e call. The Securus Investigator Pro (IPRO) call player and continuous 
1 ice i 'e t ificatio and verification engine developed by JLG Technologi es -- without a 

s· powerful crime prevention and investigative tool in the world of inmate 

ph e ca lli g echno logy since inmates have been allowed to make calls. 

ice e ric echnology was initially dep loyed in 2007, and as of 2015, is operating 

ut t e S in 300 facilities in 33 states. The Investigator Pro is truly a significant 

o ey sa er whether deployed in a single ja il or across a multi-facility state-wide 

e t f c rrection. The product deploys the most advanced technology developed 

S epartment of Defense that is licensed exclus ively to Securus JLG Technologies. 

n I gy is only available in The Investigator Pro. 

e Sec r s pr posal includes exclusive Securus technologies designed to add,,.ess these 

i a"""e stra egies to compromise efforts to maintain the safety and security of your 

fac ilit ies. V' ile ther providers will attempt to convince you that they have the same 

tee I gy or perhaps have a "me too" solut ion, Securns can demonstrate that our 

ech I gies are far superior to anything they can propose and are proven and in use in 

fac ili t ies atio wide. 
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Securus is confident enough to make such a bold statement becau se we have purchased 
the best technology availab le in the market today and whi le at t imes, we license our 
technology to our competitors for the good of the industry, Securus will at all times have 
the latest updates to that technology and wi ll continue to invest in new technologies that 
can be bundled to provide even better solutions to meet the evolving cha llenges our 
customers face every day. 

The Securus Investigator Pro voice biometric technology that we are proposing is NOT the 
sa me solution that others will be proposing. Securus owns the technology and w ill provide 
the NDCS w ith al l software updates to the system throughout the li fe of the contract. That 
cann ot be sa id of other offerings. Add it iona lly, the Securus proposal includes on si te 
administrative support that is cert ified in t he deployment and use of the Investigator Pro 
technol ogy and will be on site full ti me to use the technology at the di rection of NDCS 
i vestigators to ensure you receive the full va lue of thi s important tool. Fi nally, when 
combined with other Securus investigative servi ce offerings, t he Securus Investigator Pro 
will provide the NDCS with the most powerful and co mprehensive investigative tools 
a ,ailable in the market today. 

We can make th is statement because we know that the combination of our three
way calf detection techno~ogy. our remote call forwarding detectmon technology. our 
inmate to inmate communkat~ons detection technology and our continuous voke 
identification technofogtes and our Guarded Exchange forens tc and caB monrtorEng 
services wm provide the NDCS wfth a technotogy barrfer that wrn yte~d far more 
security for your facilities than any other provfder can deploy. 

_ec rus will provid e the Nebraska DOC w ith a voice biometric layer of security in which all 
co llers on an inmate call are automatically identified during a post call review of each call 
an at the same time investigators can receive immediate notification of a suspected three 
'." aye ,ent. Further, our state of the art Investigator Pro call player will quickly identify ca ll s 
t a are known to have multiple callers present in the call and can pinpoint exactly where 
i f- e ca ll this is occurring, which inmate entered the cal l and preci sely when. Investigator 

r \,viii also instantly identify any PIN sharing/stea ling, who owns the PIN, who is using the 
Pl I and when and where in the call it occu1Ted. Th is is a critical step in the evolution of 
, ice biometric technology because we can novv pro ide our clients with the ability to not 
nl, identify whether a three-way call is being conducted, when an inmate is conducting a 

ca ll ,\tith another inmates PIN, where in the ca ll another inmate enters the call but \Ne can 
vv identify the voices of the callers on the call. Other vendors provide voice verification 

Nith names such as "Speaker ID 11 and "Voice IQ11 that profess to identify three way ca lling 
e ents and then continuously confirm that the originating inmate is part icipating in the call. 
This voke verfficat~on is vastfy different than the Securus voice ~dentffication 
technotogy proposed. Securus beli eve thi s fall s short of addressing the real need s of 
investigators; the need to not only verify the originator of the call s but the id entity of all 
inmates participat ing in the call regardless of whether they are in their faciliti es or other 
j ails and prisons across the country. 
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We find our competitors sol utions to be fa r less effective in addressing the real needs of 
investigators because these sol utions ca nnot identity ALL ca llers in a mult iple ca ller ca ll 
scenario. But beyond that limitation, these systems will only alert you to a suspected t hree
way call event and confirm that that t he originator of the call is still participating. Our 
systems go a few steps further. 

We know that inmates speak to other inmates from your fac ilit ies and from other fac ilit ies . 
They accomplish this through the use of th ree way ca lling techniques that are virtually 
undetectable when using a cell phone, for example. Sim ply by selecting the add butto n on 
typi cal cell phone the part ic ipating ca ller ca n add mult iple other partic ipa nts. So, when an 
inmate ma kes a call to a cell phone (the Securu s system ident ifies ca ll s to ce ll phones by a 
wireless indication in th e call record), the called party can easily add multiple call ers to the 
call. Three-way detection technology may not detect this type of m ult iple caller event. 
Conti nuous veri fica ti on that the inmate who initiated the calls is still on the call will not 
detect th is type of event. Only continuous voice verification and identification of all 
callers on the call wi ll provi de the investigator with a comprehensive pi cture of all 
participants. On ly Secu ru s ca n provide thi s picture. 

Inmate To Inmate Call Identification (ICER) 

Securus believes it is criti cally important to be ab le to alert investigators when another 
inmate has entered a call; whether it is another inmate from your facilities entering the ca ll 
or an inmate from another county or State facility. Since we provide our Secu rus SCP 
inmate calling platform at over 3,450 facilities nationwide, and process over a million 
inmate calls per day; thei-e is a very good chance that vve can identify all the voices on a ca ll 
from an I\IDCS facility when there are multiple inmates on the call. 

Ask our existing customers such as the Pennsylvania DOC. Importantly, our customers te l! 
us that the majority of the time when an inmate conducts an inmate to inmate call via a 
three-way connection, the purpose of the call is to discuss gong related activity. Our 
custome1·s report that they have been able to identify previously unknown gang members 
using our Secuws exclusive ICER inmate to inmate communication detection and 
continuous voice identification. Specific customer references are available upon request. 

The key to maximizing the effectiveness of this technology is to combine it with other 
exclusive Securus investigative technologies. For example, when combined with Securns' 
ICER inmate to inmate communication and Securus' THREADS pattern ana lysis software; 
the SecurusJLG Investigator Pro call playe1~ and continuous voice identification biometric, 
the Nebraska DOC will have the most secure inmate calling system available. You will 
detect inmate to inmate to inmate cal ling instantly and receive notifications. You will be 
able to identify three way calling attempts and immediate identify exactly Nhere in the call 
the event occu1Ted. Your investigators will be able to see patterns of suspicious behavior 
taking place in your facilities through automatic ana lysis of inmate calling in our THREADS 
pattern analysi s software. 

SECURUS Technologies 145 



You w ill be ab le to instantly import other data from other age ncies data bases to assist in 
gang member ident ification and other Strategic Threat Group activi ty occurrences. 

We know your Officer's t ime is valuab le and the need to control and monitor inmate 
communications ca n take up a signifi cant part of that time. With the Securu s Investigative 
Tools, yo ur officers ca n focus on targeted leads and allocate more t ime to more importa nt 
tasks. 

Investigator Pro ICER™ - (Inmate Inter

Communication Evaluation and Reporting) 
As a part of our base offer "ith the lowest ca ll ing rates poss ib le, Securus proposes the ICER 
inmate to inmate detection technology. After developing its lnvestigat r Pro 1oice 
id entifi cat ion and cr ime investigation system now in place in 188 correct ional fac iliti es 
throughout t he country, JLG echnologies, since acqu ired by Securus, fur hered its 
research as a resu lt of requests from corrections invest igat ors to develop an auto at ed 
way of identifying inmates o are illega lly commun icating wi t h other inma es using the 
inmate te lephone system. e end resulting so lut ion was ICER our Inmate [ er-
Commu ni cation Eva luat i and eporting system whi ch uses our bio e r ic s ,s+e s to 
analyze and target ca lls v, ic ot erwi se Nou ld likely never be found. 

ICER enables detect ing a 'reporting on inmate-t o- inmate phone com r,icatio s 1vhether 
occurring within he CS' ,v facili ies state wi de, or between inmates i e I CS's 
fac iliti es and inmates in t hEr par icipating juri sdictional locations or states ati ,\,i 'e. 

The Threat 

In mates have been, ar n inue, to communi ca te vvi t h each other o ,er e elep ne 
systems that ha 1e been pr · tided f r their controlled contact with the outsi ·e ,\, r l 

Until now, commun icat i n betwee n inmates (each originating ca lls from i a e 
tele phones) has essent ially g ne undetected because there was I either ractica l 
techn ology nor u if r etv\fOrking capabili ty to ident ify such commu ica i s. F llo f\ti ng 
are highlights of the dangers caused by uncontro lled inmate to inma e c m nica i ns: 

• Through a variety of methods, inmates a,~e circu mventing the inmate telephone 
systems co rac ed by faciliti es to com mu nicate with another in a e; , hether 
the other inmate is in the sa me housing un it , a neighboring si g unit , in a 
different fac ility r in a ifferent state . Inmates exploit co nfere ce bridges, 
se r 1ices sue as iPhones, Skype, Google Voice and other kinds f , o ern 

teleco municat i ns technology. 
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In addition, t hey rely on called parties to bridge the ca lls, p lace three-way calls, or 

even put two speaker-pho nes in proxim ity to one anoth er, so that inmat es can talk 

to other inmates. 

• Unti l recently, inmate to inmate com munication incidents were only found 

w hen accidentally located by correctional staff; however incidents are now 

known to occu r with much wider freq uency than previ ously known. ICER has 

already identified 1,000's of these events for our pa rtn er fac il ities. Events t hat 

w ould have otherw ise gone unnoticed . 

• These uncontro lled inmate comm unications, often co nducted by t urn ing cell 

phones end to end to connect receive r with mouthpiece, have involved criminal 

activi t ies including coordi nating gang- related murders, drug traffi cking and 

racketeer ing, as well as inmate d isturbances at multiple correctional fac ilities 

aro und t he co untry. 

Technology and Cooperation Provide Increased Safety 

Every day w e learn from the news about instances of maj or cr imes be ing solved beca use of 

the increas ingly coopera ive efforts of state and federa l age ncies that are now beginning to 

share case-critica l data around t he U.S. and th e worl d. In t he world of inmate phone calls, 

w e are offer ing a ne N technology based on voice biometri c analyti cs and a dedicated 

coope rat ive ne nork pro rided through parti cipating nation- rv ide correcti ona l 

adm inistrat io s. This co ined effort will enable all pa rticipat ing corrections fac il ities and 

j ail s through t the c untry to rece ive specifi c and detai led information on a ca ll -by-call 

basis vvhe t eir i 1a es are usi g their phone systems to t alk ... o each t her - whet her the 

calls are c eced bet 11een d ifferent inmate t elephone systems, ben11ee n pods in the 

sa m e fac ility, or be ,\ een i ates in fac iliti es fro m Flor ida to r 'i aine to Ca liforni a. 

The more age cies that take part in the ICER netv ork and share ICE data, the more 

inmate to i a e c unicat ions e 1ents v ill get ca ught in the net a d be reported . 

How ICER Works 

ICER uses ad 1anced vo ice analysis techno logy to generate a "call signature" - a 

representati n f the call hat does not invol re any of the original audio - for each 

completed in ate t elephone ca ll . Ca ll signat ures are then automat ica lly encrypted and 

t t·ansm itted t o r cen ra l data center fo r analys is. 

Beca use none f the origina l audio is used in a ca ll signature, th e ICE R system is in full 
compl iance vvi h state law s regarding the transmission of ca ll record ings. 

Under normal erat ions, ca ll signatures are created, t ra nsmit ed, and rece ived at the data 

center w ith in seconds of each completed ca ll. Upon arrival, the call signature is 

immediately ana lyzed and checked aga inst other ca ll signatures. 
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If an inmate to inmate communication event is detected, it is logged in the ICER system 
database and investigators from the participating corrections administration are 
automatically alerted via email to log into the ICER system for the detailed report. 

The ICER system doesn't require correctional facil iti es to transmit audio files and each 
agency is always in complete control of the level of sensitivity of any data transferred. 

The ICER Event Report below in Figure 14 is a sample of the reports that are received by 
Pennsylvania Department of Corrections (PA DOC) on a daily basis. 

This particular ICER Event Report shows that on May 24, 2015, two inmates from two 
different PA DOC facilities were found to be talking with each other around 8:00 pm EDT. 
The first inmate named Damion Floyd called telephone number 410-504-7254 and the 
second inmate, Natasha Miller called telephone number 724-471-6945 and was connected 
to Damion Floyd 180 seconds into her recorded session. The conversation between the two 
inmates lasted a total of 644 seconds. The ICER Event Report automatically generates 
actio able i te lligence for PA DOC investigators on a daily basi s. The PA DOC investigators 
value t ese leads and listen to each recorded call. 
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JLG TechnoloGies·· 
VoicE Biometrics to Identify Every 

lnrr ate on Every Call 

Figure 14 

SECURUS 
Technologies-

ICER Event Report 

Event Identified On: May 25, 2015 
06:15 am (EDT) 

PA DOC 

An Inmate Inter-Communications Event has been detected involving an inmate at your facility. The 
details of which follows below: 

Inmate 

Agency 

Site 

Inmate ID 

Called Number 

Station Name 

Call ID 

Call Start Time 

Time into Recording (H:M:S) 

Duration of Event (H:M:S) 

FLOYD, DAMION 

PA DOC 

Pine Grove SCI, PA 

KD2764 

14105047254 

H2-2 

7686756739 

May 24, 2015 
07:58 pm (EDT) 

05m:08s (308 sec) 

1 Om:44s (644 sec) 

MILLER, NATASHA 

PA DOC 

Cambridge Springs SCI, PA 

OT7471 

17244716945 

D3H2 

7686756751 

May 24, 2015 
08:00 pm (EDT) 

03m:00s (1 80 sec) 

10m:44s (644 sec) 

The ICER program is ava ilable to all Securus customers. If the NDCS decides to participa e 
in the ICER program, the NDCS would receive the same daily ICER Event Reports. 

If inmates from sepa,,ate State run facilities (such as NDCS and PA DOC inmates are 
communicating with each other), investigators at each State DOC would see inmate ca ll 
data for their ovvn facility (either on the right or left sides of the report). For privacy and 
security purposes, access to otl,er agency information would ,,equ ire an automated 
request from the ICER portal to the participating agency, seeking permission to work v ith 
that agency to retrieve pertinent data about the second in mate. 
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Where inmates are calling each other within their own fac ili ty, all data for both inmates will 

be displayed automatically. 

ICER provides facilities w ith a detailed report of each detected inmate-to- inmat e call event 

by means of a graphical user interface (GU I), so the facility can review the phone ca ll 

involved in the inmate-to-inmate ca ll event. ICER has been recently deployed in the 

Pennsylvania Department of Corrections with great success. We look forward to offering 

the same level of security to the N DCS's facilities . 

ICERrrvi - is a registered trademark of JLG Technologies, a fully owned subsidiary of Securus. 

To offer further analysis of inmate ca lling and to augment the identified suspicious calls 

found with Investigator Pro, Securus has provided information on our THREADS analytics 

systems. 

Investigator Pro Continuous Voice 
Identification (CVI) 
Securus has also proposed our JLG Investigator Pro Contin uous Voice Identificat ion 

technology as a part of our baseline offering. 

Developed by JLG Technologies, now owned and operated by Securus Technologies I c. , 
Investigator Pro is a powerful evidence-gathering and investigative ana lysis o I t ha is 
proven and in use in facilities nationwide making corrections officers and com uni ies 

safer every day. Investigator Pro is integrated within SCP and uses unpreceden e s a e- f-
th e-art technology to "identify" the voices of all inmates speaking on te leph ne ca lls a ' 
exposes inmates who try to beat t he system by hiding their identities us ing t her i 

Personal Identification Numbers (Pl Is) to engage in criminal activity. 

Investigator Pro's advanced vo ice identification technology was origina lly develope f r .... e 

U.S. Department of Defense. The Department of Defense was fac ing a huge cha lle ge 

which was to find terrorist phone calls out of th e millions of phone calls made e ,ery da , • 
and from the United States. 

The U.S. DOD contracted \Nith a major U.S. technical university with some of the est v ice 

analysis engineers in the vvorld to find a \Nay to detect the phone calls. Over a 12 rear 

period th e engineers created a system to automatically monitor and analyze m illi ons of 

daily phone calls and delivered a cutting-edge so lution which today serves to he lp protec 

the U.S. 
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Investigato r Pro analyzes inmate call voi ces imm ediate ly after the ca ll has been compl eted. 
Al erts are availab le to investigators in the rea l t ime status screen at the completion of each 

voice analysis. Every second of every call is analyzed. Investigator Pro does not use 
interm ittent veri fica tion because t his type of identificat ion all ows inmates to converse 

undetected by passing the telephone when the ve rifi ca ti on is prompted. 

The Investigator Pro gleans a vast amount of data from the co ntinuous biometri c voice 
identi ficat ion technology that ca n provi de a w ea lth of high va lue intelligence information. 
The system is easy to use and all training is provided in iti ally and throughout the term of 

t he agreement to ensure your officers get t he most value from the system. 

As an additional benefit, Securu s is the ONLY provi de r that can take that intelligence and 
import it into our industry leading THREADS investigative tool so that investigators have a 
full view of connections between conversation s and inmate activiti es . 

Wh en used in unison with our other capabiliti es such as location based ser ti ces and 

managed access services to control and monitor cellular telephone usage, customers are 
pu t in the best possible position to provide truly secure inmate commun icati ns. 

CVI Actionable Intelligence 

The Investigator Pro voice biometric identification system goes beyond con ... i u us 
verification of one inmate's voice. lnvestigatorPro continuous ly verifi es he i e ity of all 
inmate voices that are spea king on a telephone ca ll. Reporting of thi s fra d le acti ,;ty 

can easily be found with the QuickFind reporting tool. \/\fhen accessi g he ickFi d 
dashboard system, Nhich is an option with the SCP inmate cal ling platf r / i 1es .. iga .... rs 
will be presented , ith t e " igh Target Calls for Revie 1../1 report sh uing t e If I at nas 

used, the name or names f inmates Nhose voice print 'vas identified duri gt e ca ll and 
name(s) of inmate that 'id not match th e Pl be ing used. The igh arge Ca lls for e·,iew 

report provides actionable intelligence by highlighting susp icious ca lls ,a e the o t of 
an investigator's time. 

The system provides invest igators vvith direct links to these r·ecordings 'If ere in ates are 
attempting to hide their identity and provides the tools to review and a n ta et se 
conversations for further use in investigations. 

Securus ca lls our ser ti ce, Co ntinuous Voice Identification (CV!) beca se 11e i 'entify and 

,·eport each inmate on the ca ll and give you the names of the inmates . ' e ' n t ·ust 
continually verify the inmate's voi ce during the call. Most of our competitors can on y 
contfnuousfy ver·ty the voice of one inmate during the ca[[ and cannot report the 
identity of a second or third rnmate that partkrpated on the same te ephone ca I. 

The system's easy-to-use dashboard automatically collects and ana lyzes a vast amount of 

information that would otherwise be labor-intensive to gather and inter ret. his 
breakthrough technology changes the way evidence is gathered, shore ', a ' sed in the 

investigation and prosecution process. 

SECURUS Technologies 151 



The Investigator Pro system provides the highest level of integrity, efficiency, and 
demonst rated effectiveness as an evidence case-management tool. 

Anatomy of Investigator Pro™ 

Investigator Pro comes with an advanced Call Player, multiple reports, and even an 
interactive dashboard - all designed to provide investigators with the tools they need to 
exposes inmates who try to beat the system by hiding the ir identities to engage in criminal 
activity. The modules in Investigator Pro include: 

• QuickFind™ - Puts critical information at your fi ngertips 

• Voice Sea rch™ - Find calls where inmate's voice is found 

• Ca ll Finder™ - Fil ter calls based on dozens of criteri a 

• yCallReview™ - Return to t he ca ll s im portant to you 

• Suspicious Ca ll FinderrM - Find all high-s uspicion ca lls using ana lytics to make 
more of an investigators time 

• ioteManager™ - View, fi lte r, and create notes on call s 

• eportMakernv1 - Run reports on various telephone system abu ses 

• S ots - tievv key m essages and monitor analysis progress 

lease see Fig re 15 below for sample Investigator Pro nodules. 

Figure 15 
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CVI CallPlayer Pro 

As disp layed in the screen print above, one of the most utilized modu les of the CVI system 
is the CallPlayer Pro. This playback system gives you the power to play and annotate cal ls 
faster, wi th less duplication of effort by providing playback control s to split audio talk 
paths, speed up conversati ons or eli m inate pauses. 

The system provides the fo llowing features: 

• Abili ty to sepa rate recorded vo ices and select only one voice to play back at a 
time 

• Speed or slow a conversation or single vo ice within a recording 

• User fri end ly playback module with intuitive buttons 

• Saves time, allowing for more product ive use of staff tim e, bette r distr ibution of 
staff resources, and cost savings 

• Report feature allows for supervisory oversight, accountabili ty, and assessment 
of your staffs investigative skill s and activities 

The use of the Call Player Pro can reduce a ten minute ca ll, with all pauses removed and 
se oft e other tuning adjustments, into a five minute call doubling th e use of time spent 

rec rdings. 

Enrollment Process 

- he Enro ll ent process is a vital part of securing a one time, high quality voiceprint from 
o es. The tvvo most impo1·tant elements of any successful 1oice biometric identification 

S/S E are excellent technology and supervised voice enrollment. 

Sec r s \iill provide the fully-supervised enrollment of all NDCS inmates into the system. 
S er 1ised enrollment means that each and every inmate will be required to enroll their 
1oice at an inmate telephone station under the super ti sion of one of our trained enrollers. 

e od 'antage of supervi sed enro llments is positive ID of each inmate to ensure complete 
ere 'ibility of the enrolled database. Unsupervised or poorly supervised enrollments can 
j e ard ize the integ1·ity of the t0ice biometric database. This emollment can be achieved 
f\ri t mi i al disruption and can be presented to the inmate as part of the ove1'all new 
i 1n ate te lephone system introduction. 

e rocess begins with extensive preparation by Securus and p1·ecedes the actual on-site 
e r II ent by n any days. Coordinated faci lity preparation is the key to success. 

Once at the facility, and immediately before the enrnllment team entei-s a housing unit, ou1' 
e roll ent adm inistrator will 1·econfigure that housing units phones from the normal call
out ode and place them into the enrollment mode via remote software. 
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The enrollment team then enters a housing unit, announces instructions to the inmates, 
and begins the enrollment process. When all inmates have been enrolled, the 
administrator places the phones back into the normal calling mode. Priority should be 
given to intake facilities . 

As inmates are brought into the NDCS system, voice biometric enrollment should become 
part of the intake process. This w ill ensure that all inmates moving out of the 
intake/classification facility w ill already have voice print enrolled prior to entering newly 
assigned facility and will not require re enrollment. Securus will install dedicated 
enrollment phones at locations that best meet the needs of NDCS at the State facilit ies. 

Securus is very experienced in voice biometric enro llments as we have enrolled over 
250,000 in mates. A typical enro llment takes generally less than two minutes. Before the 
inmate is required to speak into the phone, the enroller checks the inmate's ID tag against 
the facility's inmate/housing unit location sheets. 

The enroller then enters the inmate's PIN from the sheets into the phone keypad and 
instructs the inmate to say their name (as it appears on the sheets) and a short phrase, 
followed by a short paragraph of text. By do ing thi s, the enro ller ensures that the inmate is 
who he says he is so that the voice signature is confirmed to be t hat of the inmate. 

Our enrollers are experienced in ass ist ing inmates through th e process who cannot read 
and we will make accom modations in the enro llment process to suppot·t any individuals 
11ith special needs. 

Location-Based Services 
dditionally, Securus has proposed the first-of- its- kind service for determining the location 
f cell phones called from your facilities Location Based Services, or LBS. 

1\/ith Sec urus' proprietary Location Based Se1·vices (LBS), the NDCS can determine the true 
I cation of a cellular phone being called by any offende1· who is using the ITS. LBS pro tides 
the following benefits to your facility: 

• Provide the called party's true location at the time of an offender's ca ll via a link 
in th e call detail record (CDR) 

• Establishes a "Geo-Fence" perimeter around a location to notify investigators 
when an offender ca ll s a cell phone that is within a predefined distance of the 
facility (the Geo-fence) 

• Identifies the ,,.ea I-time location, on-demand, of a suspect's cell phone (v ith 

apprnpriate warrant documentation) 

• Aid the community in exigent circumstances such as Amber or Silver Alerts 

• Pro tid es an effective enhancement to managed access systems 
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Location Based Services 
Securus' Location Based Services provides correctional 
facilities, investigators, and law enforcement with the 
following benefits: 

Cell phone location at call acceptance and call end 

Geo-fence perimeters or unlimited, custom 
boundaries that allow users to identify call 
termination locations within that fence 

Covert alerts that provide real-time notifications to 
investigators of call termination within a Geo-fence 

Call Detail Record (CDR) mapping of call terminations 
to wireless points 

Real-time location identification 

On-demand location identification 

SCP Repo1·ts generated from the CDRs contain an icon that identifies calls t a uireless 

numbers to ensure these ca ll can be recognized. LBS pro ides an add i i na l Ii k at aps 

the location of a wireless number Nhen the offender placed the ca ll . 

Geo Fencing 

With geo-fencing, DCS can set up a perimeter around an I or all DCS fac ili ies ot 

identifies when an offender calls a cell phone that is located \Nith in tha peri e er at the 

time of the call. Geo-Fencing can generate a Covert Alert notification t i e_·igat rs tha 
allow them to act quickly on 1·eal-ti111e information. This ,aluable capa ilit, helps rotect 

your pe1--i111eter and is helpful in preventing escape attempts or introductio f c traband. 

Securus can estab lish Geo Fences around all NDCS facilities at the ti e of i s allati n to 

immediately alert officers to ca ll s to cellu lar telephones b I offenders u it int se 

perimeters. See Figure 16 below for a Geo Fence Management scree h t. 
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Figure 16 
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Covert Alert connects a ca ll to an authorized ,·emote number for dialed num bers, phones, 

offenders PIN, or Geo-fence perimeters that are under surveillance. Aut orized personnel 

can monitor a ca ll from any designated location, \Nhile the ca ll is in progress. 

The investigator en ers a telephone number (such as ce llular, o e, or office), which is 

where he ors e r..rants the ca ll sent to for live monitoring. f\/hen a ca ll is laced by an 
offender that ee t he Co ,ert Alert trigger criter ia, it automatically ro tes o the pre-

designa ed investigat r ph ne number(s). A ca ll can be se t u! ipie bers 

simultaneously all , i g se ,era! in estigators to listen into the ca ll. See Figure 17 belo N for 

a screen shot of Co er Alert on Geo Fence Perimeter. 

Figure 17 
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Real-time Location Services 

Real-time cell phone location identifies the location of a suspect's cell phone, in real-time, 
regardless of whether a call is in progress. This feature will aid investigators, with 
appropriate warrant documentation, in locating persons of interest faster and requiring 
fewer resources. This tool has also been beneficial in assisting in Amber or Silver Alert 
situations. 

As is displayed in Figures 18, 19, and 20 to follow, to use Real-time Location Services, the 
authorized NDCS user simply selects the real-time on-demand function within the SCP LBS 
module. The system will be configured to then require that the user upload the 
appropriate Search Warrant information and accept the associated terms and conditions. 
The warrant is permanently attached to the search record for future reference. The user 
then inputs the cellular number that is to be tracked and w ithin seconds, the approximate 
location of the cell phone will be displayed on a graphical map of the area. 

Securus LBS Real -Time Location Services has been directly re ponsible in aiding law 
enforcement in tracking the location of and arrest of multiple suspects. The ND Cs will be 
provided t is so lut ion as part of the SCP ITS. 

Figure 18 

!Stte 

.,... :-:- AU Sites .,... : 

Ch Sa red Searches 

Geo Fence 

User then inputs the cellular number that is to be tracked and uploads the 
apprnpriate rrarrant doc mentation 
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Figure 19 
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LBS Real Time Location Solution immediate ! r displays the approximate location 
of the ce llul ar telephone on a graphica l map 

Figure 20 
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Automated Information Services (AIS) 
Automated Information Services (AIS) is the industry's first and only hosted, interactive 
voice response (IVR) system that automatically provides general facility information and 
offender-specific information to detainees and outside callers over the phone. DOC 
facil ities can personalize information to augment staff responses to questions from 
offender families as well as specific offender activities at that facility. We include this IVR 
system in our baseline offer for installation at your DHH sites to offload staff from being 
first point of contact for handling routine inquiries. 

In addition to this core functionality, AIS can be configured to enable friends and fam ily to 
open or fund a prepaid telephone account and fund an offender's trust account over the 
phone. These additional funding options make it easier and more conven ient for fam ily to 
contribute funds while also increasing communications through voicemail capabilities. II 
of this functionality is available around the clock, which means constituents can always get 
the information they need when they need it; without inconven iencing staff. 

AIS can automate information, such as: 

• Projected release date 

• Commissary balance 

• Visitation eligibility 

• General facility information 

• Facility location 
• Di 1·ections 
• Hours 

Mailing policies 
11 Visitation policies 
• Money deposit policies 

AIS provides unmatched secure access into facility and offender information. his 
information is pulled from the NDCS ,arious management information systems ( ltlS), 
includ ing your offender management system every 15 minutes. The ser ice ffers .., 
English and Spanish interface, text-to-speech playback of offender names, and t c e 
and speech recognition interface. Family and friends can access AIS by calling y ur rma l 
telepl,one number; offenders access their information by dialing a speed-dial code fr 
any offende1- telephone or multi-function device . 

By implementing AIS, the NDCS will: 

• Im prove the effic iency of your facility-gain satisfied offenders and fam ily e bers 
while reducing the workload on your staff to focus on other respons ibi lit ies 
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• Use the phone system you already installed-no need for additional hardware or 

wiring 

• Answer 90 percent of offender questions now made to corrections officers 

• Reduce constituent calls to your facility between 80 and 90 percent-automated 

system provides 24-hour access that eliminates the most common call s 

• Realize a 200 percent increase in "answered" calls-constituents who trad itionally 

hang up because of extended wait times are much happier 

• Gain a reliable system that has a 99.9 percent uptime service leve l agreement 

• Receive a usage summary emailed to your facilities or central office every m ont h 

• Increase funding events by allowing another method for fu nds into your fac ility 

AIS saves facil ities t ime and money, and helps serve constituents better. Automating 
friends, family, and offender requests al lows facility personne l to focus on their p -imary 

respo nsibil it ies and work more effic iently. 

Word Spotting 
SCP's Word Spotting, al so included in our base offer is an investigati e tool that 

automatica lly finds specified keywords and short phrases vvithin inma+-e con 1ersa ions. is 
tech nology not only speeds up investigations and red uces labor demands, b t al 
increases investigative capabili t ies. 

Word Spotting Technology 

Securu s1 Word Spotting solution was developed specifi ca lly for the corrEctions 
envirnnment. As an experienced innovato r, Securus built and tested thi s tee ol g , in ur 
development lab using real call s placed by rea l in mates with feedback a 1irecti n from 
,-eal investigators. This approach ensures that NDCS will be using a pre ier i 1estiga i 1e 
t ool with th e best accuracy in the industry tod ay. 

SC P's Word Spotting features include the fo llowing: 

• A default dictionary of m ore than 7,500 sea1-ch words that can e cus m ize to 
meet the fa cility's needs, includ ing slang and jargon not found in standard 
dictionaries. As securi ty t hreat grou ps expa nd th eir code vvord v cab lary and 

new intelligence is ga ined, new keywords ca n be added. 

A user-fri endly interface where susp icious inmates or phone u bers ca n be 

selected for ongoing sea rches. 

• A Word Spotting sea rch engine that auto mati ca lly processes in ates or phone 

numbers with no additional involvement from fac ility staff. 
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• Integrated reporting that allows users to identify calls where specified keywords 

were spoken. 

• A unique feature that allows users to se lect suspicious recordings from the 

standard Call Detail Report and send th em through the search engine with a 

single mouse click. 

Securus' Word Spotting: Fully Integrated with SCP 

Other similar tools in the industry use off-the-shelf systems that are intended to 
be used for call centers or educational institutions. These systems do not 
account for the ever changing landscape of criminal investigations or the 
evolving mentality of inmates. In many instances, these systems also force 
investigators to copy calls to local machines or move calls to a separate tool to 
identify specified words spoken throughout the call. 

In contrast, Word Spotting is fully integrated with the SCP calling platform. 
Through this integration, Word Spotting searches for specified keywords in calls 
automatically without the need to switch programs or download calls. 

Word Spotting Reports 

Auth rized users can access the V ord Spotti g ep r i b Is thro gh SCP 1s user 

interface. From here, search u iter ia such as da e ra ge, Pl 1, ' ialed number, and inmate 

na e can be used to pull a report that lists all f e ca l1s '\'i .... i entified keyword s. 

The rep rts provide standard informati n such as e r a e f the inmate, their PIN, and 
the dialed number. In add it ion, investigat rs ca n see ,\, ich eyvvord was "found,, and the 

time \,vithin the ca ll that the word was spoken, sa ,j g ,al a le time by elimi nating the need 

to li st en to the entire call. 

Suspicious ca lls can be se lected and those record ings c e ana lyzed using the integrated 

SCP edia player. By using the m edia player vvi t e re rt information, investigators can 

'
1skip 11 to the exact location in the conversa i n " 'hen - e ke nord occurred. Please see 

Figu re 21 below for the Word Spotting Rep rt scree . 
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Word Spotting Search 

F1LL lU SEARCH CRITERIA f • ::1:: ,21 ~ ..d'r.l t 1tta , 

Counuy Coctt,: 

Cutl:ody Ac.count f : 

F1ntlllffll'; 

,------, 
Rttult~ptrp1g•4 1~ v 

SUit !'.41..25/ 201 1 00: 00:00 

Figure 21 

O~ lfdH'um.btr: Key Word . 

Plll lr 

End. 04/ 27/ 201 23: 59:59 
f'. l".-,.i:IQ" H, .-,... 1""-, l.l 

Sraru, Reset 

PACE I O F I amJ IQl3I UrJI 

912277 0,;so 0'4-26-2011 15:22 :29 7 890 Wort!Spot eurtec 00 ,00,so.ss 

" =5€- o-uru- s-=Dt- m- o--=S,,-t .-----..,,Pc-1------=, =22=7=70-c-.. -cc90,---0"l,....--c•2-c'6•-c-20,-l-1 -cl5c-:2:c=2~,27'S--~:;~ .'.ordSpot Hit 00:00:2S.4S 00t00 t25.61 

--------~sso __ ~~------~~--------------I.Pt S722 7 045 04-26-2011 15:22129 7 B90 !!~Ju \"/ciraSpot Shot 00 ,00,1 s .2e 00100 119 57 
7890 !!;~ 

I ...... . ... 

SECURUS Technologies 162 



The term of any contract awarded as a result of a proposal shall be five (5) years with 
the option to renew for three (3) additional one (1) year periods as mutually agreed 
upon by all parties. During the term of the contract circumstances beyond the 
control of the state may result in increases or decreases in revenue, as well as 
increase or decreases in required equipment and/or services. Such circumstances 
include, but are not limited to, increase/decrease in inmate population, in number of 
telephones and/or in number of correctional facilities. The committee representing 
the OCIO and the NDCS maintains sole authority to increase or decrease the quantity 
of facilities, inmate telephones, equipment and service, at the Contractor's expense. 
The contractor may also be required to provide outdoor telephone services, as the 
need arises. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Bidder must indicate their understanding and willingness to comply with the 
requirements of this RFP. In any case where the Bidder does not take written 
exception to a requirement it will be understood that the Bidder shall comply fully. In 
cases where the Bidder cannot comply with a requirement, the Bidder must state so 
immediately following the requirement in their proposal. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus understands and is willing t comply with the requi,·ements of the RFP. 

B. PROJECT E IVI O i ~ENT 
The Nebraska Inmate Calling System presently consists of twelve (12) facilities located 
throughout the State. Below is a list of facilities and locations. Attachment I shows 
each facility and their minutes used in 2014. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus has read and understands he list of fac ili ties and locations within th e Nebraska 
Inmate Calling System and did a thorough review of our site visit tour with the team 
projected to support the IDCS. 

LOCATION/SITE ID ADDRESS 
Nebraska State Penitentiary 4201 South 14th Street 
Site ID 1145 (NSP) Lincoln, Nebraska 

Lincoln Correctional Center 3216 West Van Dorn 
Site ID 1142 (LCC) Lincoln, Nebraska 

Diagnostic and Evaluation Center 3220 West Van Dorn 
Site ID 1140 (D&E) Lincoln, Nebraska 
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Community Correctional Center 2720 West Van Dorn 
Lincoln Lincoln, Nebraska 
Site ID 1137 (CCCL) 

Omaha Correctional Center 2323 Avenue "J" 
Site ID 1146 (OCC) Omaha, Nebraska 

Youth Rehab and Treatment Center 855 North 1st Street 
Site ID 1150 (YRTC-G) Geneva, Nebraska 

Youth Rehab and Treatment Center 2802 30th Avenue 
Site ID 1152 (YRTC-K) Kearney, Nebraska 

Community Correction Center 2320 Avenue "J" 
Omaha Omaha, Nebraska 
Site ID 1148 (CCCO) 

NE Correctional Center for Women 11 07 Recharge Road 
Site ID 1143 (NCCW) York, Nebraska 

Work Ethic Camp 2309 North Highway 83 
Site ID 1149 (WEC) McCook, Nebraska 

Nebraska Correctional Youth Facility 261 O North 20th Street East 
Site ID 1144 (NCYF) Omaha, Nebraska 

Tecumseh State Correctional 2725 North Highway 50 
Institution Tecumseh, Nebraska 
Site ID 2975 (TSCI) 

Correctional Services/Admin 801 W. Prospector Pl., #1 
Site Id 1157 (CO) Lincoln , Nebraska 

Correctional Services/ Adm in 2 801 W. Prospector Pl. , #1 
Site ID 7917 Lincoln , Nebraska 

C. PROJECT REQUIREMEt\JTS 
Contractor must provide, install, and maintain at their expense all equipment, 
servers, workstations, telephones, telephone lines, cabling, recording equipment, and 
any other incidentals necessary to provide inmate calling services as proposed. The 
State of Nebraska will not be responsible for any costs associated with the 
implementation or ongoing maintenance of this service. Although some cabling may 
be available for contractor use, it will be the contractor's responsibility to maintain all 
cable associated with their system. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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Contractor will be required to provide at least one (1) full time (40 hours per week) 
system administrator and one (1) full time (40 hours per week) technical support staff. 
Additional staff may be required by the contractor to fulfill the contractor's 
responsibilities. This administrator and technical support staff must be trained and 
equipped to perform all functions related to the day to day operation and 
maintenance of the inmate calling systems including, but not limited to: State 
personnel training, line testing, equipment testing, telephone replacement, telephone 
repair, database information collection, data input, report generation, recording 
system operation, and miscellaneous maintenance. These individuals will be 
employed by the contractor with a full time commitment to work on the State of 
Nebraska account only. System administrator and technical support staff will be 
provided workspace at the NDCS central administrators office located in Lincoln, NE 
and will be expected to work from that space. A relief staff will be provided in the 
event that the primary individual is absent. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will work with NDCS to hire the most qualified system ad inistrator and technical 

support staff to be located at the NDCS central admin istrators office located in Lincoln, N E. 

The full-time system administrator will adhere to all of the DCS p licies a d procedures. 

Relief staffing will be provided should the primary support in i 1idual be absent r on 

vacation. 

As an added value to the NDCS, the full time Site Administra r I Co e in inc In, NE will 

be responsible for all of the duties identified in the RFP, but nill olso ea expert in the 

THREADS Investigative Services pattern analysis soft ,vare descri e · 2 ,e. I 1s resource 

will run THREP1DS reports for the NDCS investigators, tra in i 1es·iga· rs ' EADS and 

general ly be respons ible to ensure that the NDCS is getti gt .e ig ,es ,alue oss ible out 

of the THREADS investigative tool. This ,~esource Nill also assis f\ CS lnves iga ors vtith 

obtaining investigative information from outside agencies an ' i tt1 g he d0 a into 

THREADS for further analysis and the identification of acti na le · ellige ce. h is res urce 

is expected to directly interface with the Investigator Genera l or r1is 
1

esig ee f r the 

purpose of ensuring the THREADS is providing valuable inte riigen e - is is in alignment Nith 

the priorities of the IG's office. 

NDCS shall retain final authority on all telephone/system placement and count. At any 
time the State may require the addition or removal of individual telephones, or 
complete systems, as the needs of the State dictate. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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Contractor must be able to provide and install complete systems for State facilities 
that may open or allow for future expansion within ninety (90) days from written 
notification. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

All system equipment and software will remain the property and responsibility of the 
contractor. All digital call recordings and call detail records will become the property 
of the NDCS. For a period of one (1) year following the end of the contract, the vendor 
will make available in a searchable and playable format. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Without question, the NDCS retains the right to suspend inmate calling indefinitely for 
security purposes. This suspension may occur at any level to include Statewide. 
Inmate calling will only be suspended when absolutely necessary, and will be restored 
as soon as possible. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The Contractor will be solely responsible for the ordering of, payment for, 
maintenance of, and troubleshooting on all local or interexchange telephone company 
lines or services necessary to provide inmate calling service. The contractor will be 
responsible for all telephone company coordination necessary to install, operate, and 
maintain their service. The contractor will be solely responsible for the integration 
and compatibility of the service with any and all circuits and facilities as may be 
provided by the local telephone company and/or carriers. The contractor will pay all 
invoices from any provider of ancillary or supporting service that is associated with 
the provision of those services in a timely manner. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securns has substantial experience in obtaining the I cal circ i 1 , req ·ired to provide full 

functionality of the proposed SCP inmate calling syste . Se r s oS reviewed the listing of 

all 48 local exchange carriers that operate in the State f 'ebraska and has reviewed ou1· 

experience in pro 1i sion ing circuits from these LEC's as a pa f successfu l installations at 

the County facilities throughout the State of r lebraska. 

The contractor will not be authorized to obligate State funds. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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The NDCS or the OCIO will give all orders for installation, removal, or modification in 
writing. The contractor will not install, modify, remove, or make any changes to service 
without written approval. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

D. BUSINESS REQUIREM ENTS 
1. Commissions 

To keep inmate calling rates as low as possible, The State of Nebraska will not 
accept a commission from the Inmate Calling Services. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

To support this requirement, Securus proposes the lowest rates possible in our base 
offering. However, vvith very low ca lling rates some vendors may propose very little 
technology. 

That is NOT the case with the Securus proposal. Included in our base offering of low ca lling 
rates, we have included key technologies and solution s that are purposely proposed to 
address existing requirements identified through our fact finding. 

Whil e our primary proposa l includes lovv ca lling rates and exceeds all mandatory 
requirements of the RFP, ur recent investment in nevv technologies all o\NS Securus to 
offer a low base li ne ca lling rate that includes additional technologies such as our THREADS 
analytical softv are, ICER inmate inmate communications, Location Based Services (LBS), 

ord Spotting, IPRO Conti uous toice Identification (CVI) and our IPRO ca ll player. We also 
include in our base line pricing our Aut mated Information Services (AI S) that provides an 
IVR for your DHH locations to a s rver routine calls and our Remote Call Forwarding 
De ection (RCF) to identify ca lls t hat ha ,e been forwarded by outside parties. 
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Per Addendum 3 the below requirement has been removed and replaced with 
the following: 

2. Rates 

Per minute charges must be flat rate t'Nenty four (24) hours a day, se'/en (7) 
days a week. All connect/surcharge fees 'Nill be identified by type of call. 

Rates must remain firm for the first fi'le (5) years of the contract. Prices may be 
subject to change after the initial fi'le (5) year period. All regulatory fees must 
be included in the rates, as no add ons will be accepted. Such changes shall be 
based on industry changes as e'lidenced by re'lised printed price lists, 
'lerifiable documented cost increases or notices. A request for price increase 
shall be pro'lided in '.t11riting, to The Nebraska State Purchasing Bureau at least 
thirty (30) days prior to any price increase of the contract. No price increases 
are to be billed to NDCS without prior 'Nritten appro'lal by the State Purchasing 
Bureau and the NDCS Purchasing Di'lision. State Purchasing Bureau reser'les 
the right to accept or reject any price increase request. In the e'lent ne'N prices 
are not acceptable, the contract may be cancelled. 

Appro'led price increases shall become part of the new contract as an 
amendment and 'Nill be recognized as firm contract pricing. Re'lised pricing 'Nill 
carry O'ler to any subsequent renewals or re'lisions unless specifically re'lised 
and agreed upon by both parties. Bidders must pro'lide their proposed rates 
for all categories listed on the cost proposal sheet. 

failure to pro'lide rates as outlined may be grounds for rejection of proposal. 

Any and all charges billable to the inmates and their families must be detailed 
in the Bidder's cost proposal. Contractor may not assess any charges to any 
party in connection with this ser'lice that are not outlined in their proposal 
response. 

Per Addendum 8 the below revised requirement has been removed and 
replaced with the following: 

2. Rates 

Per minute charges must be flat rate t'."lenty four (24) hours a day, se'len (7) 
days a week. Rates must remain firm for the first five (5) years of the contract. 
Prices may be subject to change after the initial five (5) year period. All 
government mandated fees and taxes must be included in the rates, as no add 
ons will be accepted. Such changes shall be based on industry changes as 
evidenced by revised printed price lists, verifiable documented cost increases 
or notices. A request for price increase shall be provided in '."lriting, to The 
Nebraska State Purchasing Bureau at least thirty (30) days prior to any price 
increase of the contract. No price increases are to be billed to NDCS 1.vithout 
prior '.mitten approval by the State Purchasing Bureau and the NDCS 
Purchasing Division. State Purchasing Bureau reserves the right to accept or 
reject any price increase request. In the event new prices are not acceptable, 
the contract may be cancelled. Approved price increases shall become part of 
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the ne'J'/ contract as an amendment and \1\dll be recognized as firm contract 
pricing. 

Revised pricing 'Nill carry over to any subsequent rene' . .".'als or revisions unless 
specifically revised and agreed upon by both parties. Bidders must provide 
their proposed rates for all categories listed on the cost proposal sheet. 

failure to provide rates as outlined may be grounds for rejection of proposal. 

Any and all charges billable to the inmates and their families must be detailed 
in the Bidder's cost proposal. Contractor may not assess any charges to any 
party in connection with this service that are not outlined in their proposal 
response. 

2. Rates 

Per minute charges must be flat rate twenty-four (24) hours a day, seven (7) days a 
week. Rates must remain firm for the first five (5) years of the contract. Prices 
may be subject to change after the initial five (5) year period. Such changes shall be 
based on industry changes as evidenced by revised printed price lists, 
verifiable documented cost increases or notices. A request for price increase 
shall be provided in writing, to The Nebraska State Purchasing Bureau at least 
thirty (30) days prior to any price increase of the contract. No price increases are to 
be billed to NDCS without prior written approval by the State Purchasing Bureau 
and the NDCS Purchasing Division. State Purchasing Bureau reserves the 
right to accept or reject any price increase request. In the event new prices are not 
acceptable, the contract may be cancelled. Approved price increases shall 
become part of the new contract as an amendment and will be recognized as 
firm contract pricing. Revised pricing will carry over to any subsequent renewals 
or revisions unless specifically revised and agreed upon by both parties. Bidders 
must provide their proposed rates for all categories listed on the cost 
proposal sheet. 

Failure to provide rates as outlined may be grounds for rejection of proposal. 

Any and all charges billable to the inmates and their families must be detailed in the 
Bidder's cost proposal. Contractor may not assess any charges to any party in 
connection with this service that are not outlined in their proposal response. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

3. Collect Billing 

The Bidder must provide a list of Local Exchange Carriers (LEC), and 
Competitive Local Exchange Carriers (CLEC) names and Operating Company 
numbers for every LEC and CLEC at which the Bidder has an established collect 
billing arrangement. Collect calls to parties whose local telephone service is 
provided by a LEC or CLEC appearing on this list must not be blocked for any 
reason except in the event that the LEC or CLEC itself has placed a collect call 
restriction on that telephone line, or the line has been ported from a billable 
LEC to a CLEC. If collect calls are blocked due to LEC or CLEC restriction, the 
nature of this restriction must be presented to the NDCS/OCIO within twenty
four (24) hours of request. 
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SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will always be in compliance with Customer Proprietary network Information laws 
and regulations. Authorized personnel can access reports detailing calls from any 
workstation at any facility in real-time from any internet enabled workstation. 

A list of Local Exchange Carriers (LEC) and Competitive Local Excha nge Carriers (CLEC) 
names and Operating Company numbers with whom we have billing arrangements are 
included in Attachment J. 

The Bidder must detail how called parties are billed when they have either 
"collect calling blocks", or a line serviced by a LEC which the contractor does 
not have a direct collect billing agreement. If called party is required to contact 
the contractor in order to establish an account, provide the toll free number 
that is available for this purpose. This number must be answered within six (6) 
minutes. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

When an inmate or detainee at your facility attempts to make a ca ll, our valid ation system 
will route the call in an optimized fashion and attempt, thro gh ltiple means, to connect 
the ca ll. 

If the called party does not have a prepaid or post-paid pay e t prod ct already 
established v ri th Securus, or vve are unable to process the ca ll d e o LEC or CLEC 
restrictions or any other ,~ea sons, the call Nill route through o e f o r co ll optimization 
programs to ensure the ca ll is connected. 

All ca ll s, including inmate prepaid calls, are subject · ca ll res ricti s based upon call type. 
In many cases, carriers do not allow collect ca ll billi g o calle I or , nu bers. In these 
cases, inmate prepaid calls would be allo Ned fort ese J,pes f res ricti ns. 

Securus employs the most soph isticated i telligent rali 'a i e " rk in the industry. As a 
real -time, computer telephony-based switchir g syste , e SCP e ,er allo ,\,s an inmate to 
be connected to a conventional dial tone. All diale n bers- 11he her prepaid 01~ collect-
are thoroughly analyzed before the call is allov e to pr cess. 

This includes determining if the area code and exc a ge are rali , checki g the number 
against any restrictions such as customer req ested blocks, a d 1erifying through the 
national Line information Database (LIDB). Only after t e 1iale ' mber passes all of these 
tests will it be dialed by our SCP. 

In addition we currently serve inmate facilit ies with o r ,vn Sec rus validation hub, and 
the collective information is very effective in reducing frau ule t and illi cit calling. 

Securus provides all billing services internally t roug Secur s Correctional Billing Services 
(SCBS). Our ability to produce our own bi lling and direct bill c llect cal ls allows us to offer 
the most robust co llect call prog,~am in the industry. 
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Called parties are billed through the fo llowing methods: 

• Direct-billed accounts. Co llect ca ll charges wi ll appear on a bill generated by 
Securus Correctional Billing Servi ces (Securus' customer service and billing 
division). To set up a direct billed account, the inmate's friend or family will be 
subject to a credit check (as allowed by state regulations). 

• LEC-billed account. Collect ca ll charges will appear on the inmate's friend or 
family monthly local phone bill . 

• AdvanceConnect I Prepa id acco unts: Friends and fam ily members fund these 
accounts in advance and charges are deducted from an account as calls are 
made. We offer conven ient funding options that include "no min imum" and "no 
transaction fee" options for budget conscious parti es. 

For end users requ ir ing account assistance or wishing to estab li sh an account, they can 
contact SCBS at 1-800-844-6591 and by chat at www.securustech.net. 

If direct billing accounts must be established for called parties who cannot be 
billed directly from the local carrier, contractor may not ask called parties for 
any type of pre-payment or deposit at the time of account establishment. 
Calling from the inmate to these called party numbers must be available 
within twenty-four (24) hours of account establishment. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Due dates on all invoices must be no sooner than fifteen (15) days from invoice 
mailing. Contractor may not block calling to a direct billed number unless the 
account is thirty (30) days past due. Contractor may require a refundable 
deposit not to exceed $75.00 to restore calling for any account that has not 
been paid within thirty (30) days of bill due date. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Contractor will be required to certify to the State of Nebraska in writing, on a 
yearly basis that they have completed a self-audit of rates, and that called 
parties have been billed in accordance with the contract award rates. 
Contractor will be required to provide an electronic copy of ALL collect call 
detail files that are sent to local exchange carriers or third party billing 
companies to the State on at least a quarterly basis. This file must contain 
originating facility, called to number, date, time, and charge for each call detail 
record billed. Contractor will be required to provide a refund within sixty (60) 
days of request for any calls that are either billed in error, billed incorrectly, or 
do not appear on the monthly call detail file sent to the State. Rates may be 
audited periodically by the NDCS to ensure accuracy. Call detail records will be 
periodically checked against call records on the system itself. Call detail 
records must match system records. 
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If discrepancies become excessive, the State may hire an independent party to 
perform complete monthly audits of call records until discrepancies are taken 
care of at the contractor's expense. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

4. Debit Recharge 

Dollar values to inmate accounts will be sold directly to inmates by facility 
staff. The State of Nebraska will compile a daily file on all sales and provide to 
the contractor (to be mutually agreed upon). Contractor must add dollar 
values to inmate accounts within eight (8) hours of receipt. The Contractor 
must explain their procedure for accounting of inmate debit balances. 
Contractor will bill according to the files received during a calendar month. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus Inmate Debit accounts are in ate-owned phone accounts that allow inmates to 
fund phone calls to numbers they \!\,ant to call. Securus Inmate Debit Account Funding 
could help reduce or eliminate the ma ual processes used today and provide better 
documentation, additionally, because the calls are funded by the inmate, there is no cost to 
the called party. An inmate can transfer funds from the commissary system to his Inmate 
Debit ca lling account. The inma e initiates he funds transfer from the commissary system 
to his Inmate Debit call ing acco ta e co missary. The inmate will provide his inmate 
identification at the point of sa le and request the transfer of funds. 

he transfer amou nt w ill be ded c ed fro the inmate's trust or commissary account and 
added to his Inmate Debi ca lling ace t. 

Debit transactions will include , ma---e ID and the dollar amount transferred, and will be 
sent electronically from the co . issar , t Securus' secure FTP se,- 1er. The resulting 
electronic data exchange i me iate l/ pda ... es the ITS to show the inmate identifi cation 
and amount of debit time added the h ne occount (by each inmate). Securus vrill be 
responsible for all data integroti n a ' comm nication between your commissary system 
and the Securus SCP. 

Implementing Inmate Debit 
Securus has a dedicated lntegrati n ... ea that is committed to integrating within 30 days. 
The Integration tear-r1 v ill pr vi e the I CS with inmate and friends and family marketing 
materials to promote Inmate Debit a ' pro tide a smooth tt·ansition for the users. Securus 
will insert call prompts for in ates a 'friends and family to assist them in funding an 
account. 

Once implemented, an Inmate Debit acco nt is opened automatically for existing inmates 
and at booking, for new inmates. 
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Adding Funds 

Inmates can add funds to their accounts through automated trust transfers, such as 
Commissary Order by Phone, form s, and kiosks. 

Friends and family members can add funds to an Inmate Debit account without opening 
their own account. Friends and family members can deposit money directly into an 
inmate's debit account using several convenient points of sale: 

• Securus Correctional Billing Services' Website 

• Customer service representatives 

• United States Post Office-mail the payment to Securus Correctional Billing 
Services' PO Box. 

Friends and family members also have multiple payment options to fund accounts, 
including credit or debit card. 

Handling Payments, Commissions, and Refunds 

Securus handles all payments, relieving the NDCS from the cash handling business. As 
money is added to an Inmate Debit account, SCP recognizes the funding transaction and 
transfers the funds to Securus. 

When an inmate is released from the NDCS facility, the release information is transmitted 
to SCP. The Inmate Debit account is closed in SCP and the remaining u used balance is 
made available for refund to the inmate. Securus can ,~emit the unused f nds to the IDCS 
to be refunded to the inmate via the NDCS's refund process. Or, to further relieve the NDCS 
of cash-handling, Securus will make the refunds available to the inmates directly via 
Western Union's more than 470,000 worldwide retail locations. 

Reporting 

Detailed reporting about Inmate Debit is available through the SCP user interface and the 
Facil ity Portal. The SCP Debit Report allows the NDCS users to : 

• Query Inmate Debit call detail records (CDRs) by the user-specified cr iter ia 

• View all debits and uedits that occu1Ted during a specifi c time period for an 
individu al inmate; for all inmates within a facility; or for all facilities 

Figure 22 below shows a sample of a secure call platform ebit report. 
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Figure 22 
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5. Debit Billing 

By using the criteria in 
the search area, users 
can run reports 
detailing and totaling 
SCP Debit activity and 
balances for their 
facility. 

The NDCS will not allow for plastic pre-paid calling cards and requires that all 
pre-paid time purchased by inmates at all facilities be added to their accounts 
in the time specified in Section 111.D.4 Debit Recharge. Contractor shall invoice 
the NDCS on a monthly basis for the combined dollar values added to inmate 
accounts during the previous calendar month, less refunds made to released 
inmates. No fees shall be charged for accounts to be closed and inmates shall 
receive a full refund of unused funds. Billings should be sent in one of the 
following methods: 

NDCS Accounts Payable 
P. 0. Box 94661 
Lincoln, Nebraska 68509 

Or via email to: DCS.AccountsPayable@nebraska.gov 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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The State of Nebraska's Chief Information Security Officer has established a 
mandatory requirement that all file transmissions to and from the State of 
Nebraska be secured at both sides of the file transmission. Some of the 
suggested file transmission protocols to resolve this requirement are as 
follows: 

a. Connect Direct software 
b. SFTP server with public key authentication 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

All file transmissions to and from the State of Nebraska will be secured at both sides of the 
file transmission. 

The State will provide the contractor with a monthly file listing inmate 
released during the previous month. This file will be provided to the Contractor 
by the 5th of each month. Each inmate release file will include inmate name, 
inmate number, and release date. The contractor will be required to return 
that file by the 10th day of the same month and add the amount of funds 
remaining on each inmate's debit account so that refunds can be made to the 
inmate by the State. The total amount of refunds will be deducted from that 
month's payment to the contractor. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

6. Prepay by Inmate Families 

Contractors may require inmate families to Pre-pay for services if those 
families do not meet the Contractor's creditworthiness requirements for 
collect calling. When Pre-pay is required, the Contractor must be able to accept 
payment from inmate families using credit cards, debit cards, personal checks, 
and money orders. All monies paid to the contractor by inmate families will be 
credited to the families account and decremented at a rate equal to those in 
the bidder's cost proposal. Inmate family pre-pay accounts are considered 
"Debit" accounts and will be subject to the Debit calling rate. Contractors may 
charge a fee to cover the cost of accepting credit card payments from inmate 
families however, that fee may not exceed 5% of the total transaction. The 
contractor may not charge any additional processing fees when inmate 
families pay using methods other than credit/debit cards except for 
insufficient check fees. Bidders must outline their entire policy for Pre-pay in 
their bid proposal. Any setup fees will be identified within the proposal. All 
individuals utilizing a prepaid account will have name, address, and phone 
number in a searchable/exportable database that is accessible to the NDCS. 
Contractor must provide details pertaining to the verification process that are 
completed to set up an account. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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Securus will require fam ili es to prepay for ca ll ing services if those fam ili es do not meet 

Securus creditworth iness sta ndards or co llect calling is not an option based upon their 

location or type of call requested (i .e. cell phones cannot accept collect calls) . When setting 

up a prepay or debit accou nt, friends and family members will be required to provide a 

valid credit card, debit care personal check or pay by money order. Securus will always 

provide a no cost fund ing option to support the families of inmates fund ing accounts . All 

monies collected by Securus from inmate fam ily and friends will be credited to the families 

account immediately and decremented at the rate per minute or per call identified in the 

Securus Cost Proposal. All inmate fam ily prepaid accounts are considered debit accounts 
and will be charged the proposed debit ca lling rate. 

Securus will charge a one-time funding fee to cover the cost of accepting credit cards 

payments from inmate fam ilies but the charged fee will not exceed 5 percent of the total 

transaction from the family member funding the account. No acco unt establ ishment or 
account closing fee will be cha rged as part of our program . 

Family members will not be charged ony ad it ional process ing fee when funding using 

m ethods other than cred it/debit cards with the exception of a fee for insufficient fund s 

identified in our Cost Proposal. 

At any time, th e NDCS can request fro Securus an exportable, searchabl e data base that 

Nill li st all individuals using a prepa id acco nt and the data will includ e name, address and 

associated phone number of the ace I t " er. 

Families and friends will be able to pre oy f r inm ate ca ll s through easy-to-use payment 

channels including: toll -free aut a~ed ay- y- hone, pay-by-mail, website, and live 

customer care center. hese i s \nill accept ajor credit ca rd s or checks and fund 

availability vtithin a reasonable t i e, s ect o inimu m deposit, but no service fee. These 

channels will be able to fund mu lt iple prepa id accounts or inmate debit telephone 
accounts with one transacti n. 

Called parties are billed through t e f llowi g methods: 

• LEC-billed accou nt. C llect ca ll c arges will appear on the inmate's friend or 

family monthly loca l p e ill. 

• Direct-billed accounts. C llec ca ll charges will appear on a bill generated by 

Securus Correcti nal Billi g Se ices (Securus' customer service and billing 

division). To set up a irect b illed account, the inmate's friend or family will be 

subject to a cred it check (as all ,\1ed by state regulations). 

• AdvanceConnectrM acco ts: Frien sand family membe,-s fund these prepaid 

accounts in advance and c arges are deducted from an account as calls a,·e 

made. We offer convenient f nding options that include "no minimum" and "no 

transaction fee" options for b get consc ious parties. 
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Securus offers a w ide variety of fu nd ing options for fr iends and fami ly members of inmates 
to use in setting up prepa id accounts. 

We know that conven ience drives account creation and that account creation drives more 
calling, so we focus on making sure the funding process is easy to follow and ava ilable 
when and where the inmates' fr iends and family members need it. We believe that we offer 
the most comprehens ive and conven ient options for funding accounts in the industry. 
Friends and fam ily members ca n ca ll our call center 24 hours a day, 7 days a week, 365 
days a year and speak with a live operator, or take advantage of our easy to use IVR system 
to hel p t hem set-up and fund their accounts, or t hey can use our convenient website fo r 
fu nding, or they ca n fund accounts by mail or by visiting one of over 35,000 MoneyGram 
locat ions such as Wa lmart and CVS Pharmacy or one of over 58,000 Western Union 
locat ions. 

Securu s does not have a fee for establishing a prepaid co llect account. Sho uld a friend or 
fa mily member decide they would like t o expedite the process ing payment by using a 
cred it card with only the fee charged that is approved by the NDCS. Securus will always 
provide end users with a no c st f unding opti on. 

E. EQUIREMENTS 
1. General Calling Requirements 

Nebraska inmates are allowed fifteen (15) cumulative minutes per day to place 
calls. The Contractor's system must be able to accumulate all daily call totals 
for each inmate and suspend calling once the cumulative fifteen (15) minute 
time limit has been reached. This includes any calls that may be in progress. 
Systems which are not able to limit calling for each inmate to fifteen (15) 
minutes per day will be rejected. It is preferred that the cumulative call limit 
be adjustable per phone number. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The Securus SCP in o e calli g system will be able to monitor and accumu late all da ily ca ll 
tota ls for each inmo ea 1d 11ill s spe nd ca lli ng once the cumu lative 15 mi nute time limit 
has been reached. T is rvill incl de any ca ll in progress. The cumu lative ca ll limit can be 
adjustab le per phone • be . 

Secu rus' Ca lling Restric i ns enable t he control of call ing activity, su ch as ca ll du rations by 
inmate, by individual ne, b ultipl e phone groups, by customer, or by fac ility. Ca lling 
act ivity may also include all tted limits and thres holds app li ed to phone nu mbers and 
inmate s by attempt r c ntro l an inmate's calling activity. 

SCP provi des the fa cility w it the capac ity to set a maximum t ime limit fo r any type of call 
and/or all ca ll s related t an in 'ividual PIN and/or all PINs. In addition, multip le restri cti ons 
may be tagged to any I r telephone number associated w ith a PIN . 
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Examples of restrictions are: 

• Maximum duration of a call for PIN 

• Maximum number of calls from that PIN per day/week/month, etc. 

To relieve fac ility staff from calling restriction maintenance responsibilities, all imposed 
ca lling restrictions are automatically managed by the calling platform. 

If court restraining orders or called party financial conditions require a limit to the amount 
of time or monthly cost of inmate calling to a particular party, the system automatically 
complies with such restrictions by denying calls when maximum restrictions are met. 

Securus' Ca lling Restrictions also provide additional PIN suspension features to further 
assist fac ility staff in maintaining control of inmate activity. A single inmate's PIN or any 
number of inmates' PINs may be suspended for a specified time from either the on-site 
administrative terminal or an authorized remote terminal. This suspension feature, 
frequ ently used for punitive reasons, allows the facility to deny telephone privil eges to one 
or more inmates without affecting other inmates who sha re the same inmate telephones. 
The length of t ime for PIN denial is entered and automatically policed, enforced, and 
released by the system. 

The system will automatically reset the PIN to allow ca ll s on the day requested, with no 
manual intervention required. This feature allows inmates, if necessary, to make privileged 
calls even Nhile on uspension from other calls. Direct manual control of th is suspension 
feature is also allowed from the on-site adminisUative terminals or authorized remote 
terminals. 

Dial-To-Number (DTN) Limit 

A DT res ricti n co trols the amount of time allowed between phone ca ll s. For example, 
th is restrict ion can limit calls to 15 minutes (configurable to any number of minutes) 
restricting an inma e's ab ility to continuously call a single number. 

Also, this feature is configurable to exclude certain phone ca ll s, such as calls to private 
n mbers. 

Inmates must place calls using a two (2) step verification process. The inmate's 
PIN must be used to identify each inmate account on the Contractor's system. 
The process must include the Inmate PIN and voice recognition. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

There is a significant difference between voice "recognition" and voice "identification". In 
the latter, vvhich is included in the Securns prnposal; the inmate's voice is first recognized 
as matching the voice that registered the PIN (during a voice biometr ic enro llment process) 
initially but in addition, voi ce identification goes further. 
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Voice identification provides the NDCS investigators with continued identification of the 
inmate who initially made the call and any other inmate voice that may have entered the 
call. This higher level of both recognition and identification is provided in the Securus 
proposal. 

The Securus SCP inmate calling system will provide the Nebraska DOC with the most 
sophisticated, fool proof two step verification process available in the industry and when 
combined with the Investigator Pro call player, will present investigators with easy access to 
calls where an inmate is sharing their PIN, attempting a three way call or speaking with an 
inmate at another institution. 

The Securus secure calling practice begins with deciding how the NDCS would like to 
provide and administer Pl N's. 

Fi rst, Securus' SCP enables each inmate telephone to be individua lly programmed fo r 
Personal Identification Number (PIN). 

Currently, the NDCS are using a PIN system under rvhich each inmate is assigned a Pl '· In 
such cases, the inmate must enter his or her PIN before aki g a te lephone call. PINs also 
provide an audit trail of the inmate who placed each specifi c ca ll. Add itionally, it allows the 
facility increased control over whi ch inmates can ca ll which nu bers. 

Each inmate is ass igned a unique PIN, ranging anyv ere fr 4 to 16 digits. This range 
ueates a maximum number of 9 billion PIN combinatio s. 

The following three primary modes may be appli ed to a si gle p 
a facil ity: 

• Mode1,0penPIN 

• Mode 1, Open Pl N with Restrictions 

• Mode 3, Closed PIN 

Mode 1, Open Pl N 

e or group of phones in 

This is the most basic mode of operations, ond the si plest a ' iniste r. Each inmat e is 
assigned a unique PIN to make a phone ca ll; ho 111 e ,e ·, no i di 1iduol phone number 
restriction s or calling lists are used in th is mode. nl, gl bal syste ca lling restr ictio ns are 
app lied to the inmates' calls. 

Mode 2, Open PIN with Restrictions 

Mode 2 builds on th e Mode 1 Open PIN feature and a ' 's t e ab ility to place call 
restrictions and limits on specific call types, w hile all vvi ga ll other phone numbers to 
prncess as they would in an Open PII system. Mode 2 restri ctions can include the 
recording and alam1ing of number·s and the use f facility or globa l number lists for special 
circumstance numbers, such as attorneys and exte rnal crime ti p numbers. 
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Mode 3, Closed PIN 

Mode 3 provides the most restrictive type of calling privi leges; however, it also requires the 
most admini stration of the three modes. In the system's standard configuration, each 
inmate can register from 1 to 30 te lephone numbers (for example). The total number of 
destination numbers available to put on an inmate's list is unlimited. The facility 
determines the maximu m number of telephone numbers each inmate can register. 
Telephone number registration includes the number, name of the party who the inmate 
wishes to ca ll, and the relationship of that party to the inmate. The telephone numbers that 
each inmate registers are identified with the inmate's PIN and reside in the system. On ly 
that PIN may validate ca lls to those numbers. Updating ca lling lists is a continuous process 
as inmates are booked into, or relea sed from the fa cility, or as the inmates request 
changes to their calling lists. Thi s type of contro l is usually recommended only for faciliti es 
with a low rate of inmate population turnover, or where such extreme secu rity measures 
are des irable. 

Note tha t in a Closed PIN environment, the facili ty may choose to make certain te lephone 
numbers commonly available to all inmates. he common numbers may be assigned 
global and/or facility accounts. 

Secure Calling Practices 

Securus provides more seconda ry erificati ns of a inmate's identity each day than any 
other provider through our biometric tee logies. Our systems can utilize both front end 
and continuous voice identification to en5 re c nfidence in your Pl I system. 

Investigator Pro Continuous Voice 
Identification (CVI) 
Developed by JLG Technologies, now O\f\' e 'a ,d perated by Securns Techno logies Inc., 
Investigator Pro is a powerful evidence-gat eri g and investigative analysi s tool that is 
proven and in use in facilities nationv 1ide aking corrections officers and commun ities 
safer every day. Investigator Pro is included in ur baseline pricing offer. 

Investigator Pro will be enabled to verify ~he i ate 1s voi ce v ith the PIN. !PRO is integrated 
with SCP and uses unprecedented state- f-~he-art technology after the t rvo-step 
verification process to "identify,, the voices of all i mates spea king on telephone ca ll s and 
exposes inmates who try to beat the system by hi ing their identiti es using other in mate's 
Personal Identification Numbers (PINs) o e gage in crimi nal activity. 
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Investigator Pro matches inmate vo ices wit h the inmate PIN to accompl ish the two step 

verification process. However, t he system will cont inue to analyze and report on all inmate 

voices that were identified on a call. Alerts are instantly available to investigators in the real 

time status screen at the completion of each voice analysis. Every second of every call is 
analyzed. 

The Investigator Pro gleans a vast amou nt of data from the continuous voice identification 

technology that can provide a wea lth of h igh value intelligence information. The system is 

easy to use and all training is provi ded init ially and throughout the term of the agreement 

to ensure your investigators get t he most value from the system. 

As an additional benefit, Securus is the ONLY provider that can take that intelligence and 

import it into our indust ry lead ing THREADS investigative too l so that investigators have a 

f ull v iew of co nnections between conversations and inmat e activities. 

Wh en used in unison with our other capabiliti es such as location based se rvi ces t o contro l 

and monitor ce llular t elephone usage, custo ers are put in the best poss ible pos ition to 

provide t ruly secu re inmate com u ications. 

CVI Actionable Intelligence 

The Investigator Pro voice bio etric i 1e tificati n system goes beyond continuou s 

verifi cation of one inmate's voice. In ,estiga- r Pro cont inuously verifi es the identity of all 

inmate voi ce s that are speaki g , a ·elep ne coll. 

Reporting of thi s fraudulent ac i ,j , ca easil be f ur d with the QuickFind reporting tool. 

Wh en accessing the QuickFi d 'as ar ' s 1s e , investigators w il l be presented v ith the 
"High Target Ca ll s for Revie 1l' rep r s ,,j g ,e Pl that was used, the name or names of 

inmates whose 1oi ce print f. as i 'e t ifie ' d 1ri gt e call and name(s) of inmate that did not 

match the Pl N bei g used. The Target Ca lls f r Revi ew report provides actionable 

intelligence by highlighting s s icr s o Is o ake the most of an in 1estigator's time. 

The system provides i ,estigat 'irect links to these reco1·dings where inmates ar·e 

attempt ing to hide their identity on ' r ,; 1es the t ol s to review and annotate those 

conversations for further use i 

Securu s ca ll s our service, C m i ice I 'entifi cation (C\/1) because we identify and 

report each inmate on the ca ll a 1 gi 1e , u the nam es of the inmates. We do not just 

contin ua lly veri fy th e inn ate's , ice ' r ing t e call . Most of our co mpetitors can only 

co ntinuously verify the voice f e in a e 'uring the call and cannot repo,-t the identity of 

a seco nd or third inmate that participated the same telephor1e call. 

The system's easy-to-use dash ar a t atica lly coll ects and analyzes a vast amount of 

info rmation that would otherwise be lab r-intensive to gath er and interpret. This 

brea kthrough technol gy cha ges t e v1.ray evidence is gathered, sha1·ed, and used in the 

investigation and prosecution r cess. 
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The Investigator Pro system provides the highest level of integrity, efficiency, and 

demonstrated effectiveness as an evidence case-management tool. 

Anatomy of Investigator Pro™ 

Investigator Pro comes with an advanced Call Player, multiple reports, and even an 
interactive dashboard - all designed to provide investigators with the tools they need to 

exposes inmates who try to beat the system by hiding their identities to engage in criminal 

activity. The modules in Investigator Pro include: 

• Qu ickFind™ - Puts critical information at your fingertips 

• Voice Search™ - Find calls where inmate's voice is found 

• Ca ll Finder™ - Filter calls based on dozens of criteria 

• MyCa ll Revi ew™ - Return to the calls important to you 

• Suspicious Ca ll Finder™ - Find all high-suspicion calls using analytics to make 

more of an investigators t ime 

• Note ~anager™ - View, filter, and create notes on ca lls 

• ReporrtMakernv. - Run reports on various telephone system abuses 

• Stats - View key messages and mon itor ana lys is progress 

Pl ease see Fig re 23 belo ,v fo r samp le lnvestigato1r Pro Modules 

Figure 23 
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CVI CallPlayer Pro 

As d isplayed in the screen print above, one of the most utilized modules of the CVI system 

is the Call Player Pro. This playback system gives you the power to play and annotate calls 
faste r, \Ni th less dupli cation of effort by provid ing playback contro ls to spl it aud io talk 

paths, speed up co nversations or eliminate pa uses. 

The system provides the following features : 

• Ability to separate reco rded voices and select only one voice to play back at a 

time 

• Speed or slow a conversation or single vo ice within a recording 

• User friend ly playback m odule w it h intui tive buttons 

• Saves time, allowi ng fo r more productive use of staff time, better distribution of 

staff resources, and cost savings 

• Report feature allows fo r supervi so ry oversight, accountability, and assessm ent 

of your staff's invest igative skill s and activities 

Tl e use of the Call Playe1· Pro can 1·educe a ten minute call, with all pauses removed and 

use of the other tuning adjust ments, into a five minute call doubling th e use of time spent 

on recor 'ings. 

Enrollment Process 

he enr llment process is a vital part of secu1·ing a one time, high quality 1oicep1·int from 
in a es. The two most important elements of any successful ,oice biometric identification 

system are excellent technology and supervised voice enrollrnent. 

Securus Nill provide the fully-supervised enrollment of all NDCS inmates into the system. 
S per ti sed enrollment means that each and every inmate will be required to enroll their 
1oice at an inmate telephone station under the supervision of one of our trained enrollers. 

Tl ea 1antage of supervised enrollments is positive ID of each in mote to ensure complete 
credi ilit of the enrolled database. Unsupervised or poorly supervised enrollments can 
·e pardize ti e integrity of the voice biomet1·ic database. This enrollment can be achieved 
11i h n inimal disruption and can be pt·esented to the inmate as part of the overall new 

inmate telephone system intrnduction . 

Tf e pr cess begins with extensive preparation by Securus and precedes the actual on-site 
e r llr ent by many days. Coordinated facility preparation is the ke to success. Once at 
the facility, and immediately before the enrolln,ent team enters a housing unit, our 

enro llment administrator will reconfigu1-e that hou sing units phones from the normal call 
out mo e and place them into the enrollment mode via remote software. The enrollment 

team then enters a housing unit, announ ces instructions to the inmates, and begins the 
enro lln ent process. When all inmates have been enrolled, the administrator places the 
ph nes back into the normal calling mode. Priority should be given to intake facilities. 
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As inmates are brought into the NDCS system, voice biometric enrollment should become 
part of the intake process. This will ensure that all inmates moving out of the 
intake/classification facility will already have voice print enrolled prior to entering newly 
assigned facility and will not require re en rollment. Securus will insta ll dedicated 
enroll ment phones at locations that best meet t he needs of NDCS at the State facilities. 

Securus is very experienced in voice biometric enrol lments as we have enrolled over 
250,000 inmates. A typical enrollment takes generally less than two minutes. Before the 
inmate is required to speak into the phone, the enroller checks the inmate's ID tag against 
the facility's inmate/housing un it location sheets. 

The enroller then enters the inmate's PIN from the sheets into the phone keypad and 
instructs the inmate to say their name (as it appears on the sheets) and a short phrase, 
followed by a short paragraph of text. By doing this, the enro ller ensures that the inmate is 
who he says he is so that the voice signature is confirmed to be that of the inmate. 

Our enrollers are expe,·ienced in ass isting inmates through the process who cannot read 
and we will make accommodations in th e enro llment process to support any individuals 
with special needs. 

Investigator Pro ICER™ - (Inmate Inter

Communication Evaluation and Reporting) 
After developing its Investigator Pro voice identification and crime investigation system 
nov in place in 188 correctional fac iliti es throughout the c untry, JLG Technologies, since 
acqu ired by Securus, furthered its research as a resu lt of ·equests from corrections 
in 1estigators to develop an automated way of identifying inmates v\fho are illega lly 
communicating with other inn,ates using the inma e te leph ne system. The end resulting 
so lution wa s ICER our Inmate Inter-Communication E 1aluation and Repot·ting system , hich 
uses our biometric systems to analyze and target calls which otherwise ,vould likely never 
be found. ICER is included in our baseline pric ing proposal. 

ICER enables detecting and reporting on inmate-to- inn ate phone communications whether 
occu1-ring within the NDCS' own facilities state wide, r betvveen inmates in the NDCS's 
facil ities and inmates in other participating ju1·isdictional locations or states nationwide. 

The Threat 

Inmates have been, and continue, to commun icate with each othe1· over the telephone 
systems that have been prnvided for their controlled c ntact with the outside world. 
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Until now, communication between inmates (each originating calls from inmate 

te lephones) has essentially gone undetected because there was neither practica l 

technology nor uniform networking capab ili ty to identify such communications. Following 

are highlights of the dangers ca used by uncontrolled inmate to inmate communications: 

• Through a variety of methods, inmates are circumventing the inmate telephone 

systems co ntracted by fac iliti es to communicate with another inmate; whether 

the other inmate is in the same housing unit, a neighboring housing un it, in a 

different fac ility or in a different state. Inmates exploit conference bridges, 

services such as iPhones, Skype, Google Voice and other kinds of modern 

telecommun ica tions t echnology. 

In add ition, they rely on ca lled parties to bridge the calls, place three-way ca ll s, or 

even put two spea ker-phones in proximity to one another, so that inmates can talk 

to other inmates. 

• 

• 

Until recently, inmate to inmate communi cation incidents w ere only found 

wh en accidenta lly located b correctional staff; however incidents are now 

known to occur with ch r1.1id er frequ ency than previously known. ICER has 

already identified 1, 's ft ese events for our partner facilities. Events that 

would have other rvise gone unnoticed. 

These uncontrolled i 
phones end to e d 

a e c m unications, often conducted by turning ce ll 

activities includi g c 
racketeering, as v 1ell as , . 
around the c n ,. 

ec recei ,er uith mouthpiece, have involved cr iminal 

a i .g ga g-re lated murders, drug trafficking an 

a e dist rbance s at multiple correctional facilities 

Technology and Cooperation Provide Increased Safety 

Every day we lea rn from the e 11s ob t instances of major crimes being sol 1ed because of 

the increasingly cooperati 1e eff r s f s ate and federal agencies that are nov begin ir g to 

share case-uitical data aro I the .S. ond the world . In the vvorld of inmate ph ne calls, 

we a1-e offering a new techn I gy base ' ,o ice biometric analytics and a ded icated 

cooperative network provide · r ugh participating nation-vvide correctional 

administrations. This com ined eff rt ·'\'ill enable all participating corrections fac ilities and 

jails throughout the c untry t ecei es ecific and detailed information on a ca ll -by-ca ll 
basis when their inmates are si gt eir p one systems to talk to each other - v1hether the 

calls a1-e connected between ifferent in ate telephone systems, between pods in the 

same fac ili ty, or between in a es in faciliti es from Florida to Maine to California. The more 

agencies that take part in the ICE netw rk and share ICER data, the more in ate o 

inmate communications events Nill get caught in the net and be reported. 
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How ICER Works 

ICER uses advanced vo ice ana lys is techno logy to generate a "call signature" - a 

representation of the ca ll that does not involve any of the original audio - for each 

completed inmate telephone call. Ca ll signatures are then automatically encrypted and 
transm itted to our central data center for analys is. 

Because none of the original audio is used in a call signature, t he ICER system is in full 

comp liance with state law s regarding t he transmission of call record ings. 

Under normal operations, call signatures are created, transmitted, and received at the data 
cente r wi t hin seconds of each completed call. Upon arrival, the ca ll signatu re is 
im mediately analyze d and checked aga inst other call signatu res. 

If an inmate to inmate communi cation eve nt is detected, it is logged in the ICER system 
database and investigators from the participating co rrections administration are 
automatically alerted via ema il to log into the ICER system for the detail ed report. 

The ICER system doesn't requ ire correctional fac iliti es t o transmit audio file s and each 
agency is always in co pie e c ntrol of the le ,el of sensitivity of any data transferred . 

The ICER Event Report be l win Figure 24 is a sampl e of th e reports that are received by 
Pennsylvan ia Departmen f Carree i ns (PA DOC) on a daily basis. Thi s particular ICER 
E 1ent Repon sho ,\,s tha n r /i ay 24, 2015, two inmates from two different PA DOC facilities 

were found to be talki ng nit each ther around 8:00 pm EDT. 

The first inmate na ed 
second inmate, r iatasha 

to Dam ion Fl yd 180 sec 
inmates lasted at al f 

actionab le inte llige ce f r 

a i Fl yd ca lled telephone number 410-504-7254 and the 

value these leads a lis:e 

SECURUS Techno logies 

liller ailed elephor e number 724-471-6945 and f\/as connected 

her recorded session. The conversation bet rveen the two 
s. I e ICER Event Repo1·t automatica lly generates 

C in 1estigators on a daily basis. The PA DOC investigators 
each recor ed call . 
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J G Techno oGies·· 
Voice Biomdri · to ldrnttfy Every 

lnrrate on Every Call 

Figure 24 

SECURUS 
Technologies-

ICER Event Report 
Event Identified On: May 25, 2015 

06:1 5 am (EDT) 

PA DOC 

An Inmate Inter-Communications Event has been detected involving an inmate at your facility. The 
details of which follows below: 

Inmate 

Agency 

Site 

Inmate 10 

Called Number 

Station Name 

Call ID 

Call Start Time 

Time into Recording (H:M:S) 

Duration of Event (H:M:S) 

FLOYD, DAMION 

PA DOC 

Pine Grove SCI, PA 

KD2764 

14105047254 

H2-2 

7686756739 

May 24, 2015 
07:58 pm (EDT) 

05m:08s (308 sec) 

10m:44s (644 sec) 

MILLER, NATASHA 

PA DOC 

Cambridge Springs SCI , PA 

OT7471 

17244716945 

D3H2 

7686756751 

May 24, 2015 
08:00 pm (EDT) 

03m:00s (1 80 sec) 

10m:44s (644 sec) 

The ICER pr gra is available to all Securus customers. If the N DCS decides to participate 
in the ICE r gra , he IDCS would ,--eceive the same daily ICER E ent Reports. 

ur technologies; Securus' ICER listens to each and every ca ll in 
ely ir definable call signatu,·e. It then looks for ca ll s occurring 

Exclusively a 1aila le o 
order to create a u i 
simultaneous! , r ha 

ca lls where the same 
o erlap and using that call signature, identffies if there are any two 

ique ca ll signatu1·e is identified. 

If inmates fro separa e State run facilities (such as NDCS and MO DOC inmates are 
con municati g wi h each other), investigators at each State DOC wou ld see inmate call 
data for their w facility (either on the right or left sides of the report). 
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For privacy and security purposes, access to other agency information would require an 
automated request from the ICER portal to the participating agency, seeking permiss ion to 

work with that agency to retrieve pertinent data about the second inmate. 

Where inmates are calling each other within their own facility, all data for both inmates w ill 

be d isplayed automatically. 

ICER provides facilities with a detailed report of each detected inmate-to-inmate call event 

by means of a graphical user interface (GUI), so the facil ity can review the phone call 
involved in the inmate-to-inmate call event. ICER has been recently deployed in the 

Pennsylvania Department of Corrections with great success. We look forward to offe ring 
th e same level of security to the NDCS1s fac ilities. 

The system proposed must be capable of giving inmates the option of 
completing calls either on a debit account or prepaid account. It is preferred 
that a collect call option also be available. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The proposed ICS system is capa ble of providi ng the option for coll ect, prepaid and debit 
t elephon e servi ce to the NDCS inmates. 

Provide toll free services that allow inmates to access services that NDCS is 
obligated and/or elects to provide. Presently NDCS has identified two different 
services that are currently utilized. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus 1 Crime Tip featu re is an inmate crime reporting tool that provides inmates with a 
secure way to provid e crime tips and/or leave contact information for follow-up, if they 

desire. The SCP system anonymously record s all messages left on the Crime Tip Hotline, 
allo Ning inmates to provide cru cial information with ut being exposed as an informar t. 

Inmates can choose to re port: 

• Informati on pe,rtaining to possible crim inal activity, including narcotics and 

fraudul ent activities 

• A crim e t hat has alre ady taken place 

• A th reat t o t he ir safety 

• Anything th at t hey feel necessary to the investigative staff 

The inmate 1s identi ty rem ains anonymous, or he/she may leave a name for the facility to 
re Nard the inmate fo r info rmation leading to the successful prevention of a crim e, o,r the 
apprehension of any individual caught in the act of committing a repo,rted crime. 
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The Securus Crime Tip feature includes: 

• A pre-arranged telephone number (designated by the facility), provided to all 

inmates 

• An option to listen to all or selected recorded messages 

• An option to burn specific information onto CDs for use as evidence 

• A way to generate reports of all recorded messages with the date and time of 

the message 

• A way to leave an anonymous reply message to the inmate 

Informant Line 
The Informant Line provides investigators the ab ility to set up any phone, a voice m ail box 
or answering mach ine to be ca lled by "info rmants" / inmates without any indication in t he 

call detail reports, global lists, or t o other inmates. It is a compl etely ano nymous ca ll and all 
information may be hidden from normal in 1estigator views. 

Informant line setup process 

1. User· con nects to the SCP user i t e face nith ere 'e ials that have access to odify 

Informant Li ne ca ll s 

2. Navigate to Global Li st and create a new entry 

3. Ente r t he follow ing info1'mation 

a. Dial ed Number for info1·ma t o call 

b. Select options to show this umber, ort, speed dial, OI' inmate account 

information as "unli sted" in C R re rts 

c. Pr ivate if app li ca ble (private ca lls \/\ti ll not be recorded) 

d. Se lect the Dialing Class Of <::e r ti ce "Inf rmant Line" 

e. Set th e nu mbe,, as "acti 1e" 

f. Enter the Speed Dial Code for i formant to dial (exampl e: 111) 

g. Set 3-Way Ca ll Detection (Enabled/ isabled) 

h. Enter a Description if desired 

i. Se lect option to hide phone I cation in CDR report s 

4. Cli ck 'Create' 
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Informant line CDR reporting process 

Investigator must have security level access to view these calls in a CDR report. If the user 

has not been granted access to vi ew "informant line11 calls in the CDR report, these ca ll s will 

simply not be displayed. For those very few users who have this level of access ... 

1. Investigator navigates to CDR report in th e SCP user interface 

2. Investigator searches by the ca ll type "Informant Line" within the specific time frame 

3. Investigator retrieves results 

4. Investigator can playback calls if authorized but CAN NOT play back ca lls have been 

set up as Private 

5. Investigator can ONLY see "unlisted" if the option was chosen during set up for t he 

phone number 

6. Station ID/ Port Location is hidden if selected to be hidden during set up 

7. The inmate ID or Pin is NOT sho ,vn on the CDR report 

8. Investigator with CDR view access cannot iew the set up in the Global List 

Informant (offender) process 

1. Inmate picks up the phone 

2. Inmate enters language se !ec i n 

3. Inmate enters eithe r Speed Dial Co e or Dialed Number as configured 

*system recognizes the coll is to on Hit iformant line/; and does not ask for o 111 

4. Call goes out to the specif ied p ne number 

5. Li 1e Investigator rece i 1es the ca ll and is n t required to accept the ca ll o r o 
admonishments, it simply connec·s 

6. Informant is now connected vid In 1estigator 

The contractor must be able to identify inmate legal calls, which will not be 
recorded. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

SCP can automatically elim inate on it r ing and recording of special calls, such as to 

attorneys, ombudsmen, clergy, or doctors, by designating numbers as "pr ivate." CS will 
have complete overs ight over wh ich nu bers qua lify for this designation. 
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Before insta lling SCP, Securus can import all known private call and attorney numbers from 

your existing system and/ or a list provided by the State Bar Assoc iation into the SCP 

system. Securus can also assign individual attorney numbers to specific inmates. This 

el im inates the securi ty r isk of marking/setting All attorney ca ll s to private/do not record 

or monitor status. 

The Web-based SCP user interface makes it easy for administrators to maintain this 

database and, as always, Technical Support is available 24 hou rs a day, 7 days a week to 
assist wit h any servi ce needs in maintaining this data. As new numbers are added, the 

data is updated for all fac ili t ies w ithin the NDCS network. 

To f urther safeguard the system and not record protected ca lls, Secu rus offers as an 

optional se rvi ce at no cost our patented Two-party Active Co nsent application. 

Tw o-party active consent ensures that all record ings of inmate ca ll s are commun icated to 

both parties by requ iring the inmate and the ca lled party to give "permiss ion" to 

record/ o i or the ca ll. If an attorney or an inm ate hea rs thi s m essage, it alerts them that 

their call has n t been marked as private . 

All calls must be branded in the following manner: "You have a call from 
(inmate first and last name) at (correctional facility name) in (city) Nebraska. 
Contractor must provide branding process for accepting, rejecting or blocking a 
call. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Sec r s r ,. '. es a , i ate's pre-recorded name to the ca lled party in the inmate's voice. 

In ad 'it ,c n ... - e pre-re rded name, the SCP platform will indicate the facility in whi ch th e 

ca ll is eing !oce 'fr , and v ti ll provide notification of monitoring and recording if the 

Er is , ... a att mey or privileged number. 

llec ca ll announcement is an exampl e of vrhat the called party hears prio1· 

to ca ll a ce I a be fully customized to meet the exact v 01,ding desired by NDCS. 

• are recei 1ing a coll ect call from '.John Doe', an inmate at the 

OC faci lity name' in Lincoln, Nebt·aska. Th is call is subject to 

i ri g an recording." 

• acce t th is call, press 1 ." 

• ref set is call p1·ess 2." 

• ear ... , e rates and charges for thi s call, press 7." 

I[ bl ck futu ·e call s to your number, press 6." 
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Securus' SCP all ows voice overlay messages to be played throughout the call as an 

additional fraud protection feature . The established message may be programmed to play 

at one-minute increments or a random setting. An example of a voice overlay message is 

"This call is from a Lincoln, Nebraska correctional facility." 

Voice overlay can be configured by the NDCS in the following ways: 

• Play th e message randomly or a fixed number of times per call 

• Set the number of times to play the message during the call 

• Change the time between when the message plays and when to play the next 

message 

• Set the delay between call acceptance and when to play the first message 

• Set the amount of tim e before the end of the cal l to play the message 

The Contractor's system must be able to record inmate telephone calls, and 
recordings must be easily accessible to NDCS/DHHS designated State 
personnel. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus' rec rd ing and monitoring system is fully integ1·ated with our Secure Call Platform 

(SCP), a d pr rides secure recordings of inmate telephone conversations that are easily 

accessible b authorized staff. 

I ca n e c r.fig ired to accommodate the record ing requi1·ements for correctional fac ilities 

of 2 ._, si-e. T e system is fully automated and is designed to be a cost-effective solution for 

all c rrec i al fac ilit ies. Authorized personnel can listen to live or archived recordings via 

m I i- e 'ia PC in erfaces connected ove1· local a,·ea net Norks (LANs). Multiple leve ls of 

securi p ro ri de that on ly authorized personnel can access and monitor the inmate 

rec rd ings. 

Call Monitoring 

he SCP ive appl icat ion allows for immediate, real-time monito1·ing of ca ll s in progress via 

I e rnult i- ed ia PC workstation. Fac ility personnel (vvith appropriate password privileges) 

can itor live ca lls by highlight ing the call in progress and clicking on the speaker icon. 

This process is u detectable by either the inmate or the called party and does not disrupt 

t he rec r 1i g process. Concise descriptions of acti rity appear for each phone in use. For 

example, he system shows the spec ifi c telephone loca tion, inmate PIN, the destination 

nu ber d ialed, city and state of the destination, time and duration of call, any restrictions 

s ch as " ,vatched" or "private," and the status of the ca ll, such as "in prog1·ess", "calling 

estination", or "get acceptance". 
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The system can also automatically eliminate all monitoring or recording of special calls, 

such as to legal counsel, by designating the number as a "private" number. SCP prevents all 

unauthorized attempts to listen to private calls-the user interface will not display the 

speaker icon that allows users to play non-private calls. In addition, the call record lists the 

call as "private" on the user interface. 

Call Monitoring, Silent 

When monitoring occurs, the system incorporates analog suppression/amplification 

hardware that allows Corrections Officer monitoring of calls without inmate or called party 

detection. 

To assure complete investigator anonymity, there is absolutely no noise, dB loss, or other 

indicator when this feature is activated via handset, headset, or an amplification 

instrument such as speakerphone, o rator, magnetic, tap ing eq uipm ent, etc. 

The SCP'S un ique, fully integrated recording appl ication w orks independently of other 

products so there is never a need for a thi rd-party m anufacturer's product to be integrated 

into the system. This allows the facility to deal with a so le-source provider if any issues 

ari se. 

T e SCP uses lat·ge capac ity ha,·d d r ives, along with Rfa,I D (redundant ar ray of independent 

disks), that vir·t ua lly extend the ca ll storage period to m eet your specifi c needs. Reco rdings 

are st red on-line for im mediate access fo 1· 12 months. The SCP can also burn th e 

inf r ation to CD and/o r DVD fo 1· add it ional back up, if necessary. 

T e SCP can record all call s simultaneously and also allo ,v personnel to li sten to a pre-

rec rded call, whil e active ca ll s continu e to be recorded- all without loss of info rm ation . 

The system record s th e entire conve,·sation from call acceptance to termination of th e call. 

Remote Access to Recording and Monitoring 

Because the recording and monito,·ing applicatior s are fully integrated into the system, the 

s ,s em allows fo r remote access by other agencies, such as th e local poli ce 

departments. Any authorized user with an approved user name and password ca n easily, 

and remotely, access reco,·di ng an d monitoring of inmate call s from any computer or 

device f\/ith access to th e Internet. Securus has tested and ce ,·tified the playback of call s 

a d live monitoring on the following: 

• Operating Syst em s/ Devi ces 

o iOS 

o Androi d OS 

o OS X 

o Win dow s 
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• Browsers 

o Intern et Explorer 

o Firefox 

o Chrome 

2. Account/PIN Administration Requirements 

When inmate accounts are established, inmates will provide a list of up to 
thirty (30) telephone numbers. These numbers must be programmed into an 
inmate "allowed call list". Inmates will only be permitted to dial numbers that 
appear on their "allowed call list". Contractor may provide alternative options 
for establishing phone lists. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

When inmate accounts are established, Securus will input the list of up to thirty (30) 
te lephone numbers that w ill allow the inmate to call only those numbers. Inmates 11,1ill o ly 
be all owed to dial numbers that appear on the allowed call list. The Securus provided Site 
Administrator at the Lincoln E location will be responsible for inputting the a ppr ed 
allowed list numbe1·s. 

In addition, during implementation Securus will request a data file of oll existing "allo ,,,e 1 

call list" number from the NDCS , hich con be obtained from the exi sting provider. e 
the NDCS has reviewed and appro 1ed the list, eliminating any outdated r other nu ers 
that should not be loaded into the Securus SCP system; Securus vtill recei 1e t e 'ata file 
from the NDCS and immed iate ly load the fil e into the Securus SCP system. his uill e able 
all allowed call numbers in the SCP system and provide for immediate access he list 
inmates upon cutover to the SCP. 

As an alternative to the manual "allowed call list" process used today, Secur s rec e ds 
a much more efficient, safer a d less tedious process of admin istering inmate "all v 1e ' call 
lists" or Personal Allowed Numbers (PAN). Securus recommends the "Auto P " r cess or 
the "Inmate Managed PAN" deplo I ent as described below. 

As an alternative to the manual "allo f\ted call list" process used today, Securus rec mr e ds 
a much more efficient, safer and less tedious process of admin istering in ate ''all ued call 
lists" or Personal Allowed umbers (PA ). Securus recommends the "Auto PA "pr cess or 
the "Inmate Managed PA "de I y er t as described below. 

Importantly, Securus alerts the iocs to the importance of se lecting a ven 'or hat has 
expe1·ience in importing PAN lists from GTL so that existing PA lists are not com pro ised 
or that data integrity is maintained. This is a crucial im plementation step in the i sta llation 
process and 1·equires integration experience and data management skills. 
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Securus has recently successfully imported simi lar data for the State of Pennsylvania as 

th ey transitioned from GTL to Secu rus . 

The Personal Allowed Number (PAN) feature in the SCP provides an inmate approved 

calling list. The PAN restricts inmate ca lli ng to only those numbers included on their list. 

Securns built this feature specifically for the corrections industry with the awareness tha t 

each fac ility has unique needs for implementing allowed ca lling lists. 

Like all other features of SCP, the PAN lists are flexible and may be administered in various 

ways: PANs can be configured manually, automatically, or by importing through E- lm ports . 

The PAN configuration options include th e following: 

• Auto Pan - Allows the first "X" amount of numbers-amount is defined by th e 

NDCS- number of called numbers to be added to th e inmate's PAN list 

automatica lly. The amount of numbers allowed is configurable and will not 

allow the inmate o exceed that number. 

Thi s is the ost po lar method of PAN admin istration. No staff time is 

required for thi s pr cess and numbers are loaded immediately to maximize 

revenu e potential. 

• Inmate Managed PAN - Allows inmates to manage phone numbers on their 

li st such os ad 'i g a e ,v nu ber, removing a number, checking t e sta us of a 

phone n er, r ea ring, 1vhich phone numbet-s are on their list. '\'ith hi s 
system, , he a i . a""e a ds a phone number to their list, the auton ated 

system c nducts a rEa l i e Billing Name and Address (Bl 'A) lo kup n t e 
phone nu E . If a a lid B 'A is found, the automated s ,stem ca lls t e phone 

number req 1 es- inc t e added and asks the cal led party if t ey vi sh to be 

placed on t e speci+ic i ates PAN list. 

No staff ti e is re ,· 1ired to adm inister thi s process . V 'i h the extra step of 

1alidation, t e C ,as maximum control of each added nun er. 

11 Manual PAN Entry - Au ... ori~ed fac ility personnel or the Securus Site 

Administrator, ha 1e + e ability to accept ca lling lists from inmates, ,erify the 

phone nun ers, o , ! enter them into SCP's user interface. 

This form of P 1 & ' inistration allows a hands-on approach to appro ,al and 

control f eac ' -,ber added to an inmate's allowed number list 

• Addfng PANs by System lntegratfon - SCP allows foi- the imp rting f 
personal all f\1ed bers through our E-lmports application t ad n mber, 

associate rela i ns ips, and deactivate numbers. 

No staff ti e ~10 I be required to administer thi s process. This is a specialized 

form of PA a ' i istration, based on specific integration re irements fa 

faci lity. 
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Additional PAN Features 

The SCP allows administrators to use the following additional features to maximize 

efficiency, contro l, and inspection of PAN lists: 

• Global Allowed List 

• Automated List Refresh 

• Verified/Not Verified PAN 

• Speed Dial for PANs 

• Assoc iate PANS to PINS 

• PAN Management Report 

• PAN Change Log Report 

• PAN Freq uency Report 

Tab le 5 below provides descri pt ions of each PAN features and their primary benefit to the 

DCS. 

Table 5 

PAN Feature 
Primary 

Description 
Benefit 

Global Allowed 

I 
Efficiency Certain phone numbers, such as attorney numbers, can be allowed by 

List all inmates by including them on SCP's "global allowed list." 

Automated List I Efficiency With this automated feature, PAN lists can be configured to refresh 
I 

Refresh I every month on a certain day, such as the first of every month. 
I 

' 
Verified/ Safety and This feature flag numbers added to the inmate's PAN list as "verified" 
Not Verified PAN control or "not verified". If the PAN is "not verified", the inmate has the ability 

to call the number for a configurable number of days before it is 
I blocked. Once the threshold number is reached and the number is 

blocked, a facility administrator must verify the number and if 
appropriate-allow calls to that number again. 

Speed Dial for Safety and Setting up speed dial numbers for PANs is a preventative measure 
PANs control that reduces an inmate's ability to steal or use other PINs or PANs. 

Associate PANs to Safety and PANs are associated with specific PIN numbers. Restrictions can be 
PINs control applied to PIN numbers giving facilities control of when and where 

an inmate can place a call, how long they can talk per call, and how 
many calls they can make by day, week, or month. 
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PAN Feature 
Primary 

Description 
Benefit 

PAN Management Efficiency This user friendly, interactive report provides a dashboard view of all 
Report PAN entries in the system. If a PAN entry is entered through the 

Inmate Managed PAN System, it is indicated on this report. Users can 
select from over twenty criteria to produce reports with multiple data 
points. All reports are exportable to Excel, CSV, and PDF. 

PAN Change Log Safety and PAN Change Log functionality records all actions that SCP users 
Report control make to the verified field in the SCP user interface. It also allows 

administrators to examine all PAN list changes; specifically, when 
changes occur, and by whom, helping administrators and 
investigators track user accountability. 

PAN Frequency Safety and Shows phone numbers that appear in multiple PAN lists. Users have 
Report control the ability to enter threshold numbers to define search criteria. For 

example, a threshold of "four" will show phone numbers that appears 
in PAN lists more than four times. This report also allows users to 
create a detail report with specific detail for each call. 

The Contractor will have the capability of identifying social and legal calls. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

SEC rus has the capability to identify social and legal ca lls. Through the inmate approved 

ca lli g list as describe in the response above, these num bers are identified as either be ing 

ri a e ca ll s t o attorneys (legal) or to fami ly and fr iends (social). 

The contractor provided system administrator or technical support staff will 
be responsible for creating and maintaining inmate calling accounts. All 
accounts must be created within twenty-four (24) hours of receipt. The 
Contractor will utilize NDCS provided registration forms. Contractor may 
provide alternative options for phone number registry. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus w il l provide a full time, onsite in Linco ln, system adm inistrator who will be 

respons ible for creating and maintaining inmate ca lli ng accounts and associated PIN and 

PA numbers. All accounts will be created w ith in 24 hours of receipt and will be fac ilitated 
by the use of NDCS ,-egistration forms. 

As ind icated above, Securus can provide an alternative phone number registry process 

using the Auto PAN process. In this scenario, inmates enter their own requested PAN 

number via the inmate phone and the Securus system will make an automated call to the 

number requesting authorization. Once approved by the called party the number if 

presented to the NDCS for final automated approval. 
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During the Securus approval process, the Personal Allowed Number (PAN) feature in the 

SCP provides an inmate approved calling list. The PAN restricts inmate calling to only those 

numbers included on the ir li st. Securus bu ilt this feature specifically for the corrections 

industry with the awareness that each facility has unique needs for implementing allowed 

calling lists. 

Like an other features of SCP, the PAN lists are flex ib le and may be administered in various 

ways: PANs can be configured manually, automatica lly, or by im porting through E-lmports. 

The PAN configuration options include the following: 

• Auto Pan - Allows the f irst "X" amount of numbers-amount is defined by the 

NDCS- number of called numbers to be added to the inmate's PAN list 

automatically. The amount of nu mbers allowed is configurable and will not 

allow t he inmate to exceed that number. 

Th is is t e most popular method of PAN administration. No staff time is 

req ired for th is process and numbers are loaded immediately to maximize 

re E e potent ial. 

• Inmate Managed PAN - Allows inmates to manage phone numbers on their 

list s c as add ing a new number, removing a number, checking the status of a 

p e ber, or hearing, which phone numbers are on their list. With thi s 

sys e , uhe an inmate adds a phone number to t heir li st, the automated 

ducts a real time Bill ing Name and Address (BNA) lookup on th e 

ne ber. If a valid BNA is fo und, t he automated system calls the phone 

er req es ing to be added and asks th e ca ll ed party if they w ish to be 

l2ce · 1n t e specific inmates PAN li st. 

s: off i e is requi red to adm inister th is process. ff it h t he extra step of 

ioli 'c t i n, -he OC has m axi m um co ntro l of each added num ber. 

11 anual PAN Entry- Authori zed f oc ility personnel ha ,e th e abil ity to accept 

calling !is s fr m inmates, verify t he phone numbers, and enter them into SCP's 

•ser · i Hface. 

f PA adm inistration all ows a hands-on approach to approval and 

nt I f eoc num ber added to an inmat e's all w ed num ber list. 

• Adding PANs by System tntegrat ·on - SCP allows for th e im porting of 

ers al allov ed numbers through our E- lmports applicat ion to add number, 

ass cia e relationships, and deactivate num bers. 

1 s afftime w ould be required to adm inister t his p rocess. This is a specialized 

f r of PA adm inistration, based on specifi c integration requ irements of a 

facili ' · 

SECURUS Technologies 198 



Additional PAN Features 

The SCP allows administrators to use the following additional features to maximize 

efficiency, control, and inspection of PAN lists: 

• Global Allowed List 

• Automated List Refresh 

• Verified/Not Verified PAN 

• Speed Dial for PANs 

• Associate PANS to PINS 

• PAN Management Report 

• PAN Change Log Report 

• PAN Frequency Report 

Ta le 6 be low provides descriptions of each P.A,N features and their primary benefit to the 
1ocs. 

Table 6 

PAN Feature 
Primary 

Description Benefit 

I Global Allowed Efficiency Certain phone numbers, such as attorney numbers, can be allowed by 
I List all inmates by including them on SCP1s "global allowed list. 11 

Automated List Efficiency With this automated feature, PAN lists can be configured to refresh 
l 

I Refresh every month on a certain day, such as the first of every month. 

I Verified/ Safety and This feature flag numbers added to the inmate's PAN list as "verified 11 

Not Verified PAN control or "not verified 11
• If the PAN is "not verified 11

, the inmate has the ability 
to call the number for a configurable number of days before it is 
blocked. Once the threshold number is reached and the number is 
blocked, a facility administrator must verify the number and if 
appropriate-allow calls to that number again . 

I Speed Dial for Safety and Setting up speed dial numbers for PANs is a preventative measure 
PANs control that reduces an inmate 1s ability to steal or use other PINs or PANs. 

Associate PANs to Safety and PANs are associated with specific PIN numbers. Restrictions can be 
PINS control applied to Pl N numbers giving facilities control of when and where 

an inmate can place a call, how long they can talk per call, and how 
many calls they can make by day, week, or month. 
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PAN Feature 
Primary 

Description 
Benefit 

PAN Management Efficiency This user friendly, interactive report provides a dashboard view of all 
Report PAN entries in the system. If a PAN entry is entered through the 

Inmate Managed PAN System, it is indicated on this report. Users can 
select from over twenty criteria to produce reports with multiple data 
points. All reports are exportable to Excel, CSV, and PDF. 

PAN Change Log Safety and PAN Change Log functionality records all actions that SCP users 
Report control make to the verified field in the SCP user interface. It also allows 

administrators to examine all PAN list changes; specifically, when 
changes occur, and by whom, helping administrators and 
investigators track user accountability. 

PAN Frequency Safety and Shows phone numbers that appear in multiple PAN lists. Users have 
Report control the ability to enter threshold numbers to define search criteria. For 

example, a threshold of "four" will show phone numbers that appears 
in PAN lists more than four times. This report also allows users to 
create a detail report with specific detail for each call. 

The bidder will describe their process for the prerecorded announcement of 
the inmate's committed name or legal name change (first and last name) when 
creating account. System must not allow inmate to record his/her own name at 
any time. Both parties must be electronically blocked from hearing or 
communicating with the other party until the call is accepted. Inmate's voice 
will not be used during any announcement. Electronic security measures must 
prevent an inmate from interfering with or altering an announcement. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The SCP system would norma lly store a one-time recording of an inmate spea king is/ er 
first and last name and that one-time record ing wou ld be used for all future ca lls a 'e 
that inmate. The NDCS w ill not and does not allow inmates to record his/her ov1n na .ea 
any time. Therefore, Securus w ill take on the responsibility of recording the in ates first 
and last name into the SCP system. An inmate has no ab ility to tamper wi th or alter he 
announcement and Securus can update the announcements as needed by the ' CS. 

With the SCP system, the line of communication is fully muted until the system detec··s a 
positive acceptance key-press by the ca lled party. The inmate is never allowed to s eak t 
the called party until the call has been positively accepted by the end user. 

This applies to both collect and direct-dial debit calls. While the call is be ing set up, t he 
appropriate automated message w ill be played to the inmate indicating the progress f t he 
call, including why the call did not comp lete or that the call is being connected. 
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Securus provides an inmate's pre-recorded nam e to th e called party in the inmate's voice at 

the onset of each call. In addition to the pre-recorded name, the SCP platform will indicate 

the facility in which the call is being placed from, and will provide notification of monitoring 

and recording if the called number is not an attorney or privileged number. 

The following collect ca ll announcement is an example of what the ca lled party hears prior 

to call acceptance: 

• "Hello, you are receiving a collect call from 'John Doe', an inmate at the 

'Nebraska DOC facility in Lincoln, Nebraska'. This call is subject to monitoring 

and recording." 

• "To accept this call, press 1." 

• "To refuse this call press 2." 

• "To hear the rates and charges for thi s call, press 7." 

• "To block future ca lls to your number, press 6." 

Securus' SCP allows voice overlay messages to be played throughout the caU as an 

additional fraud protection feature. The established message m ay be pr gra ed .. -o play 

at one-minute increments or a random setting. An example of a voi ce ,erlay essoge is 

"This call is from a Nebraska correctional facility." 

Voice overlay ca n be co figured by the DCS in the following ways: 

• Play th e m essage randomly or a fixed number of times per ca ll 

• Set the number of times to play the m essage during the c2 il 

• Change the tim e betvveen rvhen the m essage plays and r 1 en t la , he ext 

message 

Set the delay bet, een ca ll acceptance and when to play the firs-- . 0 ssage 

• Set the amount of time before th e end of the call to play the essage 

Staff members at each NDCS/YRTC facility must be trained to create and 
maintain inmate accounts in the event that system administrator or technical 
support staff is not available. Method of training should include user manual, 
instructor presentation, or PowerPoint presentation. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will ensure staff at all IDCS facilities are trained in the use oft es s·e i t e 

event tl,e Securus system admin istrator or technical support staff is not avoila le. 

Securus provides product tra ining covering all SCP features in the agree e1 t vrit t e 

NDCS. Expe,~ienced Securus employees conduct all training through o Ii e i s r ct r-led 

classes or on-s ite, one-on-one and classroom training sess ions at no cost o I u. 
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We deliver standard training using both hands-on experience with your data and using 
instructor demonstrations to ensure each trainee understands all SCP concepts. 

Securus train ing programs enable facility staff to use all features the first day of 
installation. Since products are Web-based, after a two- to three- hour training session 
most officers find it easy to maneuver through the features immediately. 

In addition to standard training, Securus will work with you to customize your online 
training of future on site train ings to meet the unique needs of your staff and facility. 

We offer separate classes focused on different agency functions such as, creative 
investigations, well -o rganized live call monitoring, and efficient system administration. 
Training for prod uct upgrades, new faci lity staff, or a genera l refresher course is offered 
through on line instru ctor-led courses ava ilab le twice a month th roughout the year
Securus ongoing training ensures your staff always "stays on top" current and newly released 
SCP features and will be provided at no cost throughout th e term of the agreement. 

SCP Training Course Modules 
Securus is committed to providing your staff wi th tra ining that will maximize the potent ial 
of the features implemented at your fac ility. Training courses are in a user-friendly, task
oriented format to teac y ur fficers what they need to kno 'v to do their job. \Ne present 
co urses in separate od les based on the types of duties officers tend o perform using 
the SCP inmate elepho e sJ ste ,\1hile expressing the unique features of appli cations. 

Tabl e 7 belov resen s the s a 'ord SCP training course modules a d associated lea rning 
objectives. 

Table 7 

Course Module Objective 

• Logging in 

• Navigating through the features 

• Managing your password 

• Contacting Technical Support for service calls 

• Creating and changing user accounts 

• Defining a user's role and granting access permission 

• Resetting a user's password 

• Deactivating and/or deleting users 

• Running user management reports 

• Adding and changing inmate phone accounts 

Inmate Administration Activities • Deactivating inmate phone accounts 

• Setting up the phones to meet your requirements 
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SCP Online Help 

• Using administrative reports 

• Reviewing Call Detail Records (CDRs) 

• Monitoring live calls 

• Listening to recorded calls 

• Using monitoring reports 

• Saving calls and burning to CD 

• Using CDRs for investigations 

• Recognizing trends in inmate activity 

• Using other investigative tools to collect information for 
evidence 

• "Digging" into the details 

• Learning time-saving tips and tricks 

• Discussing actual facility situations and turning 
evidence into intelligence 

• Troubleshooting for operational and maintenance staff 
to minimize unnecessary service calls 

Sec rus also provides an online self-help system that is available at all times from a 
c 1e ient elp menu access ible through SCP. Trainees can use this online application to 
fin ' • ick ans ers to the ir questions about SCP. 

rd searching offers immediate access to the information you are seeking, or you can 
t e ta ble of contents for a full lea m ing experience . Step-by-step instructions are 
ed to help the user to eas ily comp lete \N rk tasks. 

icers c n pri r tone topic or the entire help system if a fu ll User Manual is preferred. This 
· of "pri nt what you need when you need it" ensures all printed material is updated 

e current release of SCP. 
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Figure 25 below illustrates the SCP Online help screen. 

Figure 25 

- Search -

ID SECYcl3Yc~r 
curvioct.r\gwhotmatt.'11"To"' 

*Additional Products & Features 

Welcome to Secure Call Platform Online Help 

Online Help Version 8 .0 
Use this online application t o find quick answers to y our questions abou t the Secure Call Platform'M ( SCP ) . which is part of the 
Secure Call Network' M ( SCN ) suite of applications offered by Securus Technologies (RJ • This guide offers step-by- step instructions 
designed with you in mind. Follow these instruct ions when you want help completing work tasks . Online Help also offers a print 
feature that allows you to print this document at your convenience. 
This guide covers: 

• What's New ! 

• Start 
• Inmates 
• Phones 
• Invest igat ions 
• Reports 
• Workforce 
• Administration 
• Reference 

Click here to em ail Technical Support. 
Click here for the. "4 steps to Burn Calls to a CD" Quick Reference. 
Click here for the Windows XP Wortcstation Quick Se tup Guide . 
Click here for the Windows 7 Workstation Quick Setup Guide. 
Click here for the Secure Call Platform (SCP) User Manuat 

c<1 Adob, · '7iNeed Ado be Reader? Click Here t o download! 
Reader· 

Need Excel Viewer? Click Here to download! 

Need Quicklime version 7 .1.3? Click Here to download! 

ri ht Securus Technolo ies I nc. and its affiliates. All Ri hts Reserved ____________ _ 

ab le 8 below presents the SCP self-he lp on line system features and associated functions: 

Course Module 

Welcome Page 

What is New in SCP 

Related Topics 

SECURUS Technologies 

Table 8 

Objective 

Provides high-level descriptions for selected features 
describing their purpose and functions. 

Describes new feat ures in the current release and includes 
links to receive additional details or task-based instructions. 

Offers task-based procedures to assist officers in efficiently 
using SCP to get their job done. Each topic includes a link that 
enables an e-mai l to be sent for Technical Support or to 
Training for online help feedback. 

Links to SCP feature elements such as, phones, inmates, 
investigations, reports, workforce, and administration . 
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Pop-up Definitions Defines glossary terms and word index at the click of a 
mouse without leaving a topic. This assists the trainee to 
quickly absorb new concepts and technology. 

Tips and Tricks Provides short cuts, helpful hints, and advanced topics for 
highly-skilled officers looking to improve their performance. 

Frequently Asked Questions 
(FAQ) 

Offers common questions and their answers. 

Troubleshooting Presents self-help instructions for common functions such as 
the following: 

Reference 

Advanced Management 
Functions 

An inmate was released, but I can't release his PIN. 

"You must deactivate the Custody Account before you can 
release the PIN. If you still cannot release the PIN, contact 
Technical Support." 

3. Collect Calling Requirements 

The system must function as follows: 
a. Inmate goes off-hook, and is prompted to complete verification process. 

Preferably a two-step process. 
b. Inmate is then given an automated option to place a collect call or a 

debit call. 
c. Inmate selects option to place collect call. 
d. Inmate dials number. 
e. System validates dialed number against the inmates individual 

"allowed number list" or proposed system by contractor, and then 
places inmate on hold. 

f. System places call. 
g. When called party answers, system prompts called party to either 

accept or reject the call. The inmate and called party will not be able to 
hear one another until call is accepted. 

h. Either a call path is established, or inmate is notified that call was not 
completed, and the reason for unsuccessful completion. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securns agrees to comply with these collect calling ,,equirements a thrnugh h. 
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4. Debit Calling Requirements 

The system must function as follows: 
a. Inmate goes off-hook, and is prompted to complete verification process. 

Preferably a two-step process. 
b. Inmate is then given an automated option to place a collect call or a 

debit call. 
c. Inmate selects option to place a debit call. 
d. System plays the remaining dollar amount on card. 
e. Inmate dials number. 
f. System validates dialed number against the inmates individual 

"allowed number list" or proposed system by contractor, and then 
places inmate on hold. 

g. System places call. 
h. When called party answers, system prompts called party to either 

accept or reject the call. The inmate and called party will not be able to 
hear one another until call is accepted. 

i. Either a call path is established, or inmate is notified that call was not 
completed, and the reason for unsuccessful completion. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus agrees to comply with these debit calling requ irements a th r g i. 

5. Recording Requirements 

Inmate calls must be recorded, and easily accessible to authorized NDCS/YRTC 
State personnel. It is the responsibility of the contractor to maintain call 
recordings on a redundant system to be accessible 24 hours a day to 
authorized NDCS/YRTC State personnel. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

All non-State authorized privileged calls will be recorded and easil, ac essi 
NDCS/YRTC State personnel. Securus provides a secure, centro li -e • s_ ,s E ata ase for 

ca ll detail rec rds that are replicated to many others ,ste s ,,,ith i ,e Sec r s net\Nork, 

including the rating and billing database. This feature is des ig e ' re ,e • I ss of data. 

Securus' SCP has the capacity to store multiple years of ca l! data oS re , ire I b, the facility. 

Call recordings Nill be accessible 24 hours a day to authori - ed I CS ' C State personnel 

through a passwor protected, anytime, anywhere access ible i e fa e. 
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Securus uses Oracle for its database file structure. Oracle Database del ive rs economies of 
sca le on easily managed grids, making it easier t o: 

• Reduce downtime with maximum availabi lity architecture 

• Parti tion and compress data to ru n queries faster 

• Securely protect and audit data, and enable total reca ll of data 

• Make productive use of standby resou rces 

Ora cle simplif ies the process of li nking data in mu lti ple tables. This is a key feature of a 
relational database management system, or RDB MS. Storing data in mu lt iple tables 
enables Securu s to define relationsh ips between the tables, as well as the applications that 
feed information into those tab les. 

Not only does Oracle allow our SCP to li nk t he ca ll data to mult iple tables, it also maintains 
co nsistency between them, ensuring that the data among related tables is co rrectly 
matched to mainta in referentia l integrity. 

Utilizing the Oracle database provides us the abili ty to res o d faster to changing business 
co nditions, t us provi ding our clients with a syst em that is m re responsive to t heir 
continually evol ing needs. 

Oracle supports all standard relational data types, as uell as nati e storage of XM L, Text, 
Documents, Images, Audio, Video and Location data. Access o data is via standard 
in erfaces such as SQL, JDBC, SQLJ, ODBC .I ET, 0 E . 'ET, and O P . IET, SQL/XML and 
Xquery ond IVebD t. 

Call Recording Storage 
Securus r\lill store ca ll recordings for im ediate access I line f r he required length of 
t ime, accessed from anywhere/anytime. Call 1-ec r 'i gs are s ored in Securu s' centrali zed 
Disaster-Resistant Carrier-Class Data Centers, Vi.J ich are 2 .abed nder the direct 
supervisi n and i mediate hands-on m ai tenance t-oined 'eta center perso nnel. 

In addi i n, all eq ipment used to store reco rdings is it re b, the Secu rus' fully 
staffed e work Operations Center 24 hours a da ,, 'ays a 1eek, a, d 365 days a year. 

T provide t e ' CS Nith redundancy, SCP writes all rec r ed ca lls to two separate 
S or age Area Net t\torks, using two separate connecti ns the ifferent Storage Area 

et ,v rks. SC also ,\,rites t he recorded ca ll s to offsite c pies, archi ed fo r disaster 
reco ,er purposes. 

Sec ru s' SC P pro i es a unique set of features that uses advance technology to sto1"e 
offen 'er call recordings. Trad it iona l premises based ca lling latforms use loca l hard drives 
tha ay simpl fa il and are susceptible to loca l disas ers sue as floods, tornadoes, 
hurri ca nes and fires. 
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Figure 26 

Disk 0 Disk 1 Disk 2 Disk 3 Disk4 

In addition, Securus' SAN translates to over four (4) petabytes of storage space and is 
continuously monitored and managed through intelligent automated processes and 
storage policies. When these very large storage systems approach designated thres Ids, 
Securus expands capacity to ensure all authorized call records and recordings are re ai e 
in secure, disaste1--resistant locations. 

Secu ru s' data cente1-s and SAN storage solutions provide facilities with techno logy ha is: 

• Scalable to meet any facility's contractually required storage demands 

• Resistant to local disasters through multiple copies stored rvithin the 'a a 
centers as well as offs ite copies 

• Htghfy ava[lab[e through the unique architectu1-e and design of the 'ata 
storage model 

If Partftmoned and compressed to run queries faster 

• Secured, protected, and monrtored to enab le total reca ll of data 

Our advanced inmate ca lling system can record and store basic ca ll data w ith t he ca cbili 
to provide management reports. The length of time the calls a1-e stored is not lim i e a 
minimum or maximum period. 

Since every site's requirements are different, Securus is happy to discuss the o t i al 
timeframe for data sto rage with the Facil ity. All recordings are stored online as\ ell as o 
remote copies . Typica lly, CDRs are stored for seven years. 
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In addition to the on-line access to call recordings on our fault tolerant SANs, the 
l'"ecordings are also sto red off-site at an environmentally controlled media sto rage fac ility 
as a disaster recovery measure. 

Recordings can be downloaded from the system in various formats and copied to a CD, 
DVD or any drive (such as a removable flash drive) available to the user in widely accepted 
formats for portability and may be e-mailed as well , which will also aid in the trans ition of 
recordings to the new contract upon termination. 

The Contractor's system must be capable of locating call recordings by inmate 
name, inmate PIN, date, originating number, or called to number, name and/or 
address. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The Securus SCP system allows users to locate call recordings by inmate name, PIN, date, 
Ol'"iginating numbe1'" or ca lled to number, name and address. See Figu re 27 belov fo r SCP 
Sea rch screen capture. 

Figure 27 

Call Detail Records Search Saved Se•oche, 

C: fll.LUI SEARCH CRITER1A ( " lr>d1wutu.-m1f""otld,) 

-r 

._ -
Cu.uodyAccountl: 

CalType· ·A.L.l 

SeuthlCotl a: r 
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Access to the SCP calling platform is provided through a secure password that is provided 
at the home screen. Login home scree n is Figure 28 below. 

Log-In 

Username 

I Password 

Forgot Your Password? 

Figure 28 

Important Information 
The re are current ly no alerts availab le . 

Off The Wire 

04.06.2012 
Secu rus Technologies , I nc. Anno unces lts 

Products & Services 

Automated Jnformation Services 

Video Visitat ion Services to t he Securus Video Visitation 

Authorized users enter 
Username and Password for 
anytime, anywhere access. 

Corrections I ndust ry 

04.04 .2012 
Securus Technologies, I nc. Adds New 
Pay ment Locations w it h MoneyGram 

04 02.2012 
Securus Announces Ava ilabil ity of JLG 
Technologirs ? lnvestigator Pro? 

Prepaid Ca lling Cards - \/ending Machines 

lnmate Debit Account 

Securr l nstant Mail 

Click Here To 
Access Facility Portal 

The Contractor will provide a system that allows NDCS staff to download to a 
variety of storage methods, to include CDs, DVDs, hard-drive, or email. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Secu rus' SCP al lo /\IS for authorized NDCS staff to do rmload rec bs : , 

Record ings can be downloaded from the system in 1arious formats a d 
DVD or any drive (such as a removable fla sh drive) available t he 
formats for p rtability and may be e-mailed as \Ne ll, which will als 
recordings to the new cont1~act upon termination . 

, lt ip le formats. 

ie o a CD, 
, ,j el accepted 

e transition of 

Each site must be capable of storing twelve (12) months of call recordings on 
the system hard drive or via means other than the system hard drive for 
immediate access. Fully hosted centralized platform will be allowed. Once call 
recordings become twelve (12) months old, the system must automatically 
download them to a permanent storage media maintained by vendor, and be 
available to NDCS within 72 hours upon written request. Recordings are the 
property of the State of Nebraska. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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The proposed Securus SCP inmate calling system is a fu lly hosted centralized inmate calling 
platform that w ill automatically record all ca lls (except privileged) and will immediately 
store them in a permanent storage media ma inta ined and monitored by Securus. All call 
recordings are immediately available to NDCS staff based on assigned privileges from any 
work station with appropriate security and passwords. Securus agrees that all recordings 
are the property of the State of Nebraska. 

The SCP uses large capac ity hard drives, along with RAI D (redundant array of independent 
disks), that virtually extend the call storage period to meet your specific needs. 

Ca ll s will be stored online and be immediately access ible for the complete term of the 
agreement. The Securus SCP inmate call ing system is a fully hosted, centralized calling 
system t hat records and sto res all calls at our ce nt ralized data center in Dallas Texas and 
backed up in At lanta, GA. As such, the Securus system elim inates the need to position 
storage units or any ki nd of storage devi ces at each site. Olde r t echnology requ i,red the 
provider to store call recordi ngs on a system hard drive on site where the chance of loss of 
ca lls and the associated ca ll detail was a problem. Additionally, sto ring calls on site requ ires 
add it ional maintenance, spare parts and site vi sits v hich require esco,rts. 

he SCP uses large ca pacity hard drives, along with R ID (redundant array of independe nt 
isks), that virtually extend the ca ll storage period to meet your spec ific needs. 

ecor i gs are stored on-line for immediate access for 12 months. The SCP can also bu rn 
t e i f rmation to CD and/or DVD for add it iona l ack up, if necessary. Additio nally, the SCP 
i erface allmf\,s users with appro riate au h riza i n to "lock" a call or group of ca ll s whi ch 
ca revent the deletion of that ca ll (or ca ll s) be ,and the typical one year period. 

e SCP can record all call s simu ltaneously an ' also allow personnel to li sten to a p1re
recorded ca ll, Nhile active call s conti ue t be rec rded- all without loss of information. 
T es ,s·e records the entire con ,ersation fro ca ll acceptance to termination of the call. 

ad 'ition to the on-line access to call rec rdings on ur fault-tol erant SAN s, the 
rec r 'ings are also written to tape and s ored ff-site at an environmentally co ntrolled 

e 'ia storage fa cility as a disas""er recovery eas re. 

The contractor provided system administrator needs the ability to monitor 
inmate calls for troubleshooting purposes. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

he Securus pro tided Site Administrator will ave the ability to mon itor inmate ca ll s fo r 
tro bleshooting purposes and wil l do at the direction of the DCS. 

In add ition, Secu rus has proposed an option for on-demand ca ll monitoring services. 
Securus can assist investigators at any time during the contract in the listening to calls and 
searching for acti onable intelligence that is consistent with DCS investigative priori t ies . 
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This service is effective during sudden and unexpected circumstances related to escapes, 
violent activity within facilities or a high priority investigation. 

6. System Security Requirements 

Call forwarding and 3-way calls are a concern for NDCS/YRTC. Contractor's 
system must be able to identify call forwarding and three-way calls, and have 
the capability of real time notification including the method of notification. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The Securus system proposed includes Securus patented three way call detection as well 
as the Securus Remote Call Forward Detection technology that will identify three way call 
attempts made initially upon call connect or at any time during the call . Similarly, the 
Securus SCP Remote Call Forward Detection capability will identify when a call is forwarded 
to another number and can provide notification to NDCS staff 

The Securus SCP is fully capable of detecting and preventing any and all attempts by the 
ca lled party to establish a three-way ca ll connection or forward a call to an outside number. 

In fact, Securus is the best in the business at doing so and has patents to protect our 
process of detecting three-way ca lling. In the e ent of a three-way call attempt the SCP 
system w ill flag or disconnect the ca ll and document that it has done so in the call record. 

Securus' three-way prevention system has been avvarded several patents and is one of the 
bes three-way detection s stems in thew rid. With the release of SCP's (Secure Call 

latform) ne rv digita lly clean Ii e trans iss ion; our three-way prevention system has 
increased its capab ilit ies to efficiencies ever before ach ieved. 

Nhen a three-way e 1ent is noted, the system will do one of two things (based on the 
facil ity's cho ice): 

• Disconnect the call v ith messaging to inmate and called party, and note the 
ever t in the call record 

• Mark d e call with no interruption to the call 

Th is feature prohibits the major fraud practice possible with other automated and live
operator systems. Inmates cou ld en list the aid fan outs ide accomplice to "conference" 
them, via Centra l Office-pro tided three-v ay ca lli ng, to an "unrestricted" line, bypassing the 
system controls. Without this protection, inmates have in effect, unrestricted access to the 
outs ide wo1·ld, defeating the con·ectional objecti 1es and policies of the institution along 
with subjecting the pub lic to inmate harassment and fraud. 

SCP is unique in its abi li ty to detect and foil an accomplice's attempt to activate the three
way ca ll feature by immed iately disconnecting the call upon detection. 
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Secu rus' SCP has the un ique ability to d isable three-way call detect ion on a particu lar 
number or groups of numbers, such as attorneys. 

Detecting and preventing three-way or conference call s is a very important aspect of an 
inmate calling system and Securus leads the industry in this a1'"ea . 

We would be pleased to demonstrate these tests and accuracies as needed fo r t he NDCS. 
With an accurate three-way detection system, the NDCS can reta in valuable investigative 
intelligence while curtailing revenue leakage from calls, which should not be connected. 

Securus' patented t hree-way ca ll detection feature has been proven and cert ified in 
independent tests. 

Wi th all t hree-vvay ca ll blocking methods, the technology requ ires "specific usage finessi ng" 
as well as sc ience. Its configuration will be customized by Secu ru s to adjust sensitive 
parameters and th resho lds for optimu m performance. 

Some vendors utilize a three way call ve rifi cation process by which a live agent listens to 
the ca ll to verify the three way call event and then reco rd s co nfirmati on of the event. Whil e 
this step may confirm a three way call attempt or event, what about the other three way 
call s that took place that the vendor's techno logy did not detect? 

In still other vendors attempts to detect three way calling vendors have purchased the right 
to use our three way call ing detection technology. However, without the combination of 
our technology and our patented Remote Call Forwarding Detection (RFC), the objecti ,e of 
isolating three way call attempts that are typically forwarded call s; fall short. 

Remote Call Forwarding Detection (RCFD) specifi cally designed for our SCP proposed in th is 
response, provrdes the abWty to immediate!y terminate a caH tn real tfme if it detects 
that a called party's telephone number is call forwarded to anothe1' telephone number. 

As an added feature, SCP can be configured to allow the call to continue with one of the 
t NO following options if false disconnects are a concern: 

• Announce to the inmate and ca ll ed party that remote fonNarded ca ll s are not 

allowed, and mark the call in the call record 

• Mark the call in the ca ll record, without an announcement to the inmate and 

called party 

The SCP user interface secu re Web site provided by Securus allows authorized users the 
ability to u eate Call Deta il Reports for those RCFD calls by se lecting the "RCF" flag or using 
the specific termination code "Ca ll Forwarding Detected" as shown in Figure 29 below. 
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Securus can demonstrate the effectiveness of our Remote Call Forvvard ing Detection 

service. We identify this calling activity and report results to our customers. Reporting of 

the results are in our call detail records and can be seen b , r c ers. Let us 

demonstrate this capab ili ty to you. We strongly encourage t e I CS req ire r 

competitors to demonstrate this requirement. All of our co peti rs "ill ell y u that they 

are working on enabling this capability and will deliver it \, en availa le. T ey have been 

telling customers this same thing for over six years. 

The State reserves the right to shut down inmate telephones and/or limit 
inmate access to telephone calls in any or all areas of a particular facility as 
needed. Explain how this function can be managed with your system. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus' SCP provides complete flexibility in disabling telepho e seat a t ime of day 
through manual intervention o,, preset calling schedu les. 

SCP allows authorized users to immediately disable a telephone, gr p f telephon es, or 

entil'e facility, using any personal computer with access tot e I ernet. Securus is one of 

the only providers to offer thi s capability to authorized users, a i e, fro anywhere, 24 

hours a day, 7 days a week. This is a major time-saving con ,e ience for al l participating 

users. This function allows authorized users to either ki ll the ca ll i ed iately or allow the 

current call to finish while not allowing any more ca lls. See Figure 30 below showing a 
screen showing how to disable telephones. 
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HOME SYSTEM MONITOR TOOLS AOMIN FI\CILITY PORTAL 

Disable a telephone, group of 
telephones, or entire facility 

Figure 30 

3-W• Call Detection: EIIAB ED 

RCF Detection: EtlAB ED 

RCFD Action: -

Calling Restrictions: llone Seleeleo 

Voice Biometrics: DEFAULT 

Update Cancel 

Authorized users enable or 
disable phones from anytime, 
anywhere. 

Programming Calling Schedules 
If the fac ility needs predetermined schedules to shut ff t' e teleph nes during certain 

times of the ay or night, automated calling schedules ca also be assigned. Automated 
ca ll ing sched les relieve the facility staff from manually perf r ing this task on a da ily 
basis. 

Ca lling schedu les control when inmates can place ca lls b , setti gm I iple on- and off-times 
of dav, within a week, and by day of week. Ca lling sched ules ca be c figured and applied 

to in 'i lidual telephones, groups of telephones, indi ti ol i a es, a d globally. See Figure 
31 below for the Programming Calling Schedules scree . 
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The SCP is compatible with manual cut-offs v itches hat are typically located in the main 
control room, officer substations, or guard t 11ers, as requ ired. 

In addition, SCP allows unlim ited t ime-based c 
features, call ing times can be configure on a per
fac ili ty, or system-wide basis. Multiple allo , edtpr 
day of the week. SCP can also acco 

ate calling. As with most 
e, per-telephone, per-group, pe1'

i-ed ca ll t imes can be configured each 
Ii ay programming. 

Inmate telephones must be restricted from out-pulsing any dual-tone multi 
frequency (DTMF) digits once the call has been connected. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

he inmate te lephones will be rest1·icted fr lsi g any dual tone multi frequency 
(DTf ~F) digits once the call has bee, connec e 1

• Sec r s' 'ual-tone multi-frequency (DTMF) 
detection is part of the fraud p1·evention to Is t at are pr vided with every SCP installation. 

The DTMF-detection feature prompts in ates o 

call set up and acceptance. This feature preve s i 
secondary dial tone to place additional ca lls. 

alle arties for keypad entries during 
ates from obtaining and using a 

he DTMF-feature li stens for the inmate or co iled arty to respond to a prompt with an 
entry on their telephone keypad. Based on t e eypa e try, the call is either connected or 
blocked. Additionally, the system can also detect r rej ect add itional digits that are pressed 
after call completion on standard co llect ca ll s. 
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Contractor must provide the proposed system with audit software that keeps 
track of access to system, i.e. time and date of all network logins, time spent 
logged in, changes made while logged in, calls monitored by user, etc. This 
access information will only be available to the NDCS Intel Coordinator or 
others as approved by the NDCS Intel Coordinator. Explain how your system 
accomplishes this. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will provide the NDCS with one of the only anywhere, anytime, single-point access 

customer portals in the industry. At any time, day or night-24 hours a day, 7 days a 
week-the NDCS can use the SCP user interface to securely access all system functions. 

Any authorized user with an approved user name and password can eas ily access all 
reporting functions, recordings, monitoring of inmate calls, and all configuration 

capabilities from any PC with Internet Explorer 6.0 or higher software. The NDCS can 
control when its users log in based on time of day and day of week, restrictions by IP 
Address or allow anytime/anywhere access. 

Securus' SCP's audit and tracking feature logs all users' specific activities for investigative 

purposes. This feature creates an activity log that can be accessed by specified site 
administrators only or by site personnel with authorized security credentials. The system 
tracks users' activities to ensure that you have complete control and audit of your system. 

The fo llowing activities are tracked and logged to ensure that system usage integrity is 
maintained at all times: 

• When users log in to the system 

• How long use rs stay in "'"he system 

• Which recordings were onitored or played by a specific user 

• What the user did with a recording 

• Including all other activities such as changes to custody accou nts, personal 
allowed numbers (PANs), global list entries, secu1~ity templates, etc., are also 

comprehensi ely racked and logged for each event. 

The Contractor's system must have a real time "Call Alert" feature. This feature 
will alert staff that a designated inmate is making a call, or that an inmate is 
placing a call to a designated telephone number. Explain methods for real time 
notification, NDCS prefers email alerts, or phone call alerts. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The SCP provides an "Ca ll Alert" feature that we call "CovNt Alert". Covert Alert provides the 
capab ility to alert staff that a designated inmate was making a call or that a specific 

telephone number was being called by an inmate. In addition, a call can be placed to alert 
an authorized NDCS staff member and offer live call monitoring. 
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Figure 32 below illustrates th e SCP user interface screen used to configure the alert 

notification. 

~ .. . 

0 Rel urn to 0/al lls\ 

Figure 32 

I Call Schadulqs I f C..11 Forwardf. J f Phon"' GroupSi / ( V,rtu;,l Croup$ I 

Covert alerts can be set by PIN, 

phone, or any dialed number under 

(- GEIIERAL DIAL LIST IIIFORIAATIOII c· ~""'""·~ .. ··-') ------- investigation (here, a dia led 
-CUM- --,"'-'"'-o"'-"'-,~-"'°-1,.-,,_- ,-1 -----------------------~"""""----i number) . 

Investigators ca n then easi ly e nter a 
phone or emai l address that wil l 
receive the a lert . 

,_ COVERl ALERT IIIFORMA, 011 

Oiitfed Uum~r 1 000100000c ' 

8to~ked; 1.:0 

\·t1tch . HO 

RK-ord Calli . NO 

0 1a.hng CtanofS1:rvlce. 

SllbJt : ACTIVE 

3.\.'hiy C.all 0.t•c-bon. OEF.WLl 

Max CJU Out : 0 rr.1n1,1w 

Oescriprlon pu 0•1 

Cff1te O.tte. 0~7.;;7010 

PUI ' ll~c,.11 

ACTIVE .., r 0 

Covert Alert has th e capability to bridge a call to an authorized remote u er for th se 

dialed numbers, phones, or inmates PIN, that a1"e under surve illance by the i es igative 

unit. The Covert Al ert feature allows authorized personnel to mon itor a ca l!, fr any 

designated remote loca tion, while the call is in progress. 

After a dia led number, phone, or inmate PIN, is assigned a "covert" status, the user simply 

enters a telephone number (such as cellular, home, or office), which is where e or she 

wants the ca ll sent to for live monitoring. 

When a ca ll is placed by an inmate, or to a phone number, or on a phone that has a covert 

alel"t trigger, it is then automatically sent to th e pre-designated investigator ph ne 

numbei-(s). A call can be sent to multiple numbers simultaneously all owing se ,era! 

investigators to listen into the call. 

There are no distance barriers to the retrieval process so the remote teleph ne number 

can be located within the faci lity, or across the country. As an additiona l benefit, 

administrators may continue to monitor this call and other ca ll s, through the on-site 

workstation, \Nhile using the SCP user interface, or remote live ca ll -forwar ing feature. This 

allows fac ility investigators to effectively monitor potential illicit activities regar 'l ess of the 

investigator's location. 
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If selected an e-mail is sent to the investigator that notifi es the investigator of the date, 
time, inmate PIN, originating telephone, and dialed number immediately after the ca ll ed 
party accepts the call. Figure 33 below provides a sample e-
mail alert. 11111 Verizon -;:- 10:02 AM "f O (j(J, 

Figure 33 

Alert otification E-Ma·1 
From: SEO..ftUS _,ALERT _po .JIC1T _RS'I. YOsean,ste<h..net Stnt Wtd 6/2/2010 1:11 PM 
To: Ad.nEcwa-ds 
Cc 

Subjrd: SYSltP. COVlRT AlERT 

A covert alert has been triggered indicating a call has been placed froe/to a CALL_PARTY. The 
detail of this call is as foll ows: 

Phone , : 19722770503 

Phone: LP 27 

Phone Group: General 

Inmate llaoe: Adam Edwards 

In ate Account I: 5959595959595 

Recorded: v 

Investigators can also choose to rece ive a covert alert via text 
message. The text message includes the date, time, inmate 
PIN, originating telephone, dialed number, and indicates 
whether or not the call has been recorded. The following 
figure provides a sa mple text message alert. 

Additional Security Feature 

As an added security feature, the investigator will be 
prompted for a personal identifi cation number (PIN) when he 
or she receives a call from Covert Alert. The investigator's Pl 
must be entered and accepted before the call is connected to 
the investigator. This feature ensures that only the 
authorized perso n will receive Covert Alert ca ll s. 

When the investigator receives a Covei-t Alert ca ll, he or she 
will hear a message such as the following: 

SYSTEM: COVERT ALERT 

A covert alert has been 
triggered indicating a call 
has been placed from/to a 
CALL_PARTY. The detail 
of this call is as follows: 

Phone #: 19722770503 

Phone: LP 1086 

Phone Group: General 

Site Name: Securus Demo 
Site 

Inmate Name: Adam 
Edwards 

Inmate Account #: 998899 

Recorded: Y 

For more detail please go 
to S-GATE by logging on 
to 
https·//commandcenter se 
curustech net/SignonWeb/ 

This is an automated 
system generated 
message. Please do not 
reply. 

"This is a covert alert call frorn John Smith, an inmate at the Nebraska Depm1ment of 
Corrections. To accept this covert alert call, please enter your investigator PIN no ,'If.,, 

"Barge In" 

While on the covNt alert call, the investigator can terminate the ca ll between "-he inmate 
and the called party by pressing a predetermined code. 
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In addition to being able to disconnect the call, the investigator can al so barge into the 

inmate conve rsation and speak to both the inmate and the called party by pressing a 

predefined "Barge In" code and confirming that they want to barge in . 

The confirmation helps t o eliminate an investigator from accident ly press ing the barge in 

cod e with their cheek. 

Thi s "Barge In" capability is available through both Covert Al ert and on call s fo rwarded from 

SCP Live Monitor. Wh en live monitoring a conversation, the call can be forwarded to an 
investigator cell phone, office phone, or other designation, allowing th em to barge into the 

conversation using the predetermined barge in code and acceptance digit. 

Covert Alert Call Detail Record Report 

The Covert Alert Call Detail Record Report allo NS authorized users to search for calls in 
which a covert alert was triggered. The report provides comprehensive detail regarding the 
call. Figure 34 below is an example of the SCP user i terface call detail record search used 

to create a covert alert report. 

MAIIAGU.'IEIIT LEVEL 

e ru.s Demo S(e V I ,,,, 
¥Mr:-

Covert Alert Call Detail Records Search 

FILL IN SEARCH CRITERIA l • lndJCJ!H Rtqulr~ Fie ld s J 

(U<e • for ,-..ti a.'ll I pamal se.rtl\e,' ) 

Alenee coon1ry 
Cod~ 

Counm• Code: 

Arctllame: 

· ' Phones ..., 

Alene~ 
rtum~r: 

Dialedllumt>er. 

Lutlla.me: 

Figure 34 

Ai<'nee rs t e: 

Covert Alert report results display cri tica l informat ion 
about each t riggered a le rt such as who was a lerted, 
what happe ned, ca ll status, ca ll sta rt and e nd, 
durat ion, dia led numbe r a nd more. By clicking the 
icon to the left of each record, use rs ca n display full 
call deta il information for each ca ll . SCP's Covert 
Alert feature and reports have assisted in many 
criminal invest igat ions throughout the country. 

AJenee Lost flame: 

PIii:: 

Termination _ L _ C.II S1atus.: - All - " 
___ c~·~,eo~on'.!:"------========:_--------------------·------------

D&teCritcrta: 0 31 lflme Range v St.art: 05/01/2010 00:00 00 End; 04/19 011 23 59 59 

Search EXCEL POF CSV Reset 

17 Resull5 
PAGE ~ OF2 > >> 

NRT A.L(RTH OW.ED U!~ CALL rtll 
SIT! LOC I A_fRITfJLU,1.f fERMC,U • 10 H t[ 1 1 1 ! 1111c AC CTl.,,.tN ~£ ;t.UU!i ..CCE.PT 

" securus Demo LP 10 2145654417 dee dee No lnvcsti(I tot Aecepttmcc 05-25-2010 05-25-201 41 dce2508 dee Q& complete 
Site . 6 :33:31 15:34 :12 S722770S9l 2508 

" Sceurur Demo LP 10 2145664417 dee dee Pare m Cbll Ended 05-25-2010 OS- 5-20 0 15 dee2508 dee qa complete 
Site 18 :16:02 lS:16 :17 9722770591 2508 

' Securus Demo LPS 2145664 17 d~dee No Inv«ti911tor Ac«pt11r,ce 05•27-2010 05-27- 1 51 dec2508 dee Q6 complete 
Site 13:15:33 13:16:24 972-170S96 2S08 

' Sccurus Demo je test 4 2143345467 Ji,mes rlo Invcsti1111tor Acccpti,nce OS-28-2010 0 5-28-2010 49 898989 He le n complete 
Site Roger$ 10:13:.3 10:14:12 9723659243 9899 Huynh 

" Secu rvs De mo je tcst4 2143345467 Jnmc• Coven Alert Error 05-28-2010 OS- 8·20IO I52 898989 He len incomplete 
S ite Rogers U :04:06 U :06:38 9723659243 8S9'9 Huynh 
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System security should be available at varied levels of system access. Explain 
how your system restricts access to particular features or programs based on 
NDCS/YRTC user login. Contractor should identify various inmate data sets 
which may be restricted by user level. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus' SCP provides an advanced multi-level password scheme specifically designed to 
provide facility administrators with the ability to assign their own unique levels of access to 
individuals who will use different features of the SCP. Additionally there are view and 
change options for each module depending on the need of the user. See Figure 35 below 
that shows a screen shot to manage, create, edit and predefine user levels in SCP. 

S C r a p 

Security Templates 

Figure 35 

rm 

Administrators can manage, review, 
ed it, and de lete all sernr ity 

"templates", predefine templ ates, 

and add new templates as req uired 
- all fr om one location in SCP . 

C"me Tip Read Ac;,;:en Admin 

tP Allmon - !r>formtant 1.one edify !nlonn&nt Line od,fy Access Admon 

- p .e.dm1n · 1n·o -mant liM ·ead ---Informant Line Read Access Admin --~---

Admon,wotor /o l w~ Mo onn;, Right~ 

Facility Routing llumb1;>r: 99001 

./ --- ---
/ 

/ 

The administrator may modify the initial access leve ls and/or create additional levels based 
on facility clearance objectives and designated entry to each tool in accordance with this 
requirement. A use ,- log is provided illustrating the user name, tim e of access, and 
m dules accessed. See Figure 36 belmN fot· the screen shot that shows how to create new 
security templates. 
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Figure 36 

ec r C II Pl fo l= aclUI)' Routing Number: 99001 
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Create New Template 

Administrato rs can create new 

security templates base d on unique 
requ irements. 

Fil l t I THJPLATE I IFOfU.tATIOtl I • ln d ><1IH Rtqulrt<I F .. ld> I 

Oo.,cnptlon: 

Create New Security Templates 

Ace s~ 

r 
r 

The administrator may modify the initial access levels and/or create additional leve ls based 
on fac ility clearance objectives and designated entry to each tool in accordance vtit h th is 
requirem ent as shown in Figure 37 below. A user log is provided illustrating the user name, 
t ime of access, and modules accessed. 

UAl'llt.GE/, rn LEVEL 
PI@, 

Create New T ernplate 

Figure 37 

Admin ist rators can create new 
sern r ity temp lates base d on un ique 
requirements. 

FILL U'I TH IPLA TE lllFORf.M. TIOll 1 • lnd1v, 1n Rt<1ulrt<l F Id> l 

Onc:11pt1on: 

Ct te Can I 

Additional Password Policy Options 

(2001 

1 Mi91,9 
r 
r 

SCP provides users with flexibl e Pass Nord Po licy options, enabling administrators t 
customize login security to meet their needs. 
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Passwo rds can be configured by options such as loca t ion, length, days to expire, and even 
the number of password cyc les that m ust occur befo re the password ca n be used agai n. 

Additional configu ration options include reminders for password expiration and m inutes of 
allowable inactivity befo re session timeout. 

To ensu re customized password pol icies are very efficient t o m anage, SCP1s login screen 

also has a 11Forgot Your Password" featu re. This enables users to reset expired passwords. 
See Figure 38 be low t hat shows password configuration options in SCP. 

Secure C Platform 

Customer Detail 

CU STOMER IUFORf,1ATIOtl 

Id; .mi,1 

oes(.rtp1iQA: securus D mo Sit 

Figure 38 

s 1a111$: A TIVE 
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odue1ion Support 

Timeout (mtnu1u1: 420 Enro,"C:e IP: I JO v 

r Lt>llgttl; 8 

Expl..i,on R minder: ~ v 

SECURE CALL DEB 
EDADV 

Select-> 

<. Dcsol0e11 

Pas,.word Storr, l 2 

ADUTOOL 
SCI 
EDBAS 
EICONFIG 

Passwords can be customized 
in length, durat ion, 
recurrence and more. 

Cone I Updare 

Online support for users who ha 1e forgotten their password is r tide I t r ugh the 
"Forgot Your Passw rd/I fea ure availab le from the login screen. System sec rity req uires 
users to provide the correct ansvvers to preset questions before eir pass Mord can be 

reset. Once a ne rv pass, ord is created, a confirmation email is sen to e e ail address 
linked to the user ID. 

Cellular and IP telephones present a security concern and need to be 
identified. The Bidder must state in their RFP response, how their system will 
identify calls placed to cellular and IP phones, flag all call detail and recordings 
on said phones, and have the capability of real time notification including the 
method of notification. 

SECURUS HAS READ, AND UNDERSTANDS AND COMPLIES. 

Securus SCP identifies call s placed to cellular phones and se lect IP phones as described 
below. 
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The Securus SCP is a carrier class switching system actively communicating over the 

Adva nce Intelligent Network (AIN), the same network Local Exchange Carr iers (LECs) use to 

identify ca ll type, b ill ing, carrier ownership, call rout ing, etc. In the split second it takes to 

validate over t he AIN and our own billing network, Securus captures enough information to 

accu rate ly ident ify calls placed to cellular phones as well as calls to select IP phones 

associated with providers that have established Operating Company Numbers such as 

Vonage. 

One signifi ca nt advantage Securus has over the competition is our ability to instantly 

provide beginning and ending coordinates of calls to mob ile telephone numbers. It's our 

experi ence that 82% of all calls processed from correctional fac il ities are received by 

m obile use rs which presents a substa nt ial securi ty co nce rn . We understand it's equally 

important to knovv where the ca ll is be ing rece ived as well as wh o is rece iving t he call. 

Securus' Location Based Services ca n identi fy ca ll s to ce llular telephones and flag those 

calls in data searches performed by aut horized NDCS employees. Other LBS capab ilities 

include: 

K Ge location information for ca ll s to ce llular phones to find "geographi c areas of 

i terest'' 11.1 ere i ate call s have bee n pla ced to cell ular phones 

• rigger C 1ert Alerts for ca ll s to cellular phones that are accepted \,vithin "geographic 

• 

oreas of interest" (Geo Fences) which can optional ly be further refin ed to on ly 

trigger · he alert uhen the call is placed: 

~ ·-

Fr 

Fr 

a specific inmate 

as ecific ce llular phone number 

a specifi c inmate phone 

e I cati n gathering \Nith On-Demand for se in investigations or exigent 

circ _ ·ances such as amber or silver alerts 

Calls Placed to Cellular Phones: Wireless Indicator 

\//he a i de akes a call the Securus SCP looks up the ca lled number in th e LI DB 

Database. If t e nu ber is a cell phone number, SCP flags the number in th e Call Detail 
Report vvith e wireless indicator (ce ll phone tower icon). Rep rts associated with call s t o 

IP Pho es ca be provided upon request. See the wireless indicator sample sc ree n shots in 

figure 3° and 4 belo '"· 
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Figure 39 
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Figure 40 
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T e Sec re Call Platform (SCP) includes the Co 1ert Alert feature for wireless calls that will 

se e ca ll to an in 1estigator or authorized NDOC employee on their cellular· or another 

e v, en a specific inmate places a call and offer them real-time monitoring of that call. 

See a sa le screen shot below in figure 41 that shows the configuring of an alert 

n tification. 
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Figure 41 
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Covert Alert can b,~idge a call to an authorized remote number· for dialed numbei-s, ph nes, 
or inmate Pl Ns are under surveillance by investigators. The Covert Alert feature allo 1vs 
autho,~ized personnel to mon itor a call, from any location, while the call is in p1· gress. 

When a call is placed by an inmate, or to a phone number that has a Covert Alert trigger, it 
is automatically sent to the designated investigator phone numbe,~(s). A call can be se t 
multiple numbers simultaneously allowing several investigators to listen to the ca ll. 

Covert Alert can send calls to any phone number within the facility or across the Unite 
States. Investigators can also monitor calls through on-site workstations using the SCP user 
interface, or remote live call-forwa1·ding feature. This allows facility investigators to o itor 
potential illicit activities regardless of the investigator's location. 

Covert Alert can send E-ma ils to the investigator(s) with information about a Covert Alert 
call including date, time, inmate PIN, originating telephone, and dialed number 
immediately after the ca lled party accepts the call. 
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Per Addendum 8 the following requirement has been amended. 

Bidder must identify their capability to provide technology allo• . .".'ing the 
facility to terminate the cell signal •.11hen signal is within a specified distance 
from the facility, and alert NDCS/YRTC staff. 

Bidder must identify an capability or technology they have that might identify 
calls to cellular phones and their proximity to the correctional facilyt when 
calls are in progress. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The Securus proprietary Location Based Services (LBS) product is available now and is 
part of the Securus base offer. LBS allows the NDCS to determ ine t he true location of a 
cellular phone. LBS provides the following benefits to correctional institutions: 

1. Provides the called party's approximate location at the time of an inmate's ca ll ia 

a link in the ca ll detail record (CDR) 

2. Establishes a "Geo-Fence" or geographic perimeter aro und a facility loca ion.\ 'hen 
an inmate calls a ce ll phone that is within the Geo-Fence an alert n t ificat i v ,ill 

be sent to the NDCS/YRTC staff, allowing for the term ination of the ce ll signal (call) 

3. Identifies the real-time location, on-demand, of a suspect's ce ll p one ( v it 
appropriate warrant documentation) 

Location Based Services 
Securus' Location Based Services provides correctional 
facilities, investigators, and law enforcement with the 
following benefits: 

SECURUS Technologies 

Cell phone termination location at call acceptance 
and call end. This means that LBS will tell you if 
inmates are calling someone right outside the 
prison walls. 

Geo-fence perimeters or unlimited, custom 
boundaries that allow users to identify call 
termination locations within that fence 

Covert alerts that provide real-time notifications of 
call termination within a geo-fence 

CDR mapping of call terminations to wireless points 

Real-time location identification 
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Reports generated from the CDR contain an icon that identifies calls to a wireless number. 
LBS provides an add itional link that maps the location of a wireless number when the 
inmate placed the call. 

Geo-Fencing 

With geo-fencing, correctional institutions can set up a perimeter around individual 
facilities that identifies when an inmate call s a cell phone that is located within that 
perimeter at the time of the call. Geo-fencing can generate a Covert Alert notifi cation to 
investigators that allow them to act quickly on real-time information. This va luable 
capability helps protect yo ur perimeter and is helpful in preventing escape attempts. See 
42below for a screen shot of the Geo Fence Management. 

GEO Fence Management 
0 Md 

- Fl. DOC ~--

Figure 42 
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Our GEO fence alert ca pabili ty will allow for an in estigat r to be ... i ied nl e a ca ll is 
made to that ce ll ph ne within the GEO fence or w hen that ce ll phone e ers the GEO 
fence. Once the notification is provided to the investigat r, and the i estigat rs begins to 
monitor the ca ll rea l t ime, t hey ca n terminate the ca ll o r· li sten t the ent ire I, f t he ca ll . 

Covert Alert 
Covert Aler·t allows suspicious te lephone calls to be sent to a re te site f r i ed iate 
mon itoring. tnvestigators identi fy t he uiteria for the suspect ca lls, , hie ca n include d ialed 
numbers, te lephones, inmates Pl , or geo-fence perimeters that are under surveillance. 
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When a call is placed by an inmate that meets the Covert Alert trigger criteria, it 
automatically routes the to the pre-des ignated investigator phone number(s). 

Once a questionable call has been sent to the remote site, authorized personnel are 
alerted and can monitor a call while it is in progress. The investigator simply enters the 
telephone number of the remote site where the suspicious calls are being housed. Any call 
can be sent to multiple numbers simultaneously allowing multiple investigators to listen in 
on the call . Please see figure 43 be low showing a covert alert on Geo Fence Perimeter. 

Figure 43 

.,. • 111!-,_ • .. - ' •T'I. 

Real-Time Location Services 

ea l-ti e ce ll phone location identif ies the location f a suspect's ce llular phone, in real
i e, rega rdless of whether or not a ca ll is in progress. This featu1·e ai ds invest igators in 

I Cat i g persons of interest faster and requiring fev er res urces. Use of thi s future 
benerally re ui res appropriate warra nt documentation. 
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Location Based Services 
LBS provides unmatched investigative value by showing you 
the geographic location where inmate phone calls are 
answered. Securus' proprietary Location-Based Services 

delivers the following benefits: 
Increase the efficiency of your investigative staff 

Prevent and minimize contraband at your facilities 

Increase the safety and security of your community 

System must have the capability to provide detailed reports as defined by the 
NDCS/YRTC, to include but not be limited to: 

a. Number of calls completed by institution 

b. Number of calls to a specific number 

c. Number of calls by a specific inmate 

d. Number of terminated calls, including detailed reasons 

e. Number of calls per gallery 

f. Number of calls monitored by NDCS staff and institution, etc. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

he Securus (SCP) has a ded icated report writer that prnvides investigative information 

based on the call detail records. hiss phisticated repo1·ting tool provides a reporting 
interfa ce into all calling activities, ir clu 'ing but not limited to: 

• Number of ca ll s con plete b institution 

lumber of calls to as ec,fic n mber 

• Number of ca ll s by a specific inmate 

• Number of terminated alls, i ,eluding detailed reasons 

• Number of ca ll s per ga llerv 

• Number of ca ll s monitored b, IDCS staff and institution, etc. 

Users can search and analyze ca ll 'eta ils n all calls placed from each inmate telephone 

through SCP. These details include date, t ime, duration, telephone number, origination, 
destination, inmate ID, terminati n ·eason, and more. SCP retains call details on all call 
attempts. Users can custom ize the sta ndard repo1·ts by varying sea1·ch criteria, such as date 

range, facility, or call length. 
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SCP provides standard reports with parameter fields that allow the user to define the 
information content of each report based on the following criter-ia options: 

• Per phone, per location, and per offender 

• Destination number (partial or full number entry) 

• Date and time range 

• Call frequency 

• Call type (completed, incomplete, blocked) 

• Number restriction and/or status assignment 

• Personal allowed number cross-referencing 

• Graphical display of call fluctuation 

• Broad search with no data entry 

• Suspected fraudulent call activity 

• Offender name 

• Offender PIN (if used) and/or account number 

• Prepaid calling card number 

• Destination zone (loca l, interLATA, inte1-state, intraLATA, international) 

The Investigative Reports section compiles data and opens the information in a report 
format, on tf e Norkstation monitor. Investigative Reports provides multiple functions for 
call playback and copying call recordings to 1-emote media. Authorized personnel ca, use 
this unique application to generate a repo,-t even when only a littl e information is a 1ailable. 

A full set of reports that administrative users need daily, as well as a full set of in ,estigative 
reports, makes Secu rus' Standard Reports generator anything but standard. 

Call Detail Report 

The Call Detail Report (CDR) provides investigators an intuitive and user-friendly report t 
view or sea,-ch vi1-tuall I anything related to an inmate call, including: 

• Site name from which the call or iginated 

• Phone location as labeled in the system 

• Facility code 

• Dialed number 

• Sta rt date/ti me 

11 End date/time 

Duration of ca ll 

• Inmate Account umber 
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• Inmate PIN 

• Prepaid card number if used 

• Inmate first, middle, and last name 

• Type of call (voice mail, person call, prepaid call , debit call) 

• Status of call (complete/incomplete) 

• Reason for call termination 

• Reason for block 

• Call properties (watched number, RCF detected, three- Nay attempt, private 
number) 

• Destination zone 

• Desired results per page 

The option for the NDCS/YRTX to utilize voice to text translation and voice 
recognition with specific word or phrase search capabilities. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus SCP has the ability to provide word spotting capabilities an to co vert record ings 
to Engli sh text from either Spanish or English record ings .. ro g r softv are based Audio 
Conversion solution or through an optional Li 1e Operator s I i 

Each of these so lutions is described below and has bee ref i E , a • 'ress the chall enges 
of transcript ion in a correctional environment. 

Word Spotting 
SCP's Word Spotting is an investigative tool that automatica lly 1 

short phrases \Ni thin inmate conversations. This technology 
investigations and reduces labor demands, but also increases i 

Word Spotting Technology 

1s specifi ed keyword s and 
I speeds up 

e capabilities. 

Securns' Word Spotting solution was developed specifica ll I f r e c rrections 
environment. 

As an experienced innovator, Securus built and tested th is tee I gy in our development 
lab using real ca ll s placed by real inmates with feedback and ire tion from real 
investigators. This approach ensures that NDCS will be using a pre ier investigative tool 
with the best accuracy in the indu stry today. 
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SCP's Word Spotting features include the following: 

• A default dictionary of more than 7,500 search words that can be customized to 
meet the facility's needs, including slang and jargon not found in standard 
dictionaries. As security threat groups expand t heir code word vocabulary and 

new intelligence is gained, new keywords can be added. 

• A user-friendly interface where suspicious inmates or phone numbers can be 
selected for ongoing searches. 

• A Word Spotting search engine that automatica lly processes inmates or phone 

numbers with no additional invo lvement from facility staff. 

• Integrated reporting that allows users to identify ca lls where specified keywords 

were spoken. 

• A unique feature that al lows users to se lect suspicious record ings from the 
standard Call Detail Report and se nd them through the sea rch engine w ith a 
single mouse click. 

Securus' Word Spotting: Fully Integrated with SCP 

Other similar tools in the industry use off-the-shelf systems that are intended to 
be used for call centers or educational institutions. These systems do not 
account for the ever changing landscape of criminal investigations or the 
evolving mentality of inmates. In many instances, these systems also force 
investigators to copy calls to local machines or move calls to a separate tool to 
identify specified words spoken throughout the call. 

In contrast, Word Spotting is fully integrated with the SCP calling platform. 
Through this integration, Word Spotting searches for specified keywords in calls 
automatically without the need to switch programs or download calls. 

Word Spotting Reports 

Authorized users can access th e \f\/ord Spotting repor i g to ls thro gh SC P's user 
interface. From he1·e, sea rch cri te ri a such as date range, Pi , 'iale number, and inmate 
name can be used to pull a report that list s all of the calls Ni identified keyword s. 

The reports provid e standard info rmation such as the name f the inmate, their Pl N, and 
the dialed number. In addit ion, investigators can see which ke /\Nord was "fo und" and the 
time within the ca ll that the word was spoken, saving valuable t ime by eliminating t he need 
to listen to the entire call. 
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Suspicious calls can be selected and those recording can be analyzed using the integrated 
SCP media player. 

By using the media player with the report information, investigators can "skip" to the exact 
location in the conversation when the keyword occurred. See Figure 44 below for a screen 
shot of a word spotting report. 

Word Spotting Search 
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Figure 44 
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Voice-To-Text Technology 

Securus Audio Conversion Solution (AC) 
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.... 3 
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00·00:25.48 00 ,00,25.61 
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By leveraging the capabi lities of speec re g i""i , Securus can pro ide software and 
hardware tool s that will allow the NDCS fin s bject atter within the contents of digital 
audio files and produce transcripts ft se fi les. 

The Securus Audio Co nvers ion (AC) So l ti n ca reduce the time and complexity associated 
with producing transcripts for use in in ,estigat i s or court proceedi ngs. 

he Securus solution for transcription is a aut mated so lution that creates transcripts 
from stored digital audio fil es of tagged rec rdi gs. 
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Live Operator Transcription 

As a more effective alternative, Securus uses a live operator trained to monitor inmate 
communications and to convert the audio recording to text. 

This method has proven much more accurate than automated "listening" software. By 
using th is system, Securus can ensure that the translation will be able to detect and identify 
a sequence of numbers communicated by the inmate to the called party or vise-versa 
during the course of the ca ll. Securus partners with Guarded Exchange, LLC for this servi ce. 
If NDCS takes advantage of the Guarded Exchange optional call monitoring and 
investigative services, then thi s translation function will be available for up to 50 hours per 
week of speech to text translation services (English and Spanish). It has been our 
experience that customers prefer live translation services over computerized to minimize 
rework and improve investigative information. 

Here is how it works: 

The authorized system user simply se lects the recording they would like to have 
transcribed and the system will automatica lly create a record of the call for transcription 
and provide a URL, not the recording, for access to the recording. The URL is then sent via 
email to Guarded Exchange and the fully transcribed message is sent back to the 
authorized user with notations of suspected actionable information. Normal turnaround is 
48 hours, but special situations may be completed in less than an hour. The NDCS can set 
up any form of alert triggers for the transcribed recording including numbers. 

The Securus on-si e PIN adm inistration personnel can facilitate the process for the DCS. 

With regard to references, Guarded Exchange currently provides ad hoc transcription and 
translation services to the State of Missouri. 

7. NITC (Nebraska Information Technology Commission) Requirements 

All equipment used must comply with Nebraska Information Technology 
Commission (NITC) and Nebraska Office of the Chief Information Officer 
Standards and Guidelines. The Standards and Guidelines are available at 
http://www.nitc.ne.gov/standards/. Specific standards include: 

a. 8-101 - Information Security Standard 

b. 8-102 - Data Security Standard 

c. 8-301 - Password Standard 
d. 8-303 - Remote Access Standard 

e. 8-304 - Remote Administration of Internal Devices Standard 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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All NDCS Computing resources must comply with AR 104.06 - Computer and 
Telephone Equipment Usage. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

8. Network and Cabling Requirements 

a. WAN/Internet Service - DCS/OCIO will provide a basic VPN connection 
for remote system maintenance (see Remote Access section below). If 
the project requires a connection to the Internet beyond the remote 
support VPN, the contractor will need to establish their own contract 
with an Internet Service Provider (ISP) for service while following 
NDCS/OCIO guidelines for circuit equipment location. The contractor 
must provide their own Uninterrupted Power Supply (UPS) power for 
such equipment. There are physical limitations to installing new 
service at some facilities so the project manager will need to coordinate 
with the NDCS Engineering Department if construction is required. The 
Engineering Department will review property ownership and liability 
issues and must review the contract made between the contractor and 
their ISP who will provide service on NDCS property. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will provide all connectivity to our private MPLS network that is used to process 
and connect all inmate calls and to facilitate remote monitoring by our ietwork Operations 
Center located in Da llas Texas. Securus will also provide its own UPS for appropriate 
equipment. 

The Securus ietvvork Operations Center (NOC) is located 
\Nithin our corp rate headquarters in Da ll as, Texas. See 
Figure 45 for a graphic of the NOC. The center is staffed 
24 hours a day, 7 days a week, 365 days a year. The 
center is staffed w ith highly ski ll ed Adm inistrators 
trained to monitor, diagnose and resolve any potential 
system or network abnormality, or escalate the issue to 
appropriate Information Technology (IT) suppor-t 
personnel. 

Premium Network Monitoring Capabilities 

Securus proactively ident ifi es potential system and 
network abnormaliti es through a centt·alized diagnostic 
application, Orion by So lar Winds . 
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Fcgure 45 

NOC Monitoring Center 

NOC Administrators monitor, diagnose 
and resolve any system or network 
abnormalities in the Securus Network 
Operations Center. 
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This net\Nork management software allows Securus personnel to continuously monitor all 
hardware, software and system metrics . 

Through our network monitoring practices, we are able to: 

• Enable proactive repairs to a system before it goes down. Many times 
corrections are made before a system shows signs of an issue and before the 
fac ility is aware of a prob lem. Th is mea ns less down time and increa sed system 
reli abil ity for the fac ility. 

• Alert remote or on-site engineers of any system threshold inconsistencies 
or alarms. If detected: 

o Al erts are se nt to the NOC to track the event. 
o The NOC communi cates with engineers through emai l, SMS (short message 

service), or directly t hrough a wi re less phone to address the issue. 

• Receive real time alerts when the system detects an error. 

o ldentffies that the Network E,ements health threshold has been 
exceeded or if any other potentia~ system issue has been discovered. 
Additionally, volume thresholds are estab lished for each trar sport carrier on 
core node equipment at each data center, alerti g Secu rus personnel of 
possible carrier network issues. 

• Monitor cafl traffic patterns, bandwrdth detaf(, and network life cycle 
management to ensure suffident resources are in place. Ase arate 
Capacity engineering team reviews call traffic volu e repo sand storage 
requi rements throughout all systems. 

• Centra[ty monitor au camng traffic and reporting to determine ff increase 
or decreases ·n the number of te ephones are needed. po agreement by 
the customer, the service and operations team r\rill ins all any ad 'i tional 
telephones required. 

Infrastructure Inspections 

System Administrators make scheduled inspections of all syste s a r tinely perform 
preventative maintenance and software enhancements. hese ac i 1 i ies are controlled by a 
production change control steering group. Additionally, change co r I practices have been 
reviewed and are compliant with Sarbanes Oxley. 

Securus will maintain an uninterruptible pov er supp ly (UPS) bac for the equ ipment 
installed on the NDCS premises. Securus commonly uses Powervvare 5115 UPS, which 
eliminates spikes, sags, surges, transients, and all other over/un er v ltage and frequency 
conditions, providing clean power to connected cr itical loa s. See Figure 46 below for a 
picture of a Powerware 5115 UPS. 
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Figure 46 
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The Powerware 5115 rack mount UPS is a high-density power quality and backup power 
protection solution ideal for servers, storage systems, network equipment and other critical 
devices. Delivering basic surge protection and backup power, the Powerware 5115 rack 
mount UPS additionally offers the best UPS power protection against five of the nine 
common power quality problems. The sl im design and wide range of UPS system 
installation possibilities make the Powerware 5115 rack mount UPS the most versatile UPS 
power quality solution ava ilable. 

Calls in Progress 

The Integrated Access Devices (IAD) and unin erruptibl e power supply (UPS) maintain all 
currently ongoing telephone ca ll s for up to 3 i tes v hile blocking any additional call 
attempts after the event. After 30 minutes, t E system powers down to a quiescent state 
t hat allows it to resume full operation automa icolly after commercial power is resto red . 
After power is restored, the system immediate ly res ores ca ll process ing. 

When commerc ial power is lost, there is n c an e i ... he operat ional characterist ics of the 
system. If commerc ial power is not rest re exho sti ng UPS power, the system 
termi nates all ca ll s in progress and s uts I ercial power is resto red prior to 
exhausting UPS power, no change ccurs i er a i nol characteristics of the system. 

b. Cabling. The contractor will provide at a minimum: 
i. Network horizontal cabling from contractor's equipment to 

NDCS network. The current standard for NDCS is blue Category 
6 cable and plenum cable where necessary to meet fire and 
safety codes. Rack mounted patch panels are generally 
preferred over wall mount blocks. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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ii. The NDCS IT Manager must approve all network cabling design 
prior to installation to ensure industry and facility standards 
and codes are followed. After the contract is awarded the 
contractor will perform a site survey to determine where all 
new equipment will be installed and how to route cabling to the 
nearest existing telecommunications room. The contractor will 
communicate with facility maintenance departments for 
installation of all conduit for all cabling. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

iii. Wireless connectivity (such as 802.11) should be avoided if 
practical in these correctional services environments. Physical 
hard-wired cabling should be used instead to limit introduction 
of new security and operational problems in correctional 
services environments. If wireless is necessary and agreed 
upon by DCS, the installation methods and equipment must be 
approved by the NE OCIO. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus w il l not be using any Nireless c nnectivity unless the NDCS elects to deploy the 
proposed tab lets as an opt ional item. I hat opti on is se lected, Securus will provide the 
NDCS with a fu ll briefing on the sec rity, installation and type of equipment to be used to 
deploy our tab lets and Secur s " ill be resp sible for the associated network. 

c. Contractor will provide the following information before installation 
begins: 
i. Network diagrams or schematics that show logical or physical 

connectivity of system to include network infrastructure and 
server placement. 

ii. Switch port requirements - speed and duplex 
iii. Firewall rule sets and other special network requirements 
iv. Other LAN and WAN requirements - bandwidth or protocols 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus w ill provide all of the re ire ' i f rmation to the NDCS prior to the beginning of 
any insta llation work. 
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9. Client-Server Requirements 

a. The contractor must identify if software will be installed on existing 
State workstations or if the contractor will be supplying new 
workstations. The contractor will need to identify if their application is 
web-based or a separate Windows-based application. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The SCP user interface is centralized and entirely Web-based, allowing authorized users 

access the system at any time, from any location via any PC, smart phone or tablet with 
internet access and proper password authorization. Securus will provide new workstations 

at the Lincoln NE offices to support the onsite technical support needs and investigative 
efforts of the N DCS. 

b. As of this time, any new software installed on State workstations will 
need to be compatible with Windows 7 64 bit and Internet Explorer 10. If 
special client configurations or plugins are required, the contractor 
must specify. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

c. If new servers are required for the project, the physical location for 
those servers must be identified. If a server is serving multiple sites, it 
is recommended to place a Virtual Server(s) at the State of Nebraska 
Data Center for Enterprise Services. If a server is placed at each site, it 
will need to be a 19" rack mount server (as opposed to a desktop 
computer or tower) and it will need a proper housing such as a rack in a 
communications room that has proper environmental controls, power, 
and cooling. The contractor must ask the questions during the site 
surveys about if they can put their servers in existing racks or if they 
need to provide new racks or cabinets. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus part icipated int e sit e isits and there are no requirements to use on site servers. 

d. Servers outside State Network/DMZ. If the application software is 
accessible outside the State network (from home for example), the 
contractor will need to demonstrate how their application meets 
encryption and security standards such as SSL, TLS, or VPN 
requirements. The accessibility should be negotiated closely with DCS 
to prevent unauthorized access to data. All web browser data should 
be passed through protocols using HTTPS instead of plain text HTTP. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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Access to all Securus server information is done through HTIPS (HTTP over SSL). HTIPS is 
the use of Secu re Socket Layer (SSL) as a sub layer under regula r HTIP app lication 
layering. The Securus SCP User Interface encrypts and decrypts user page req uests as well 
as the pages that are returned by the Web serve r. The use of HTIPS protects against 
eavesdropping and man-in-the-middle attacks. App lications that t ransmit data across 
pub li c networks support SSL, Certs, and encryption . Cisco and Juniper fi rewalls, used 
throughout the network to protect SCP and our customers, create DMZ networks. 

As far as individual users within DCS, SCP is capab le of enforcing strong password pol icies 
such as: 

• minimu m password length 

• 30/60/90 day expirations req ui r ing use r to change password 

• the use of both upper- and lower-case letters (case se nsitivi ty) 

• inclusion of one or more numeri ca l digits 

• inclus ion of special characte rs, e.g. @, #, $ etc. 

e. If servers will not be on State premises the contractor must 
demonstrate methods for data security, backups, and disaster recovery 
planning to meet DCS operational standards. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus understands the importance of security, parti cular ly in the corrections industry, 
and takes secu,-ity concerns se,-iously. 

Access to all Securus server information is done through HTIPS (H P over SSL). HTIPS is 
the use of Secure Socket Layer (SSL) as a sublayer under regu lar HTIP app lication 
layering. The Securus SCP User Interface encrypts and decrypts user page requests as well 
as the pages that are returned by the Web server. The use of HTIPS protects aga inst 
eavesdropping and man- in-the-m iddle at tacks. Appli ca tions that transmit data across 
public networks support SSL, Certs, and encrypti on. Cisco and Jun iper fire f\ralls, used 
thr ughout the network to protect SCP and our customers, create DMZ networks. 

As far as individual use rs with in DCS, SCP is capab le of enforcing strong password poli cies 
such as: 

minimu m password length 

• 30/60/90 day exp irations requ iri ng user to change password 

• the use of both upper- and lower-case letters (case sensitivity) 

• inclusion of one or more numerical digits 

• inclus ion of special characters, e.g. @, #, $et c. 
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Data Security 
The SCP is co-located in a carrier-class data center that has some of the most 
comprehensive security measures in the telecommunications industry. Access to network 
facil ities is controlled through multiple levels of mandatory physical security. 

Security personnel maintain the following procedures for allowing entry into the data 
centers: 

• Security personnel are on prem ise 24x7x365. 

• Cardkey reader (electronic badge) access for entry 

• Identification badges are issued to all persons having a business need to access 
company premises. 

• Man traps are located at each entry/exit point in the data center. Man traps use 
two sets of doors that require electronic ba 'gee try. he first set of doors 
must close befo,-e the second set will open. 

Access Procedures 

All vi sitors, customers, contractol'S, and repa ir personne l 
security officer on duty. 

ga in access from the 

Customers, contractors, repai,, personnel, maintenance pers nnel, on non-local 
employees may access buildings and cr it ical areas at all i 1e , if ... here is an escort. Vendo,-s 
may access buildings and critical areas on ly during ,vcrki g urs, if there is an escort. 

10. Remote Access (VPN) for System Support and Maintenance 

a. NDCS will provide the contractor with a maximum of three individual 
VPN accounts upon request. The VPN system for the State of Nebraska 
is provided by the Nebraska OCIO. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

b. The contractor notifies the NDCS project manager about the need for 
remote access. NDCS will give the OCIO VPN form to the contractor and 
they will return one form for each person who needs access. The form 
will be signed by the NDCS project manager for authorization, and then 
the form will be given to NDCS IT to review network policies. IT will 
submit the request to OCIO and when the account is ready, IT will send 
connection instructions to the contractor directly. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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11. Network Requirements 

The type of data network used will be the responsibility of the contractor, 
however all site information to include recording and monitoring must be 
made available to the central administration workstations on a "real time" 
basis. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

All site information to include recording and monitori ng wi ll be available to the central 
admin istration workstations and to all other NDCS user on a real-tim e basis. 

Securus1 recording and monitori ng system is fully integrated with our Secure Call Platform 
(SCP), and provides secure recordings of inmate telephone conversations. It can be 
configured to accommodate the recording requirements fo r co rrectional fac ilities of any 
size . The system is f ully automated and is designed to be a cost-effective so lut ion for all 
cor rectiona l fac il ities. Authorized personnel can listen to live or archived recordings vi a 
mu lti -media PC interfaces connected over loca l area networks (LANs). 

Multiple levels of security provi de that only authorized personnel can access and monitor 
the inmate reco rdings. 

Call Monitoring 

The SCP Live appli ca tion allows f rim e ia e, rec31- ime monitoring of ca ll s in progress via 
the multi-media PC workstation. Facility ers nel ( ,\1it appropr iate pass Nord privileges) 
can monitor live calls by high lighting he ca ll i pr gress a d clicking on the speaker icon. 
This process is undetectab le by eitt er t e in a e rt e ca lled pa ,,ty and does not disrupt 
the reco,,d ing process. Concise descripti s f act i 1iry ap ea r for each phone in use. 

For example, the system shows the specifi c tele h e location, inmate PIN, t he dest ination 
number dialed, city and state of t he dest i a~i e an durat ion of ca ll , any restri ctions 
such as 11watched 11 or "pri ate,11 and the s atus f ~he ca ll, such as 11in progress11

, "calling 
desti nation'\ or "get accepta nce 11

• 

The system can al so automati ca lly eli ina· e all it ring or recordi ng of spec ial ca lls, 
such as to legal counsel , by des ignating t e nu ber as a "private', number. 

SCP prevents all unauthorized attempts liste t private ca lls-the user inte rface w ill not 
disp lay the speaker icon that allows users to pla , n -pr ivate calls. In add ition, t he call 
record lists the call as 11private 11 n the user interfa e. 

Call Monitoring, Silent 

When monitoring occurs, the system inco rporates analog suppression/ampli fi cation 
ha rdware that allows guard monito ring f ca lls Nit hout inmate or called pa,,ty detection. 
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To assure comp lete investigator anonymity, there is absolutely no noise, dB loss, or other 
indicator when this feature is activated via handset, headset, or an amplification 
instrument such as speakerphone, orator, magnetic, taping equipment, etc. 

Call Recording 

The SCP'S unique, fully integrated recording application works independently of other 
products so there is never a need for a third-party manufacturer's product to be integrated 
into the system. This allows the facility to deal with a sole-source provider if any issues 
arise. 

The SCP uses large capacity hard drives, along with RAID (redundant array of independent 
disks), that virtually extend the call storage period to meet your specific needs. 

Recordings are stored on-line for immediate access fo,~ 12 months. The SCP can also burn 
the information to CD and/or DVD for additional back up, if necessary. 

The SCP can record all ca lls simultaneously and also allow pNsonnel to li sten to a pre
recorded call, wh ile active ca lls continue to be recorded-all without loss of information. 
The system recor-ds the ent ire conversation from call acceptance to termination of the call. 

The type of voice network used will be the responsibility of the contractor. A 
Voice over Internet Protocol (VoIP) solution will be permitted, however the 
contractor must provide some type of redundancy so that facilities are never 
isolated from electronic monitoring from the Central administration site. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The networ infrastr c re ecessary to support the required technology will be the 
respons ibility of Sec r s. Se rus operates and maintains major datacenters networked to 
the equipment i s alle t e NDCS facilities' premises. Each data center has its own 
Internet connecti , PS, a I generator to ensure maximum facility uptime. 

The traditiona l data 
to/ from the te leco 

watts/square foot). 

S, Frame Relay, VoIP) all have dual connectivity feeds 
carrier to our data centers. 

at Data Center have 2N redundancy. Dual source power runs 
. Battery rooms support the UPS systems with gel cell battery 
f attery backup is available at full load (such as, 90 

Each battery ba nk is c nt i u sly monitored to ensure optimal operation. Upon loss of 
commercial povver, aralleli g switch gear automatically powers all nine generators when 
commercial power is i err pted for more than 15 seconds; generators are shed to cover 
load as needed. 

SECURUS Technologies 245 



All data and telephone network used by the contractor provided system must 
be installed, maintained, and paid for by the contractor. At no time will the 
contractor be permitted to use State resources. All inmate telephones must be 
capable of functioning simultaneously. This will require a 1 :1 ratio of 
telephones to outside lines. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

At no t ime wil l the Securus proposed system utilize State resources includ ing the State 
network or work stations. 

All phones are capable of operating simultaneously. In a VoIP soluti on all trans m iss ion is 
digital data. Securus will maintain a 1 :1 rat ion of teleph one to outside lines at all tim es. 

12. Telephone Equipment Requirements 

All inmate telephones will be provided by contractors and must be heavy-duty 
wall mount phones to include: 
a. Hearing aid compatibility 
b. DTMF signaling 
c. Fully FCC and U.L. approved 
d. ADA compliant and compatible with TDD devices 
e. Armored cords 
f. Volume control 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Sec ru s will insta ll non-co in, collect only inmate telephones, as shown in Figure 47 below in 
the I CS facilities that meets and/or exceeds the telephone 1·equirements above. 

Secu rus' inmate teleph nes are the strongest and most reliable units ava ilab le, and are 
des ig eds ecifically for the prison environment. The following infor·mation is the 
manu act ,·er-pr vid ed telephone specifications. 

The Industry Standard 

The /\lintel R model 7010 phones are the overwhelming choice for state prison systems, the 
Federal Bureau f Prisons, DOC, and city facilities nationwide because of their proven 
r·eliability, durability, and flexibility. 
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Features/Options 

The proposed phone models include the following features: 

• Co ld rolled stainless steel provides rugged vandal 
resistant telephone housing designed for inmate use 

• Built-in user controlled volume "LOUD" button for 
ADA-mandated volume control (user must have 
control of volume amplification AND volume must 
reset to normal with hang up to meet ADA 
req uirements) 

• Powder coated cold rolled steel provides rugged 
vandal resistant telephone housing designed for 
inmate use 

Figure 47 

• Confidencer technology, built into every dial, filters out background noise at the 
user 1s location, allowing better sound to the called party 

• All-in-one electronic dial features modular incoming line and handset 
connections for quick maintenance. Carbon (H S) and DuraClear R (DU RA) 
Handsets have sepa,,.ate 4-pin connections. 

• eavy chrome metal keypad bezel, buttons, and hookswitch lever withsta nd 
abuse and vandali sm 

• Armored handset cord is equipped with a steel lanyard (1000-pound pull 
strength) and secu,,.ed with a 14-gauge t'etainer bracket fo,,. maximum vandal 

resistance 

• andset has sealed transmitter and receiver caps, suitable for heavy use and 
abuse locations 

• Pin-in-head security suews 111inimize tampering 

• earing aid compatible and FCC registered US: 1 DATEOSBITC-254, IC: 3267 A-

l C254 

Telephone types and counts for each facility can be found in Attachment I. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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Contractor must provide a portable telephone at each facility for use in 
segregation units and skilled nursing facility as indicated in Attachment 1. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Figure 48 

Securus will provide portable telephone at each facility for use 
in segregation units and the skilled nursing facility. Securus 
offers as example the rollaway pedesta ls shown to the right in 
Figure 48. A standard Wintel Mini inmate telephone will be 
mounted to this pedestal. The units come in a four-wheel 
design or 2-wheel design. 

We have had significant success with this des ign as they are 
stable to prevent tipping. These pedestals can withstand the 
elements and inmate abuse. Secu ru s will work vvi th the NDCS 
is a different mobile unit is preferred to support fac ility 
operations. 

Contractor will also provide cordless capability where identified. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will provid e the DECT 6.0 Amplified Cor less Big Button Speaker Phone Nith 
Talking Caller ID and Clarity LogicTrv1 as shown i Figure 49, whi ch features the fo llowing 
manufacturer-provided specifica tions: 

• Digital Clarity Power-M amplifies inc 

sound up to 50 decibels 

• Three (3) tone sett ings fo r a cust ized 
listen ing experience 

• Amplifies outgoing speech up t 15 'ecibels 
for others to hear you better 

• DECT 6.0 technology fo r interference-free 
communication 

• Loud and clear speakerphone for ha ds
free conversations 

• Can be wall mounted to avoid usi g 
counter or desk space 

• Hea ring and compatible and TIA-1 83 
compliant 
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• Direct con nection to assistive listening devices or headset (2.5mm and 3.5 mm) 

• Dual Power Battery Backup lets you make ca ll s when the power is out 

• Backup Batteries included 

Contractor must provide one (1) TDD unit at each facility location as indicated 
in Attachment 1. Additional TDD units shall be provided as requested by NDCS. 
Digital monitoring capabilities must be available for TDD units. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will provide the use of one (1) TDD unit at each facility location. All non-private 
communication is availab le for monitoring and recording. Special software is ava ilable to 
convert baudot tones to text{ generating a transcript of the ca ll for investigative purposes. 

TDD and nv Telephones 
The technology pro tided uses dedicated p r s n the SCP system and elim inates the need 
for a correctional officer or staff me ber fr initiating the call process. 

The inmate calling process is initiate ,, en · ,e andset is placed on the TIY device and 
the speed-dial number is en ered. e i a et en types the information into the TIY 
device that dials out through Sec r s' SCP,_ estate's telecommunication relay center 
(TRS) or another TIY device. 

Securus \Nill provide accomrn da'-i ns Ecessa r I o comply with the Americans v1ith 
Disabilities Act (ADA). The f II vv1 g inf r ati n is t e manufacturer-provided 
specifications of the TIY device Sec r s rvill pr 1ide. 

Minicam IV 

The 1\/linicom TIY phone, as sho ,\, i Figure 5 pl one 
has an easy-touch keyboard Nit a brig t, t il ted 2 -
cha,·acter display for hours f c forte le se. r ~inicom 
IV includes a printer port to c nnec an external printer. 
Turbo Code lets you enjoy "rea l-ti e" c nversations vvith 
other Turbo Code TIYs. Auto I le .. s everyone you ca ll 
know you are using a TIY. Tl e a facturer-provided 
specifications are be low: 

• Turbo Code R an • Au IT-1v1 

• Convenient G SK keys 

• p,~inter port to connect to your external printer 
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• 20-character disp lay 

• 43-key, 4-row keyboard 

• Rechargeable bat teri es and AC adapter incl uded 

• Baudot code (45.5/ 50 baud ra te) 

With the exception of cordless handsets, inmate telephones must be line 
powered. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The inmate tel ephones are line-powered and requi re no backu p batteries, or elect rical 

outlets at the t elephone set locations. 

Telephones placed in State facilities must utilize sturdy, high security 
construction, and have armored handset cords. Contractor shall provide spare 
telephone sets onsite at each location as indicated in Attachment 1. 
Contractor should provide as an attachment a photo and specifications of the 
telephone sets proposed. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Our inmate t elepho es are e stro gest and most reliable un its a 1ail able and are 

designed specifica lly for e i ate en ironment. These inmate telephones are the 

overwhelming ch i e f r S a e ri so System s, t he Federa l Bureau of Pri sons and DOC 

Facilities nati nwi 1e. I oo 'i i r , ' intel's "confidencer" filters out background noise, 
allowing for better soun ' . ali , f r 1erificatio n of in mate's voi ce print, improved so und 

quality to the called a t ' .• a ' igher quali ty call reco rdings. 

Please see Attach ent I f r ~as and specifi ca tions of the proposed telephone sets. 

13. System Requirements 

The Bidder's system must allow for programming of time frames when calls 
may or may not be placed. These calling windows must be programmable on a 
site-by-site basis. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

If the 'DCS needs predeterm ined schedules to shut off t he t elephones during ce rtain 
times of the day or nigh , a .. ated ca lling schedules can also be ass igned and 

programmed on a site-b -srte basis. Autom ated ca lli ng schedules relieve the fa cility staff 

fr om manually performi g thi s task on a daily basis . 
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Calling schedu les control when inmates can place calls by setting multiple on- and off-times 
of day, within a week, and by day of week. Call ing schedules can be configured and appl ied 
to individual telephones, groups of telephones, individual inmates, and globally. Figure 51 
below shows a Programming Calling Schedule screen shot. 

Figure 51 
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The SCP is co patible with manual cut-off switches that are typically located in the main 
c ntr I room, officer substations, or guard towers, as required. 

In a ' 'it ion, SCP allows unlimited time-based control of inmate ca lling. As \Nith most 
feat res, calling times can be configured on a per-m inute, per-telephone, per-group, per
fac ili ,, r system-wide basis. Multipl e allowed/prohibited call times can be configured each 
day f e week. SCP can also accommodate special holiday programming. 

The Bidder's system must have the ability to block telephone numbers on a 
global basis. The NDCS maintains a list of telephone numbers that must be 
blocked from access by the entire system. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

SCP has tl,e ability to block telephone numbers on a global basis. During installation, a 
global call blocking table is established, which immediately prevents inmates from making 
cal ls to specifi c numbers. Typically, the database includes numbers to local judges, crime 
victi , s, facility personnel, jury members, attorneys and witnesses. Because a global call 
blocking table may contain thousands of entries, Securns' SCP offers unlimited blocking 
potential. 
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Securus will upload the most current blocked number list from the NDCS prior to system 
implementation and provide updates to the global b locked list at the direction of the NDCS. 

All dial-around area codes and exchanges, such as 800, 900, and 976, are blocked by 
default. In addition, access to live operator services, such as 0, 411, and 911 , are blocked by 
default. 

To provide maximum convenience to facil ity personne l, authori zed facility personnel can 
administer blocked numbers using our single-point access, the SCP user interface . 

All blocked numbers have an associated "Note" field stored in the blocked number 

database to record specific information (such as reasons fo r block requests) for futu re 
refe rence . See Figure 52 below for a Global List - Num be r Blocking scree n shot. 

Figure 52 
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Word SpottJng: r 

For the purpose of billing, and decrementing the inmate account, call timers 
may not begin until the inmate has an actual talk path established with the 
called party, and must end when one or both of the parties goes back on-hook. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Ca ll timers do not begi n until positive 'called party' acceptance has taken place. When the 

called party answers th e phone, the system's ansvver detection trigge1·s the call acceptance 
voice message. This message announces the inmate's call and asks the called party if they 
wish to accept th e inmate's call . The called party is instructed to dial th e singl e digit on his 

or her own telephone instrument to accept the inmate paid call, 01· hang-up to disconnect 
the call. Thi s "act ive" acceptan ce procedure ensures that the inmate will not be bi ll ed for a 
ca ll that the call ed pa rty did not accept. 
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The Bidder's system must be capable of storing all call detail records. System 
must be capable of producing real-time custom calling reports for investigative 
or auditing purposes. The following data elements must be available to query; 
PIN, called number, date, originating telephone set, time, originating number, 
terminating number, name and address, call duration, and call types. 
NDCS/YRTC prefers these data elements come from pre-paid calling, debit 
calling, and collect calling. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus provides a secure, centra lized System Database for call detail records that are 
replicated to many other systems within the Securus network, including the rating and 
billing database. This feature is designed to prevent loss of data. Securus' SCP has the 
capacity to store multiple years of call data as required by the facility. 

Securus uses Oracle for its database fil e structure. Oracle Database delivers economies of 
scale on easily managed g1'"ids, making it easier to: 

• Reduce downtime with maximum availability architecture 

• Partition and compress data to run queries faster 

• Securely protect and aud it data, and enable total recall of data 

• Make productive use of standby resources 

Oracle simplifies the process of linking data in ultiple tables. This is a key feature of a 
relat ional database management system, or DBMS. Stor;ng data in multiple tabl es 
enables Securus to define relationships betv een the tables, as ,\,ell as the applications t at 
feed info,,.mation into those tables. 

Not only does Oracle allow our SCP to link the call data to multiple tabl es, it also maintai s 
consistency between them, ensuring that the data among rel ated tables is cot-rectly 
matched to maintain referential integrity. 

Utilizing the Oracle database provides us the ability to respond faster to changing business 
conditions, thus providing our cl ients w ith a s ,stem that is more responsive to their 
continually evolving needs. 

Oracle supports all standard relational data types, as ,\,ell as native storage of XML, Text, 
Documents, Images, Audio, Video and Location data. Access to data is via standard 
interfaces such as SQL, JDBC, SQLJ, ODBC .NET, OLE. ET, and ODP .NET, SQL/XM L and 
Xquery and WebDAV. 

Call Recording Storage 

Securus will sto1'"e call record ings for immediate access on line for the required length of 
time, accessed from anywhe re/anytime. 
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Call recordings are stored in Securus1 centralized Disaster-Resistant Carrier-Class Data 
Centers, which are managed under the direct supervision and immediate hands-on 
maintenance by trained data center personnel. In addition, all equipment used to store 
recordings is monitored by the Securus 1 fully staffed Network Operations Center 24 hours a 
day, 7 days a week, and 365 days a year. 

To provide the NDCS with redundancy, SCP writes all recorded calls to two separate 
Storage Area Networks, using two separate connections to the different Storage Area 
Networks. SCP also writes the recorded calls to offsite copies, archived for disaster 
recovery purposes. 

Securus 1 SCP provides a unique set of features that uses advanced technology to store 
offender call recordings. Trad it ional premises based calling platforms use local hard drives 
that may simply fail and are susceptible to local disasters such as floods, tornadoes, 
hurricanes and fires. This created a need for manual backup schemes that are no longer 
necessary with SCP. SCP uses 'SA , (Storage Area Network) storage. A Storage Area 
Network (SAN) is a high-speed special purpose netvvork or sub-network that interconnects 
different kinds of mass storage ond shared storage devices (such as disk arrays, ta pe 
libraries, optica l jukeboxes, etc.) Nith associated data servers. 

The SAN arch itecture makes all storage devices availab le to all servers on LANs (Local Area 
Networks) 01- ' 'ANs (Wi e rea Netvvorks). The SAN so lution not only delivers compl ete 
sca lability for a fa cility's s or age req irements, but also supports disk mirroring, backup 
and restore, archi al and retrieval f archived data, dat a migration from one storage device 
to another a d hes ari g f data among d ifferent servers in a network. 

As more st rage de ti ces are a ded to a SAN, they too become accessible from any se t-ver 
in the larger netvvork. he SA uses a series of standards to spread data across multiple 
drives for add it ional protectio and redundancy. This technology enables the SAN to 
deliver not on ly superi r perfor ance, but also fau lt to lerance to disk fa ilures thereby 
ensui-ing that data is no I nger s sceptible to loss due to individual or mu ltiple drive 
fa ilure. 

Accord ingly, ti e SAN pr i 'e facilit ies with the ultimate protection aga inst single drive, 
multi ple dri 1e, or server fa ilures, and the broad interoperability required for criti ca l data 
and appl ication as rvell as increased security for each call recording. 

Within the SAN, the SCP system uses (among other sto rage) a combination of se era I RAID 
technologies including RAIDS, RAID6, and RAID10, whi ch are arranged in such a way that 
even if one of the hard disk drives fa ils during the data recovery process, the systems 
continue to be operational, with no data loss. See Figure 53 be low for a pi cture of the disk 
drives. 
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Figure 53 

DiskO Disk I Disk 2 Disk 3 Disk4 

In addition, Sec r s' S N translates to over four (4) petabytes of storage space and is 
co ntinuously m ni red a d managed through intelligent automated processes and 
storage p !icies. 1\1 e -'-hese very large storage systems approach designated thresholds, 
Secu rus ex a ·s capacity to ensure all authorized ca ll records and recordings are retained 
in sec re, 'isas er-resistant locations. 

Sec rus' 2 a ce ·ers a S I storage solutions provide fac ilities with technology that is: 

• Scalable t . ee a y facility's contractually required storage demands 

• Resistant o I ca l disasters through multiple copies stored within the data 
ce ers as ,\,ell as ffsite copies 

• Highly availab e through the unique architecture and design of the data 
s rage el 

• Pa rt·oned a ,d compressed to run queries faster 

• Secured, protected, and monitored to enable total recall of data 

Our aova a e ca lling s ,stern can reco,,d and store basic ca ll data with the capability 
to provi e a age ent reports. The length of time the calls are stored is not limited to a 

period. Since every site's requirements are different, Securus is 
happy to 'isc ss e op i al t imefrarne for data storage with the Facility. All recordings 
are st redo line ac: well as on remote copies. Typically, CD Rs are stored for seven years. 

In add ition tot e -line access to call recordings on our fault tolerant SANs, the 
recordings are als stored off-site at an environmentally contro lled media storage facility 
as a isas er rec very easure. 
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Record ings can be downloaded from the system in various fo rmats and copied to a CD, 
DVD or any drive (such as a removable flash drive) available to the user in widely accepted 
formats fo r portability and may be e-mailed as we ll, which w ill also aid in the transition of 
recordi ngs to the new contract upon termination. 

Secu rus' SCP (Secu re Ca ll Platform) has a ded icated reports \Nrite r that provides 
investigative information based on the call detail records . This sophisticated reporting tool 
provides a reporti ng interface into all calling activities. Reports can be generated on line and 
exported in: 

• Exce l 

• CSV (Comma Separated Values) 

• Adobe PDF fo rm at 

Users can search and analyze call details on all calls placed fro m each inmate te lephone 
through SCP. These details incl ude PIN, caUed number, date, originating te~ephone set, 
time, originating number, terminat,ng number, name and address, caU duration, and 
cafl types. The data elements can cover coUect, debit and prepaid calHng as desired 
by the NDCS. Time and duration, tel ephone number or or igination and dest ination- if 
used- i mate ID, reason for termi nation, and much more. SCP retains call deta il s on all cal l 
atte . t s. sers can customize the standard repot·ts by varying search uiteri a, such as date 
ra ge, facility, or call length. 

SCP r ri 'es standard reports with parameter field s that allow the user to def ine the 
content of each report based on the fol low ing u iteria options: 

• er hone, per location, and pet· inmate 

estination number (partial and/or full number entry) 

• ate and t ime range 

• Ca ll frequency 

• Call type (i .e., completed, incomplete, blocked, etc.) 

• iu ber restr iction and/or statu s assignment 

• Personal all owed number er-ass-referencing 

• Graphical display of call fluctuation 

• Broad search with no data entry 

• Suspected fraudul ent call activity 

• Inmate name 

• Inn ate PIN, if used, and/or account number 

• Prepaid call ing card number 

• estination zone (i. e., local, interLATA, interstate, intra LATA, international) 
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The Investigative Reports section compiles the data and opens the info rmation in a report 
format, on the workstation monitor. Investigative Reports provides multi ple functions for 
call playback, copying calls to remote med ia. Authorized personnel can use this unique 
app lication to generate a report w ith litt le or no concrete information available. 

For example, SCP's frequently called number (FCN) report as show below in Figure 54 
shows information relative to the amount of calls to a particular number and refl ects the 
facility location from which the number was ca lled . 

Figure 54 

HOME SYSTEM MONITOR TOOLS ADMIN FACILITY PORTAL 
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Call Frequency results 
display each dialed 
number meeting or 

exceeding the defined 
th reshold. By clicking on a 
frequency amount, all call 

detail information for the 
calls are displayed. 

The FCN feature allows investigators to generate a report by entering a freque ncy 
threshold that instructs the system to search for on ly those numbers that have been ca llE ' 
a certain number of times throughout the fac ility. For example, by entering '50' in the 
parameter field, the system shows on ly th se numbers that have been called 50 or m re 
tim es within a designated timeframe. 

After the report appears on-screen, clicking the mouse prnduces a second report that 
represents all a1rea s of the facility from 1hich a specific number has been ca lled. 
Investigators can use this report to ana lyze data and detem1ine specific call patterns, detail 
suspi cious activity, and selectively assign a watched number status to potential fraudu lent 
numbers. 

A full set of repo1-ts that admin istrative users need da ily, as vvell as a fu ll set of investigative 
reports, makes Securus' Standard Reports generator anything but standard. 
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The Bidder's system must restrict incoming calls, with the exception of 
emergency situation(s) as defined by NDCS. This feature must be available on 
all inmate telephone sets. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

To ensure the Securus system provides maxim um secu r ity; the trunks in t he SCP data 
center are provisioned outgo ing-only, ensuring that no incoming ca lls ca n reach the 
inmate. Securus has performed ful l testing of these tru nks, verify ing compliance with thi s 
requirement. 

The Bidder's system must be capable of processing calls and making 
announcements in both English and Spanish. The ability to add additional 
languages must be available. System announcement capabilities must be 
programmable, and the NDCS will approve all automated language prior to 
being put into production. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Secu ru s' SCP processes calls in both English and Spanish. Additional languages are 
availabl e and can be added upon request. Languages can be added to all faci lities or 
individual facilities as directed by the NDCS. 

Securus' automated operator uses clea r and concise, profess ionally recorded 1oice 
prompts to assist the inmate thr ughout the calling process. By default, Securu s1 SCP 
system provides language pr pts in both English and Spanish. SCP may be car fig red to 
provide language prompt instructi ns o the inmate in as many as nine language pr ,p s 
as required by the NDCS. 

After the necessa,-y language pr mpts are set up in the SCP system, inmates select ,eir 
specific language choice at the beginning of the call by dialing a single digit. ri g ca ll 
acceptance, the called party recei ,es he acceptance instructions in English fir5t, 2 ' - ,e 
receives an option to continue in the language selected by the inmate. This fra d 'eterrer • 
featu,-e eliminates possible atte pts by the inmate to confuse the ca lled party ,,j a 
language he/she does not understand. 

To furthe,, assist in the ca lling process, Securus provides durable p,,inted dialing 
instrnctions in English, Span ish and the other languages specified by the CS o eac 
inmate telephone, using materials and techniques appropriate for the correctio al 
envirnnment that explains the process in an easy to read, clearly defined manner. Fig re 
55 below illustrates an example of Securus' dialing instructions. 
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Th is Call is Being Recorded 

DIALING INSTRUCTIONS 

Press' 1'for English 

For a collect call, press '1' 

For a debit call, press '2' 

TIPS Hotline.press '8' 

EnteryourPIN number 

Enter your area code and phone number 

Figure 55 

~ SECURUS~ 
~ ~- J -

conncc?Mlg....t\nt1~~ 

Esta Llamada va Hace.r Gravada 

INSTRUCCIONES PARA LLAMADA 

JvJarque '2' para espafiol 

Para Hamada a cobrarse, marque 'l' 

Para llamada de debito, marque '2' 

Para linea de aviso secreto, marque· 8' 

Marque su numero de identificaci6n personal 

Marque su numero de telefono, incluya su codigo 
localo lada 

You may hear silence during the acceptance of your call. 
Please continue to hold . 

Vas a oir silencia mientras aceptan su Hamada. 
Continue esperando por favo1: 

Multilingual Language Prompts 

r ses clear a d concise, professionally recorded 1oice 
prompts to assist t e it n o et · , g , t the cal ling process. B default, Securus' SCP 

system provides language pr pts in both Engl ish and Span ish. Securus can pr tid e 

additional languages, asi 'e fr E glis and Spanish. SCP supports any rvritten and 

spoken language hat Co e recor ed. If , e receive a request for a language that is not 
cun'"ently recorde , Secur s ,,ill , rk ivith the DCS to provide the necessar languages. 

Some examples f languages at Sec rus has im plemented in the past include, but are 
not limited to the f II wi g: 

• Afrikaans • 

• Arabic • 

• Bahasa • 

• Bulgarian • 

• Chinese (all dialects) • 

• Creole/Haitian • 

• Croatian • 

• Czech • 

• Danish • 

• Dutch • 
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Hebrew 

Hindi 

Hungarian 

Icelandic 

Italian 

Japanese 

Javanese 

Kannada 

Korean 

Latvian 

• Slovak 

• Slovene 

• Somali 

• Spanish (U.S., Mexico, 
Puerto Rico, Central and 
South America, Castilian 
dialects) 

• Swedish 

• Tagalog 

• Taiwanese 

• Tamil 
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• 

• 

• 
• 

• 

• 

• 

Estonian • Lithuanian • Telugu 

Finnish • Malay/Malayam • Portuguese (Brazil and 

Flemish • Marathi Portugal dialects) 

French (Canadian and • Norwegian • Thai 
Parisian dialects) • Polish • Turkish 

German/Bavarian • Punjabi • Urdu 

Greek 

Gujarati 

• Romanian • Ukranian 

• Russian • Vietnamese 

The Bidder's system must be capable of playing periodic voice overlays 
announcing that the current call is being placed from the (name, city, and state 
of the corrections facility}. These announcements must be played at random 
intervals, no more than twice per fifteen (15} min call, and must be audible to 
the called party. Inmate voice must be muted during the playing of these 
announcements. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

SCP uses clear and concise, professionally recorded voice prompts to assist the inmate and 
ca llEd pa r , throughout the calling process. Voice prompts are configured at the Customer 
a ' Site le 1el, a d can be customized to include specific information. 

Pri r o acceptance of the call, Securus 1 SCP will always announce to the called party that 
the ca ll is be i g placed from a specific inmate (first and last name), facility name, city and 
sta e -- e c rrectional facility. Prior to called party acceptance, the inmate is always 

u·e - he ca lled party. After this notification to the called party and after call 
e, a ra ndom vo ice overlay announcement w ill be played stating that the current 

ca ll is ei g placed by an inmate and then a second random 1oice overlay announcement 
trill als e pla ed. The called party will be advised three different times during a 15 minute 
ca ll ate is making the call. This announcement will easily be heard by the called 
par ,. 

Once b arties are connected, neither side is ever muted. When a random voice overlay 
essoge is layed after call acceptance it will be played to both parties. If either the called 

party o ... e in ate were to be muted at any point once they are connected it would disrupt 
the c n ,ersation and take time away from the paid service and therefore would constitute 
inte rfe rence wit the te lecommunication service. 

If muting is abs lutely required by the NDCS, Securus will work with the NDCS to define a 
viab le solut ion and provide a development timeline that is acceptable to the NDCS. 

he ran o voice overlay messages will be programmed to play twice per fifteen minute 
ca ll an at random intervals. An example of a voice overlay message is "This call is being 

p laced by an inmate at the Lincoln Nebraska Correctional Facility. 11 
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Securus will configure on behalf of the NDCS Voice overlay messages in the following ways: 

• Adjust the volume of the voice overlay message up or down 

• Play the message randomly or a fixed number of times per call 

• Set the number of times to play the message during the call 

• Change the time between when the message plays and when to play the next 
message 

• Set the delay between call acceptance and when to play the first message 

• Set the amount of time before the end of the call to play the message 

The Bidder system must allow for calling restrictions or suspensions at the 
individual account level. Individual inmate accounts must reside in the 
database for each facility Statewide. This will permit an inmate to be 
transferred from one facility to another without the need for establishing a 
new account. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

SCP allows for calling restrictions or suspensions at the individual account level and 
individual inmate accounts will reside in the database for each faci lity statewide. Securus' 
Ca lli. g Restrictions or Suspensions enable the control of calling activity, such as call 
' rations by inmate, by individual phone, by multiple phone groups, by all facilities, or by 

facility. These restrictions and suspensions will remain in effect even when an inmate is 
tra sferred from one facility to another. 

SCP rovides the fac ility with the capacity to set a maximum time limit for any type of call 
a ,d/ 01· all calls related to an individual PIN and/or all PINs. In addition, multiple restrictions 

aJ bE tagged to any PIN or telephone number associated with a PIN. 

Examples of restrictions are: 

• Maximum duration of a call for PIN 

• Maximum number of calls from that PIN per day/week/month, etc. 

To re lieve facility staff from calling restriction maintenance responsibilities, all imposed 
ca lli ng restri ctions are automatically managed by the ca lling platform. 

Securus' Calling Restrictions also provide additional PIN suspension features to further 
assist facility staff in maintaining control of inmate activity. 

A single inmate's PIN or any number of inmates' PINs may be suspended for a specified 
t i e from either the on-s ite administrative terminal or an authorized remote terminal. This 
suspension feature, frequently used for punitive reasons, allows the facility to deny 
te lephone privileges to one or more inmates w ithout affecting other inmates who share 
the same inmate tel ephones. 
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The length of time for PIN denial is entered and automatically policed, enforced, and 
released by the system. The system w ill automatically reset the PIN to allow calls on the day 
requested, with no manual intervention requ ired. This feature allows inmates, if necessary, 
to make privileged calls even wh ile on suspension from other calls. Direct manual control 
of this suspension feature is also allowed from the on-site administrative termina ls or 
authorized remote terminals. 

Dial-To-Number (DTN) Limit 

A DTN restriction controls the amount of time all owed between phone calls. For exam ple, 
th is restriction can limit calls to 15 m inutes (configurable to any number of m inutes) 
restricting an inmate's ability to contin uously cal l a single number. 

Also, this feature is configurab le to exclude ce rtain phone ca ll s, such as ca lls to private 
numbers. 

Calling and time restrictions must be established at the facility level, and will 
vary from facility to facility depending on needs. The contractor must provide 
a system that allows designating inmates to place calls to a specified number 
and duration, above and beyond the standard duration of time. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Specific ca ll duration s may be assigned at the facility le el and ca n be varied by site, or 
pods within a site, as directed by the 'DCS. 

Securu s' Calling Restri ction s enable the control of calling activi ty, such as call durations y 
inmate, by indivi dual phone, by mu ltip le phone groups, by customer, or by fac ility. Ca lling 
activity may al so include allotted limits and thresholds appli ed to phone numbers ar d 
inmates by attempt or to control an inmate's calling activity. 

SCP pro tid es the fa cili ty with the capacity to set a m aximum time limit for any type f ca ll 
and/or all calls related to an individual PIN and/o r all PINs. In addition, multiple res+ri cti ns 
may be tagged to any PIN or telephone n mber associated with a PIN. 

The proposed system including monitoring and recording equipment must be 
expandable with software upgrades as they become available and are 
approved by the State. These upgrades must be performed at no cost to the 
State, at a mutually agreeable timeframe. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securu s has more than 650 distinct, and active SCP features, and we add 50 new features 
on avNage ea ch yea r. These featu r·es come standard with SCP and are at no cost to our 
customers. Beca use SCP uses a centrali zed architecture, featu res are availab le to you as 
soon as they are ready. 
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Our research tells us other providers have fewer features, and their infrastructure prohibits 
them from automating feature upgrades. That means you have to wait-sometimes 
years-to receive other provider's newer technology and the benefits that come with them. 

The Bidder system must allow the person accepting a collect call to inquire 
about the charge for a call prior to accepting it. Explain how the bidder's 
proposed system meets this requirement. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

After the called party is notified by the SCP that they have a collect call from the NDCS 
facility, they are prompted to press 7 on the phone for a rate quote; the ca lled party hears 
a quote rating of the cost of the call . An example of vvhat the rate quote wou ld state is "The 
cost of this ca ll is $2.50 for the first minute and twenty cents for each additiona l minute." 

The stated rates are dynamic and are calculated according to industry standard mileage 
using V and H coordrnates of the originating and term inating locations. Quoted rates 
indicate the actual 1billed 1 rotes a d may be discounted accord ing to time of day and day of 
week. Th is feature must be enabled fo r all interstate interLATA ca ll s to eet the 
requirements of the FCC. The feature may also be enabled fo r other types of ca lls includ ing 
local and int raLATA ca lls. 

All data for each NDCS facility to include call detail records, call recordings, and 
platform operating system must be backed up daily. Backups whether on tape 
or hard drive media must be maintained in such a manner that they can be 
used to restore 100% operation to a site regardless of outage cause within 24 
hours. Outages that are a result of corrupt or missing data must not last more 
than 24 hours. Processes for system backup, redundancy, and recovery must 
be outlined in the bidder's response. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

All data for each 1ocs facility to include ca ll deta il records, ca ll record ing, an platform 
operating system\ till be backed up daily. 

Data Backup 

By co mmitt ing to back up your data, you have ta ken an im porta nt first ste in pr tecting 
your information assets. owe er, just backi ng up data is not enough to ade ,uately 
protect yourse lf from the many threats that can jeopardi ze criti ca l i for ation. 

Many users, network managers, and small -bus iness owners alike, believe that performing a 
daily backup using the sa me single data cartridge protects them from disaster. is is in 
many cases not true. 
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To assure secure backup, Securus uses a digital backup to m inimize the cost of ownership 
related to data cartridges and ta pe. By incorporating a mix of da ily, wee kly, monthly, and 
quarte rly backu ps, faci lities can have a comp lete h istory of their CDRs from various points 
in time. 

Calls are available for playback immed iate ly. Call record ings are fully replicated between 
the Dallas and Atlanta data centers. 

Redundancy 

To provide the NDCS with red undancy, SCP writes all reco rd ed ca lls to two separate 
Storage Area Networks, usi ng two separate connections to the different Storage Area 
Networks. SCP also writes the recorded calls to offs ite copi es, archived for disaster 
recovery purposes. 

Securu s' SCP provides a unique set of features that uses advanced technology to store 
offender call recordings. Traditional premises based ca lling platforms use local hard drives 
that may si ply fa il and are susceptibl e to local disasters such as floods, tornadoes, 
hurricanes and fires. This created a need for manual backup schemes that are no longer 
necessary \Nith SCP. SCP uses 'SAN' (Storage Area Network) storage. A Storage Area 

etwork (SA I) is a high-speed special purpose network or sub-network that interconne cts 
different ki 's f ass storage and sha1·ed storage devi ces (such as disk arrays, tape 
librari es, t i al j keboxes, et c. ) vvith associated data servers. 

The S r arc ite re akes all storage devi ces avail able to all servers on LANs (Local Area 
I let Norks) r 'vAr s ( 'ide Area Networks). The SAN so luti n not r.l delivers complete 
sca labili , f r a fac ilrty·s storage requirements, but also sup s disk mirroring, backup 
and rest re, arc i ,al and retrie 1al of archived data, data migrati from one storage device 
to another a ' ... e shoring of data among different servers in a netvvork. 

As m res r2ge 'e ices ore added to a SAI\I, they too be me accessible from any server 
in the larger e \1 ' rk. he SA uses a series of standards to spread data across multiple 
drives for ad i i al protection and redundancy. 

Th is techn I gy enables the SAN to delive1· not only superior performance, but al so fault 
to lerance t dis fail res ·hereby ensuring that data is no longer susceptible to loss due to 
individual r l ... iple rive fa ilure. Accord ingly, the SA provide faci li ties with the ultimate 
protecti n aga i st single drive, multiple drive, or server failures, and he broad 
interopera iii re ired for critical data and appl icat ion as well as increased security for 
each ca ll rec rding. 

Within the Sfa, I, the SCP system utili zes (among other sto rage) a combination of seve1ral 
RAID technol gies including RAIDS, RAID6, and RAID10, which are arranged in such a way 
that even if e of the hard disk drives fai ls during the data recovery process, the system s 
continue t be perational, w ith no data loss. 
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In addition, Securus' SAN translates to over four (4) petabytes of storage space and is 

continuously monitored and managed through intelligent automated processes and 

sto rage policies. When these very large storage systems approach designated thresholds, 

Securus expands capacity to ensure all authorized call records and recordings are retained 

in secure, disaster-res istant locations. 

Securus' data centers and SAN storage solutions provide facilities with technology that is: 

• Scalable to meet any facility's contractua lly required storage demands 

• Resistant to local disasters through multiple copies stored within the data 

centers as well as offsite copies 

• Highly available through the unique arch itecture and design of the data 

storage model 

• Partitioned and compressed to run queries faster 

• Secured, protected, and monrtored to enable total recall of data 

Our advanced in ate calling system can record and store bas ic call data with the capability 

to pro tide anagem ent reports. The length of t ime the cal ls are stored is not limited to a 

i imum r maximum period. Since every site's requ irements are different, Securus is 

happy to discuss t he optimal t imeframe for data storage Nith t he Facility. All recordings 

ares red line as rvell as on remote cop ies. Typ ica lly, CD Rs are stored for seven years. 

I a dit i o the on-line access to ca ll record ings on our fa ult tol erant SANs, the 
rec rdi gs are also ctored off-site at an envi ronmentally contro lled media storage fac ility 

as a d isas er recove1 m easure. 

ec rd i gs ca be ownloaded fro m the system in var ious fo rm ats and cop ied to a CD, 

D or an, dri re (such as a removab le fl ash dri e) avail able to the user in widely accepted 

form ats f r p rtability and may be e-m ailed as w el l, \Nhich will also aid in the transit ion of 

rec r i gs t the ew contract upon termination. 

Disaster Recovery 

If a 'isaster causes a loss of sei-vice to t he Inmate Te lephone System (ITS), in order to 

pr ri de consistent and high quality servi ce to customers, Securus is prepared to carry out 

emergency response and recovery operations. 

Sec rus' SCP provi des fac ilit ies with one of the most advanced systems in the indust1·y and 

is b ilt t m eet any fac ility's disaster recovery needs. The SCP offe rs: 

• Sca lability to meet contractually requ ired storage demands 

• Resistance to loca l disasters 

• Red uced dow ntimes w ith maximum ava ilab il ity 
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• PXd data to run queries faster 

Securus has a field support department with more than 145 field service associates 
supported by a centralized field dispatch team in support of our national customer base. 
The Field Service Technicians (FSTs) are strategically positioned to support ongoing 
maintenance as well as any disaster recovery situations that our customers may encounter. 
The FSTs are trained and provided with disaster recovery processes, plans and checkli sts. 
The FTSs are supported by senior technical support resources and engineering in ord er to 
expedite repairs and minimize customer downtime. 

Below is additional detail regarding processes that are in place to ensure effective 
responses for emergency and recovery operations. In addition, we are also including 
information on our preventative and security processes. 

Securus System Control & Service Center 

In order to provide protections that effectively lower the ri sk of loss of data, all data is 
sto red in a centra lized database and backed up offsite. Our web-based system allows 
authorized users to access the data from any location with an Internet connection. Securus 
maintains the system at the highest level of operability. 

Securus' SCP provides a unique set of features that use advanced technology to store 
offender ca ll recordings. 

Traditional premises-based calling platforms use local hard drives that may fail and are 
susceptible to local disasters, such as floods, tornadoes, hurricanes, and fires. The SCP ses 
1SAN' (Storage Area Network) storage. SAN is a high-speed sub-network of shared st rage 
devices. SAN 's a,·chitecture avail s all storage devices to all servers on LANs (Loca l Area 
Networks) or \/VANs (Wide Area Networks). Data on the SAN is stored in RAID (Redu dan 
Arrays of Independent Disk) formats, spreading the data across multiple drives and 
providing additional protection. Data is no longer susceptible to loss due to an indivi ua l 
drive failure. Accordingly, SANs provide facilities with the ultimate protection against si gle 
drive or serve,· failures, as well as inueased security for each call recording. 

The SCP is co -located in a Telx or AT&T Disaster Resistant Ca,·ri er Class Data Ce nter that is 
managed under the direct supervision and immediate hands-on maintenance of data 
center personnel. 

The call detail and call reco,·dings are initially stored for on-line retrieva l on multiple RAID 
in two separate SANs. The system writes all recordings to each SAN, promoting disas er 
recovery in case of single disk or entire RAID failure. 

Archiving to off-line is automated and managed by robotic tape drives. The facility does n t 
have to inte rvene or archive tape libraries. This automation removes the risk of hu an 
error. 
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Facility Emergency Response Checklists 

Securus has developed procedures (checklists) to protect equipment and personnel in the 

event of an emergency situation . Securus will combine efforts between headquarters and 

field staff to expedite recovery wherever possible. Securus will carefu lly coordinate each 

checklist with appropriate fac ility guide lines. 

Spare Parts and Inventory Requirements 

Securus maintains an inve ntory of spa re parts at our headqua rters in Dallas, Texas, and 

has d istribution agreem ents wit h mu ltip le vendors to provide exped ited national deli ,ery 

service. The corporate headquart ers in Da llas, Texas, ma inta ins a sta ndard ized em ergency 

recovery package of frequent ly used spa re parts and eq ui pment t hat will be available for 

shipment to support fa ilu re backu p efforts at our customer sites. 

Similar field spa re part s kit s are m aintained by each of ou r technical fi eld representat ives 

located thro ughout th e count ry. 

Response 

Respo nse operations w ill not begin until personnel safety can be assured. Em ergency 

recovery operations a,~e priorit ized by cr it ical fa cil iti es and eq ui pm ent locations. The f irs 

prio r ity is to recover maxi m um-security institutions and inst itutions wit h high in ate 

phone usage. The preference of the custom er is cons idered at all t imes. 

Field and headq ua rters m anagem ent will ensure that responders are using all appropriate 

checklists and that t he prepa ration for recovery operations is initi at ed vvithin appr r ia e 

response gu idel ines. 

Emergency Condition Declaration 

Securus class ifies d isasters on a 1-3 level. Level 3 rep,·ese nts a m oderate impact 'i sas er 

and affects a smal l loca li zed area. Level 2 repr·ese nts a d isaster t hat is h igh-i act and 

affects a mo,·e w ide-spread area , which m ay includ e m ult ip le fac ili t ies. 

A Level 1 disaster represe nts catastro phic event s that are extrem ely wi de-spread r affect a 
specifi c region w ith many facifities and customers. 

Th e regional fi eld manager o r his/her represe ntative, or someone fro m t he custom er si e, 

will contact th e Securus headq uarters t o request a formal declarat ion of an e 1erge cy 

co nd ition. Headq uarters operations m anagement w ill estab lish a co nfe rence bri 'ge w it 

th e appropriate parti cipants as soon as poss ible. If the information gat hered from the co ll 

substantiates an emergency status, t he em ergency response level is det ermined. Table 9 

below defines th e emergency condit ion levels: 
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Table 9 
---------- --- - - - - - -~- ~ - ~-~--~ ~~~~ ~ - ~ - ~~- -- - ~ ~ ~r• 

Table: Emergency Response Condition Levels 

Condition Level 

Level1 

Level2 

Level3 

Response 

Full headquarters response and possible deployment 
of a Headquarters Response Team to the region to 
coordinate and assist local recovery efforts. 

Headquarters support will provide assistance to the 
local Recovery Team as required to obtain internal DOC 
support as necessary. 

The local Recovery Team will coordinate all recovery 
operations. Headquarters assistance beyond normal 
technical assistance should not be required. 

Note: A Level 3 declaration notifies headquarters of t he seriousness of an 
ongoing recovery effort, and provides the necessary backgr nd 

info rmation if t he local response team lead requests an upgrade to a 
higher condit ion level. 

Our corporate headquarters will open a new troub le t icket in our ticket tracking system, 
ind icati ng the declared condition level and the date and time of the declara ... io . All pen 
tickets pertaining to the ongoing emergency recovery effort will be li r ked ~ E e N 

trouble t icket and cl ed to ensure that all recovery efforts are recor 'e agai st a si gle 
ti cket number. 

Post-mortem reports are co pleted for all declared emergency c n 'it ion le'rels. Se u us 
ana lyzes all post-111 rtem reports to advance our emergency recove pla ir g eff r s. 

Fo llowing the declarati on of an em ergency condition, the ! lational Serice Center f\'ill 
continue to notify ... he cus ... omer using establi shed notification and esca lati n proce ' res. 
See Figure 56 be lO\v f r a t imeline of events of disaste r rec ,ery perati , s. 
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D 

Figure 56 

Headquarters Operations Management Contacts Appropriate 
Participants 

D Formal Declaration of Emergency from Securus' Headquarters 
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All recovery 
efforts are 
recorded against 
~i single ticket 
number. 
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Inmate Phone System Failure Back-Up Escalation Plan 

Emergency Contact Information 

Securus w ill develop and maintain toll-free, 24-hour-a-day, 7-day-a-week emergency access 
phone number lists that wi ll be read ily available for use during an emergency situation. 
Contact info rmation w il l be updated at regular inte rvals to ensure accuracy. The National 
Se rvi ce Center will also ma intain these emergency contact phone number lists and 
coordi nate on a regular basis w ith field staff to ensure that all lists are accurate. In add ition, 
Securus will develop re lationships wi th loca l vendors who can support emergency recovery 
operations w ith the requ ired se rvi ces, supplies, and equipment. 

Technical Support 

Securus understa nds t hat throughout the duration of a cr it ical event, our customers re ly 
on our support to guide them with minimal loss of equipment and data . Qualified 
resources will be available to assist the NDCS. These resources include more than 145 full 
t ime fi eld technicians who can deploy nationwide, and a full li st of contacts-up to and 
i clu ing Securu s executives . 

\l e also realize that during a disaster, it may be even more important t hat inmates and 
'eta inees can stay in contact with their friends and family. To suppo,--t th ese end users, 

Securus maintains two call centers in Dallas and Mexico that can cont inue call processing, 
e ,en if there is a failure at one location. 

Coordination 

Coord ination of all declared emergencies will depend on the emergency level. Field staff 
will coor inate the emergency 1·esponse to all level 3 conditions. Headqua1-te1-s will p1--ovide 
assistance at the request of field management for Level 2 ernergency conditions, and will 
c rdinate all Level 1 emergency efforts. 

he fie ld management team will develop mutual agreements with other Securus r-egions in 
t he country or with vendors to supp ly resources, equipment, or manpowe ,-. Additional 
e uip ent and personnel may not arrive for several days, depending on available 
ransportation, condition of the roadways and airports, and other factors, therefore, field 
Tianagement will not delay the decision to ask for assistance from other sou ,-ces. 

Mobilization 

Mobilization of a Headquarters Response Team, if necessary, wil l depend on need, as 
etermined by the headquarters and fie ld management. 
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The Headquarters Response Team will be dispat ched from Dallas as soon as possible to 

assist field recovery efforts. However, field staff will begin recove1·y operations without 

delay. 

Emergency Response Teams 

Securus will form the following teams to respond to declared emergency conditions. These 

teams will include subject matter experts and necessary support staff. See Table 10 below 

for Emergency Response Teams. 

Tab le 10 
--- - ----~--- - -~- --------- - - - -- - -· - -1 

, Table: Emergency Response Teams 
I 

Team 

Field Local Recovery Team 

Headquarters Support 
Team 

Headquarters Response 
Team 

Recovery 

Manning and Responsibility 

Plans and directs local recovery operations. 

Staffed by field staff personnel only. 

Provides technical support and assistance to local 
recovery teams. 

Staffed cross-functionally, as required. 

Deployed to Securus local markets to assist local 
recovery operations. 

The Headquarters Response Team is staffed by 
subject-matter experts and led by headquarters 
operations management. 

Recovery operations may last sever-al hours, several days, several weeks, or longer. Field 

staff \Nill continue recover·y operations until cr itical inmate calling functions have been 

recovered and Securus can restore phone service ope1·ations to normal call and data 

transmission capability. Senior Secui-us management will, at that time, recall the 

eadquarters Response Team and field staff \Nill r·eturn to normal operation. Recover 

perations may still continue but emergency operations are no longer necessary and are 

not cost effective to maintain. 

Throughout emergency recovery operations, the headquarte1·s and field staff record a ll 

recovery actions. FollO\Ning the 1·esolution of emergency response operations, all recovery 

teams and appropriate management submit pertinent information and comments to be 

included in the Post Mortem report. 
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14. Live Monitoring Requirements 

The Contractor's system must allow for live monitoring of calls in progress 
from individual workstations. Staff must be able to monitor multiple calls 
simultaneously. The Contractor's system must be able to show all active calls 
on a single screen, and staff must be able to move from one call to another 
quickly. Moving from one call to another must take no more than five (5) 
seconds. Live monitoring calls shall have the capability to be forwarded to 
designated NDCS/YRTC phone numbers. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus' Secure Call Platform (SCP) Live Monitoring feature provides authorized users with 
the tools and the abi lity to efficiently monitor calls in progress in real-time via any device 
connected to the Internet. 

The feature allows users to selectively scan all live calls in progress. By selecting active calls 
only, the user does not have to sort through all phones to find conversations, allowing 
quick selection of ca lls in progress with one cli ck of the mouse. Th is feature also has an 
integrated media player with time shifting capability enabl ing the i vestiga r to pause, 
rewind and replay as the call continues to process and be recorded. s lo gas the ca ll is 
queued up in the media player, the investigator can replay any par oft e c versation 
even after the ca ll has ended. 

Remotely Forward Calls 

SCP also allows authorized users the capability to remote! f rwar ', c fere ,ce any ca ll in 
pi-ogress to one or multiple investigators or authorized pNsonnel i I e fi el 1

• T is feo~ure 
also enables an investigator to qu ickly identify calling patterns a c r e ... ne u ber 
called or a current phone in use. See Figure 57 below for a grap ic fa , ,e I nit r screen. 
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Figure 57 
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15. Service Level Requirements 

The following service levels will be met by the Contractor. The Contractor will 
not substitute or deviate from these service levels. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

a. CRITICAL: Any outage where more than 30% of the assigned system 
extensions OR 30% of the assigned extensions to any particular building 
OR 30% of the system trunks are not operational for any reason. 
Contractor must respond to critical service level issues within one (1) 
hour. This may include remote dial in, or dispatch. Contractor must 
make every possible attempt to restore service within four (4) hours. 
With the exception of LEC service issues, critical service level outages 
must be resolved, or alternative means of communications established 
within eight (8) hours. Contractor must provide a detailed report to the 
NDCS Intel Coordinator within 48 hours of any critical outage. This 
report must outline the following: 
i. Time, date, and cause of outage 
ii. Time and date of first contractor response 
iii. Chronological list of actions taken to restore service 
iv. Name and contact number of person reporting outage 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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b. MAJOR: Any outage where more than 10% of the assigned system 
extensions OR 10% of the assigned extensions to any particular building 
OR 10% of the system trunks are not operational for any reason. Any 
instance where 10% or more of telephone calls are dropped or have 
static. Contractor must respond to major service level issues within 
three (3) hours. This may include remote dial in, or dispatch. 
Contractor must make every possible attempt to restore service within 
ten (10) hours. With the exception of LEC service issues, major service 
level outages must be resolved, or alternative means of 
communications established within 16 hours. If a major outage is 
reported after business hours, it will be the contractor's responsibility 
to inform the caller that a charge may be incurred, and to offer the 
option to have the outage responded to on the next business day. If the 
caller chooses to wait until the next business day, the "clock" for 
response and resolution times will begin at 8:00 AM on that day. If the 
caller still requests after hours dispatch, the contractor may proceed 
with written authorization from the caller. An e-mail from a State 
Government e-mail address will be acceptable. All State e-mail 
addresses end with {Nebraska.gov) Contractor must provide a detailed 
report to the NDCS Intel Coordinator within seven (7) days of any major 
outage. This report must outline the following: 

i. Time, date, and cause of outage 
ii. Time and date of first vendor response 
iii. Chronological list of actions taken to restore service 
iv. The name and contact number of person reporting trouble 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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c. MINOR: A case where any assigned extensions, trunks, or system 
features are not operational, or are not functioning properly for any 
reason. Any instance where telephone calls are either dropped or have 
static. Incidents where features or functions of the telephone sets are 
not operating properly. Contractor must respond to minor service level 
issues within ten (10) hours. This may include remote dial in, or 
dispatch. Contractor must make every possible attempt to restore 
service within 24 hours. With the exception of LEC service issues, minor 
service level outages must be resolved, or alternative means of 
communications established within 36 hours. If a minor outage is 
reported after business hours it must not be handled by the contractor 
until the next business day. The "clock" for response and resolution 
times will begin at 8:00 AM on that day. Contractor must provide a 
detailed report to the NDCS Intel Coordinator within 30 days of any 
minor outage. This report must outline the following: 

i. Time, date, and cause of outage 
ii. Time and date of first vendor response 
iii. List of actions taken to restore service 
iv. The name and contact number of the person reporting trouble 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

F. PERFORM IMPLEl\~ENTATION 
1. Initial System Implementation and Installation 

Contractor will be responsible for the creation of all existing accounts. Inmate 
account information can be provided to the contractor in an electronic format. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The contractor must designate a limited number of personnel, including the 
site administrator to participate in the system installation at State facilities. 
Contractors must pass a standard NDCS background check. They will also be 
prohibited from forming personal relationships of any kind with inmates, their 
friends, or their families. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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The Bidder must provide a detailed plan for installation, test, and turn-up to 
the State. Cut-over of any individual facility shall not occur without prior 
approval of NDCS. Any changes in schedule must be approved by the State. 
Digital circuit and/or telephone line information must also be provided to 
include circuit ID numbers along with due dates. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus' extensive experience installing and maintaining inmate telephone systems has 

helped us develop installation and cut-over procedures that will minimize disruptions and 

errors, and maximize the NDCS satisfaction. Securus has provided in Attachment Ga 

detailed implementation plan for installation, test, and turn-up to the State. Cut over of any 

individual facility will not occur without prior approval of the NDCS. Any changes in the 

schedule will be approved by the State. Circuit ID for the local loop comes from the LEC and 

will provide a running list when we install and a final list at completion. 

Please refer to Attachment H for a detailed preliminary implementation timeline. 

G. PROVIDE POST lr\~PLEfv1ENTATIOI\I SUPPORT 
1. Customer Service Requirements 

Contractor must provide 24 X 7 customer service, including holidays, to the 
State of Nebraska for the purpose of resolving problems with system 
hardware, software, calling functionality, recording functionality, and 
monitoring functionality. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus recognizes our commitment only begins with the system implementa i an ' has 

an established infrastrncture to ensu1·e support 365/24/7. In addition to our de 'ica i n n 

site administrator and technician, our local field services group will be sup orted y o r 

national service teams. 

For all tickets opened or for any support needs, the Technical Support Center ( SC) 1ill e 

responsible fo1· overall management of the ticket, dispatch of the in-state Technician and 

di1·ect communication with the facility throughout the entire ticket process. 

The Securus' Technical Support Center (TSC) is located in Carrnllton, Texas an is s affed b , 

50 support technicians to ensure prompt problem resolution. The average en re of ur 

suppo1·t management is five (5) years with our technicians averaging four (4) years. 

As an alternative to reporting troubles to the in-state Technicians, the Securus' SC can 

serve as the single point of contact for facility staff to request service or moke i qui ries 24 
hours a day, 7 days a week, 365 days per year and has four convenient et ods of 

contact: 
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• Telephone : 866-558-2323 

• E-Ma il: technicalsupport@securustech .net 

• Fax: 800-368-3168 

• Web portal@ http://www.securustech .net/facil ity.asp 

The TSC uses a call distribution system t o automatically manage the flow of inbound 

customer calls, routing calls directly t o our support techn icia ns in a skill s based, platfo rm 

specific manner. 

Additional escalation po ints includ ing ce ll ular telepho ne nu m bers for senior m anagement 

w ill be p rovided pri or to system implement at ion. 

Contractor must provide a dedicated contact to resolve all issues surrounding 
"Debit" transactions and accounting. The contractor must provide a trouble 
ticket system where each debit transaction issue is documented. The 
contractor must acknowledge receipt of each trouble ticket and respond to the 
State in writing on each resolution. All trouble ticket information and trending 
will be made available to the State upon request. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus will provide an on-site techni cal support technician to res I 1e all iss es 

surrounding "Debit" transactions and respond on accounting questi ns. A inter al lia ison 

will be assigned who will review the monthly debit reports with the de 'icate ' e icia to 

ensure a thorough review of the transact ions. 

Trouble Ticket Process 

During normal business hours facilitie s will report troubles to the ir ass ig ed -_ ite 

Administrator who will take the troubl e information and open a tro ble t icke ,vith our 

Dallas-based TSC. After-hours and on vveekend s, the fac ili ties v rill be dir-ec ed t r ute any 

trouble reporting directly to the TSC. In either case, all trouble rep rts are rep rte irec ly 
to the TSC and a trouble ticket is always opened for tracking of the t icket. Ticket histories 

will always be accessib le on line for review servi ce response t imes and rvill als e 

acknowledge and responded to NCDS in writing on each resolution. 

Event Tracking System 

The Securus event tracking system logs, tracks, manages, and ass res appr priate 

response to all service requests. The se rvi ce request generates a un ique tro ble ticket 

number that is linked to each facility's servi ce history and provides real -ti e updates. Each 

ticket has a priority level assignment, whi ch d1·ives diagnosis and response pr cesses. 

Autho1·ized facility personnel can also open and nack trouble tickets thr ugh our 

convenient facility portal. 
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Facility Portal 

The Facility Portal will serve as the NDCS's 24x7x365 interface to Securus' electronic trouble 
ticket system and allows authorized users to perform functions such as creating and 
managing service tickets and generating reports. 

Weekly Reporting 

At the end of each week, the On-site Administrato r wi ll supp ly a report to the NDCS 
showing all tickets opened and the resolut ion of each t icket. Th is process will ensure that 
issues are reviewed and corrections are made to ensure that specific troubles do not occur 
again. 

Contractor must assign a dedicated account representative other than the 
system administrator to the State of Nebraska account. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

That representative will be Steven Ca dvvell, Na i al Ace nt Manager DOC. 

Contractor must be willing to replace, either, the system administrator, 
support technician, or account representative at the State's request. The State 
will only make this request if attempts at corrective action have not resulted 
in the State's satisfaction. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Contractor must provide usage reports or to other statistical information 
associated with the contract as requested by the State within 5 business days 
of a written request. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

2. System Alarm Monitoring and Reporting 

It is expected that the contractor monitor all equipment including LEC access 
lines on a continuous 24 X 7 basis including holidays. Any problems that effect 
system functionality in any way must be reported to the State immediately. A 
contact list will be given upon contract award. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 
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The Securus Network Operati ons Center (N OC) is located within our corporate 
headquarte rs in Da ll as, Texas. The NOC continually monito rs all of Securus' network t raffic 
for transm ission qual ity of both data and vo ice com municat ions. 

This allows the staff to proactively respond to any service-impacting issue, oftentimes 
before our customers even know a problem exist s. Notifications will be made to the State if 
there are changes or impacts to any of the servi ces provided for under this contract. 

The center is staffed 24 hours a day, 7 days a week, 365 days a year. The center is staffed 
with highly skil led Adm inistrators t rained to monitor, diagnose and ,·esolve any potent ial 
system or network abno rmality, or escalate the issue to appropriate Information 
Technology (IT) support personnel. See graphic in Figure 58 of the NOC Monitoring Center. 

Figure 58 

Premium Network Monitoring Capabilities 

Securus proactively identifies potential syste m and 
network abnormalities th rough a centralized 
diagnost ic appli cat ion, Orion by So lar Winds. his 
network management software allows Securus 
personnel to cont inuously monitor all hardware, 

NOC Monitoring Center 

s fuf\rare and system metri cs. 

rough our network monitoring practi ces, \"e are 
able to: 

• Enable proactive repac rs to a system 
before ct goes down. Many t imes 
corrections are made before a system 
shows signs of an issue and before t i e 
fac ili ty is aware of a problem. This means 
less down time and increased system 
reliab ility for the fac il ity. 

NOC Administrators monitor, diagnose 
and resolve any system or network 
abnormalities in the Securus Network 
Operations Center. 

Al ert remote or on-s ite engineers f any • 
system .... hreshold inconsistencies or alarms. If detected: 

Alerts are sent to the OC to track he event. 

o The NOC c mmunicates with engineers through email, SMS (short message 
servi ce ), or di rectly through a wi re less p one to address the iss ue . 

• Receive rea l tfme a ert s when the system detect s an error. 

Identifies that t he Network Element s hea lth th reshotd has been exceeded 
or if any other potentmal syst em issue has been discovered. 

Addit ionally, volume thresholds are established fo r each transport carTier on 
core node equipment at each data center, alerti ng Securus personne l of 
possible carrier network issues. 
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• Monitor call traffic patterns, bandwidth detail, and network life cycle 
management to ensure suffic·ent resources are in place. A dedicated 
Capacity engineering team reviews call traffic volume reports and storage 
requirements throughout all systems. 

• Centrally monitor au camng traffic and report·ng to determine if increase 
or decreases in the number of telephones are needed. Upon agreement by 
the customer, the service and operations team will install any additional 
telephones required. 

Infrastructure Inspections 

System Administrators make sched uled inspections of all systems and routinely perform 
preventative maintenance and software enhancements. These activities are contro ll ed by a 
production change control steering group. Additionally, change control practices have been 
reviewed and are compliant w ith Sarbanes Oxley. 

Th e following Figures 59, 60, and 61 are a few examples of the NOC monitoring views: 
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Figure 60 
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Figure 61 

Aller, 

~ am, 11 

The network monitoring tools helps us make proacti e repa irs bef re as ste begins to 

experience problems. Many times corrections are made ef re t e aci!i ~' even knows 

there was an issue. This means less down t ime and increase · sys e reliability for the 

faci lity. Our down time is measured in minutes versus tha f .. rad i i a l re ises-based 

systems that require technicians to be dispatched to si es a d e take urs to resolve 

prob lems. 

Contractor must provide a toll free number that will be answered by a live 
person. This number must be staffed 24 X 7 including holidays. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Secu r us' TSC ser 1es as a single point of contact for fac ility staff to re est sei-vice or make 

inqu iri es 24 hours a day, 7 days a week[ 365 days per year fr live te hnica l support 

staff and has four convenient methods of contact: 

• Te lephone: 866-558-2323 

• E-Ma il: technicalsupport@securustech .net 

• Fax: 800-368-3168 

Neb portal @ http://wwvv.securustech .net/ fac ili ty.asp 
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3. Trouble Reporting 

Contractor must provide a detailed description of their escalation procedures. 
Upon award Contractor must provide a service escalation list to include 
names, office, cellular, and pager numbers. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus' Tech nical Support Center (TSC) is st affed by 50 support tech nicians to ensure 

prompt prob lem reso lution. The average tenure of our support managem ent is 5 years 

with our techn icians averaging 4 years. 

Secu ru s' TSC serves as a single point of contact for facility staff to request service or make 

inquiries 24 hours a day, 7 days a week, 365 days per year from live t echnica l support 

staff and has four convenient m eth ods of contact: 

• Telephone: 866-558-2323 

• E- Mail: techni ca lsupport@securu stech.net 

• Fax: 800-368-3168 

• Web portal@ http://WW\N.securustech.net/faci lity.asp 

The TSC uses a ca ll distribution system to autom atica ll, manage the flow of inbound 

customer call s, routing calls directly to our support ec nicia1 s in a ski lls based, platform 

specific manner. Securus estab li shes response times and service level agreements that 

accomplish our key objective of providing timely res I t i to each request. 

Upon contact from a facil ity each ser rice request is assigne ' e of three ini tial priority 

leve ls, each with its own resolution and esca lati t i eli es. E 1ery effort is made to resolve 
the problem remotely with in the designated t imefro1 ,es an ' any se rvice requests can be 

resolved during the initial request. If the servi ce re ,' est ca be resolved remotely, a 

field service technician is dispatched to the facil ity expe 1i e resolution. 

The TSC uses an event tracking system that logs, t rac s, a ages and assures appropriate 
response to all service requests. The service re ues be era es a tr uble ticket with priority 

level ass ignment vvhich dri res diagnosis and response r cesses. The suppo,--t technician 

performs initi al problem diagnosis and isolatior pr ce ' res, 'etermines the nature of the 

problem and either resolves the problem or engages ... he appr priate party for problem 

resolution. The TSC retains ov nership of all service re ests and is responsibl e for the 

esca lation and update functions. 

When a fac ili ty calls Securus, the event tracking syste 

three initial priority levels- P1, P2, or P3. Each leve l is 

e ents and has a resolution timeline and escalation 

Support will respond in the required timeframe. 

SECURUS Technologies 

ass ig s a trouble ticket, with one of 

'es ·gned to address specific system 

roce re. In all ca ses, Technical 
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See Table 11 for service response times and escalations. 

Table 11 

Priority Service Priority Response Customer Escalations 
Level Description Time Communication 

Guideline 

A P1 is our highest service 1 hour • Securus • If response is 

level which is defined as Technical delayed, escalation 

30% or more of the Support procedures within 

functionality of the System Center notifies Securus' 

being adversely affected the facility Management Team 

by the System Event. when the are activated to 

Examples of P1 service service issue is ensure appropriate 

assignments would resolved resources are 

include items such as no • If a technician allocated to resolve 

voice prompts, features is required, the service request 

not operating Securus • Technical Support 
appropriately, inability to Dispatch or Manager & Field 
burn CD's, issues with Field Service Service Manager 
listening to live calls, Technician • Technical Support 
inability to access the SCP contacts the Director & Field 
user interface, all phones customer with Service Director 
down. an estimated • VP Service & 

time of arrival 
Operations 

A P2 assignment is 3 hours • Securus • If response is 

defined as 5% to 29% of Technical delayed, escalation 

the functionality of the Support procedures within 

System being adversely Center notifies Securus' 

affected by the System the facility Management Team 

Event. Examples of a P2 when the are activated to 

service assignments service issue is ensure appropriate 

would include items such resolved resources are 

as work station, specific • If a technician allocated to resolve 

system ports, LEC circuits, is required, the service request 

unblocks, block numbers, Securus • Technical Support 
missing CDRs, call Dispatch or Manager & Field 
searching. Field Service Service Manager 

Technician • Technical Support 
contacts the Director & Field 
customer with Service Director 
an estimated 

VP Service & • 
time of arrival 

Operations 

- A P3 assignment is 1 O hours • Securus • If response is 
Technical delayed, escalation 
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Priority Service Priority Response Customer Escalations 
Level Description Time Communication 

Guideline 

defined as less the 5% of Support procedures within 
the functionality of the Center notifies Securus' 
System being adversely the facility Management Team 
affected by the System when the are activated to 
Event. Single and multiple service issue is ensure appropriate 
phones related issues. resolved resources are 
Examples of P3 service • If a technician allocated to resolve 
assignments would is required, the service request 
include items such as Securus • Technical Support 
static on the phone, a Dispatch or Manager & Field 
party not being able to Field Service Service Manager 
hear, unable to dial, a Technician • Technical Support 
broken phone, dial pad contacts the Director & Field 
not working, cutoff customer with Service Director 
switches not working, and an estimated 

VP Service & inability to generate • 
time of arrival 

Operations reports. 

Securus has provided technical support contacts in Table 12 Additional contact information 
Nill be provided upon contract award. 

Marlon Miller, Manager Tech 
Support, West Region 

Robert Reynolds, Manager Tech 
Support, East Region 

Debbie Cates, Director 
Technical Support & 
Implementation 

SECURUS Technologies 

Tabfe 5 

Phone: 866-558-2323 

Fax: 800-368-3168 

E-Mail: technicalsupport@securustechnologies.com 

Customer Portal: http://www.securustech.net/facility.asp 

Office: 469-546-0179 

Cell: 214-402-2316 

Office: 214-775-2705 

Cell: 817-564-5301 

Office: 972-277-0314 

Cell: 817-688-4323 

Office: 972-277-0474 
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Pre-Paid Cards: Card Fulfillment 
Team 

Monica Garcia, Supervisor 
Implementation Project 
Management 

Dale Breland, Supervisor 
Implementation Technicians 

John Mannewitz, Manager 
Implementation 

Customer Service - Friends & 
Families 
Video Visitation 

Phone: 866-533-3959 

Fax: 866-653-3429 

Email: cardfulfillment@securustechnologies.com 

Office: 214-775-4890 

Cell: 972-330-7951 

Office: 214-775-4335 

Cell: 972-977-0525 

Office: 972-277-0577 

Cell: 972-369-9799 

Phone: 877-548-3658 

Contractor must provide an automated trouble reporting system. Contractor 
must provide a 24-hour toll free number for reporting troubles. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

H. DELIVERABLES 
1. Installation Period 

Installation at each facility must be completed and all Inmate calling service 
available no later than 8:00 AM Central Standard Time on September 26, 2016. 

It will be the contractor's responsibility to keep the State informed of all 
timelines and work progress. 

SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

The NDCS has our commitment that installation will be completed on Septe ber 26, 2016. 

Securns will work closely with the NDCS during the Implementation Plan and rollout 
schedu le to ensure the installation schedules are met and the insta llati n procedures are 
complete. Weekly coordination meetings will be proposed to review action items and 
activiti es during installation phases. The Implementation Plan will be pdated throughout 
the process. 

SECURUS Technologies 286 



b. Proposed Development Approach 
SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus' development approach is to carefully consider the specific NDCS technical 
requirements and to do so with an understanding of the unique requirements of the NDCS. 
Fortunately, the NDCS has required each vendor to attend a site tour at all facilities. The 
site tours have facilitated a critical first step in creating and overall approach and 
methodology to the proposed Technical Project Approach. This is a critical step in the 
Technical Approach as no two DOCs are the same and even though Securus has installed 
thousands of SCP sites in the past, we have learned that it is inefficient and error prone to 
use the same technical approach to all DOC installations. It is for this reason that our 
development approach first considers the number of sites, the exact location of the sites 
and the type of facility. Carefully considering these characteristics unique to the NDCS 
becomes absolutely essential for several important reas ns. 

First, carefully considering the exact location of each of your facilities during the 
development of the proposal response and ultimately during the design of the technical 
approach becomes crit ical because each site is ser ed by a loca l exchange carrier (LEC) who 
is currently providing local access (l ast mile) to your site. /i e must identify who the local 
telco provider is to ensure that we have the appropria e u erstand ing of how to order the 
last mile circuit. The State of Nebraska is unique in the fact ... hat it has 48 different local 
exchange providNs. Each with their ov n provisioning policies; each with their own local 
exchange fac ility and each with their own unique req ire ents in i terfacing with vendors 
for the last mile circuit. In fact, this last mile a 1ailabilit , an ' ult i ate installation becomes 
the "long pole in the tent" when identifying ho N quickly e i s ollat ion can be complete. 
You see, what most companies will not tell you is that t is las ile is used to provide the 
local connection to the proposed private network hat ,viii carry all inmate ca ll s. If the local 
exchange carr ier has no add itional facility ava ilable pt , ur specific pri son, the 
insta llat ion can be delayed for long periods of time n ii e is available or installed. 
Sim ilarly, each local exchange company has strict ru les on ays they can commit 
to for installation and availability of a circuit w ich us .... be consi ered in the proposed 
implementation plan. Without t imely delivery of circu its fro the local exchange carrier, 
the implementation dates would be adjusted accord ingly to meet the local carriers' delivery 
dates. 

It is for this reason that Securus conducts site visits and i mediately begins identifying the 
loca l exchange carrier serving the site. Not all loca l exchange carriers can immediately 
provide local access to your site based on restricted a ailabi lity of lines at your site or long 
provisioning processes. This directly affects the se lected vendor's ability to comp lete the 
implementation plan as proposed . Secu rus matches the exact location of each of your 
fac ilities with the identifi cation of the serving loca l exchange provider at that facil ity. 
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We then examine our experience with that local provider and determine any risk 

associated with the provisioning of the local circuit for connectivity to our private MPLS 
network. 

We evaluate typical provisioning cyc le times, identify any known lack of facility issues that 

may exist and we review previous installations of our SCP at sim ilar sites within the State of 

Nebraska and that may be close to your facility. Since we have installed our SCP system at 

many Nebraska facilities such as: 

• Adams DOC Jail 

• Box Butte DOC Jail 

• Dakota DOC Jail 

• Dawes DOC Jai l 

• Hall DOC 

• Hamilton DOC Jail 

• Kimball DOC Sheriffs Office 

• Morrill DOC Jail 

• Phelps DOC Correctional Facility 

• Richardson DOC Jail 

• Sa unders DOC Jail 

• Washington DOC Jail 

Ne have the experience necessary in pr ns1 g e requ ired local exchange access 

critical to delivering our ser dee n ti e. Grea le ins elephone may have different local 
access availability at your McCo k DOC f2 iii , he f\/ indstream does for your York and 

Lincoln facilities. These anomal ies mus be c .si 'ere i creating and over·all approach 

and methodology for the Tech ical Re ire e s f he i plementation plan. To be 

successful in completing the propose ' ec , i al \ .pr ach to the installation of your 

service you will require a vendor that as ex EriE ce in ii stalling the system proposed, 

uti lizes i ... s O\Nn installers and has past e:xpe""ience i in erfacing with th e many local 

excha nge carriers operating in Nebraska. Ex erience in nly one of th ese areas is not 

enough. Your se lected vendor sho Id rv a. ' perate the calling platform proposed to 

avoid t echnical issues when interfaci g ui e lo al serving LEC. 

Additionally, wh en considering the over2 II appr ach and methodology of the Technical 

Approach one must consider personnel epl y ent. That is, wh ere will insta llation se rvice 

personnel be located during the installatio peri d and how does one effic iently use 

personnel to achieve the desired insta llati date c mmitments? How many insta llation 

t ea ms will be required to complete the i sto llati non time? Importantly, Securus uses only 

Securus employees for the insta llati nan can thereby guarantee the professionalism, 

integrity and ability of each insta ller. 
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No outside contractors are used nor are any employees used that do not have experience 
in the installation of the SCP inmate calling system. Securus may use outside contractors 
for wiring and/or electrical work but only as required by appropriate electrical code or good 
business practice standards. 

Using installers that may be experienced in the installation of local phone lines only or in 
the completion of outside construction projects only is a severe compromise to the 
expectations associated with the installation of a fully hosted, centralized digital inmate 
calling platform that requires security and sophisticated integration skills. 

Finally, a carefully thought out development approach to the installation of the proposed 
inmate calling system and the associated value added services requires a keen 
understanding of how a DOC faci lity operates and the types of facilities involved. As 
mentioned, no tvvo DOCs are alike and sim ilarly, no two facilities are exactly alike. Security 
levels, administrat ive rules, ca ll ing privil eges, specific Warden policies and a facilities 
operating procedures, or past experience in installing the SCP at sites in the State, must be 
ca refulty ana lyzed prior to the creat ing the techn ical approach to the installation to ensure 
a non-compro mising work environment. This is especially critical when considering that 
some fac ilit ies my request installat i n t imes at off hours while others may provi de access 
to phone insta llation at any tim e. All fac ilities require strict control of tools but some may 
also have a stri ct proh ibition aga i s any ce ll phone or specific types of tools. Some may 
proh ibit the use of loud too ls ( 'r ill s, sa ,vs etc. ) during sleep ing hours. Each must be 
considered in the o erall a pr ach a d methodo logy of the Technical Plan . 
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c. Technica l Considerations 
SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus attended the site tours and identified wiring, network, cabling, construction of the 
building, and support and system maintenance required. We will install our MPLS network. 
This includes MPLS (Multi protocol Label Switching) circuits, DSL (Digital Subscriber Line), 
and POTS lines are used for our centralized, packet-based platform, called Secure Call 
Platform (SCP). 

Our SCP uses private Multi-Protocol Label Switching (MPLS) circuits within our network. 
MPLS is widely accepted to be the premium service available for transporting digitized 
voice signals. Further, we use a mixture of G.711 and G.729a signaling protocol and we 
dedicate enough bandwidth for each conversation over our private network to keep packet 
delays under 100 milliseconds which provides the ability to achieve a MOS of 4.3 (better 
than digitized telephone quality). The quality is transferred directly to our recordings as we 
use only digital recording equipment for playback of calls. 

Securus has the distinct advantage of being the manufacturer of the SCP proposed in our 
offer. The off-premise SCP equipment is co-located in TELX or AT&T data center composed 
of carrier-class, commercial-grade, high-performance, managed inmate phone system built 
to the latest technology standards. This includes all hardware and software in ma inta ining 
fraud controls, investigati re features, user utilities, call processing, and record ing 
conversations. 

To support our premise-based equipment, the majority of our provisioning is provided 
through AT&T MPLS (Mu lti-protocol Label Switching) T-1 's. Prem ise equipment includes 
routers and IAD (I ntegrated Access Device) equipment converting VoIP to ana log and are 
procured th rough Adtran and Cisco. The telephone instruments ares andard inmate shock 
resistant\ ti n el telephone sets that a1·e hearing aid-compatib le and w ill be mounted to 
ADA standa,~ds, w here applicable. 

Workstations provided by Securus will be latest gene1·ation De ll processors, vv ith Dell flat 
sueen mon itors and HP inkjet printers. All switches needed to connect each workstation 
to our network \N ill be Netgear o,~ Cisco. 

Installation of our system 

Securus' extens ive experience installing and maintaining inmate telephone systems has 
helped us develop insta llation and cut-over procedures that w ill m inim ize disruptions and 
errors, and maximize the NDCS satisfaction. 
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Our inmate communication solutions have been successfully installed and are currently 
being used at some of the largest State Department of Corrections facilities in the nation, 
including the states of Illinois, Florida, Louisiana, Missouri, New Mexico, Connecticut, and, 
most recently, Pennsylvania and Arkansas. Figure 62 below shows Securus' national 
presence. 

Figure 62 

Securus' National Presence 

• City, County, or Private Facil ity 
• State Department of Correction Facility 

The Securus Project Management Team consistently demonstrates proj ect management 
expertise that simply cannot be matched by any other ser ri ce pr i er. Ne look forward to 
the opportunity to provide the NDCS with industry lead ing pr ject support and services. 
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d. Deta il ed Project Work Plan 
SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Please see Attachment G for a Preliminary Project Work Plan for the NDCS. 

e. De live ra bles and Due Dates 
SECURUS HAS READ, UNDERSTANDS AND COMPLIES. 

Securus proposes a 60-day implementation schedule fo r the implementation of the 
proposed solutions. This time frame w ill allow ample time for the implementat ion of the 
required network infrastructure and all equ ipment to be insta lled and tested. 

Please refer to Attachment H for the Pre liminary Implementation Time li ne that shows the 
deliverables and due dates. 
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By signing the "Request for Proposal for Contractual Services" form, the bidder guarantees 
compliance with the provisions stated in this Request for Proposal, agrees to the Terms and 
Conditions unless otherwise agreed to, and certifies bidder maintains a drug free work place 
environment. 

Bidders are expected to closely read the Terms and Conditions and provide a binding signature of 
intent to comply with the Terms and Conditions; provided, however, a bidder may indicate any 
exceptions to the Terms and Conditions by (1) clearly identifying the term or condition by 
subsection, and (2) including an explanation for the bidder's inability to comply with such term or 
condition which includes a statement recommending terms and conditions the bidder would find 
acceptable. Rejection in whole or in part of the Terms and Conditions may be cause for rejection of 
a bidder's proposal. Bidders must include completed Section Ill with their proposal response. 

The State of Nebraska is soliciting bids in response to the RFP. The State of Nebraska will not 
consider proposals that propose the substitution of the bidder's contract, agreements, or terms for 
those of the State of Nebraska's. Any License, Service Agreement, Customer Agreement, User 
Agreement, Bidder Terms and Conditions, Document, or Clause purported or offered to be included 
as a part of this RFP must be submitted as individual clauses, as either a counter-offer or additional 
language, and each clause must be acknowledged and accepted in writing by the State. If the 
Bidder's clause is later found to be in conflict with the RFP or resulting contract the Bidder's clause 
shall be subordinate to the RFP or resulting contract. 

A. GENERAL 
Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

I'd 

The contract resulting from this Request for Proposal shall incorporate the following documents: 

1. Amendment to Contract Award with the most recent dated amendment having the highest 
priority; 

2. Contract Award and any attached Addenda; 

3. The Request for Proposal form and the Contractor's Proposal, signed in ink 

4. Amendments to RFP and any Questions and Answers; and 

5. The original RFP document and any Addenda. 

These documents constitute the entirety of the contract. 

Unless otherwise specifically stated in a contract amendment, in case of any conflict between the 
incorporated documents, the documents shall govern in the following order of preference with 
number one (1) receiving preference over all other documents and with each lower numbered 
document having preference over any higher numbered document: 
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1) Amendment to Contract Award with the most recent dated amendment having the highest 
priority, 2) Contract Award and any attached Addenda, 3) the signed Request for Proposal form and 
the Contractor's Proposal, 4) Amendments to RFP and any Questions and Answers, 5) the original 
RFP document and any Addenda. 

Any ambiguity in any provision of this contract which shall be discovered after its execution shall be 
resolved in accordance with the rules of contract interpretation as established in the State of 
Nebraska. 

Once proposals are opened they become the property of the State of Nebraska and will not be 
returned. 

B. AWARD 

Accept 
(Initial) 

~ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

All purchases, leases, or contracts which are based on competitive proposals will be awarded 
according to the provisions in the Request for Proposal. The State reserves the right to 
reject any or all proposals, in whole or in part, or to award to multiple bidders in whole or in 
part, and at its discretion, may withdraw or amend the Request for Proposal at any time. 
The State reserves the right to waive any deviations or errors that are not material, do not 
invalidate the legitimacy of the proposal, and do not improve the bidder's competitive 
position. All awards will be made in a manner deemed in the best interest of the State. The 
Request for Proposal does not commit the State to award a contract. If, in the opinion of the 
State, revisions or amendments will require substantive changes in proposals, the due date 
may be extended. 

By submitting a proposal in response to this Request for Proposal, the bidder grants to the 
State the right to contact or arrange a visit in person with any or all of the bidder's clients . 

Once intent to award decision has been determined, it will be posted to the Internet at: 
http://das.nebraska.gov/materiel/purchasi ng. htm I 

Grievance and protest procedure is available on the Internet at: 
http://das.nebraska.gov/materiel/purchase bureau/docs/vendors/protest/ProtestGrievance 
ProcedureForVendors.pdf 

Any protests must be filed by a vendor within ten (10) business days after the intent to 
award decision is posted to the Internet. 
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C. COMPLIANCE WITH CIVIL RIGHTS LAWS AND EQUAL OPPORTUNITY 
EMPLOYMENT/ NONDISCRIMINATION 

Accept 
(Initial) 

It\ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor shall comply with all applicable local, state, and federal statutes and 
regulations regarding civil rights laws and equal opportunity employment. The Nebraska Fair 
Employment Practice Act prohibits Contractors of the State of Nebraska, and their Sub
contractors, from discriminating against any employee or applicant for employment, with 
respect to hire, tenure, terms, conditions, compensation, or privileges of employment 
because of race, color, religion, sex, disability, marital status, or national origin (Neb. Rev. 
Stat. §48-1101 to 48-1125). The Contractor guarantees compliance with the Nebraska Fair 
Employment Practice Act, and breach of this provision shall be regarded as a material 
breach of contract. The Contractor shall insert a similar provision in all sub-contracts for 
services to be covered by any contract resulting from this Request for Proposal. 

D. PERMITS, REGULATIONS, LAWS 

Accept 
(Initial) 

hf 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The Contractor shall procure and pay for all permits, licenses, and approvals necessary for 
the execution of the contract. The Contractor shall comply with all applicable local, state, 
and federal laws, ordinances, rules, orders, and regulations. 
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E. OWNERSHIP OF INFORMATION AND DATA 

Accept 
(Initial) 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

The State of Nebraska shall have the unlimited right to publish, 
duplicate, use, and disclose all information and data developed or 
derived by the Contractor pursuant to this contract, except that we 
cannot provide the State with the unlimited right to publish or 

rl 
disclose to third parties data that constitutes Customer Proprietar)'.'. 
Network Information ("CPNI") to the extent disclosure is prohibited 
b)'.'. law, although the State of Nebraska otherwise will be provided 
with the right to use, access and cop)'.'. the CPNI in connection with 
calls initiated from all State of Nebraska facilities. 

The State of Nebraska shall have the unlimited right to publish, duplicate, use, and disclose 
all information and data developed or derived by the Contractor pursuant to this contract. 

The Contractor must guarantee that it has the full legal right to the materials, supplies, 
equipment, and other rights or titles (e.g. rights to licenses transfer or assign deliverables) 
necessary to execute this contract. The contract price shall, without exception, include 
compensation for all royalties and costs arising from patents, trademarks, and copyrights 
that are in any way involved in the contract. It shall be the responsibility of the Contractor to 
pay for all royalties and costs, and the State must be held harmless from any such claims. 

F. INSURANCE REQUIREMENTS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

The Contractor shall not commence work under this contract until all the insurance 
required hereunder has been obtained and such insurance has been approved by the 
State. The Contractor shall maintain all required insurance for the life of this contract 
and shall ensure that the State Purchasing Bureau has the most current certificate of 
insurance throughout the life of this contract. If Contractor will be utilizing any 
Subcontractors, the Contractor is responsible for obtaining the certificate(s) of 
insurance required herein under from any and all Subcontractor(s). The Contractor is 
also responsible for ensuring Subcontractor(s) maintain the insurance required until 
completion of the contract requirements. The Contractor shall not allow any 
Subcontractor to commence work on any Subcontract until all similar insurance 
required of the Subcontractor has been obtained and approved by the Contractor. 
Approval of the insurance by the State shall not limit, relieve, or decrease the liability of the 
Contractor hereunder. 
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If by the terms of any insurance a mandatory deductible is required, or if the 
Contractor elects to increase the mandatory deductible amount, the Contractor shall be 
responsible for payment of the amount of the deductible in the event of a paid claim. 

Insurance coverages shall function independent of all other clauses in the contract, and 
in no instance shall the limits of recovery from the insurance be reduced below the limits 
required by this section. 

1. WORKERS' COMPENSATION INSURANCE 

The Contractor shall take out and maintain during the life of this contract the 
statutory Workers' Compensation and Employer's Liability Insurance for all of 
the contactors' employees to be engaged in work on the project under this 
contract and, in case any such work is sublet, the Contractor shall require the 
Subcontractor similarly to provide Worker's Compensation and Employer's 
Liability Insurance for all of the Subcontractor's employees to be engaged in 
such work. 

This policy shall be written to meet the statutory requirements for the state in 
which the work is to be performed, including Occupational Disease. 

This policy shall include a waiver of subrogation in favor of the State. The amounts 
of such insurance shall not be less than the limits stated hereinafter. 

2. COMMERCIAL GENERAL LIABILITY INSURANCE AND COMMERCIAL AUTOMOBILE 
LIABILITY INSURANCE 
The Contractor shall take out and maintain during the life of this contract 
such Commercial General Liability Insurance and Commercial Automobile 
Liability Insurance as shall protect Contractor and any Subcontractor 
performing work covered by this contract from claims for damages for bodily 
injury, including death, as well as from claims for property damage, which may 
arise from operations under this contract, whether such operation be by the 
Contractor or by any Subcontractor or by anyone directly or indirectly employed 
by either of them, and the amounts of such insurance shall not be less than 
limits stated hereinafter. 

The Commercial General Liability Insurance shall be written on an occurrence 
basis, and provide Premises/Operations, Products/Completed Operations, 
Independent Contractors, Personal Injury, and Contractual Liability coverage. The 
policy shall include the State, and others as required by the contract documents, 
as Additional lnsured(s). This policy shall be primary, and any insurance or self
insurance carried by the State shall be considered excess and non
contributory. The Commercial Automobile Liability Insurance shall be written to 
cover all Owned, Non-owned, and Hired vehicles. 
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3. INSURANCE COVERAGE AMOUNTS REQUIRED 

COMMERCIAL GENERAL LIABILITY 
General Aqqregate $2,000,000 
Products/Completed Operations Aqqregate $2,000,000 
Personal/Advertising Injury $1,000,000 per occurrence 
Bodily Injury/Property Damage $1,000,000 per occurrence 
Fire Damage $50,000 any one fire 
Medical Payments $10,000 any one person 
Damaqe to Rented Premises $300,000 each occurrence 
Contractual Included 
XCU Liability (Explosion, Collapse, and Underground Included 
Damaqe) 
Independent Contractors Included 
Abuse & Molestation Included 
WORKER'S COMPENSATION 
Employers Liability Limits $500K/$500K/$500K 
Statutory Limits- All States Statutory - State of Nebraska 
USL&H Endorsement Statutory 
Voluntary Compensation Statutory 
COMMERCIAL AUTOMOBILE LIABILITY 
Bodily Injury/Property Damage $1 ,000,000 combined single limit 
Include All Owned, Hired & Non-Owned Automobile Included 
liability 
UMBRELLA/EXCESS LIABILITY 
Over Primary Insurance $5,000,000 
COMMERCIAL CRIME 
Crime/Employee Dishonesty lncludinq 3rd Party Fidelity $1 ,000,000 
SUBROGATION WAIVER 
'Workers' Compensation policy shall include a waiver of subrogation in favor of the State of Nebraska." 
LIABILITY WAIVER 
"Commercial General Liability & Commercial Automobile Liability policies shall be primary and any insurance or 
self-insurance carried by the State shall be considered excess and non-contributory." 

4. EVIDENCE OF COVERAGE 

The Contractor should furnish the State, with their proposal response, a 
certificate of insurance coverage complying with the above requirements to the 
attention of the Buyer at 402-471-2089 (fax) 

Administrative Services 
State Purchasing Bureau 
1526 K Street, Suite 
130Lincoln, NE 68508 

These certificates or the cover sheet shall reference the RFP number, and the 
certificates shall include the name of the company, policy numbers, effective 
dates, dates of expiration, and amounts and types of coverage afforded. If 
the State is damaged by the failure of the Contractor to maintain such 
insurance, then the Contractor shall be responsible for all reasonable costs 
properly attributable thereto. 
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Notice of cancellation of any required insurance policy must be submitted to 
Administrative Services State Purchasing Bureau when issued and a new 
coverage binder shall be submitted immediately to ensure no break in 
coverage. 

G. COOPERATION WITH OTHER CONTRACTORS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

ttO 

RFP Response 
(Initial) 

The State may already have in place or choose to award supplemental contracts for work 
related to this Request for Proposal, or any portion thereof. 

1. The State reserves the right to award the contract jointly between two or more 
potential Contractors, if such an arrangement is in the best interest of the 
State. 

2. The Contractor shall agree to cooperate with such other Contractors, and shall 
not commit or permit any act which may interfere with the performance of 
work by any other Contractor. 

H. INDEPENDENT CONTRACTOR 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

It is agreed that nothing contained herein is intended or should be construed in any 
manner as creating or establishing the relationship of partners between the parties 
hereto. The Contractor represents that it has, or will secure at its own expense, all 
personnel required to perform the services under the contract. The Contractor's 
employees and other persons engaged in work or services required by the contractor 
under the contract shall have no contractual relationship with the State; they shall not be 
considered employees of the State. 

All claims on behalf of any person arising out of employment or alleged employment 
(including without limit claims of discrimination against the Contractor, its officers, or its 
agents) shall in no way be the responsibility of the State. The Contractor will hold the 
State harmless from any and all such claims. Such personnel or other persons shall not 
require nor be entitled to any compensation, rights, or benefits from the State 
including without limit, tenure rights, medical and hospital care, sick and vacation leave, 
severance pay, or retirement benefits. 
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I. CONTRACTOR RESPONSIBILITY 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

w 
RFP Response 
(Initial) 

The Contractor is solely responsible for fulfilling the contract, with responsibility for all 
services offered and products to be delivered as stated in the Request for Proposal, the 
Contractor's proposal, and the resulting contract. The Contractor shall be the sole point 
of contact regarding all contractual matters. 

If the Contractor intends to utilize any Subcontractor's services, the Subcontractor's level 
of effort, tasks, and time allocation must be clearly defined in the Contractor's proposal. 
The Contractor shall agree that it will not utilize any Subcontractors not specifically 
included in its proposal in the performance of the contract without the prior written 
authorization of the State. Following execution of the contract, the Contractor shall 
proceed diligently with all services and shall perform such services with qualified 
personnel in accordance with the contract. 

J. CONTRACTOR PERSONNEL 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

nf 

RFP Response 
(Initial) 

The Contractor warrants that all persons assigned to the project shall be employees of 
the Contractor or specified Subcontractors, and shall be fully qualified to perform the 
work required herein. Personnel employed by the Contractor to fulfill the terms of the 
contract shall remain under the sole direction and control of the Contractor. The 
Contractor shall include a similar provision in any contract with any Subcontractor 
selected to perform work on the project. 

Contractor shall make his/her employees aware of Neb. Rev. Stat. 28-322.01 that states 
it shall be a Felony for individuals working for or under contract to the Department of 
Correctional Services to engage in sexual contact or relations with an inmate or parolee 
within the State correctional system, and that no inmate nor parolee is legally capable 
of giving consent to any such relationship. 

Contractor's personnel shall be subject to departmental security checks prior to their 
arrival on site, and will carry proper identification with them at all time while on facility 
grounds. 

SECURUS Technologies 301 



Contractor shall inform his/her personnel of the Nebraska Department of Correctional 
Services Tobacco Policy, which states that tobacco and tobacco-related products are 
contraband and must not be carried into any NDCS- owned or controlled property. 
Such products must remain in Contractor's locked vehicle while on NDCS-owned or 
controlled property. 

Personnel commitments made in the Contractor's proposal shall not be changed without 
the prior written approval of the State. Replacement of key personnel, if approved by 
the State, shall be with personnel of equal or greater ability and qualifications. 

The State reserves the right to require the Contractor to reassign or remove from the 
project any Contractor or Subcontractor employee. 

In respect to its employees, the Contractor agrees to be responsible for the following: 

1. any and all employment taxes and/or other payroll withholding; 
2. any and all vehicles used by the Contractor's employees, including all insurance 

required by state law; 
3. damages incurred by Contractor's employees within the scope of their duties under 

the contract; 

4. maintaining workers' compensation and health insurance and submitting any 
reports on such insurance to the extent required by governing State law; and 
determining the hours to be worked and the duties to be performed by the 
Contractor's employees. 

s. determining the hours to be worked and the duties to be performed by the 
Contractor's employees. 

K. CONTRACT CONFLICTS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

{)f 

Contractor shall insure that contracts or agreements with sub-contractors and agents, 
and the performance of services in relation to this contract by sub-contractors and 
agents, does not conflict with this contract. 
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L. STATE OF NEBRASKA PERSONNEL RECRUITMENT PROHIBITION 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

~ 

The Contractor shall not, at any time, recruit or employ any State employee or agent who 
has worked on the Request for Proposal or project, or who had any influence on decisions 
affecting the Request for Proposal or project. 

M. CONFLICT OF INTEREST 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

ff 

RFP Response 
(Initial) 

By submitting a proposal, bidder certifies that there does not now exist any relationship 
between the bidder and any person or entity which is or gives the appearance of a 
conflict of interest related to this Request for Proposal or project. 

The bidder certifies that it shall not take any action or acquire any interest, either 
directly or indirectly, which will conflict in any manner or degree with the performance 
of its services hereunder or which creates an actual or appearance of conflict of 
interest. 

The bidder certifies that it will not employ any individual known by bidder to have a conflict of 
interest. 

N. PROPOSAL PREPARATION COSTS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

ti 

The State shall not incur any liability for any costs incurred by bidders in replying to this 
Request for Proposal, in the demonstrations and/or oral presentations, or in any other 
activity related to bidding on this Request for Proposal. 
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0. ERRORS AND OMISSIONS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

~ 

The bidder shall not take advantage of any errors and/or om1ss1ons in this Request 
for Proposal or resulting contract. The bidder must promptly notify the State of any 
errors and/or omissions that are discovered. 

P. BEGINNING OF WORK 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

h(> 

The bidder shall not commence any billable work until a valid contract has been fully 
executed by the State and the successful Contractor. The Contractor will be notified in 
writing when work may begin. 

Q. ASSIGNMENT BY THE STATE 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

~ 

The State shall have the right to assign or transfer the contract or any of its interests 
herein to any agency, board, commission, or political subdivision of the State of 
Nebraska. There shall be no charge to the State for any assignment hereunder. 
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R. ASSIGNMENT BY THE CONTRACTOR 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

The Contractor may not assign, voluntarily or involuntarily, the contract or any of its rights 
or obligations hereunder (including without limitation rights and duties of performance) 
to any third party, without the prior written consent of the State, which will not be 
unreasonably withheld. 

S. DEVIATIONS FROM THE REQUEST FOR PROPOSAL 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

rfJ 

RFP Response 
(Initial) 

The requirements contained in the Request for Proposal become a part of the terms and 
conditions of the contract resulting from this Request for Proposal. Any deviations from 
the Request for Proposal must be clearly defined by the bidder in its proposal and, if 
accepted by the State, will become part of the contract. Any specifically defined 
deviations must not be in conflict with the basic nature of the Request for Proposal, 
mandatory requirements, or applicable state or federal laws or statutes. "Deviation", 
for the purposes of this RFP, means any proposed changes or alterations to either 
the contractual language or deliverables within the scope of this RFP. The State 
discourages deviations and reserves the right to reject proposed deviations. 

T. GOVERNING LAW 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

The contract shall be governed in all respects by the laws and statutes of the State of 
Nebraska. Any legal proceedings against the State of Nebraska regarding this Request 
for Proposal or any resultant contract shall be brought in the State of Nebraska 
administrative or judicial forums as defined by State law. The Contractor must be in 
compliance with all Nebraska statutory and regulatory law. 

SECURUS Technologies 305 



U. ATTORNEY'S FEES 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

w 
RFP Response 
(Initial) 

In the event of any litigation, appeal, or other legal action to enforce any provision of the 
contract, the Contractor agrees to pay all expenses of such action, as permitted by law, 
including attorney's fees and costs, if the State is the prevailing party. 

V. ADVERTISING 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

ff 

RFP Response 
(Initial) 

The Contractor agrees not to refer to the contract award in advertising in such a manner 
as to state or imply that the company or its services are endorsed or preferred by the 
State. News releases pertaining to the project shall not be issued without prior written 
approval from the State. 

W. STATEPROPERTY 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

h{ 

RFP Response 
(Initial) 

The Contractor shall be responsible for the proper care and custody of any State-owned 
property which is furnished for the Contractor's use during the performance of the 
contract. The Contractor shall reimburse the State for any loss or damage of such 
property; normal wear and tear is expected. 
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X. SITE RULES AND REGULATIONS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

M 

RFP Response 
(Initial) 

The Contractor shall use its best efforts to ensure that its employees, agents, and 
Subcontractors comply with site rules and regulations while on State premises. If the 
Contractor must perform on-site work outside of the daily operational hours set forth 
by the State, it must make arrangements with the State to ensure access to the facility 
and the equipment has been arranged. No additional payment will be made by the 
State on the basis of lack of access, unless the State fails to provide access as agreed to 
between the State and the Contractor. 

Y. NOTIFICATION 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

hf 

RFP Response 
(Initial) 

During the bid process, all communication between the State and a bidder shall be 
between the bidder's representative clearly noted in its proposal and the buyer noted 
in Section II.A. Procuring Office and Contact Person, of this RFP. After the award of the 
contract, all notices under the contract shall be deemed duly given upon delivery to the 
staff designated as the point of contact for this Request for Proposal, in person, or upon 
delivery by 

U.S. Mail, facsimile, or e-mail. Each bidder should provide in its proposal the name, title, 
and complete address of its designee to receive notices. 

1. Except as otherwise expressly specified herein, all notices, requests, or other 
communications shall be in writing and shall be deemed to have been given if 
delivered personally or mailed, by U.S. Mail, postage prepaid, return receipt 
requested, to the parties at their respective addresses set forth above, or at such 
other addresses as may be specified in writing by either of the parties. All 
notices, requests, or communications shall be deemed effective upon personal 
delivery or three (3) calendar days following deposit in the mail. 
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2. Whenever the Contractor encounters any difficulty which is delaying or threatens 
to delay its timely performance under the contract, the Contractor shall 
immediately give notice thereof in writing to the State reciting all relevant 
information with respect thereto. Such notice shall not in any way constitute a 
basis for an extension of the delivery schedule or be construed as a waiver by 
the State of any of its rights or remedies to which it is entitled by law or equity or 
pursuant to the provisions of the contract. Failure to give such notice, however, 
may be grounds for denial of any request for an extension of the delivery 
schedule because of such delay. 

Either party may change its address for notification purposes by giving notice of the 
change, and setting forth the new address and an effective date. 

For the duration of the contract, all communication between Contractor and the State 
regarding the contract shall take place between the Contractor and individuals 
specified by the State in writing. Communication about the contract between 
Contractor and individuals not designated as points of contact by the State is strictly 
forbidden. 

Z. EARLY TERMINATION 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

l\1' 

RFP Response 
(Initial) 

The contract may be terminated as follows: 

1. The State and the Contractor, by mutual written agreement, may terminate the 
contract at any time. 

2. The State, in its sole discretion, may terminate the contract for any reason upon 
thirty (30) calendar day's written notice to the Contractor. Such termination 
shall not relieve the Contractor of warranty or other service obligations 
incurred under the terms of the contract. In the event of termination the 
Contractor shall be entitled to payment, determined on a pro rata basis, for 
products or services satisfactorily performed or provided. 

3. The State may terminate the contract immediately for the following reasons: 

a. if directed to do so by statute; 

b. Contractor has made an assignment for the benefit of creditors, has 
admitted in writing its inability to pay debts as they mature, or has 
ceased operating in the normal course of business; 

c. a trustee or receiver of the Contractor or of any substantial part of 
the Contractor's assets has been appointed by a court; 
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d. fraud, misappropriation, embezzlement, malfeasance, misfeasance, or 
illegal conduct pertaining to performance under the contract by its 
Contractor, its employees, officers, directors, or shareholders; 

e. an involuntary proceeding has been commenced by any party against 
the Contractor under any one of the chapters of Title 11 of the United 
States Code and (i) the proceeding has been pending for at least sixty 
(60) calendar days; or (ii) the Contractor has consented, either expressly 
or by operation of law, to the entry of an order for relief; or (iii) the 
Contractor has been decreed or adjudged a debtor; 

f. a voluntary petition has been filed by the Contractor under any of the 
chapters of Title 11 of the United States Code; 

g. Contractor intentionally discloses confidential information; 
h. Contractor has or announces it will discontinue support of the deliverable; 

i. second or subsequent documented "vendor performance report" form 
deemed acceptable by the State Purchasing Bureau; or 

j. Contractor engaged in collusion or actions which could have 
provided Contractor an unfair advantage in obtaining this 
contract. 

AA. FUNDING OUT CLAUSE OR LOSS OF APPROPRIATIONS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

The State may terminate the contract, in whole or in part, in the event funding is no 
longer available. The State's obligation to pay amounts due for fiscal years following 
the current fiscal year is contingent upon legislative appropriation of funds for the 
contract. Should said funds not be appropriated, the State may terminate the contract 
with respect to those payments for the fiscal years for which such funds are not 
appropriated. The State will give the Contractor written notice thirty (30) calendar days 
prior to the effective date of any termination, and advise the Contractor of the location 
(address and room number) of any related equipment. All obligations of the State to 
make payments after the termination date will cease and all interest of the State in 
any related equipment will terminate. The Contractor shall be entitled to receive just 
and equitable compensation for any authorized work which has been satisfactorily 
completed as of the termination date. In no event shall the Contractor be paid for a loss 
of anticipated profit. 
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BB. BREACH BY CONTRACTOR 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

f" 

RFP Response 
(Initial) 

The State may terminate the contract, in whole or in part, if the Contractor fails to 
perform its obligations under the contract in a timely and proper manner. The State 
may, by providing a written notice of default to the Contractor, allow the Contractor to 
cure a failure or breach of contract within a period of thirty (30) calendar days (or longer 
at State's discretion considering the gravity and nature of the default). Said notice shall be 
delivered by Certified Mail, Return Receipt Requested, or in person with proof of 
delivery. Allowing the Contractor time to cure a failure or breach of contract does not 
waive the State's right to immediately terminate the contract for the same or different 
contract breach which may occur at a different time. In case of default of the Contractor, 
the State may contract the service from other sources and hold the Contractor 
responsible for any excess cost occasioned thereby. 

CC. ASSURANCES BEFORE BREACH 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

If any document or deliverable required pursuant to the contract does not fulfill the 
requirements of the Request for Proposal/resulting contract, upon written notice from 
the State, the Contractor shall deliver assurances in the form of additional Contractor 
resources at no additional cost to the project in order to complete the deliverable, and 
to ensure that other project schedules will not be adversely affected. 
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DD. ADMINISTRATION - CONTRACT TERMINATION 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

1. Contractor must provide confirmation that upon contract termination all 
deliverables prepared in accordance with this agreement shall become the 
property of the State of Nebraska; subject to the ownership provision (section 
E) contained herein, and is provided to the State of Nebraska at no additional 
cost to the State. 

2. Contractor must . provide confirmation that in the event of contract 
termination, all records that are the property of the State will be returned 
to the State within thirty (30) calendar days. Notwithstanding the above, 
Contractor may retain one copy of any information as required to comply 
with applicable work product documentation standards or as are 
automatically retained in the course of Contractor's routine back up 
procedures. 

EE. PENALTY 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

tt( 

RFP Response 
(Initial) 

In the event that the Contractor fails to perform any substantial obligation under the 
contract, the State may withhold all monies due and payable to the Contractor, without 
penalty, until such failure is cured or otherwise adjudicated. Failure to meet the dates for 
the deliverables as agreed upon by the parties may result in an assessment of penalty 
due the State of $500.00 per day for outages of phones in one Housing Unit (HU) for six 
(6) or more hours, and $1,000.00 per day for outage of phones in two (2) HUs at one 
(1) institution for six (6) or more hours, and/or $5,000.00 per day for outage of an 
institution for six (6) or more hours per day, until the deliverables are approved. 
Contractor will be notified in writing when penalty will commence. 
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FF. PERFORMANCE BOND 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

The Contractor will be required to supply a cashier's check or a bond executed by a 
corporation authorized to contract surety in the State of Nebraska, payable to the State 
of Nebraska, which shall be valid for the life of the contract to include any renewal 
and/or extension periods. The amount of the cashier's check or bond must be 
$500,000.00 The check or bond will guarantee that the Contractor will faithfully perform 
all requirements, terms and conditions of the contract. If the Contractor chooses to 
provide a cashier's check, the check must show an expiration date on the check. 
Cashier's checks will only be allowed for contracts for three (3) years or less, 
including all renewal options. Failure to comply shall be grounds for forfeiture of the 
check or bond as liquidated damages. Amount of forfeiture will be determined by the 
agency based on loss to the State. The bond or cashier's check will be returned when the 
service has been satisfactorily completed as solely determined by the State, after 
termination or expiration of the contract. 

GG. FORCE MAJEURE 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

t{ 

RFP Response 
(Initial) 

Neither party shall be liable for any costs or damages resulting from its inability to 
perform any of its obligations under the contract due to a natural disaster, or other 
similar event outside the control and not the fault of the affected party ("Force 
Majeure Event"). A Force Majeure Event shall not constitute a breach of the contract. The 
party so affected shall immediately give notice to the other party of the Force Majeure 
Event. The State may grant relief from performance of the contract if the Contractor is 
prevented from performance by a Force Majeure Event. The burden of proof for the 
need for such relief shall rest upon the Contractor. To obtain release based on a Force 
Majeure Event, the Contractor shall file a written request for such relief with the State 
Purchasing Bureau. Labor disputes with the impacted party's own employees will not 
be considered a Force Majeure Event and will not suspend performance requirements 
under the contract. 
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HH. PROHIBITION AGAINST ADVANCE PAYMENT 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

Payments shall not be made until contractual deliverable(s) are received and accepted by the 
State. 

II. PAYMENT 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

" 
RFP Response 
(Initial) 

State will render payment to Contractor when the terms and conditions of the contract 
and specifications have been satisfactorily completed on the part of the Contractor as 
solely determined by the State. Payment will be made by the responsible agency in 
compliance with the State of Nebraska Prompt Payment Act (See Neb. Rev. Stat. §§ 81-
2401 through 81-2408). The State may require the Contractor to accept payment by 
electronic means such as ACH deposit. In no event shall the State be responsible or 
liable to pay for any services provided by the Contractor prior to the Effective Date, and 
the Contractor hereby waives any claim or cause of action for any such services. 
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JJ. INVOICES 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

Invoices for payments must be submitted by the Contractor to the agency requesting 
the services with sufficient detail to support payment. The terms and conditions 
included in the Contractor's invoice shall be deemed to be solely for the convenience of 
the parties. No terms or conditions of any such invoice shall be binding upon the 
State, and no action by the State, including without limitation the payment of any such 
invoice in whole or in part, shall be construed as binding or estopping the State with 
respect to any such term or condition, unless the invoice term or condition has been 
previously agreed to by the State as an amendment to the contract 

Invoices: NE Department of Correctional Services 

Accounts Payable 
P.O. Box 94661 
Lincoln, NE 68509-4661 
Or Via e-mail to: 
DCS.AccountsPayable@nebraska.gov 
Accounts Payable Contact (402) 479-5715 

KK. RIGHT TO AUDIT 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

K 

RFP Response 
(Initial) 

Contractor shall establish and maintain a reasonable accounting system that enables 
the State to readily audit contract. The State and its authorized representatives shall 
have the right to audit, to examine, and to make copies of or extracts from all financial 
and related records (in whatever form they may be kept, whether written, electronic, or 
other) relating to or pertaining to this contract kept by or under the control of the 
Contractor, including, but not limited to those kept by the Contractor, its employees, 
agents, assigns, successors, and Subcontractors. Such records shall include, but not be 
limited to, accounting records, written policies and procedures; all paid vouchers 
including those for out-of-pocket expenses; other reimbursement supported by invoices; 
ledgers; cancelled checks; deposit slips; bank statements; journals; original estimates; 
estimating work sheets; contract amendments and change order files; back charge 
logs and supporting documentation; insurance documents; payroll documents; 
timesheets; memoranda; and correspondence. 
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Contractor shall, at all times during the term of this contract and for a period of five (5) 
years after the completion of this contract, maintain such records, together with such 
supporting or underlying documents and materials. The Contractor shall at any time 
requested by the State, whether during or after completion of this contract and at 
Contractor's own expense make such records available for inspection and audit 
(including copies and extracts of records as required) by the State. Such records shall be 
made available to the State during normal business hours at the Contractor's office or 
place of business. In the event that no such location is available, then the financial 
records, together with the supporting or underlying documents and records, shall be 
made available for audit at a time and location that is convenient for the State. 
Contractor shall ensure the State has these rights with Contractor's assigns, 
successors, and Subcontractors, and the obligations of these rights shall be explicitly 
included in any subcontracts or agreements formed between the Contractor and any 
Subcontractors to the extent that those Subcontracts or agreements relate to fulfillment 
of the Contractor's obligations to the State. 

Costs of any audits conducted under the authority of this right to audit and not 
addressed elsewhere will be borne by the State unless certain exemption criteria are 
met. If the audit identifies overpricing or overcharges (of any nature) by the Contractor 
to the State in excess of one-half of one percent (.5%) of the total contract billings, the 
Contractor shall reimburse the State for the total costs of the audit. If the audit 
discovers substantive findings related to fraud, misrepresentation, or non-performance, 
the Contractor shall reimburse the State for total costs of audit. Any adjustments and/or 
payments that must be made as a result of any such audit or inspection of the 
Contractor's invoices and/or records shall be made within a reasonable amount of time 
(not to exceed 90 days) from presentation of the State's findings to Contractor. 

LL. INSPECTION AND APPROVAL 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

Final inspection and approval of all work required under the contract shall be 
performed by the designated State officials. The State and/or its authorized 
representatives shall have the right to enter any premises where the Contractor or 
Subcontractor· duties under the contract are being performed, and to inspect, monitor 
or otherwise evaluate the work being performed. All inspections and evaluations shall 
be at reasonable times and in a manner that will not unreasonably delay work. 
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MM. CHANGES IN SCOPE/CHANGE ORDERS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

The State may, upon the written agreement of Contractor, make changes to the contract 
within the general scope of the RFP. The State may, at any time work is in progress, by 
written agreement, make alterations in the terms of work as shown in the specifications, 
require the Contractor to make corrections, decrease the quantity of work, or make 
such other changes as the State may find necessary or desirable. The Contractor shall not 
claim forfeiture of contract by reasons of such changes by the State. Changes in work and 
the amount of compensation to be paid to the Contractor shall be determined in 
accordance with applicable unit prices if any, or a pro-rated value. 

Corrections of any deliverable, service or performance of work required pursuant to 
the contract shall not be deemed a modification. Changes or additions to the contract 
beyond the scope of the RFP are not permitted. 

NN. SEVERABILITY 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

If any term or condition of the contract is declared by a court of competent jurisdiction to 
be illegal or in conflict with any law, the validity of the remaining terms and conditions 
shall not be affected, and the rights and obligations of the parties shall be construed 
and enforced as if the contract did not contain the particular provision held to be 
invalid. 
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00. CONFIDENTIALITY 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

tR 

RFP Response 
(Initial) 

All materials and information provided by the State or acquired by the Contractor on 
behalf of the State shall be regarded as confidential information. All materials and 
information provided by the State or acquired by the Contractor on behalf of the 
State shall be handled in accordance with federal and state law, and ethical standards. 
The Contractor must ensure the confidentiality of such materials or information. 
Should said confidentiality be breached by a Contractor; Contractor shall notify the 
State immediately of said breach and take immediate corrective action. 

It is incumbent upon the Contractor to inform its officers and employees of the 
penalties for improper disclosure imposed by the Privacy Act of 1974, 5 U.S.C. 552a. 
Specifically, 5 U.S.C. 552a (i)(1 ), which is made applicable to Contractors by 5 U.S.C. 552a 
(m)(1 ), provides that any officer or employee of a Contractor, who by virtue of his/her 
employment or official position has possession of or access to agency records which 
contain individually identifiable information, the disclosure of which is prohibited by the 
Privacy Act or regulations established thereunder, and who knowing that disclosure of 
the specific material is prohibited, willfully discloses the material in any manner to any 
person or agency not entitled to receive it, shall be guilty of a misdemeanor and fined not 
more than $5,000. 
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PP. PROPRIETARY INFORMATION 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

Data contained in the proposal and all documentation provided therein, become the 
property of the State of Nebraska and the data becomes public information upon 
opening the proposal. If the bidder wishes to have any information withheld from the 
public, such information must fall within the definition of proprietary information 
contained within Nebraska's public record statutes. All proprietary information the 
bidder wishes the State to withhold must be submitted in a sealed package, which 
is separate from the remainder of the proposal, and provide supporting documents 
showing why such documents should be marked proprietary. The separate package 
must be clearly marked PROPRIETARY on the outside of the package. Bidders may not 
mark their entire Request for Proposal as proprietary. Bidder's cost proposals may 
not be marked as proprietary information. Failure of the bidder to follow the 
instructions for submitting proprietary and copyrighted information may result in the 
information being viewed by other bidders and the public. Proprietary information is 
defined as trade secrets, academic and scientific research work which is in progress and 
unpublished, and other information which if released would give advantage to business 
competitors and serve no public purpose (see Neb. Rev. Stat. § 84-712.05(3)). In 
accordance with Attorney General Opinions 92068 and 97033, bidders submitting 
information as proprietary may be required to prove specific, named competitor(s) who 
would be advantaged by release of the information and the specific advantage the 
competitor(s) would receive. Although every effort will be made to withhold 
information that is properly submitted as proprietary and meets the State's definition of 
proprietary information, the State is under no obligation to maintain the confidentiality of 
proprietary information and accepts no liability for the release of such information. 
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QQ. CERTIFICATION OF INDEPENDENT PRICE DETERMINATION/COLLUSIVE BIDDING 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

By submission of this proposal, the bidder certifies that it is the party making the 
foregoing proposal and that the proposal is not made in the interest of, or on behalf of, 
any undisclosed person, partnership, company, association, organization, or corporation; 
that the proposal is genuine and not collusive or sham; that the bidder has not directly 
or indirectly induced or solicited any other bidder to put in a false or sham proposal, and 
has not directly or indirectly colluded, conspired, connived, or agreed with any bidder or 
anyone else to put in a sham proposal, or that anyone shall refrain from bidding; that 
the bidder has not in any manner, directly or indirectly, sought by agreement, 
communication, or conference with anyone to fix the proposal price of the bidder or any 
other bidder, or to fix any overhead, profit, or cost element of the proposal price, or of 
that of any other bidder, or to secure any advantage against the public body awarding 
the contract of anyone interested in the proposed contract; that all statements 
contained in the proposal are true; and further that the bidder has not, directly or 
indirectly, submitted the proposal price or any breakdown thereof, or the contents 
thereof, or divulged information or data relative thereto, or paid, and will not pay, any fee 
to any corporation, partnership, company association, organization, proposal depository, 
or to any member or agent thereof to effectuate a collusive or sham proposal. 

RR. STATEMENT OF NON-COLLUSION 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

w 
RFP Response 
(Initial) 

The proposal shall be arrived at by the bidder independently and be submitted without 
collusion with, and without any direct or indirect agreement, understanding or 
planned common course of action with, any person; firm; corporation; bidder; 
Contractor of materials, supplies, equipment or services described in this RFP. Bidder shall 
not collude with, or attempt to collude with, any state officials, employees or agents; 
or evaluators or any person involved in this RFP. The bidder shall not take any action 
in the restraint of free competition or designed to limit independent bidding or to create 
an unfair advantage. 

Should it be determined that collusion occurred, the State reserves the right to reject a bid 
or terminate the contract and impose further administrative sanctions. 

SECURUS Technologies 319 



SS. PRICES 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

tf 

RFP Response 
(Initial) 

All prices, costs, and terms and conditions outlined in the proposal shall remain fixed and 
valid commencing on the opening date of the proposal until an award is made or the 
Request for Proposal is cancelled. 

Per Addendum 8 the below paragraph has been removed and 
amended. 

Prices offered herein 'Nill remain firm from the date of the award for five (5) years. Prices 
may be sulJiect to change after the initial five (5) year period. All regulatory fees must 
be included in the rates, as no add on taxes or fees (except called out on the cost 
sheet) 'Nill be accepted. All taxes and fees much be included in the per minute rate. Such 
changes shall be based on industry changes as evidenced by revised printed price lists, 
verifiable documented cost increases or notices. A request for price increase shall be 
provided in vvriting, to The Nebraska State Purchasing Bureau at least thirty (30) days 
prior to any price increase of the contract. l'Jo price increases are to be billed to l'JDCS 
without prior written approval by the State Purchasing Bureau and the l'JDCS 
Purchasing Division. State Purchasing Bureau reserves the right to accept or reject any 
price increase request. In the event nevv prices are not acceptable, the contract may be 
cancelled. Approved price increases shall become part of the new contract as an 
amendment and will be recognized as firm contract pricing. Revised pricing will carry 
over to any subsequent renewals or revisions unless specifically revised and agreed upon 
by both parties. 

Prices offered herein will remain firm from the date of the award for five (5) years. Prices 
may be subject to change after the initial five (5) year period. Such changes shall be based on 
industry changes as evidenced by revised printed price lists, verifiable documented cost 
increases or notices. A request for price increase shall be provided in writing, to The 
Nebraska State Purchasing Bureau at least thirty (30) days prior to any price increase of the 
contract. No price increases are to be billed to NDCS without prior written approval by the 
State Purchasing Bureau and the NDCS Purchasing Division. State Purchasing Bureau 
reserves the right to accept or reject any price increase request. In the event new prices are 
not acceptable, the contract may be cancelled. Approved price increases shall become part 
of the new contract as an amendment and will be recognized as firm contract pricing. 
Revised pricing will carry over to any subsequent renewals or revisions unless specifically 
revised and agreed upon by both parties. 

The State will be given full proportionate benefit of any price decrease during the term of the 
contract. 
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Contractor represents and warrants that all prices for services, now or subsequently 
specified, are as low as and no higher than prices which the Contractor has charged or 
intends to charge customers other than the State for the same or similar products and 
services of the same or equivalent quantity and quality for delivery or performance 
during the same periods of time. If, during the term of the contract, the Contractor shall 
reduce any and/or all prices charged to any customers other than the State for the 
same or similar products or services specified herein, the Contractor shall make an 
equal or equivalent reduction in corresponding prices for said specified products or 
services. 

Contractor also represents and warrants that all prices set forth in the contract and all 
prices in addition, which the Contractor may charge under the terms of the contract, do 
not and will not violate any existing federal, state, or municipal law or regulations 
concerning price discrimination and/or price fixing. Contractor agrees to hold the State 
harmless from any such violation. Prices quoted shall not be subject to increase 
throughout the contract period unless specifically allowed by these specifications. 

TT. BEST AND FINAL OFFER 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

\'\\ 

RFP Response 
(Initial) 

The State will compile the final scores for all parts of each proposal. The award may be 
granted to the highest scoring responsive and responsible bidder. Alternatively, the 
highest scoring bidder or bidders may be requested to submit best and final offers. If 
best and final offers are requested by the State and submitted by the bidder, they will be 
evaluated (using the stated criteria), scored, and ranked by the Evaluation Committee. 
The award will then be granted to the highest scoring bidder. However, a bidder 
should provide its best offer in its original proposal. Bidders should not expect that the 
State will request a best and final offer. 

UU. ETHICS IN PUBLIC CONTRACTING 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

No bidder shall pay or offer to pay, either directly or indirectly, any fee, comm1ss1on 
compensation, gift, gratuity, or anything of value to any State officer, legislator, 
employee or evaluator based on the understanding that the receiving person's vote, 
actions, or judgment will be influenced thereby. 
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No bidder shall give any item of value to any employee of the State Purchasing Bureau 
or any evaluator. 

Bidders shall be prohibited from utilizing the services of lobbyists, attorneys, political 
activists, or consultants to secure the contract. It is the intent of this provision to 
assure that the prohibition of state contact during the procurement process is not 
subverted through the use of lobbyists, attorneys, political activists, or consultants. It is 
the intent of the State that the process of evaluation of proposals and award of the 
contract be completed without external influence. It is not the intent of this section to 
prohibit bidders from seeking professional advice, for example consulting legal 
counsel, regarding terms and conditions of this Request for Proposal or the format or 
content of their proposal. 

If the bidder is found to be in non-compliance with this section of the Request for 
Proposal, they may forfeit the contract if awarded to them or be disqualified from the 
selection process. 

VV. INDEMNIFICATION 

Accept 
(Initial) 

~ 

Reject Reject & Provide NOTES/COMMENTS: 
(Initial) Alternative within 

RFP Response 
(Initial) 

1. GENERAL 

The Contractor agrees to defend, indemnify, hold, and save harmless the 
State and its employees, volunteers, agents, and its elected and appointed 
officials ("the indemnified parties") from and against any and all claims, liens, 
demands, damages, liability, actions, causes of action, losses, judgments, costs, 
and expenses of every nature, including investigation costs and expenses, 
settlement costs, and attorney fees and expenses ("the claims"), sustained or 
asserted against the State, arising out of, resulting from, or attributable to 
the willful misconduct, negligence, error, or omission of the Contractor, its 
employees, Subcontractors, consultants, representatives, and agents, except to 
the extent such Contractor liability is attenuated by any action of the State 
which directly and proximately contributed to the claims. 
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2. INTELLECTUAL PROPERTY 

The Contractor agrees it will, at its sole cost and expense, defend, indemnify, 
and hold harmless the indemnified parties from and against any and all 
claims, to the extent such claims arise out of, result from, or are attributable to, 
the actual or alleged infringement or misappropriation of any patent, copyright, 
trade secret, trademark, or confidential information of any third party by 
the Contractor or its employees, Subcontractors, consultants, representatives, 
and agents; provided, however, the State gives the Contractor prompt notice 
in writing of the claim. The Contractor may not settle any infringement claim 
that will affect the State's use of the Licensed Software without the State's prior 
written consent, which consent may be withheld for any reason. 

If a judgment or settlement is obtained or reasonably anticipated against the 
State's use of any intellectual property for which the Contractor has 
indemnified the State, the Contractor shall, at the Contractor's sole cost and 
expense, promptly modify the item or items which were determined to be 
infringing, acquire a license or licenses on the State's behalf to provide the 
necessary rights to the State to eliminate the infringement, or provide the 
State with a non-infringing substitute that provides the State the same 
functionality. At the State's election, the actual or anticipated judgment may 
be treated as a breach of warranty by the Contractor, and the State may 
receive the remedies provided under this RFP. 

3. PERSONNEL 

The Contractor shall, at its expense, indemnify and hold harmless the 
indemnified parties from and against any claim with respect to withholding 
taxes, worker's compensation, employee benefits, or any other claim, demand, 
liability, damage, or loss of any nature relating to any of the personnel provided 
by the Contractor. 

4. SELF-INSURANCE 

The State of Nebraska is self-insured for any loss and purchases excess 
insurance coverage pursuant to Neb. Rev. Stat. § 81-8,239.01 (Reissue 2008). 
If there is a presumed loss under the provisions of this agreement, 
Contractor may file a claim with the Office of Risk Management pursuant to Neb. 
Rev. Stat. §§ 81-8,829 - 81-8,306 for review by the State Claims Board. The 
State retains all rights and immunities under the State Miscellaneous 
(Section 81-8,294), Tort (Section 81-8,209), and Contract Claim Acts (Section 
81-8,302), as outlined in Neb. Rev. Stat. § 81-8,209 et seq. and under any other 
provisions of law and accepts liability under this agreement to the extent 
provided by law. 

5. ALL REMEDIES AT LAW 

Nothing in this agreement shall be construed as an indemnification by one party 
of the other for liabilities of a party or third parties for property loss or damage 
or death or personal injury arising out of and during the performance of this 
lease. 
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Any liabilities or claims for property loss or damages or for death or personal 
injury by a party or its agents, employees, contractors or assigns or by third 
persons, arising out of and during the performance of this lease shall be 
determined according to applicable law. 

WW. NEBRASKA TECHNOLOGY ACCESS STANDARDS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

ft 

RFP Response 
(Initial) 

Contractor shall review the Nebraska Technology Access Standards, found at 
http://nitc.nebraska.gov/standards/2-201.html and ensure that products and/or services 
provided under the contract are in compliance or will comply with the applicable 
standards to the greatest degree possible. In the event such standards change during the 
Contractor's performance, the State may create an amendment to the contract to request 
the contract comply with the changed standard at a cost mutually acceptable to the 
parties. 

XX. ANTITRUST 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

tC 

RFP Response 
(Initial) 

The Contractor hereby assigns to the State any and all claims for overcharges as to goods 
and/or services provided in connection with this contract resulting from antitrust 
violations which arise under antitrust laws of the United States and the antitrust laws 
of the State. 
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VY. DISASTER RECOVERY/BACK UP PLAN 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

t( 

RFP Response 
(Initial) 

The Contractor shall have a disaster recovery and back-up plan, of which a copy should 
be provided to the State, which includes, but is not limited to equipment, personnel, 
facilities, and transportation, in order to continue services as specified under the 
specifications in the contract in the event of a disaster. 

22. TIME IS OF THE ESSENCE 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

tP 

RFP Response 
(Initial) 

Time is of the essence in this contract. The acceptance of late performance with or 
without objection or reservation by the State shall not waive any rights of the 
State nor constitute a waiver of the requirement of timely performance of any 
obligations on the part of the Contractor remaining to be performed. 

AAA. RECYCLING 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

h< 

Preference will be given to items which are manufactured or produced from recycled 
material or which can be readily reused or recycled after their normal use as per Neb. 
Rev. Stat.§ 81-15,159. 
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888. DRUG POLICY 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

tt 

RFP Response 
(Initial) 

Contractor certifies it maintains a drug free work place environment to ensure worker 
safety and workplace integrity. Contractor agrees to provide a copy of its drug free 
workplace policy at any time upon request by the State. 

CCC. EMPLOYEE WORK ELIGIBILITY STATUS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

t{ 

RFP Response 
(Initial) 

The Contractor is required and hereby agrees to use a federal immigration verification 
system to determine the work eligibility status of employees physically performing 
services within the State of Nebraska. A federal immigration verification system means 
the electronic verification of the work authorization program authorized by the Illegal 
Immigration Reform and Immigrant Responsibility Act of 1996, 8 U.S.C. 1324a, known as 
the E-Verify Program, or an equivalent federal program designated by the United States 
Department of Homeland Security or other federal agency authorized to verify the work 
eligibility status of an employee. 

If the Contractor is an individual or sole proprietorship, the following applies: 

1. The Contractor must complete the United States Citizenship Attestation 
Form, available on the Department of Administrative Services website at 
http:// das. nebras ka .gov /materie 1/pu re has in g. htm I 

The completed United States Attestation Form should be submitted with the 
Request for Proposal response. 

2. If the Contractor indicates on such attestation form that he or she is a qualified 
alien, the Contractor agrees to provide the US Citizenship and Immigration 
Services documentation required to verify the Contractor's lawful presence in 
the United States using the Systematic Alien Verification for Entitlements (SAVE) 
Program. 

3. The Contractor understands and agrees that lawful presence in the United 
States is required and the Contractor may be disqualified or the contract 
terminated if such lawful presence cannot be verified as required by Neb. 
Rev. Stat. § 4-108. 
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ODD. CERTIFICATION REGARDING DEBARMENT, SUSPENSION AND INELIGIBILITY 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

Ir 

RFP Response 
(Initial) 

The Contractor, by signature to this RFP, certifies that the Contractor is not presently 
debarred, suspended, proposed for debarment, declared ineligible, or voluntarily 
excluded by any federal department or agency from participating in transactions 
(debarred). The Contractor also agrees to include the above requirements in any and all 
Subcontracts into which it enters. The Contractor shall immediately notify the 
Department if, during the term of this contract, Contractor becomes debarred. The 
Department may immediately terminate this contract by providing Contractor written 
notice if Contractor becomes debarred during the term of this contract. 

Contractor, by signature to this RFP, certifies that Contractor has not had a contract 
with the State of Nebraska terminated early by the State of Nebraska. If Contractor 
has had a contract terminated early by the State of Nebraska, Contractor must 
provide the contract number, afong with an explanation of why the contract was 
terminated early. Prior early termination may be cause for rejecting the proposal. 

EEE. POLITICAL SUB-DIVISIONS 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

~ 

RFP Response 
(Initial) 

The Contractor may extend the contract to political sub-divisions conditioned upon 
the honoring of the prices charged to the State. Terms and conditions of the Contract 
must be met by political sub-divisions. Under no circumstances shall the State be 
contractually obligated or liable for any purchases by political sub-divisions or other 
public entities not authorized by Neb. Rev. Stat. § 81-145, listed as "all officers of the 
state, departments, bureaus, boards, commissions, councils, and institutions receiving 
legislative appropriations." A listing of Nebraska political subdivisions may be found at the 
website of the Nebraska Auditor of Public Accounts. 
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FFF. OFFICE OF PUBLIC COUNSEL 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

tf 

RFP Response 
(Initial) 

If it provides, under the terms of this contract and on behalf of the State of Nebraska, 
health and human services to individuals; service delivery; service coordination; or case 
management, Contractor shall submit to the jurisdiction of the Office of Public Counsel, 
pursuant to Neb. Rev. Stat. §§ 81-8,240 et seq. This section shall survive the 
termination of this contract and shall not apply if Contractor is a long-term care facility 
subject to the Long-Term Care Ombudsman Act, Neb. Rev. Stat. §§ 81-2237 et seq. 

GGG. LONG-TERM CARE OMBUDSMAN 

Accept Reject Reject & Provide NOTES/COMMENTS: 
(Initial) (Initial) Alternative within 

RFP Response 
(Initial) 

~ 
If it is a long-term care facility subject to the Long-Term Care Ombudsman Act, Neb. Rev. 
Stat. §§ 81-2237 et seq., Contractor shall comply with the Act. This section shall survive the 
termination of this contract. 
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The following attachments are included in this section: 

Attachment A: 

Attachment B: 

Form A Bidder Contact Sheet 

Form B Notification of Intent to Attend Pre-Proposal Conference and 
Site visits 

Attachment C: Form C Nebraska Department Of Correctional Services Supplemental 
Contract Information 

Attachment D: Securus Certificate of Authority 

Attachment E: Nebraska Tax Permit And Certificate Of Good Standing 

Attachment F: Securus Certificate Of Insurance 

Attachment G: Preliminary Implementation Project Plan 

Attachment H: Pre liminary Implementation Timeline 

Attachment I: Proposed Telephone Specification Sheets 

Attachmentj: List Of LEC and CLEC Names 

Attachment K: State of Nebraska Addendums 
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ATTACHMENT A: FORM A BJDDER 
CONTACT SHEET 

Form A 

Bidder Contact Sheet 

Request for Proposal Number 509421 

Form A should be completed and submitted with each response to this Request for Proposal. This is 
intended to provide the State with information on the bidder's name and address, and the specific 
person(s) who are responsible for preparation of the bidder's response_ 

Preparation of Response Contact Information 

Bidder Name: Securus Technologies, Jnc. 
Bidder Address: 14651 Dallas Parkway, Suite 600 

Dallas, Texas 75254 

Contact Person & Title: Steve Cadwell, National Sales Manager - DOC 

E-mail Address: scadwell@securustechnoloQ"ies.com 
Telephone Number (Office): 805-581-0003 

Telephone Number (Cellular): 805-990-4634 
Fax Number: 972-277-0514 

Each bidder shall also designate a specific contact person who will be responsible for responding to 
the State if any clarifications of the bidder's response should become necessary_ This will also be the 
person who the State contacts to set up a presentation/demonstration, if required_ 

Communication with the State Contact Information 

Bidder Name: Securus Technoloaies, Inc. 
Bidder Address: 14651 DalJa Parkway, Suite 600 

Dallas, Texas 75254 

Contact Person & Title: ~tP\TP C:,ulu,Pll ,.. T 
1 S!llPc l\Jf!.l n !loPr nor. 

E-mail Address: scadwell@securustechnoloi:ries.com 
Telephone Number (Office): 805-581-0003 
Telephone Number (Cellular): 805-990-4634 
Fax Number: 972-277-0S14 
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ATIACHMENT B: NOTfFfCATION OF INTENT 
TO ATIEND PRE-PROPOSAL CONFERENCE 
AND SITE VISlTS 

Form B 

Notification of Intent to Attend Pre-Proposal Conference and Site Visits 

Request for Proposal Number 5289Z1 

Bidder Name: Securus Technologies, Inc. 
Bidder Address: 

14651 Dallas Parkway, Suite 600 
Dallas, Texas 75254 

Contact Person: Steven Cadwell 

E-mail Address: scadwell@securustechnolocies.com 

Telephone Number: 805-990-4634 
Fax Number: 972-277-0514 
Number of Attendees: One 

The "Notification of Intent to Attend Pre-Proposal Conference· form should be submitted to the state Purchasing Bureau via 
e-mail <as.matelielpurchasing@nebraska.gov). facsimile (402-471-2089), hand detivered or us Mail by the date shown in 
the Schedule of Events. 

Important Notice: All bidders are required to attend the Mandatory Pre-proposal Conference and Site Visits, per the 
Schedule of Events, in order to submit a proposal. Bidders who attended the Site Visits in response to 5094Z1 are not 
required to attend the site visits for 5289Z1, but must still attend the Pre-proposal conference on Day 1, per the schedule of 
events 

Thi s form vvas em ailed to th e NDCS on April 19, 2 16. Ste ,en Cadwell attended th e Pre

Proposa l Conference on May 2, 2016. 
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ATTACH ME TC: FORM C NEBRASKA 
DEPARTMENT OF CORRECTIONAL 
SERVICES SUPPLEMENTAL CONTRACT 
INFORMATION 
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Form C NEBRASKA DEPARTMENT OF CORRECTIONAL SERVICES 
SUPPLEMENTAL CONTRACT INFORMATION 

The Nebraska Department of Correctional Services {NDCS) is committed to the open and fair process for selection of 
contractual services; additionally, we are committed to upholding the laws of the State of Nebraska, the NDCS Code of 
Ethics and Conduct, and internal recommendations for improving best business practices. 

Please complete the questions below and submit with your bid documents. Responding "yes· to any question will not 
disqualify you from consideration. but may necessitate a follow-up information request. 

Company Name: --"-S..C..ec"---u=r;...;;u=s_T;:;...e;:;...c=h=n;:;...o=l..c..o""g1c....c· e..c..s,'-'I'"""n"--'c-'-. ___________ _ 

PO Box Address: NI A -----------------------
Physic a I Address: 14651 Dallas Parkway, Suite 600 

City/State/Zip: _Q...._..a .... H ..... as-......I .... e .... x ... a .... s _,_7....,_S_2...,..54.....__ ______________ _ 

Phone Number: _8_0_5_-_99_0_-_4_6_34 ________________ _ 

Name!Title of Contact: Steve Cadwell, NationaJ Sales Manager - DOC 

YES NO 
1. To your knowtedge do you have any relatives. employees. contractors, sub-contractors, or a personal 

relationship with anyone who is currently employed by the Nebraska Department of Correctional X 
Services? 

If yes, who? 
2. Has an employee of the Department of Correctional Services perfonned work for you under your 

X current contract with the NDCS? 
If yes. who, how long, and in what capacity? 

3. Does an employee of the Department of Correctional services (past or present) hold any corporate X position in your company? 
If ves who and what oosition? 

4. Incorporated companies, please provide the following information: 

Name of Corporate Entity. Securus Technologies, Inc. 

Principle Office Address: 14651 Dallas Parkway_, Suite 600, Dallas, TX 7 5254 
National Regi terecl Ag nt , Inc. 

Registered Agent and Office Address: 560 I 52th Street I incaln NE 68516 

5. Non-Incorporated Companies please provide the following information: 
Owner: 

By m signature below, I attest that neither I, nor my company, nor any primary officer or employee in my company has a 
known conflict interest with the Nebraska Department of Correctional Services. 

SECURUS Technologies 

I, .. ,,, ,Jt, 

Date 

Page 50 SPB RFP Revised: 01/29/2016 
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ATIACHMENT D: SECURUS CERTlFICATE OF 
AUTHORITY 

STATE OF 

United States of America, 
State of Nebraska } ss. 

NEBRASKA 

Department of State 
Lincoln, Ncbr.tska 

I, John A. Gale, Secretary of State of Nebraska do hereby certify; 

the attached is a true and correct copy of the Amended Certificate of 
Authority to transact business in the State of Nebraska for 

EVERCOM SYSTEMS, INC 

a Delaware corporation, changing the corporate name to 

SECURUS TECHNOLOGIES, lNC. 

as filed in this office on April 11, 2011. 

I further certify that said corporation is authorized to transact 
business in the State of Nebraska as a foreign corporation. 

In Testimony Whereof, 

SECURUS Technologies 

I have hereunto set my hand and 
affixed the Great Seal of the State 
of Nebraska on April 11, 2011. 

IJ.J;~ 
SECRETARY OF ST A TE 

This certificate is not lo be construed as an endorsement, 
recommendation, or notice of appro\'al of the entity's 
financial condition or business acth·ities and practices. 
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APPLICATION FOR AMENDED 
CERTIFICATE OF AUTHORITY 

John A. Gale, Secretary of State 
Room 1301 State Capitol, P.O. Box 94608 

· Lincoln, NE 68509 
http://www.sos.state.ne.us 

1 Ii111; 11'1f 1 'if ,,mr ri ,1;1r 1i11n111n11 
1001055906 Pgs · 3 
SECURUS TECHNO OGI ES . INC 
fC 1 ed . 0 I I 1 / 2C, 1 1 0 2 53 PM 

Submit in Duplicate 

Attach a certificate stating the name change amendment duly authenticated by the official having 
custody of the corporate records in the state or country under whose law it is incorporated. Such 
certificate shall not be more than 60 days old. A certified copy of the name change amendment 
hould not be submitted and is not acceptable in lieu of such certificate. 

N f C 
. Evercom Systems, Inc.. ame o orporat1on _______ _________________ _ 

Delaware 
lncorporated under the laws of _______ _ ___________ _ 

Securus Technologies, Inc. 
Amended Name of Corporation _____________ ______ _ 

. August 22 1997 
Date Incorporation ________ , __ _ 

Year 

Period of Duration 
Perpetual 

--------

ffi 
14651 Dallas Parkway, Suite 600 Daltas Texas 75254 

Address of Principal O ICC ________ _ ______ ____ _ 

Street Address City Stale Zip 

R 
. red National Registered Agents, tnc. egiste · Agent _ _______________ _________ _ 

D. • d Offi 6003 Old Chenny Road Lincoln NE ~egtstere · · tee_________________ ___ _ ___ _ 68516 

Street Address and Post Office Box number (if any) it . Zip 

Apn11 , 2011 
DATED~~~~~~~~~-

Dennis J . Reinhold, VP/Gen CounseVSecretar 

Printed Name/Tit! 

N TE: Every filing must be igned by the chairperson of the board of directors, the president, or one f the officers 
of th ' corporati n . If the corporation has not yet been formed or direct rs ha.,·e n. t ci been selected, the filing shall 
be signed b an incorporator. If the corporation is in lhe hands of a rccei er. trustee, or at.her court appointed 
fiduciary, the filing shall he signed by that fiduciary. 

Filing Fee: $30.00, plus $5.00 per page for attachments & for the certificate (if required). 

Revised 07/! 8/08 Neb. Rev. Stal 21-20,171 
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'lJefaware PAGE 1 

7/ie, :First State 

I, JEFFREY W. BULLOCK, SECRETARY OF STATE OF THE STATE OF 

DELAWARE, DO HEREBY CERTIFY THAT THE SAID "EVERCOM SYSTEMS, 

INC . ", FILED A CERTIFICATE OF AMENDMENT, CHANGING ITS NAME TO 

'' SECURUS TECHNOLOGIES, INC . ", THE SECOND DAY OF AUGUST, A. D. 

2010 , AT 4 : 13 O'CLOCK P . M. 

2788631 8320 

110368436 
You may verif y thi.s certific., t o online 
a t c:orp . ct.laware. gov/authver . .sht:ml 

SECURUS Technologies 

DATE: 04-01-11 
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Secretary of State ofNebrastra 
Corporation Division 
144 5 K Street 
State Capitol Building, _Suite 1301 
Lincoln. Nebrask:a 63~-09 

Re: Consent to Regmer and Use of Simibr Name 

Dear Sir/Madam: 

Sccurus, Inc a domestic corporation, does hereby consent to and authorize the 
registration and use of the name Securus Technologies, Inc. in the State of Nebraska by 
Evercom Systems. Inc., a foreign corporation. 

Dated March~ 2011 

By.~~ 
Narne;cs Brent Gilbert 
Title: President - Securus, In£. 

-4840-4201-0081 3 

SECURUS Technologies 
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ATIACHMENT E: NEBRASKA TAX PERMtT 
AND CERTIFICATE OF GOOD STAN Of NG 

STATE OF NEBRASKA 
United States of America, 
State of Nebraska 

} ss. 
} 

Secretary of State 
State Caphol 
Lincoln, Nebraska 

I, John A. Gale, Secretary of State of the 
State of Nebraska, do hereby certify that 

SECURUS TECHNOLOGIES, INC. 

a Delaware corporation is authorized to transact business in Nebraska; 

that no occupation taxes due from and assessable against the Corporation are 
unpaid and have become delinquent; 

that no annual or biennial report required to be forwarded by tbe 
Corporation to the Secretary of State has become delinquent; 

that a Certificate of Withdrawal has not been filed. 

This certificate Is not to be construed as an endorsement, 
recommendation, or notice of approval of the entity's financial 

condition or business aclivlrles and practices. 

In Testimony Whereof, I have hereunto set my hand and 
affixed the Great SeaJ of the 

State of Nebraska on this date of 

April 18, 2016 

Verificution ID 386d29fh11s been assigne<I to this document. Go to ne.gov/go/vnlidntc to validate authenticity for up to 12 months. 
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ATTACHMENT F: SECURUS CERTIFICATE OF 

INSURANCE 
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SECUHOL-01 WITKUSJA 
ACORD· CERTIFICATE OF LIABILITY INSURANCE I 

DATE (MMIDD/YYYY) 

~ 9/3/2015 
THIS CERTIFICATE IS ISSUED AS A MATIER OF INFORMATION ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS 
CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGATIVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES 
BELOW. THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BETWEEN THE ISSUING INSURER(S), AUTHORIZED 
REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER. 

IMPORTANT: If the certificate holder is an ADDITIONAL INSURED, the policy(ies) must be endorsed. If SUBROGATION IS WAIVED. subject to 
the terms and conditions of the policy. certain policies may require an endorsement. A statement on this certificate does not confer rights to the 
certificate holder in lieu of such endorsementls). 

PRODUCER ~~cT Willis centficate Center 
Willis of Texas, Inc. r.."J~n i:: .. , . (877) 945-7378 I INC No): (888) 467-2378 c/o 26 Century Blvd 

i~~ss: certificates@willis.com P.O. Box 305191 
Nashville, TN 37230-5191 

INSURERISI AFFORDING COVERAGE NAJC# 

INSURER A: Travelers Indemnity Co. of America 25666 
INSURED INSURER e : Travelers Indemnity Company 25658 

Securus Technologies, Inc. INSURER C: 
14651 Dallas Pa kway 

INSURER D: Suite 600 
Dallas, TX 75254-8815 INSURERE: 

INSURER F: 

COVERAGES CERTIFICATE NUMBER· REVISION NUMBER· 
THIS IS TO CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD 
INDICATED. 0 ITHst NDING ANY REQUIREMENT, TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT WITH RESPECT TO WHICH THIS 
CERTIACATE M Y BE ISSUED OR MA PERT IN, THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS, 
EXCLUSIONS AND CONDffiONS OF SUCH POLICIES. LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS. 

IMSR TYPE OF INSURANCE 
IWL'L :,Ut>N 

POLICY NUMBER 
POUCY EFF POUCY EXP LIMITS llR r.lSD WVD IMM/OD/YYYYl IMMIDDIYYYYl 

A X COMMERCIAL GENERAL UABIUTY EACH OCCURRENCE !, 1,000,000 - D Cl.AIMS-MADE [!] OCCUR 6305D560508 09/09/2015 09/09/2016 PREMiSEs !E;~~cei 1,000,000 !, -
MED EXP (Any on£ person) !, 10,000 -

,___ PERSONAL .I,, ADV IN.JURY $ 1,000,000 
GEN1. AGGREGATE M APP PER GENERAL AGGREGATE s, 2,000,000 Fl PO ICY [!) r~ [!) LOC PRODUCTS - COMP/OP AGG $ 2,000,000 

OTHER S, 

AUTOUOB1l£ l.lABLflY f~~llNGlE LIMIT s 1,000,000 
A x AlJTO 8105D532509 09/09/2015 09/09/2016 BODILY JURY (Per person) !, -

AU. OWNED Fl SCHEOUCED 
~ AUTOS AUTOS BODILY INJURY (Per aoc1denl) $ 

NON-0\'JNEO r,i~~i?AMAGE !i ,....._ , HIRED AUTOS AUTOS 
Comp/Coll Ded: $ 1,000 

;_!_ UIIBRB..lA l.lAB 
~ occ EACH OCCURRENCE !i 5,000,000 

A EXCESSUAB CLAIMS-MADE CUP-711JP326 09/09/2015 09/09/2016 AGGREGATE !, 5,000,000 

OED I X I RETENTION s 10,000 s, 
WORKERS COMPENSATION XI STATUTE I I U I M· 

AND EMPLOYERS" UABUTY ER 
B Y/N UB-5D513439 09/09/2015 09/09/2016 1,000,000 , ANY PROPRIETOR/PARTNER/EXECUTIVE 

~ 
E.l. EACH ACCIDENT s 

. OFFlCERMEW.BER EXCWOED? NIA 
1,000,000 , (Maindno,y in NH) E.l. DISEASE -EA BAPLOYEE !i 

: gm:= ~PERATIONS below E.L. DISEASE -POLICY LIMIT !, 1,000,000 

DESCRl'TION OF OPERATIONS I LOCATIONS I VEHICLES !ACORD 101. Additional Rffl\allcs SCMdule. may be aittach@d if more spxe is r@quired) 

CERTIFICATE HOLDER CANCELLATION 

SHOULD ANY OF THE ABOVE DESCRIBED POLICIES BE CANCELLED BEFORE 
THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN 
ACCORDANCE Wl1tt THE POLICY PROVISIONS. 

Securu Holdings, Inc. and its subsidiaries AUTHORIZED REPRESENTATIVE 
Attn: Mr. Philip Ninan 

~ 14651 Dallas Parkway, Suite 600 
1Dallas TX 75254 

© 1988-2014 A CORD CORPORATION. All rights reserved. 

ACORD 25 (2014/01) The ACORD name and logo are registered marks of ACORD 
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NDCS Preliminary Implementation Plan 

1.0 Implementation Team Commitment and Confirmation 
of Understanding 

Securus Techno logies has a proven track reco rd of provid ing successful turn key 
installat ions fo r la rge State Departments of Corrections, as demonstrated by our on-tim e 
installations for the New Mexi co, Missouri. Louisiana. Connecticut. Illinois and most 
recently t he Pennsylvani a Departments of Corrections and Arkansas De pa rtment of 
Correctio ns. 

Each of these State Departments of Corrections present similar ch allenges as the N DCS 
and with the exception of Illinois, were all previo us GTL clients. Because of thi s, Securus 
has already developed a proven transition process and associated procedures that will 
facilitate the transfer of exi sting inmate PIN/PAN li stings and other critical system data 
from GTL systems. 

Based upon our past experiences, installing these ve ry similar DO C installations, Securus 
fully commits to the NDCS's requested install time frame of ninety (90) days. As an added 
1alue to the NDCS, we \Nill install Phase 1 within sixty (60) days which includes system, 
phone install and cutover. 

As further demonstration of our commitment to meet the requested installation time 
frame, Securus Nill assign a number of installation technicians dedicated to the NDCS 
installation. These technicians are in addition to the assigned account team, insta ll 
management and centralized support teams that wil l be focused on the NDCS installation 
and transition. 

Within the pages to follov, Securus has provided our proposed P1reliminary 
Implementation Plan (The Plan). The Plan provides details regarding our overall appr ach 
to the implementation and transition of the SCP Inmate Telephone Service for the NDCS. 
Details include our proposed phase and regional installation approach, facility assignments 
by regional, installation team assignments, long term account management and site 
technician plan, key dates, quality control check points and finally a Gantt chart showing 
our proposed installation schedu le by facility. 

The time frames and offered schedules are based upon what we know today about the 
NDCS's facilities from the mandatory site tours and our past experience in installing multi
location, statewide State Departments of Corrections. Upon contra ct award, Securus will 
meet with the NDCS (NDCS Team) to refine and finalize the overall plan and schedule. \Ne 

fully expect to make adjustments to this plan based upon the NDCS Team's valuable input. 
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2.0 T1--ansitlon Plan Development and !nitration 

2.1 Transition Initiation 

Immediately upon contract signature, Securus will distribute the listing of Points of Contact 
(POC) for each of the NDCS faci lities provided in the RFP. The Securus Account Manager will 
request a Kick-off meeting with the NDCS Team so that we may present and review in 
detail our proposed Preliminary Plan. Securus fully expects to make adjustments to the 
Plan based upon the NDCS Team's input. Upon completion of the meeting, Securus will 
finalize and submit the updated Plan, within five (5) business days, to the Primary NDCS 
Team member for review and approval. Securus understands and accepts that the 
resulting approved Plan will become part of the ITS Contract between Securus and the 
NDCS. Securus further understands that the 90 day implementation time frame will begin 
10 business days following approval of the final Plan. 

2.2 Kick-off Transition Plan Meeting 

As stated above, Securus will request a Kick-off ransi i Plan meeting to be held with the 
NDCS Team directly following contract signature. Th is meeting \Nill be critical in the review 
and development of the Final Trans ition Plan to bes Ii ed to the POCs fo,~ review and 
approval. he Kick-off meeting will include re ie, oft e propo_ed phase/regional 
a proach and site cutover schedu le as well as discussi non each of the following topics all 
of 'vh ich ,viii be detailed within the Final Transi ... io la . 

• evievv, approval and/or adjustment f hase and Regional Assignments 

• Revie, , appro ral and/or adjustment f Pr osed ransition Schedules 

• Fina lized Customer Requ irements d cument 

• Appro 1ed Scope Statement 

• Nork Breakdown Structure 

• Critical Milestones and order of Milesto 

• Quality Plan 

• Con,municat ions/Reporting Plan 

• Risk Management/Contingency Plan 

• User and NDCS VVeb Based Interface 

• Ca lling Rates and Fees Co nfirmati n 

es 

11 Inmate PIN Transfer from existing vend r 

• Inmate PAN li sting transfer from existing endor 

• Debit account transfer for existing de it f s fr m existing vendor 

11 Ba lance process for debit accounts betwee existing vendor, NDCS and Securus 
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• PIN Management Processes 

• PAN Management Processes 

• Calling Options Feature and Functionality 

o Value added opt ional services if appl icable 

o NDCS Systems Integration (Inmate Paid Debit, Commissary Order etc.) 

o Proposed Site Techn ician Assignment and Management Plan 

o Proposed Site Administrator Ass ignment and Management Plan 

o Adm inistrative Staff Hiring and Location Assignments 

o Overall Site Trans ition Schedule 

The fo ll owing Securus Pe rso nnel, at a minimum w ill be on-site du ring the Kick-off meeting: 

• Nation al Sa les Manage r 

• DOC Regional Sa les Manager 

• DOC Sales Vi ce Pres ident 

• Implementation Manager 

• DO C Contract Manager 

• In-state Technicians 

• Installation Technicians 

2.3 Plan Implementation 

Upon completion of the Kick-off m eeting, Securus will submit the updated Plan, within five 
(5) business days, to the POCs for review and approval. Immediately upon approval, the 
Plan will be implemented for all approved sites. 

Securus will follow the procedures as detailed within the document and refined based 
upon NDCS input, to comp lete an on-time transition of all systems, hiring of all on-site 
personnel and training of all system users. 

2.4 Project Execution 

During Project Execution, Securus Technicians \Nill uavel to ea ch location and complete 
pre-installation activities in preparation for the SCP ITS cut-over. The pre-installation 
activities include p1·e-wiring, hardware staging, and telecom test & tum-up activit ies that 
can be done in advance to reduce the amount of time and comp lexity of the actual cut
over. 

The Securus Project Management Team will coordinate cut-over activities with the NDCS 
Team and the current services provider to ensure a sea mless transition of phone service. 
Transition of service can be coordinated for after hours or during inmate lockdown to limit 
service interruptions. 

SECURUS Technologies 347 



If a service interruption is required, the activity will be coordinated with the NDCS Team at 
least 5 business days in advance of the scheduled activity and schedules can be adjusted to 
meet the needs of the NDCS sites. 

During the cut-over, the Securus Team will perform a thorough inspection of the 
installation and will resolve any potential issues prior to finalizing the implementation. 

The technicians completing the installation activity will perform a walk-through with the 
NDCS Team to review all installation documentation and checklists. The Securus Project 
Management Team will host a Customer Acceptance Review Meeting with the NDCS Team 
and each site prior to finalizing the each individual site cut-over. 

Onsite training seminars as well as web-based training activities (if appl icable) will occur 
during this phase of the project to include on-site training personnel at each site on the day 
of cutover. Onsite training will require a training location to be agreed upon by Securus and 
NDCS with appropriate computers and equipment to facilitate training of NDCS personnel. 

Weekly implementation meetings and Project Team "Touch Point" meetings will occur as 
part of Project Execution . These meetings will allow both Securus and the NDCS Team to 
close ly evaluate project activities and provide bidirectional feedback regard ing project 
perform a 11 c e. 

2.5 Transition Closure 

Dui,.ing the Transition Closure Phase, the Securus Implementation Managemen ea rn rvill 
ensure there a1·e no outstanding actions or deliverables, and \Nill work with the DCS POC 
Team to review the complete transition and obtain NDCS acceptance. 

The Securus Implementation Management Team will transition suppo rt responsibilities to 
the Securus Account Management Team for long-te1·m ongoing account support 
im mediately upon certification and signoff by the NDCS that the implementation is 
complete to the satisfaction of the r DCS. The Securus Implementation Management ea 
will complete all internal updates and implementation closure activities. 
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3.0 Program Management 

3.1 Transition Oversight Authority 

The Securus Implementation Team (Field Services and Installation/Site Engineering 
Support) reports to the Sr. Director of Installation & Field Operations. The Transition is 
supported by Executive level sponsorship, represented by the Vice President of Service & 
Technical Operations, Mr. Danny Dehoyos and our' Executive Vice President of Sales, Mr. 
Josh Conklin and the Vice p,~esident of DOC Sales, Mr. Matt Anderson. 

The Securus Implementation Team, including our internal Implementation sponsorship 
and oversight authority, will serve as primary executing agency and have direct control and 
accountability for all personnel used to complete the Implementation. 

The assigned Securus NDCS National Sales Manager, Mr. Steven Cadwell will serve as an 
oversight authority on behalf of the customer agency. There will be a partnership between 
the assigned Securus f\lDCS Team and the NDCS Team to ensure the Transition is 
completed as planned and all events occur on time . 

Table 13 below shows each team member and thei r responsibilities. 

Tab le 6 

Role Responsibility 

Coordinate Implementation Initiation Phase 

Regional Review and finalize Implementation plans 

Implementation Team 
Monitor Implementation activity, and complete Implementation/task 
audits. 

Lead 
Perform quality reviews and customer satisfaction follow-up 
Escalation assistance 

Primary point of contact for the NDCS 
Material and human resource coordination 

Implementation Telecom coordination and delivery 
Manager Transition coordination w/current inmate services provider 

Customer communications 
Implementation Plan management 

Implementation 
Order follow-up 

Coordinator 
Task management and updates 
Assist Implementation Manager as required 

Provisions Securus SCP for customer specific requirements. 
Installation Technical Provides support for Field Service Technicians 
Support Data uploads and integration (Pl N/PAN/Block, Privileged numbers) 

Technical interface and contact with current provider 

Detailed site schematics and provisioning plans 

Site Engineering 
Materials and telecom requirements analysis 
Implementation support 
Post-Implementation monitoring and analysis 
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Role Responsibility 

Field Service 
On-Site equipment installation and configuration 

Technician{s} Telecom test & turn-up activities 
On-Site quality checklists and customer reviews 

Implementation activity oversight 
Installation & Implementation Team management and quality reviews 
Engineering Manager Customer communications 

Escalation Support 

Field service & Installation Team support 

Regional Field Service 
Human resources coordination 
Customer communications 

Manager 
On-Site quality evaluations 
Escalation Support 

Internal Implementation oversight 
Customer communications 

National Sales Manager Customer account management 
Escalation Support 
Business interface with current provider as necessary 

Quality Assurance Customer provisioning and engineering quality control reviews 
Technician Quality assurance management and data reporting 

Implementation Customer Satisfaction survey and communication activities 
Management QA Implementation Management quality reviews and task monitoring 
Analyst Quality assurance management and data reporting 

3.2 Installation Team Staffing and Phase Approach 

Fietd lnstaHatfon Team: 

Securus ,viii m ake every effort to lim it the ad inistro- i e burde that ca n occur during a 

transition of service providers. We have t he experie ce f insta lli ng our SCP in over 2,200 
customer locations. This le ,el of experience e1 s res ... at ,\,e d n t waste any of your time. 

ur tea ms arrive at your facilit ies ready to get t e j e and prepared. 

Securus has sign ifi ca nt full time on staff insta lla .. io tee icians and will ass ign installation 

technicians dedicated to the insta llation. All t ech icians are fully trained on the Securus 

SCP ITS and have sign ificant experi ence w it ur ... ec n I gy. Securus will not utilize any 

contractor for the 2 full time positions for I CS. 'o, e er contractors will be needed for 

wiring and electrical as it relates to the Securus Vi 1e tisitati n insta llation if applicab le. 

This work is subject to all required interna l and e ' ernal appro ,als. 

Our expert Field Installation Team w ill be led b e Regi nal Field Services Managers and 

Field Se1'vices Specialists with oversight by the cc unt Manager. The Field Installation 

Team Will be responsible for all on-site insta llation acti iti es. 

The regional insta llation teams will m eet with each o -s ite NDCS fac ility contract p,,ior to 

start of the installation to review all steps oft e pr cess. 

SECURUS Technologies 350 



These well-organized meetings will provide us with the opportunity to introduce the project 

members and review preliminary project plan and timetables with the local facility NDCS 

contacts to ensure everyone is aware of the processes and procedures and can provide any 

site specific information that would be helpful in completing all tasks. 

Our Project Managers will work with the NDCS Team to coordinate equipment deliveries 

and facility access. When the Securus Technic ians arrive onsite, they may require escorts to 

the phone and equipment locations. The majority of our project activity will occur during 

the install times of 6:00a.m and 4:00p.m Monday through Thursday or as specified by the 

Facility. However, Securus Technologies can accommodate late-night/overnight cut-over 
activities. Some of our customers choose this method to eliminate se,·vice interruptions 

and we are more than comfortab le support ing after hours cutovers. Fridays will be 

dedicated to t esting and training. 

During the Project Execution Phase, and if se lected as an option for the NDCS inmates, 

Securus Technicians will work with NDCS Staff to perform supervised enrollments for the 

detainees at each Correctional Facility location for the deployment of the Investigator Pro 

con inuous voice verification technology . 

After each facility is trans iti ned to SCP, our Pr ject ~anager and Field Service Technician 

will revievv our quality checkli st s w ith the NDCS Team. 

Weekly stakeho lder meet ings w ill be hosted by the Securus Project Team and will involve 

part icipation from the DCS Team. 

Once ,ve identify the ke I person nel f r he DCS earn we will input names in to our 

proj ect schedu le and pro ri de a deta il ed ac i rity list to all project participants. 

Phase Ass·gnments; 

Secur us w ill ta ke a 1 Phase appr ach tot e i lementation and cutover of the NDCS sites 

fo r he inmate te lephone s 1stem. Pha e 2 ,viii include additional rol lout of features such as 

lnvestiga or Pro en ro llment and Vide if a pli ca bl e. There will be some overlay of install 

prepa rations and circuit insta llati n necessa · , eet the 90 day schedule. As allowed by 

the ' CS, the Phase 2 fac il ities vvill be c 1er at t he same time as th e Phase 1 facilities. 

This is necessary to meet the req uested 9 da , t ime frame. Securu s commits that the 

insta llation activities pe,·formed at the Phase 2 fac ilities w ill in no way delay the 

implementation of the Phase 1 fac ilit ies. 'Ve cc n ace mplish thi s because vve have 

con mitted to providing dedicated fu ll t ime o t he insta llation. 

3.3 Full Time Staffing Requirements for the NDCS 

In addition to one (1) full time Site Adm inistrative Staff as req uired by the NDCS, Securus 

wi ll dedicate one (1) full time in-state Service Techn icians to support the NDCS ITS. Both full 

t ime employees will be loca ted in the Lincoln office as identified by the NDCS. 

SECURUS Technologies 351 



man resources 
of State as as 

352 



4 OTransition Schedules 
4.1 Plan Milestones and Schedule 

The following Table 14 provides a quick view of the Implementation milestones. The 
implementation team will complete this form with the aid of the NDCS Team to insure 
compliance with NDCS goals and objectives. Dates will be completed and provided to the 
NDCS in the weekly meetings. 

A Preliminary Implementation Schedule, in a Gantt format, has also been provided w ithin 
Attachment H. This schedule shows the preliminary listing of instal l activities by fac ility and 
the time frames assigned. This schedule will be adjusted following the kick-off meeting to 
meet the requirements and recommendations of the NDCS Po ints of Contact. 

Table 7 

Planned 
Milestone Completion Date 

Implementation Kick-Off Ju ly 26, 2016 

Data Management Initiation: Review Integration Opportunities for July 27, 2016 
automated PIN/PAN 

Site Inspections Ju ly 28, 2016 

Initial Telecom & Equipment Orders August 3, 2016 

Final Implementation Plan Review & Sign-off August 10, 2016 

Pre-Installation Preparation/ Customer provisioning completed September 19, 2016 

LEC MPLS T1 Installations/ LEC Delivery. Turn-up Prep September 16, 2016 

Data Management Planning: Planning & Execution August 24, 2016 

1. Data collection of PINs, PANs and debit accounts 
2. Completion of data "scrub" from existing provider 
3. Completion of data integration of all incumbent provider data and 

loaded into Securus SCP 

Data Management Testing & Certification of Integration August 25, 2016 

Implementation Team Meeting - Touch Point: Pre-Transition Installation August 19, 2016 
Review 

Pre-Transition Installation Activities / Onsite wiring, equipment installation, September 1, 2016 

phone replacements 

SCP User Interface Training/ Onsite user training for NDCS September 23, 2016 

Securus Implementation Team Meeting - Touch Point: Pre-Transition August 24, 2016 
Progress Review 
Securus Implementation Team Meeting - Touch Point: ITS Transition September 13, 2016 
Schedule Review 

SCP Feature Integration: LBS, THREADS, SIM, IPRO and ICER September 2, 2016 

Quality Control Checkpoint 5: Onsite Customer Acceptance September 23, 2016 

Implementation Acceptance September 23, 2016 
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In addition to the above Milestone schedule, Securus will provide for review quick view 
install schedules for each facility within each install region. The facilities will be provided 
with the inspection date, Pre-installation start date and the final ITS cut-over date. Table 15 
below shows key project dates. 

Table 8 

Inmate Telephone System (Key Project Dates) 
Facility Name Inspection Date Pre-Installation ITS Cut- Over 

Start Date 

NDCS Correctional Services Admin Lincoln II 
7/29/2016 8/12/2016 11 9/19/2016 

#1 II 
NDCS Correctional Services Admin Lincoln II 

7/29/2016 8/12/2016 9/19/2016 
#2 

NDCS Community Corrections Center 7/29/2016 8/12/2016 9/19/2016 

NDCS Lincoln Correctional Center 8/1/2016 8/15/2016 
II 

9/20/2016 

NDCS Diagnostics and Eval Center 8/1/2016 8/15/2016 9/20/2016 

NDCS Nebraska State Pen 8/1/2016 8/15/2016 9/20/2016 

NDCS Correctional Center for Women 8/2/2016 8/16/2016 9/21/2016 

NE-DHHS Youth Rehab and Treatment, 
8/2/2016 8/16/2016 9/21/2016 11 

Geneva 

NE-DHHS Youth Rehab and Treatment, 
8/2/2016 8/16/2016 11 9/21/2016 

Kearney 

NDCS Work Ethic Camp 8/3/2016 8/17/2016 9/22/2016 

NDCS Tecumseh State Correctional 8/3/2016 I 8/17/2016 9/22/2016 I 

NDCS Correctional Youth Facility 8/3/2016 8/17/2016 9/22/2016 

NDCS Omaha Correctional Center 
I' 

8/4/2016 8/18/2016 9/23/2016 

NDCS Community Corrections Center 11 II 
8/4/2016 8/18/2016 9/23/2016 
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5.0 Program Control Plans 

5.1 Transition Monitor & Control 

The Securns Implementation Team will coord inate cut-over activities with the NDCS Team 

and the current services provider to ensu re a seamless transition of phone service. 

Transition of ITS service can be coo rdinated for after hours or during inmate lockdown to 

limit service interruptions. If a service interruption is requ ired, the activity will be 

coordinated with the NDCS Team at least 5 business days in advance of the scheduled 

activity and schedules can be adjusted to meet the needs of the NDCS sites. 

During the cut-over, the Implementation Team will perform a thorough inspection of the 
installation and will resolve any potential issues prior to finalizing the implementation and 

transition. The technicians completing the installation activity will perform a walk-through 

with th e NDCS POC to review all installation documentation and checklists. The Securus 

Implementation Management Team will host a Customer Acceptance Revi ew Meeting with 

the NDCS Team and each site prior to finalizing the each individual site cut-over. 

Onsite training seminars as well as Neb-based trai ing activities (if applicable) will occut· 

during thi s phase of the Implementation to inclu 'e on-s i ... e tra ining of personnel at each 

site on the day of cutover. 

Our finalized implementation sched ule v ill provide a ' 'i i nal information about the work 

packages and sequence of events that \Nill occur duri g I lementation execution. The 

Securus Insta llation Team \Nill work close ly wit the r\' CS 

complete and fully accepted by the DCS Team prier t 

Weekly implementation meetings and lmpiementa i 

occur as part of the Implementation Executio, . hese 

the NDCS Team to closely e raluate lmplementatio a 
feedback regarding performance. 

Team ' ouch Point" meetings will 

ee i gs will allow both Securus and 

' ransition activities and provide 

Critical tmpiementation actrv·tres, such as Schedule Controf, QuaHty Control, anid 
Risk Control wm be metku[ousfy managed by our Implementation Management and 
Qua[ity Assurance staff from the start of the implementation to the finish. 

All Installation Quality Control Checkpoints w ill e c ple""e as part of the Implementation 

Monitor & Control processes. During the lmpleme ta i 'ionitoring/Controlling Phase, 

the Secu ru s Implementation Management Tea vvill f cus n sati sfying any outstanding 

action items. Additionally, the Securus lnsta llati nan Site Engineering Team will exercise 

daily diagnostic checks and monitoring protocols to ens re the recently installed 

equ ipment is working well and meeting the require en s f the DCS. 

During the Implementation Execution Phase, Sec r s Tee nicians will work with NDCS Staff 

to perform supervised enrollments for the detainees at each Correctional Facility location if 

requ ired based upon NDCS selection of the lnvestigat r r biometric solution. 

SECURUS Technologies 355 



5.2 Communication Plan 

At the beginning of the implementation, the Securus Implementation Management Team 
will work with the NDCS Team to identify key stakeholders, additional points of contacts, 
and roles/responsib ilities for the duration of the Implementation. 

The Securus Implementation Management Team will establish regular meeting forums and 
communication protocols that accommodate the requirements of the NDCS. 

Throughout the duration of the implementation, our Implementation Management Team 
will provide weekly installation progress reports. The reports will include updates on all 
active, completed, and pending installation activities. 

Once we've had the opportunity to meet directly with the NDCS Team and establish 
meeting protocols and comm unication preferences, we will update and distribute the 
Implementation Communication Plan to all imp lementation participants. The 
Communication Plan will enta il 6 key functi ons as shown in Table 16 used for a well 
communicated implementation. 

Table 9 

Section Description 

Face to Face meetings to review installation processes onsite 

Method of 
Conference calls through the bridge dialing and screen share when 

Communication 
necessary 
Special circumstances discussed site by site of facility deployment 
procedures 

Communications Date, Time, Location, and access information for all communications 
Schedule Schedule outlining the implementation guidelines 

Communication Deployment documentation review - Recipients, Purpose, Frequency 
Documents Team Goals 

Contact Information 
List of all participants in the implementation 
Stakeholder identification and contact methods - Phone, Email, Text 

Identify issue or risk and perform probability assessment 

Risk Management 
Notification procedures 
Project Manager documentation procedures 

Process 
Tracking of risks and which items to be submitted to change control 
board 

Change Management 
Procedures in a change order approval 
Out of scope items discussed for current or future installations 

Process 
Approval of those assigned as stakeholders on the board 
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5.3 Quality Control Plan 

The Implementation Plan includes 5 Quality Control inspections at important stages 
throughout the implementation. The quality control inspections are essential elements of 
the implementation that ensure consistent high-quality work flows. 

The Securus Installation Support team utilizes a Six Sigma quality measurement technique, 
which identifies and removes the causes of errors, and minimizes variability in the 
installation process. 

In total, our installation process has over 200 individual quality control points that are 
carefully reviewed and validated by our expert Technicians and Quality Assurance Analysts. 

Our current process sigma is 4.47, and our First Pass Quality rate is 94%. 

This means we execute the same high-quality processes every single time and if we do 
make an error, we do our best to catch it before it has a chance to create a problem. 

This attention to detail and level of focus on Implementation quality is truly unriva led in our 
industry. 

5.3.1 Quality Control Checkpoint 1: Customer Provisioning 

Prior to any onsite installation activity, the Securus Installation Support Techn icians will 
provision the Securus SCP. The SCP provisioning activity prepares our system to support 
the NDCS's inmate ca lling traffic, and ensures that all of the necessary applications and 
communication features are configured. After the customer provisioning is complete, the 
Insta llation Technician submits a quality control review form to the Engineer, 
Implementation r fia age r, and Account Manage,~ for the NDCS Implementation. Each of 
these Securus Associates ust review the custome,~ provisioning "pre-cut" record, and 
pro tide verificati n and appro ol. 

An example of the Custon,er Pro tisioning Check List can be found at the end of this document. 

5.3.2 Quality Control Checkpoint 2: Customer Pre-Installation 

While onsite, the Securus Field Service Technicians will complete a checkli st to ensure that 
the physical insta llation character-istics meet or exceed Securus standards. Equipment 
inventory, equipment location, electr ical, network/telecom and telephone insta llation 
standards are reviewed 1uring this checkpoint. 

An example of the Field ech Check List can be found at the end of this document. 

5.3.3 Quality Control Checkpoint 3: Equipment Testing I Functional Validation 

At this stage of the Implementation, the SCP is on line and test calls can be performed. This 
quality control checkpoint ensures that all SCP calling options are setup to meet the 
requirements of tt e NDCS. 

Test call scenarios are completed and phone label s, call durations, on/off times, 
administrative terminals, and other customer configurations are verified. 
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An example of the Test Validation Check List can be found in at the end of this document. 

5.3.4 Quality Control Checkpoint 4: On-Site Customer Acceptance 

Our Field Install Team members will perform a walk-through with key NDCS personnel at 
each location. During this walk-through, the Field Service Specialists will review all the 
quality control checklists for Quality Control Checkpoints 1-3 and perform a visual 
inspection of all installed hardware alongside the NDCS personnel. 

Any physical installation issues or performance issues will be resolved to the satisfaction of 
the DOC personnel. 

An example of the Customer Acceptance Check List can be found at the end of this document. 

5.3.5 Quality Control Checkpoint 5: Implementation Acceptance 

The final quality control checkpoint involves a review by the NDCS Team. During th is 
review, the Securus Implementation Team will provide copies of all qua lity contro l 
documents, equipment inventory records, netwoi-k diagrams, issues logs, and final 
Implementation plan documentation. The Securus Implementation Management Team wi ll 
host a review of these documents with the NDCS Team. Any outstand ing deliverables or 
service issues will be resolved prior to completing the Customer Acceptance checkpo int. 

5.4 Risk Management/Contingencies Plan 

Th is section of the docurnent provides an overview of the risks will be identified, defined and 
managed during the implementation project for the NDCS. It defines roles ond responsibilities 
for participants in the risk processes, the risk management activities that will be carried out, the 
schedule for risk management activities, and the tools and techniques that will be used. See 
Table 7 7 below. 

Table 17 

5.4.1 1 Roles and Responsibilities 

Implementation The Implementation Manager, members of the Implementation 
Manager Management Team & the NDCS (herein defined as Implementation Team) 

Team shall meet at the beginning of the Implementation to identify 
potential risks to the Implementation deliverables and timelines and 
define mitigation strategies for these risks. The Implementation Team 
will meet weekly, or as necessary, to review the status of all risk 
mitigation efforts and review the exposure assessments for any new risk 
items. 

The Implementation Manager will be on-site at the start of the project 
and will attend all schedule meetings with the NDCS staff on-site. 

Implementation The Implementation Manager will assign each newly identified risk to an 
Member 
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Assigned a Risk Implementation member who will assess the exposure and probability 
for the risk factor and report the results of that analysis back to the 
Implementation Manager. Assigned Implementation members are also 
responsible for performing the steps of the mitigation plan and 
reporting progress to the Implementation Manager. Reporting activities 
will be scheduled accordingly - based on the severity of the risk factor. 

5.4.2 Risk Documentation 

Risk List The risk factors identified and managed for this Implementation will be 
accumulated in a risk list. The risk list will be produced as part of the 
Implementation initiation documentation and will be included in the 
finalized Implementation plan and statement of work. 

Risk Data The following information will be stored for each Implementation risk: 
Items risk name I ID; description, probability, impact, first indicator that risk is 

becoming a problem, mitigation approaches, owner, date due, 
contingency plan. 

Closing Risks A risk item can be considered closed when it meets the following 
criteria: the planned mitigation actions have been completed and the 
risk item no longer presents a threat to the defined scope of work. 

5.4.3 Activities 

Please see Table 18 below for risk activities. 

Risk Identification 

Risk Analysis and 
Prioritization 

SECURUS Technologies 

Tab le 18 

Task 

The Implementation Team will review the finalized 
statement of work and define the critical success factors and 
Implementation milestones. This data will be used to identify 
potential risks that may prevent the Implementation Team 
from successfully completing a particular Implementation 
requirement. 

Task 

The Implementation Manager will assign each risk factor to 
an individual Implementation member (based on expertise), 
who will estimate the probability that the risk could become 
a problem and the anticipated impact to the Implementation 
if it does occur. 

Participants 

Implementation Team 

Participants 

Assigned 
Implementation 
Member 
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Risk Management 
Planning 

Risk Resolution 

Risk Monitoring 

SECURUS Technologies 

The risk factors are collected, reviewed, and adjusted if 
necessary. 

Contingency plans are reviewed and mitigation tactics 
identified and built into Implementation plan for high-risk 
scenarios. 

Task 

Those risk factors identified as high risk are assigned to 
individual Implementation members for development and 
execution of a risk mitigation plan. 

For each assigned risk factor, recommend actions that will 
reduce either the probability of the risk materializing into a 
problem, or the severity of the exposure if it does. Return 
the mitigation plan to the Implementation Manager. 

The mitigation plans for assigned risk items are collated into 
a single list. The completed list is created and made available 
to all Implementation Members, the NDCS Team, and other 
interested parties. 

Task 

Each individual who is responsible for executing a risk 
mitigation plan carries out the mitigation activities. 

Task 

Key performance indicators will be evaluated within defined 
intervals in order to gauge risk items. 

The status and effectiveness of each active mitigation action 
is reported to the Implementation Manager. 

The probability and impact for each risk item is reevaluated 
and modified if appropriate. 

If any new risk items have been identified, they are analyzed 
as were the items on the original risk list and added to the 
risk list. 

Any risk factors for which mitigation actions are not being 
effectively carried out, or whose risk exposure is rising, may 
be escalated to an appropriate level of management for 
visibility and action. 

Implementation 
Manager 

Implementation 
Manager 

Participants 

Implementation 
Manager 

Implementation Team 

Implementation 
Manager 

Participants 

Assigned Individual 

Participants 

Implementation 
Manager 

Assigned Individual 

Implementation 
Manager 

Implementation 
Manager 

Implementation 
Manager/ Sales 
Account Manager/ 
Customer Agent 
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Lessons Learned Task Participants 

The Implementation Manager will facilitate Lessons Learned Implementation 
discussions following the closure of any risk item which Manager 
experienced an active mitigation activity. 
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5.4.4 Schedule for Risk Management Activities 

Note that in Table 19 the dates within the right margin of the activities will be adjusted 
during the meetings with NDCS. The dates listed show the schedule from another 
Implementation but give the scope of time frames required. 

Risk Tracking 
• This activity is critical 

to project success, 
and will be exercised 
throughout each of 
the project phases. 

SECURUS Technologies 
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Table 19 

Risk Identification ~ July 26, 2016 

A risk evaluation and planning meeting will 1 

be held at the beginning of the 
implementation project. 

L---~ 
Risk List 

The prioritized risk list will be completed 
and made available to the Project Team. 

Risk Mgmt Plan 

The risk management plan, with mitigation, 
avoidance, or prevention strategies will be 
completed . 

Risk Review 

The Risk Management Plan will be 
reviewed and approved by the Project 
Manager & NDCS Stakeholders. 

·········... Risk Tracking~ 

··· .•.. 

The status of risk management activities 
and mitigation success will be revisited as 
part of the gate exit criteria for each project 
phase. The risk management plan will be 
updated at that time. 

I July 27, 2016 

July 28, 2016 

July 295, 2016 
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5.4.5 Sample Risk Documentation Form (as shown in Table 20 below) 

Table 20 

Risk ID: <sequence number> Classification: <risk category> Report Date: <date this risk report was 
last updated> 

Description: <Describe each risk in the form 
"condition - consequence".> 

Probability: <What's the likelihood of this risk Impact: <What's the damage if the Risk Exposure: <Multiply Probability 
becoming a problem?> risk does become a problem?> times Loss to estimate the risk 

exposure.> 

First Indicator: <Describe the earliest 
indicator or trigger condition that might 
indicate that the risk is turning into a 
problem.> 

Mitigation Approaches: <State one or more 
approaches to control, avoid, minimize, or 
otherwise mitigate the risk. Mitigation 
approaches may reduce the probability or the 
impact.> 

Date Started: <State the date the mitigation Date to Complete: <State a date Owner: <Assign each risk mitigation 
plan implementation was begun.> by which the mitigation plan is to action to an individual for resolution.> 

be implemented.> 

Current Status: <Describe the status and 
effectiveness of the risk mitigation actions as 
of the date of this report. > 

Contingency Plan: <Describe the actions 
that will be taken to deal with the situation if 
this risk factor actually becomes a problem.> 

Trigger for Contingency Plan: <State the 
conditions under which the contingency plan 
will begin to be implemented.> 
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6.0 Sample Check Lists 

The following check lists have been provided as described in section 5.3 Quality Control 

Plan: 

• Customer Provisioning Check List (Figu re 63) 

• Customer Acceptance Check List (Figure 64 

• Field Technician Check List (Figure 65) 

• Test Validation Check List (Figure 66) 
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Figure 63 

Customer Provisioning Checklist Example: 

Transport: MAC Active: No 

Site ID: 9999 Address: PO Box 94661 Lincoln, NE 68509 

Site: NDCS Time Zone: Central 

Equipment Type: MPG Names: N/A 

Cut Date: n/a Active: No 

Provider IP: Local Ethernet IP: 

AT&T Ci rcuit: n/ a Products: No product s selected 

Site Confi~ ration 3wav 

Ports: C Threeway Detect: No 

Inmate Phones: C Threeway Action: N/A 

Visitat ion Phones: 

Max Call Duration: N/A Recording 

Facility Prompt: No Customer Recording: No 

Call Tvoelsl : N/ A Recording Start: connect 

Free Local: No Recording Storage: 365p 

Free Local Type: None 

Passive Acceptance Allowed: No PINs 

Call Partv Block Allowed: No PINs Enabled: No 

MPG: N/ A Prerecorded Name: No 

VMC Enabled: No Minimum PIN Digits: N/ A 

Caller ID Display Private: No Maximum PIN Digits: N/ A 

Caller ID Number: 8667184m PAN: No 

Call Forwarding: Yes Pan Max Numbers: N/A 

Billing ANI: Auto M ove: No 

RCF Detection Allow: No Auto-6enerate Pin: No 

RCF Detection Enable: No IM P Allowed: No 

RCF Enable Tenn Call : No IM P Add PANs: No 

TTY: No IM P Remove PANs: No 
Commissary: No IM P Play All PANs: No 

Commissary Type: N/A Calling Restrictions: No 

Branding: None Custody Account Track Usage: No 

Allow lnfonnant Line: No Resolution Period: No 

lnfonnant Line Pins: None Retention Period: No 

Inmate Call Progress: None Block calls when no Usage Data: 

Operator 22: No Enable Calling Restriction Remaining Announcement: 

E-lmports: No DTN Limits Allowed: No 
Internat ional Calls Allow: No DTN Limits Tracking: No 

Prepaid Vending Machine: No DTN Limits Enable: No 

Unbillable Call Routing: None DTN Limits Exdude Private Calls: 

System Logging Allowed: Yes DTN Limits Config: N/A 

System Logging Type: 30P DTN Limits Duration: N/A 

Scan Patrol Logging Allow: Yes Enable M ax Duration Announcement: 

Allow Caller Name Recording: N Generate Random PIN Allowed: 

Virtual Groups Allowed: No Append Random To PIN Allowed: 

Call Tracker Allowed: No Default Random Length : N/A 
BNA Lookup Allowed: No Custody Accounts Enforce PIN: 

Wordspotting Allowed: No Recycle PIN Enabled: No 

Wordspotting Overall Limit: N/A Use Custody Account PIN as Debit PIN: No 

Wordspotting Word Limit: N/A Use Custody Account PIN as Calling Card PIN: 

First Call Free (FCF) Allowed: No Enforce effective site: No 

FCF Reset Inactive t o Active: No 

FCF Number of Calls: N/A PAN 
FCF Max Duration: N/A Auto PAN Allowed: No 

PAN Direct Bill Allowed: No PAN Number Verification: No 

Voice Acceptance Allowed: No PAN Not ificat ion Email: No 

Trust Fund Acceleration Allowed: PAN BNA Enabled: No 

SCP Debit PIN Mgmt Email : N/A PAN Number Verification Enabled: 

IPRO PIN Check Enabled: No PAN Number Verificat ion Number Days: 

Wireless indicator: Yes PAN Verification Status: N/ A 

LBS: No 

Voicemail : No Visitation 

Visitation Type: None 

Crime Tip Custody Accounts: No 

Enabled: No Recording: No 

Access Method: N/A Recording Start: None 
Digit/Number t o Call: N/A Max Duration: None 

Crime Tip Use Voice Mail: No 

Crime Tip Require Pin: No Covert Alert 

Crime Tip Use Any Pin: No Enabled: No 

Crime Tip Use Any DTN: No Get Acceptance: No 
Crime Tip Announce Call Type: No Init iate At: None 

Play Prompt : No 
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cw Covert Alert Disconnect Enabled: 

CW Enabled: No Covert Alert Disconnect Code: N/ A 
CW Call M in Durat ion: N/A Covert Alert Bargeln Enabled : No 

Covert Alert Bargeln Unmute Code: 

Emergency Calling Covert Alert Bargeln Mute Code: 

Emergency Calls Allowed: No 

Emergency Calls Enable: No THREADS 

Emergency Ca ll Require: No Customer Visibility: N/A 
Emergency Call Max Durat ion: None Community: N/A 

Emergency Call Config: No 

Comments 

Officer Check In N/ A 

Officer Check In Allowed: No 

Officer Check In Bypass Code: No 

Officer Check In Max Duration: None 
Officer Check In Max Ret ry: N/A 

Voice Biometrics 

Voice Biometrics: No 

VB Enrollment Model: None 

Site use PINs/VB in Booking/Intake: No 
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Figure 64 

CUSTOMER ACCEPTANCE FORM 

Site Name: I St: 
,ii: a =--~ 

-·~ 

=--' AFCE Number: 
~ SECURus· 

1T . ,-,-~ Project Manager: 

Customer Contact: 

EQUIPMENT INSTALLATION 

Equipment Room Notes: 

All phone equipment is professionally installed within des,gnated D 
areas. 

Equipment Room Notes: 

All phone equipment is proper1y labeled, D 

Equipment Room Notes: 

All telecom and electrical wiring is mounted securely, and D 
managed using best practices for wire/cable management. 

Equipment Room Notes: 

The Equipment Assignment Record has been completed and is D 
attached the equipment rack. 

Equipment Room Notes: 

All necessary equipment is grounded appropriately and using D 
destgnated power sources proVided by the facility. 

Equipment Room Notes: 

All excess equipment. trash, or other materials have been D 
removed from the equipment room. 

Telephone Installation Notes: 

All phones have been installed in the correct locations. D 

Telephone Installation Notes: 

All phones have been securely mounted and inspected. D 

Telephone Installation Notes: 

All phone handsets and keypads have been inspected D 

Telephone Installation Notes: 

All rnformation placards have been installed. D 

Telephone Installation Notes: 

All telephones have been accurately identified, and logically D 
associated with their physical location. 

Workstation Installation Notes: 

All wor1cstatlons have been installed in designated locations. D 

Workstation Installation Notes: 
All wor1cstations have been used to access S-Gate UI. D 

Securus Technologies, Customer Acceptance Checklist 
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EQUIPMENT OPERATION 

Phone System Operation Notes: 

All custom prompts (tag prompts, facility name prompts) have D 
been reviewed and confirmed. 

Phone System Operation Notes: 

Detainee and called party call nows have been reviewed and D 
confirmed. 

Phone System Operation Notes: 

Call time limits have been reviewed and confirmed. D 

Phone system Operation Notes: 

Call schedules have been reviewed and confirmed. D 

Phone System Operation Notes: 

Applicable phone system features have been reviewed and 
D verified (further defined as necessary to include all feature 

requirements) 

Workstation Operation Notes: 

Workstations have access to S-Gate UI , and user logins have D 
been provided to necessary personnel. 

Workstation Operation Notes: 

S-Gate UI functionality, induding reports, block/unblock, calls 
D schedules, live call monitoring, and audio download/CDRW) have 

been tested and confirmed 

Data Verification Notes: 

All PIN/PAN data has been uploaded or input. D 

Data Verification I Notes: 

All blocked/free/privileged calling lists have been uploaded or D 
input. 

Data Verification I Notes 
All phone locations (such as POD B, Left) have been correctly D 
input into system. 

FORM VERIFICATION 

Field Installation Checklist j Notes: 

The Field Installation Checklist has been completed with success. 

I D 
reviewed, and signed by necessary parties. 

Test I Validation Checklist Notes: 

The TesWal1dation Checklist has been completed with success, I D 
reviewed, and signed by necessary parties I 
30-0ay Support Plan ! Notes: 

The post-implementation support plan (acceptance criteria, SLAs, 
D support contact, and escalation list) has been completed, and 

I provided to appropriate customer contacts. 

X X X 
Custorrer Contact Project Manager Instalatioo F,:kf Tecmidan 

Securus Technologies, Customer Acceptance Checklist 
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Figure 65 

30-Day Post Implementation Acceptance 

Installation Equipment & Pro,isioning rser Acceptance Signah11·e Form 

Site Id: -------- ----- -------

Site Name-: --- - ---------------

B~- m~· signatul'e be-low I acknowledge I han l'f'Yie-we-d the installation che-ck list and I he-re-b~- confil'm 
comple-tion of the- scope- of wol'k as 1·e-quind for acce-ptance- appro,·al which indude-s e-quipme-nt s~·ste-m 
functionali~· and p1·0,isioning of the inmate- phone s)·ste-m installed b)· Se-curus T e-chnologie-s. 

Facili~· Point of Contact Name-: 

Printed Name-: ------------------------

Signature-:--------------------- Date-: ---------

Install Field T echnkians assigne-d to installation: 

Printe-d Name: 

Printe-d Name: 

Securus Technologies, Customer Acceptance Checklist 
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Figure 66 

SECURus-
"I 

Facilit Name lnstallftS Name: 
State: 
Main Address: 

Contact Name 
LEGEND 

..J ·= Satist.lctory/Complfle X =tJnsalisbc:tory 

Does the, equipment received matdl the equipment bs1!<I on the Sales 
Onler'? Please include equ:pment ~pl chedlist relUm sunrey 

Was all of the equipment n,ceieved without dam:ige? 

Is any additional equipment required to ccmpleie pro;ect? Please 
include equipment request form for any ad<fltional ~u,pment_ 

Is there sufficient HVAC in the phone room? 
Is the eoui"""""t in a secure locanon? 
Is the physical coodition of the phone roomsa!Jsfacmiy? 

Is there evidence of any construction occunng in °' around the phone 
room? 

Is there a seCOf1da.ry power souroe available m the anone n,om? 
Is the eqwpment grounded with a # 12 green insulaled copper wire f 

Is the equipment utilizing a UPS unit or build.Ilg UPS? 

Is the UPS plu1111ed into the Towerm:ix KSU? 
Is the Towermax KSU installed oorrectlv. and electricalh, fflTJl nded? 
Is there lightning protedion installed on the T1/C.O. side of the system? 

Is there ~otitninn nmtection installed on the station side of the S""'"'"'! 

Have all Imes/circuits been identified, tagged, and tenninaled? Please 
include circuit/l ine inventor,,. 
Have all hnes/circ:urts been tested? 
Has the modem l ine and BTN been installed ;and tested? 

Ale all routers. channel banks , an IADs insiaHed and visible on the 
networlc? Please include uDdated network dianram 
Is all winng cleanly ins1alled, U1ihzing wim management sysli!mS and 
recommend best practioes? Pl a se include pittures of all phone room 

·m g. 

Has a ll networ1t and telecom cablmo been tested? 

Have all inmate ohones been installed .md securelv mounted? 
Are all the oonduit. pedesnl~. and backboards searrety fa!ilened? 
Have the new olacams been installed in eveN nnone? 
Have al l of the ohont!s bffn tested? 
Have all of the phones been identified with a logical port ID and facility 
port location? 

Have all of the pon assignments been sell.Ip in the SCN Cus1ttner 
Reconl? 

Have the phones been associated with the com,ct management port 
groups? 

Are the on-off times and caU trners set? 
Are the TOO Dhones insnlled and securel11 mounted? 
Has a succesful TDD to TOO cal l been tested? 
Has a succesful TDD to relav stallon cal l bffn tested? 

Has the test Dian been r.nmnleted with succes? 
Has the Proiect Manaaer and Enaineer reviewed and acceoled? 
Has the customer acce-ce form been reviewed and a""""'ed? 

X 

SECURUS Technologies 

No M.irlc = Not Rev,ewed 

X 
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SECURUS 

TEST/ VALIDATION CHECKLIST 

Focffl flame 

State: 

Main Address: 

Contact Harne 

,J '• Satisf octory/Complete 

Tes.tease 
Verty phone l3bies an, conect 

Engldl and Spo,nislo ~IOva!llblecall_. 

Pe!1om1 lnlrBsllllt,Od,it!eot call (NPA-700-4141 ) 

Pe!1om1 --DetJd 1esl cal (700-555-4141 ) 

Pe!1om1testcall1Dblocl.edrunl>et, and,'erifyblodicall-

Pe!1om1estcall1ofreenumber. 

Alle,f'4'CIDeueed1hecal lrnildu!ation. 

LEGEND 

lnstaUer5 Harne: 
Ticket 
tlumbef 

Date 

X -=Unsatisfactory 

Data Valid 

Test Ca 

VIH<lale Im! the irrnol!: Side al cal ts muled <bing llltc acceptante process. 

Pertorm a !est call using .a \.'tllld PIN. 

Atle:mpt a test call using an invalid PIN. 

PerfcnnaegtallLslr\ a,'llid PAN. 
l't,lfennatestcal "'*'g an...-iPAN. 

Site Feat...-e S 

$.Gale login succesful. 

Perform five call moni!omg test 
Us!en l o audio re,:on!,ngs ID ensure audible =:oroog 

Test CD Burning for caR iecordmgo 

Aridtaonal Site Spedf,c fHrures added as necessary 

X X X 
"'1,j,a..._ 

SECURUS Technologies 

Ho Mark • Not Reviewed 

Notes 

tlotes 

Notes 

X 
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ATTACHMEf\JT H:PRELIM!NARY 
IMPLEMENTATION TIMEL!NE 
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ID Task Name Duration Start Finish 

SECURUS Offender Calling System Installation Project Plan for Nebraska DOC 44.63 days Mon 7/25/16 Fri 9/23/16 

Offender Calling System Installation & Cut-Over 44.63 days Mon 7/25/16 Fri 9/23/16 

Project Initiation Phase 8.5 days Mon 7/25/16 Thu 8/4/16 

4 Welcome to Securus! 2.5 days Mon 7/25/16 Wed 7/27/16 

5 Upon contract execution - Securus Account Executive to call Nebraska DOC 1.63 days Mon 7/25/16 Tue 7/26/16 

6 Arrange face-to-face meeting on-site at Nebraska DOC location 1 day Mon 7/25/16 Mon 7/25/16 

7 Project Manager introduction with Nebraska DOC (conference call) 0.63 days Tue 7/26/16 Tue 7/26/16 

8 Identify point of contact and contact information for each Nebraska DOC location 2 hrs Tue 7/26/16 Tue 7/26/16 

9 Facility address verification and telecom demarcation verification 2 hrs Tue 7/26/16 Tue 7/26/16 

10 Site Survey access and scheduling 1 hr Tue 7/26/16 Tue 7/26/16 

11 On Site Kick-Off meeting with Nebraska DOC & Securus Account Team 1 day Tue7/26/16 Wed 7/27/16 

12 Review: 1 day Tue7/26/16 Wed 7/27/16 

13 Project Team structure for Securus and Nebraska DOC 3 hrs Tue 7/26/16 Tue 7/26/16 

14 Preliminary project plan & implementation schedule 1 hr Tue 7/26/16 Tue 7/26/16 

15 Establish meeting schedule and communication plans 1 hr Wed 7/27/16 Wed 7/27/16 

16 Integration opportunities for automated PIN/PAN data management 1 hr Wed 7/27/16 Wed 7/27/16 

17 Review field service access/scheduling & telecom vendor scheduling options 1 hr Wed 7/27/16 Wed 7/27/16 

18 Distribution of informational literature/collateral for public & Offenders 1 hr Wed 7/27/16 Wed 7/27/16 

~ Site Surveys conducted by Securus Field Services Team 5 days Thu 7/28/16 Thu 8/4/16 

20 NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #1 1 day Thu 7/28116 Fri 7129116 

21 Demarc & ITS Location inspection 1 day Thu 7/28/16 Fri 7/29/16 

22 Offender Calling locations - survey 1 day Thu 7/28/16 Fri 7/29/16 

23 Environmental evaluation & testing 1 day Thu 7128/16 Fri 7/29/16 

24 NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #2 1 day Thu 7/28/16 Fri 7129/16 

25 ' Demarc & ITS Location inspection 1 day Thu 7/28/16 Fri 7/29/16 

~ Offender Calling locations - survey 1 day Thu 7/28/16 Fri 7/29/16 

27 Environmental evaluation & testing 1 day Thu 7/28/16 Fri 7/29/16 

28 NDCS COMMUNITY CORRECTIONS, LINCOLN - 20 Phones, 1 MPLS 1 day Thu 7128116 Fri 7129116 

29 Demarc & ITS Location inspection 1 day Thu 7128/16 Fri 7/29/16 

~ Offender Calling locations - survey 1 day Thu 7/28/16 Fri 7/29/16 

31 I Environmental evaluation & testing 1 day Thu 7/28/16 Fri7/29/16 

32 NDCS LINCOLN CORRECTIONAL CENTER, LINCOLN - 3 Phones, 1 MPLS 1 day Fri 7129116 Mon 8/1/16 

33 Demarc & ITS Location inspection 1 day Fri 7/29/16 Mon 8/1/16 

34 Offender Calling locations - survey 1 day Fri 7/29/16 Mon 8/1/16 
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ID Task Name Duration Start Fin ish 

35 Envi ronmental evaluation & testing 1 day Fri 7/29/16 Mon 8/1/16 

36 NDCS DIAGNOSTICS AND EVAL CENTER, LINCOLN - 30 Phones, 1 MPLS 1 day Fri 7/29/16 Mon 8/1/16 

37 Demarc & ITS Location inspection 1 day Fri 7/29/16 Mon 8/1/16 

38 Offender Calling locations - survey 1 day Fri 7/29/16 Mon 8/1/16 

39 Environmental evaluation & testing 1 day Fri 7/29/16 Mon8/1/16 

40 NDCS NEBRASKA STATE PEN, LINCOLN - 78 Phones, 1 MPLS 1 day Fri 7/29/16 Mon 8/1/16 

41 Demarc & ITS Location inspection 1 day Fri 7/29/16 Mon8/1/16 

42 Offender Calling locations - survey 1 day Fri 7/29/16 Mon 8/1/16 

43 Environmental evaluation & testing 1 day Fri 7/29/16 Mon 8/1/16 

44 NDCS CORRECTIONAL CENTER FOR WOMEN, YORK - 21 Phones, 1 MPLS 1 day Mon 8/1/16 Tue 8/2/16 

45 Demarc & ITS Location inspection 1 day Mon 8/1/16 Tue 8/2/16 

46 Offender Calling locations - survey 1 day Mon 8/1/16 Tue 8/2/16 

47 Environmental evaluation & testing 1 day Mon 8/1/16 Tue 8/2/16 

48 NE-DHHS YOUTH REHAB , GENEVA -11 Phones, 1 MPLS 1 day Mon 8/1/16 Tue 8/2/16 

49 Demarc & ITS Location inspection 1 day Mon 8/1/16 Tue 8/2/16 

so Offender Calling locations - survey 1 day Mon 8/1/16 Tue 8/2/16 

51 Environmental evaluation & testing 1 day Mon 8/1/16 Tue 8/2/16 

52 NE-DHHS YOUTH REHAB, KEARNEY -12 Phones, 1 MPLS 1 day Mon 8/1/16 Tue 8/2/16 

53 Demarc & ITS Location inspection 1 day Mon 8/1/16 Tue 8/2/16 

54 Offender Calling locations - survey 1 day Mon 8/1/16 Tue 8/2/16 

55 Environmental evaluation & testing 1 day Mon 8/1/16 Tue 8/2/16 

56 NDCS WORK ETHIC CAMP, McCOOK - 13 Phones, 1 MPLS 1 day Tue 8/2/16 Wed 8/3/16 

57 Demarc & ITS Location inspection 1 day Tue 8/2/16 Wed 8/3/16 

58 Offender Calling locations - survey 1 day Tue 8/2/16 Wed 8/3/16 

59 Environmental evaluation & testing 1 day Tue 8/2/16 Wed 8/3/16 

60 NDCS TECUMSEH, STATECORRECJTONAL, TECUMSEH-118 Phones, 1 MPLS 1 day Tue 8/2/16 Wed 8/3/16 

61 Demarc & ITS Location inspection 1 day Tue 8/2/16 Wed 8/3/16 

62 Offender Calling locations - survey 1 day Tue 8/2/16 Wed 8/3/16 

63 Environmental evaluation & testing 1 day Tue 8/2/16 Wed 8/3/16 

64 NDCS CORRECTIONAL YOUTH FACILITY, OMAHA-14 phones, 1 MPLS 1 day Tue 8/2/16 Wed 8/3/16 

65 Demarc & ITS Location inspection 1 day Tue 8/2/16 Wed 8/3/16 

66 Offender Calling locations - survey 1 day Tue 8/2/16 Wed 8/3/16 

67 Environmental evaluation & testing 1 day Tue 8/2/16 Wed 8/3/16 

68 NDCS OMAHA CORRECTIONAL FACJLl'1Y, OMAHA· 33 phones, 1 MPLS 1 day Wed 8/3/16 Thu 8/4/16 
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ID 

69 

70 

71 

72 

73 

74 

75 

76 

~ 
~ 

:: ! 
------4 

86 

87 

88 

89 

90 

91 

92 

93 

94 

95 

96 

97 

98 

99 

100 

101 

102 

Task Name 

Demarc & ITS Location inspection 

Offender Calling locations - survey 

Environmental evaluation & testing 

NDCS COMMUNITY CORRECTIONS CENTER, OMAHA 

Demarc & ITS Location inspection 

Offender Calling locations - survey 

Envi ronmental evaluation & testing 

Submit Initial Telecom & Equipment Orders (Preliminary Engineering & Design) 

Submit orders to Telecom Vendors for MPLS/DSL transport (based on RFP engineering) 

Submit orders for hardware to warehouse and vendors (vendor managed inventories) 

Project Planning Phase 

Project Plan Updates 

Contact Telecom Vendor for estimated delivery dates on all transport orders 

Obtain estimated delivery dates for ITS hardware materials 

Securus & Nebraska DOC Project Team Meeting - Touch Point 

Review Installation schedule and integration requirements 

Reviewtelecom and hardware delivery schedules 

Update plan & scope of v.ork based on any new information obtained during site surveys 

Create Risk Management & Mitigation Plan 

Internal Securus review to update project plan 

Produce updated project plan and review with Nebraska DOC Team 

Engineering Schematics, Bill of Materials, and Manual of Procedure (MOP) Updates 

Use site survey data to update 

Produce & execute change orders if necessary 

Produce fina lized engineering and MOP documentation 

Host Securus Project Team review meeting to review updated MOP and timelines 

Securus & Nebraska DOC Project Team Meeting - Touch Point/ Final Project Plan Sign-Off 

Review updated project plan & MOP 

Nebraska DOC Sign-Off on final plans 

Confirm building access & schedules for Securus Installation Teams 

Pre-Install Preparation 

Customer Provisioning 

Provisioning req,uiremer:,ts/features for each Site - ITS Customer Configuration 

Submit Customer Configurations to Install Support 
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Duration 

1 day 

1 day 

1 day 

1 day 

1 day 

1 day 

1 day 

2days 

1 day 

1 day 

Start 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Tue 8/2/16 

Tue 8/2/16 

Wed 8/3/16 

Finish 

Thu 8/4/16 

Thu 8/4/16 

Thu 8/4/16 

Thu 8/4/16 

Thu 8/4/16 

Thu 8/4/16 

Thu 8/4/16 

Thu 8/4/16 

Wed 8/3/16 

Thu 8/4/16 

22.63 days Tue 8/2/16 Fri 9/2/16 

0.5 days Wed 8/17/16 Wed 8/17/16 

2 hrs Wed 8/17/16 Wed 8/17/16 

2 hrs Wed 8/17/16 Wed 8/17/16 

1.75days Thu8/18/16 FriS/19/16 

2 hrs 

3 hrs 

3 hrs 

2 hrs 

2 hrs 

2 hrs 

0.63 days 

2 hrs 

1 hr 

1 hr 

1 hr 

0.38 days 

1 hr 

1 hr 

Thu 8/18/16 

Thu 8/18/16 

Thu 8/18/16 

Fri 8/19/16 

Fri 8/19/16 

Fri 8/19/16 

Tue 8/2/16 

Tue 8/2/16 

Tue 8/2/16 

Tue 8/2/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

1 hr Wed 8/3/16 

21 .63 days Wed 8/3/16 

0.63 days Wed 8/3/16 

Thu 8/18/16 

Thu 8/18/16 

Thu 8/18/16 

Fri8/19/16 

Fri8/19/16 

Fri8/19/16 

Wed 8/3/16 

Tue 8/2/16 

Tue 8/2/16 

Tue 8/2/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Wed 8/3/16 

Fri 9/2/16 

Thu 8/4/16 

1 hr 

1 hr 

Wed 8/3/16 Wed 8/3/16 

Wed 8/3/16 Wed 8/3/16 
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ID Task Name Duration Start Finish 

103 Equipment Provisioned to Site requirements/features 1 hr Wed 8/3/16 Wed 8/3/16 

104 Quality Control Checkpoint - Customer Provisioning 2 hrs Wed 8/3/16 Thu 8/4/16 

105 I Customer Data Management 1 day Thu B/4/16 Fri B/5/16 

~ 1 Retrieve customer specific data (block number lists, free calling lists, etc.) from existing equipment 4 hrs Thu 8/4/16 Thu 8/4/16 

107 I Site specific voice prompts & tag lines 1 hr Thu 8/4/16 Thu 8/4/16 

~ Upload blocked number files 1 hr Thu 8/4/16 Thu 8/4/16 

109 Upload free and privileged number files 1 hr Thu 8/4/16 Thu 8/4/16 

110 Produce data migration plan for debit accounts and debit balances • coordinate transfers as each facility is 1 hr Fri 8/5/16 Fri8/5/16 
migrated to Securus 

1111 OMS/E-lmports SCP Feature Integration 20 days Fri B/5/16 Fri 9/2/16 

112 Offender PIN account creation and management 1 wk Fri 8/5/16 Fri8/12/16 

113 Offender PAN account creation and management 1 wk Fri 8/12/16 Fri8/19/16 

114 Automated file delivery for account management and debit funds management 1 wk Fri 8/19/16 Fri 8/26/16 

115 Configure LBS within the Secure Call Platform 1 wk Fri 8/26/16 Fri 9/2/16 

116 Configure Threads within the Secure Call Platform 1 wk Fri 8/26/16 Fri 9/2116 

117 Configure SIM within the Secure Call Platform 1 wk Fri 8/26/16 Fri 9/2/16 

118 Configure IPRO with in the Securue Call Platform ( Enrollment Phase 2) 1 wk Fri 8/26/16 Fri 9/2/16 

119 Configure ICER with in the Secure Call Platform 1 wk Fri 8/26/16 Fri 9/2/16 

120 Project Execution Phase 32.38 days Thu B/4/16 Mon 9/19/16 

121 I Local Exchange Carrier (LECJ access for installation 28.38 days Thu 8/4/16 Tue 9/13/16 

122 Confirm LEC access schedules with Nebraska DOC contacts (LEC access only. Securus Technicians not 1 hr Thu 8/4/16 Thu 8/4/16 
required to be onsite) 

123 LEC MPLS T1 Installations: 4.38 days Wed 9nt16 Tue 9/13/16 

124 NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #1 3 hrs Wed 917/16 Wed 917/16 

125 NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #2 3 hrs Wed 917/16 Wed 917/16 

126 NDCS COMMUNITY CORRECTIONS, LINCOLN . 20 Phones, 1 MPLS 3 hrs Wed 917/16 Wed 917/16 

127 NDCS LINCOLN CORRECTIONAL CENTER, LINCOLN · 3 Phones, 1 MPLS 3 hrs Thu 9/8/16 Thu 9/8/16 

128 NDCS DIAGNOSTICS AND EVAL CENTER, LINCOLN· 30 Phones, 1 MPLS 3 hrs Thu 9/8/16 Thu 9/8/16 

129 NDCS NEBRASKA STATE PEN, LINCOLN - 78 Phones, 1 MPLS 3 hrs Thu 9/8/16 Thu 9/8/16 

130 NDCS CORRECTIONAL CENTER FOR WOMEN, YORK - 21 Phones, 1 MPLS 3 hrs Fri 9/9/16 Fri9/9/16 

131 NE-DHHS YOUTH REHAB , GENEVA - 11 Phones, 1 MPLS 3 hrs Fri 9/9/16 Fri9/9/16 

132 NE-DHHS YOUTH REHAB, KEARNEY. 12 Phones, 1 MPLS 3 hrs Fri 9/9/16 Fri 9/9/16 

133 NDCSWORK ETHIC CAMP, McCOOK-13 Phones, 1 MPLS 3 hrs Mon 9/12/1 6 Mon9/12/16 

134 NDCS TECUMSEH, STATE CORRECITONAL, TECUMSEH -118 Phones, 1 MPLS 3 hrs Mon 9/12/16 Mon 9/12/16 

135 NDCS CORRECTIONAL YOUTH FACILITY, OMAHA - 14 phones, 1 MPLS 3 hrs Mon 9/12/16 Mon 9/12/16 
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ID 

136 

137 

138 

139 

140 

141 

142 

143 

144 

145 

146 

147 

148 

149 

150 

151 

152 

153 

154 

155 

~ 
157 , 

158 

159 

160 

161 

162 

~ 
164 

165 I 

166 

167 

168 I 

169 

Task Name 

NDCS OMAHA CORRECTIONAL FACILITY, OMAHA - 33 phones, 1 MPLS 

NDCS COMMUNITY CORRECTIONS CENTER, OMAHA 

Securus & Nebraska DOC Project Team Meeting - Touch Point 

Review current progress 

Confirm LEC ordering confirmations 

Confirm hardware Shipments processed and verified each facility delivery locations 

Review and confirm Securus Installation Team schedules and facility access 

Review and confirm SecurusNendor plan 

Review remaining actions for project plan - including Incumbent exit strategy and MOP for cut-over to Securus 

OMS/E-lmport Integration 

Test integration for PIN account creation and management 

Test integration for PAN account creation and management 

Test integration for automated file delivery 

Certify integration 

Produce plan for integration/ SCP installation - coordinate integration to complete when site is migrated to SCP 

Facility Implementation of Hardware and Transport By Phase and Site 

NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #1 

Pre-Installation 

Receipt & Pre-Install ITS Tasks 

Receive Shipment at Site 

Verify shipment Content to Pick List 

Telephone room preparation & wi ring 

Pre-Install Securus ITS equipment 

Install ITS Phones 

Phone room vviring and installation activity 

Facility wiring and cross connections 

Telephone replacements/installation in dormitories 

Quality Control Checkpoint: customer Pre-Installation 

Verify equipment inventory & installation location 

Verify electrical, network/telecom, and telephone installations meet or exceed standards 

Complete Field Technician Checklist & return to Project Manager 

Transport Test & Tum-up Activities with Telecom Provider 

Transport turned up with Telecom Provider 

Circuit connected to Securus equipment 

Page 5 

SECURUS Technologies 

Duration 

3 hrs 

3 hrs 

9.5 days 

1 hr 

1 day 

1 day 

1 day 

1 day 

1 day 

11 days 

2wks 

2wks 

1 day 

1 day 

1 day 

26.38 days 

22.38 days 

22.38 days 

1.38 days 

1 hr 

2 hrs 

1 day 

1 day 

6 days 

1 day 

1 day 

5 days 

1 day 

1 day 

1 day 

1 day 

3 days 

1 day 

1 day 

Start Finish 

Tue 9/1 3/16 Tue 9/13/16 

Tue 9/13/16 Tue 9/13/16 

Fri 8/5/16 Thu 8/18/16 

Fri 8/5/16 Fri 8/5/16 

Fri 8/12/16 Mon 8/15/16 

Fri 8/12/16 Mon 8/15/16 

Mon 8/15/16 Tue 8/16/16 

Tue 8/16/16 Wed 8/17/16 

Wed 8/17/16 Thu 8/18/16 

Wed 8/10/16 Thu 8/25/16 

Wed 8/10/16 Wed 8/24/16 

Wed 8/10/16 Wed 8/24/16 

Wed 8/24/16 Thu 8/25/16 

Wed 8/24/16 Thu 8/25/16 

Wed 8/24/16 Thu 8/25/16 

Fri 8/12/16 Mon 9/19/16 

Fri 8/12/16 Tue 9/13/16 

Fri 8/12/16 Tue 9/13/16 

Fri 8/12/16 Mon 8/15/16 

Fri 8/12/16 Fri 8/12/16 

Fri 8/12/16 Fri 8/12/16 

Fri 8/12/16 Mon 8/15/16 

Fri 8/12/16 Mon 8/15/16 

Mon 8/15/16 Tue 8/23/16 

Mon 8/15/16 Tue 8/16/16 

Mon 8/15/16 Tue 8/16/16 

Tue 8/16/16 Tue 8/23/16 

Tue 8/23/16 Wed 8/24/16 

Tue 8/23/16 Wed 8/24/16 

Tue 8/23/16 Wed 8/24/16 

Tue 8/23/16 Wed 8/24/16 

Wed 917/16 Mon 9/12/16 

Wed 9/7/16 Thu 9/8/16 

Thu 9/8/16 Fri 9/9/16 
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ID Task Name Duration 'Start Finish 

170 Installation Support confirmation that Securus equipment on-line 1 day Fri9/9/16 Mon9/12/16 

171 Quality Control Checkpoint: Equipment Testing/ Functional Validation 1 day Mon 9/12/16 Tue 9/13/16 I 

172 Verify all Features working properly 1 day Mon 9/12/16 Tue 9/13/16 

173 Verify phones work, port assignments/call groups set 4 hrs Mon 9/12/16 Tue 9/13/16 

174 Complete Test & Validation Checklist and return to Project Manager 4 hrs Mon 9/12/16 Tue 9/13/16 

175 Securus & Nebraska DOC Team Meeting - Touch Point 0.13 days Tue9/13/16 Tue 9/13/16 

176 Review installation progress & quality control documentation for Nebraska DOC 1 hr Tue 9/13/16 Tue 9/13/16 

177 Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 1 hr Tue 9/13/16 Tue 9/13/16 

178 NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #2 22.38 days Fri 8/12/16 Tue 9/13/16 

179 Pre-Installation 22.38 days Fri 8/12/16 Tue 9/13/16 

180 Receipt & Pre-Install ITS Tasks 1.38 days Fri 8/12/16 Mon 8/15/16 

181 Receive Shipment at Site 1 hr Fri 8/12/16 Fri 8/12/16 

182 Verify shipment Content to Pick List 2 hrs Fri 8/12/16 Fri 8/12/16 

183 Telephone room preparation & wiring 1 day Fri 8/12/16 Mon 8/15/16 

184 Pre-Install Securus ITS equipment 1 day Fri 8/12/16 Mon 8/15/16 

185 Install ITS Phones 4days Mon 8/15/16 Fri 8/19/16 

186 Phone room v,iring and installation activity 1 day Mon 8/15/16 Tue 8/16/16 

187 Facility wiring and cross connections 1 day Mon 8/15/16 Tue 8/16/16 

188 Telephone replacements/installation in dormitories 3 days Tue 8/16/16 Fri 8/19/16 

189 Quality Control Checkpoint: Customer Pre-Installation 1 day Fri 8/19/16 Mon 8/22/16 

190 Verify equipment inventory & installation location 1 day Fri 8/19/16 Mon8/22/16 

191 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Fri8/19/16 Mon 8/22/16 

192 Complete Field Technician Checklist & return to Project Manager 1 day Fri 8/19/16 Mon 8/22/16 

193 Transport Test & Tum-up Activities with Telecom Provider 3 days Wed 9/7/16 Mon 9/12/16 

194 Transport turned up with Telecom Provider 1 day Wed 9/7/16 Thu 9/8/16 

195 Circuit connected to Securus equipment 1 day Thu 9/8/16 Fri 9/9/16 

196 Installation Support confirmation that Securus equipment on-line 1 day Fri9/9/16 Mon 9/12/16 

197 Quality Control Checkpoint: Equipment Testing I Functional Validation 1 day Mon 9/12/16 Tue 9/13/16 

198 Verify all Features working properly 1 day Mon 9/12/16 Tue 9/13/16 

199 Verify phones work, port assignments/call groups set 4 hrs Mon 9/12/16 Tue 9/13/16 

200 Complete Test & Validation Checklist and return to Project Manager 4 hrs Mon 9/12/16 Tue 9/13/16 

201 Securus & Nebraska DOC Team Meeting - Touch Point 0.5 days Tue9/13/16 Tue 9/13/16 

-¥ah 
Review installation progress & quality control documentation for Nebraska DOC 4 hrs Tue 9/13/16 Tue 9/13/16 

3 Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 4 hrs Tue 9/13/16 Tue 9/13/16 
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ID Task Name Duration Start jFinish 

204 NDCS COMMUNITY CORRECTIONS, LINCOLN - 20 Phones, 1 MPLS 22.38 days Fri 8/12/16 Tue 9/13/16 

205 Pre-Installation 22.38 days Fri 8/12/16 Tue 9/13/16 

206 Receipt & Pre-Install ITS Tasks 1.38 days Fri 8/12/16 Mon 8/15/16 

207 Receive Shipment at Site 1 hr Fri 8/12/16 Fri 8/12/16 

208 Verify shipment Content to Pick List 2 hrs Fri 8/12/16 Fri 8/12/16 

209 Telephone room preparation & wiring 1 day Fri 8/12/16 Mon 8/15/16 

210 Pre-Install Securus ITS equipment 1 day Fri 8/12/16 Mon 8/15/16 

211 Install ITS Phones 4days Mon 8/15/16 Fri 8/19/16 

212 Phone room wiring and installation activity 1 day Mon 8/15/16 Tue 8/16/16 

213 Facility wiring and cross connections 1 day Mon 8/15/16 Tue 8/16/16 

214 Telephone replacements/installation in dormitories 3days Tue 8/16/16 Fri8/19/16 

215 Quality Control Checkpoint: Customer Pre-Installation 1 day Fri 8/19/16 Mon 8/22/16 

216 Verify equipment inventory & installation location 1 day Fri 8/19/16 Mon 8/22/16 

217 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Fri 8/19/16 Mon8/22/16 

218 Complete Field Technician Checklist & return to Project Manager 1 day Fri 8/19/16 Mon 8/22/16 

219 Transport Test & Tum-up Activities with Telecom Provider 3 days Wed 9/7/16 Mon 9/12/16 

220 Transport turned up with Telecom Provider 1 day Wed 917/16 Thu 9!8h6 

221 Circuit connected to Securus equipment 1 day Thu 9/8/16 Fri 9/9/16 

222 Installation Support confirmation that Securus equipment on-line 1 day Fri 9/9/16 Mon 9/12/16 

223 Quality Control Checkpoint: Equipment Testing/ Functional Validation 1 day Mon 9/12/16 Tue 9/13/16 

224 Verify all Features working properly 1 day Mon 9/12/16 Tue9/13/16 

225 Verify phones work, port assignments/call groups set 4 hrs Mon 9/12/16 Tue 9/13/16 

226 Complete Test & Validation Checklist and return to Project Manager 4 hrs Mon 9/12/16 Tue 9/13/16 

227 Securus & Nebraska DOC Team Meeting - Touch Point 0.5 days Tue9/13/16 Tue 9/13/16 

228 Review installation progress & quality control documentation for Nebraska DOC 4 hrs Tue 9/13/16 Tue9/13/16 

229 Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 4 hrs Tue 9/13/16 Tue 9/13/16 

230 NDCS LINCOLN CORRECTIONAL CENTER, LINCOLN - 3 Phones, 1 MPLS 22.38 days Mon 8/15/16 Wed 9114f16 

231 Pre-Installation 22.38 days Mon 8/15/16 Wed 9/14/16 

232 Receipt & Pre-Install ITS Tasks 1.38 days Mon 8115/16 Tue 8/16/16 

233 Receive Shipment at Site 1 hr Mon 8/15/16 Mon 8/1'5/16 

234 Verify shipment Content to Pick List 2 hrs Mon 8/15/16 Mon 8/15/16 

~ 
Telephone room preparation & wiring 1 day Mon 8/15/16 Tue8/16/16 

6 Pre-Install Securus ITS equipment 1 day Mon 8/15/16 Tue 8/1'6/16 

2371 Install ITS Phones 3 days Tue8/16/16 Fri 8/19/16 
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ID ITask Name 
I 

Duration Start Finish 

238 Phone room 'Mring and installation activity 1 day Tue 8/16/16 Wed 8/17/16 

239 Facility wiring and cross connections 1 day Tue 8/16/16 Wed 8/17/16 

240/ Telephone replacements/installation in dormitories 2 days Wed 8/17/16 Fri8/19/16 

241 Quality Control Checkpoint: Customer Pre-Installation 1 day Fri 8119116 Mon 8122116 

242 Verify equipment inventory & installation location 1 day Fri 8119/16 Mon 8/22/16 

243 Verify electrical, netvvork/telecom, and telephone installations meet or exceed standards 1 day Fri 8/19/16 Mon 8/22/16 

244 Complete Field Technician Checklist & return to Project Manager 1 day Fri 8/19/16 Mon 8/22/16 

245 Transport Test & Tum-up Activities with Telecom Provider 3days Thu 918116 Tue 9113/16 

246 Transport turned up with Telecom Provider 1 day Thu 9/8/16 Fri9/9/16 

247 Circuit connected to Securus equipment 1 day Fri 9/9/16 Mon 9/12/16 

248 Installation Support confirmation that Securus equipment on-line 1 day Mon 9/12/16 Tue 9/13/16 

249 Quality Control Checkpoint: Equipment Testing/ Functional Validation 1 day Tue9f13/16 Wed 9114/16 

250 Verify all Features working properly 1 day Tue 9/13/16 Wed 9/14/16 

251 Verify phones work, port assignments/call groups set 4 hrs Tue 9/13/16 Wed 9/14/16 

252 Complete Test & Validation Checklist and return to Project Manager 4 hrs Tue 9/13/16 Wed 9/14/16 

253 I Securus & Nebraska DOC Team Meeting - Touch Point 0.5 days Wed 9114116 Wed 9114/16 

254 Review installation progress & quality control documentation for Nebraska DOC 4 hrs Wed 9/14/16 Wed 9114/16 

255 Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 4 hrs Wed 9/14/16 Wed 9/14/16 

256 NDCS DIAGNOSTICS AND EVAL CENTER, LINCOLN· 30 Phones, 1 MPLS 22.38 days Mon 8115116 Wed 9114116 

257 Pre-Installation 22.38 days Mon 8115/16 Wed 9114116 

258 Receipt & Pre-Install ITS Tasks 1.38 days Mon 8115116 Tue 8116/16 

259 Receive Shipment at Site 1 hr Mon 8/15/16 Mon 8/15/16 

260 Verify shipment Content to Pick List 2 hrs Mon 8/15/16 Mon 8/15/16 

261 Telephone room preparation & wiring 1 day Mon 8/15/16 Tue 8/16/16 

262 Pre-Install Securus ITS equipment 1 day Mon 8/15/16 Tue 8/16/16 

263 Install ITS Phones 6days Tue 8116116 Wed 8124/16 

264 Phone room 'Mring and installation activity 1 day Tue 8/16/16 Wed 8/17/16 

265 Facnity wiring and cross connections 1 day Tue 8/16/16 Wed 8/17/16 

266 Telephone replacements/installation in dormitories 5 days Wed 8/17/16 Wed 8/24/16 

267 Quality Control Checkpoint: Customer Pre-Installation 1 day Wed 8/24/16 Thu 8125/16 

268 Verify equipment inventory & installation location 1 day Wed 8/24/16 Thu 8/25/16 

269 Verify electrical, netvvork/telecom, and telephone installations meet or exceed standards 1 day Wed 8/24/16 Thu 8/25/16 

270 Compfete Field Technician Checklist & return to Project Manager 1 day Wed 8/24/16 Thu 8/25/16 

271 Transport Test & Tum-up Activities with Telecom Provider 3days Thu 9/8/16 Tue 9113116 
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ID ~ ask Name Duration Start Finish 

272 Transport turned up wrrh Telecom Provider 1 day Thu 9/8/16 Fri 9/9/16 

273 i Circuit connected to Securus equipment 1 day Fri 9/9/16 Mon 9/12/16 

274 Installation Support confirmation that Securus equipment on-line 1 day Mon 9/12/16 Tue 9/13/16 

275 Quality Control Checkpoint: Equipment Testing I Functional Validation 1 day Tue 9/13/16 Wed 9/14/16 

276 Verify all Features working properly 1 day Tue 9/13/16 Wed 9/14/16 

277 Verify phones work, port assignments/call groups set 4 hrs Tue 9/13/16 Wed 9/14/16 

278 I Complete Test & Validation Checklist and return to Project Manager 4 hrs Tue 9/13/16 Wed 9/14/16 

279 I Securus & Nebraska DOC Team Meeting - Touch Point 0.5 days Wed 9/14/16 Wed 9/14/16 

280 Review installation progress & qualrry control documentation for Nebraska DOC 4 hrs Wed 9/14/16 Wed 9/14/16 

281 Discuss other ongoing and upcoming activrries for remaining Nebraska DOC installations 4 hrs Wed 9/14/16 Wed 9/14/16 

282 NDCS NEBRASKA STATE PEN, LINCOLN· 78 Phones, 1 MPLS 22.38 days Mon 8/15/16 Wed 9/14/16 

283 Pre-Installation 22.38 days Mon 8/15/16 Wed 9/14/16 

284 Receipt & Pre-Install ITS Tasks 1.38 days Mon 8/15/16 Tue 8/16/16 

285 Receive Shipment at Site 1 hr Mon 8/15/16 Mon 8/15/16 

286 Verify shipment Content to Pick List 2 hrs Mon 8/15/16 Mon 8/1 5/16 

287 Telephone room preparation & wiring 1 day Mon 8/15/16 Tue 8/16/16 

288 Pre-Install Securus ITS equipment 1 day Mon 8/15/16 Tue 8/16/16 

289 Install ITS Phones 6 days Tue 8/16/16 Wed B/24/16 

290 Phone room Vviring and installation activrry 1 day Tue 8/16/16 Wed 8/17/16 

291 Facility Vviring and cross connections 1 day Tue 8/16/16 Wed 8/17/16 

292 Telephone replacements/installation in dormitories 5 days Wed 8/17/16 Wed 8/24/16 

293 Quality Control Checkpoint: Customer Pre-Installation 1 day Wed B/24/16 Thu 8/25/16 

294 Verify equipment inventory & installation location 1 day Wed 8/24/16 Thu 8/25/16 

295 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Wed 8/24/16 Thu 8/25/16 

296 Complete Field Technician Checklist & return to Project Manager 1 day Wed 8/24/16 Thu 8/25/16 

297 Transport Test & Tum-up Activities with Telecom Provider 3 days Thu 9/8/16 Tue 9/13/16 

298 Transport turned up wrrh Telecom Provider 1 day Thu 9/8/16 Fri9/9/16 

299 Circuit connected to Securus equipment 1 day Fri 9/9/16 Mon 9/12/16 

300 Installation Support confirmation that Securus equipment on-line 1 day Mon 9/12/16 Tue 9/13/16 

301 Quality Control Checkpoint: Equipment Testing/ Functional Validation 1 day Tue 9/13/16 Wed 9/14/16 

302 Verify all Features working properly 1 day Tue 9/13/16 Wed 9/14/16 

303 Verify phones work, port assignments/call groups set 4 hrs Tue 9/13/16 Wed 9/14/16 

304 Complete Test & Validation Checklist and return to Project Manager 4 hrs Tue 9/13/16 Wed 9/14/16 

305 Securus & Nebraska DOC Team Meeting - Touch Point 0.5 days Wed 9/14/16 Wed 9/14/16 
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307 

308 

309 

310 

311 

~ 
313 I 
314 

315 

316 

317 

3181 
319 1 

320 

321 
1 

322 

323 

324 

325 

326 

327 

328 

329 

330 

331 

332 

333 

334 

335 

336 
337 ~, 
338 

339 

Review installation progress & quality control documentation for Nebraska DOC 

Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 

NDCS CORRECTIONAL CENTER FOR WOMEN, YORK - 21 Phones, 1 MPLS 

Pre-Installation 

Receipt & Pre-Install ITS Tasks 

Receive Shipment at Site 

Verify shipment Content to Pick List 

Telephone room preparation & wiring 

Pre-Install Securus ITS equipment 

Install ITS Phones 

Phone room wiring and installation activity 

Facility wiring and cross connections 

Telephone replacements/installation in dormitories 

Quality Control Checkpoint: Customer Pre-Installation 

Verify equipment inventory & installation location 

Verify electrical, network/telecom, and telephone installations meet or exceed standards 

Complete Field Technician Checklist & return to Project Manager 

Transport Test & Tum-up Activities with Telecom Provider 

Transport turned up with Telecom Provider 

Circuit connected to Securus equipment 

Installation Support confirmation that Securus equipment on-line 

Quality Control Checkpoint: Equipment Testing I Functional Validation 

Verify all Features working properly 

Verify phones work, port assignments/call groups set 

Complete Test & Validation Checklist and return to Project Manager 

Securus & Nebraska DOC Team Meeting - Touch Point 

Review installation progress & quality control documentation for Nebraska DOC 

Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 

NE-DHHS YOUTH REHAB , GENEVA - 11 Phones, 1 MPLS 

Pre-Installation 

Receipt & Pre-Install ITS Tasks 

Receive Shipment at Site 

Verify shipment Content to Pick List 

Telephone room preparation & wiring 
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Duration Start Finish 

4 hrs Wed 9/14/16 Wed 9/14/16 

4 hrs Wed 9/14/16 Wed 9/14/16 

22.38 days Tue 8/16/16 Thu 9/15/16 

22.38 days Tue 8/16/16 Thu 9/15/16 

1.38days Tue8/16/16 Wed8/17/16 

1 hr Tue 8/16/16 Tue 8/16/16 

2 hrs Tue 8/16/16 Tue 8/16/16 

1 day Tue 8/16/16 Wed 8/17/16 

1 day Tue 8/16/16 Wed 8/17/16 

6 days Wed 8/17/16 Thu 8/25/16 

1 day Wed 8/17/16 Thu 8/18/16 

1 day Wed 8/17/16 Thu 8/18/16 

5 days Thu 8/18/16 Thu 8/25/16 

1 day Thu 8/25/16 Fri 8/26/16 

1 day 

1 day 

1 day 

3 days 

1 day 

1 day 

1 day 

1 day 

1 day 

4 hrs 

4 hrs 

0.5 days 

4 hrs 

4 hrs 

Thu 8/25/16 Fri 8/26/16 

Thu 8/25/16 Fri 8/26/16 

Thu 8/25/16 Fri 8/26/16 

Fri 9/9/16 Wed 9/14/16 

Fri 9/9/16 Mon 9/12/16 

Mon 9/12/16 Tue 9/13/16 

Tue 9/13/16 Wed 9/14/16 

Wed 9/14/16 Thu 9/15/16 

Wed 9/14/16 Thu 9/15/16 

Wed 9/14/16 Thu 9/15/16 

Wed 9/14/16 Thu 9/15/16 

Thu 9/15/16 Thu 9/15/16 

Thu 9/15/16 Thu 9/15/16 

Thu 9/15/16 Thu 9/15/16 

22.38 days Tue8/16/16 Thu 9/15/16 

22.38 days Tue 8/16/16 Thu 9/15/16 

1.38 days Tue 8/16/16 Wed 8/17/16 

1 hr 

2 hrs 

1 day 

Tue 8/16/16 Tue 8/16/16 

Tue 8/16/16 Tue 8/16/16 

Tue 8/16/16 Wed 8/17/16 

382 



ID Task Name Duration Start !Finish 

340 Pre-Install Securus ITS equipment 1 day Tue 8/16/16 Wed 8/17/16 

341 Install ITS Phones 6 days Wed 8/17/16 Thu 8/25/16 

342 Phone room wring and installation activity 1 day Wed 8/17/16 Thu 8/18/16 

343 Facility wiring and cross connections 1 day Wed 8/17/16 Thu 8/18/16 

344 Telephone replacements/installation in dormitories 5 days Thu 8/18/16 Thu 8/25/16 

345 Quality Control Checkpoint: Customer Pre-Installation 1 day Thu 8/25/16 Fri 8/26/16 

346 Verify equipment inventory & installation location 1 day Thu 8/25/16 Fri 8/26/16 

347 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Thu 8/25/16 Fri 8/26/16 

348 Complete Field Technician Checklist & return to Project Manager 1 day Thu 8/25/16 Fri 8/26/16 

349 Transport Test & Tum-up Activities with Telecom Provider 3days Fri 9/9/16 Wed 9/14/16 

350 Transport turned up with Telecom Provider 1 day Fri 9/9/16 Mon 9/12/16 

351 Circuit connected to Securus equipment 1 day Mon 9/12/16 Tue9/13/16 

352 Installation Support confirmation that Securus equipment on-line 1 day Tue 9/13/16 Wed 9/14/16 

353 Quality Control Checkpoint: Equipment Testing/ Functional Validation 1 day Wed 9/14/16 Thu 9/15/16 

354 Verify all Features working properly 1 day Wed 9/14/16 Thu 9/15/16 

355 Verify phones work, port assignments/call groups set 4 hrs Wed 9/14/16 Thu 9/15/16 

356 Complete Test & Validation Checklist and return to Project Manager 4 hrs Wed 9/14/16 Thu 9/15/16 

357 Securus & Nebraska DOC Team Meeting - Touch Point 0.13 days Thu 9/15/16 Thu 9/15/16 

358 Review installation progress & quality control documentation for Nebraska DOC 1 hr Thu 9/15/16 Thu 9/15/16 

359 Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 1 hr Thu 9/15/16 Thu 9/15/16 

360 NE-DHHS YOUTH REHAB, KEARNEY -12 Phones, 1 MPLS 22.38 days Tue 8/16/16 Thu 9/15/16 

361 Pre-Installation 22.38 days Tue8/16/16 Thu 9/15/16 

362 Receipt & Pre-Install ITS Tasks 1.38 days Tue8/16/16 Wed 8/17/16 

363 Receive Shipment at Site 1 hr Tue 8/16/16 Tue 8/16/16 

364 Verify shipment Content to Pick List 2 hrs Tue 8/16/16 Tue 8/16/16 

365 Telephone room preparation & wiring 1 day Tue 8/16/16 Wed 8/1 7/16 

366 Pre-Install Securus ITS equipment 1 day Tue 8/16/16 Wed 8/17/16 

367 Install ITS Phones 6days Wed8/17/16 Thu 8/25/16 

368 Phone room wring and installation activity 1 day Wed 8/1 7/16 Thu 8/18116 

369 Facility wiring and cross connections 1 day Wed 8/17/16 Thu· 8/18/16 

370 Telephone replacements/installation in dormitories 5 days Thu 8/18/1·6 Thu 8/25/16 

371 Quality Control Checkpoint: Customer Pre-Installation 1 day Thu 8/25/16 Fri 8/26/16 

372 Verify equipment inventory & installation location 1 day Thu 8/25/1'6 Fri8/26/16 

373 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Thu 8/25/16 Fri 8/26/16 
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ID Task Name 1Duration Start Finish 

374 Complete Field Technician Checklist & return to Project Manager 1 day Thu 8/25/16 Fri 8/26/16 

375 Transport Test & Tum-up Activities with Telecom Provider 3 days Fri 9/9/16 Wed 9/14/16 

376 Transport turned up with Telecom Provider 1 day Fri 9/9/16 Mon 9/12/16 

377 Circuit connected to Securus equipment 1 day Mon 9/12/16 Tue 9/13/16 

378 Installation Support confirmation that Securus equipment on-line 1 day Tue 9/13/16 Wed 9/14/16 

379 Quality Control Checkpoint: Equipment Testing I Functional Validation 1 day Wed 9/14/16 Thu 9/15/16 

380 Verify all Features working properly 1 day Wed9/14/16 Thu 9/15/16 

381 Verify phones work, port assignments/call groups set 4 hrs Wed 9/14/16 Thu 9/15/16 

382 Complete Test & Validation Checklist and return to Project Manager 4 hrs Wed 9/14/16 Thu 9/15/16 

383 Securus & Nebraska DOC Team Meeting - Touch Point 0.13 days Thu 9/15/16 Thu 9/15/16 

384 Review installation progress & quality control documentation for Nebraska DOC 1 hr Thu 9/15/16 Thu 9/15/16 

385 Discuss other ongoing and upcoming activ ities for remaining Nebraska DOC installations 1 hr Thu 9/15/16 Thu 9/15/16 

386 NDCS WORK ETHIC CAMP, McCOOK -13 Phones, 1 MPLS 22.38 days Wed 8/17/16 Fri 9/16/16 

387 Pre-Installation 22.38 days Wed 8/17/16 Fri 9/16/16 

388 Receipt & Pre-Install ITS Tasks 1.38 days Wed 8/17/16 Thu 8/18/16 

389 Receive Shipment at Site 1 hr Wed 8/17/16 Wed 8/17/16 

~ 
Verify shipment Content to Pick List 2 hrs Wed8/17/16 Wed 8/17/16 I 

Telephone room preparation & wiring 1 day Wed 8/17/16 Thu 8/18/16 1 

392 i Pre-Install Securus ITS equipment 1 day Wed 8/17/16 Thu 8/18/16 

Install ITS Phones 6days Thu 8/18/16 Fri 8/26/16 

Phone room wiring and installation activity 1 day Thu 8/18/16 Fri8/19/16 

Facility wiring and cross connections 1 day Thu 8/1 8/16 Fri8/19/16 

Telephone replacements/installation in dormitories 5 days Fri8/19/16 Fri 8/26/16 

Quality Control Checkpoint: Customer Pre-Installation 1 day Fri 8/26/16 Mon 8/29/16 

Verify equipment inventory & installation location 1 day Fri 8/26/16 Mon 8/29/16 

Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Fri 8/26/16 Mon 8/29/16 

400 Complete Field Technician Checkfist & return to Project Manager 1 day Fri 8/26/16 Mon8/29/16 

401 Transport Test & Tum-up Activities with Telecom Provider 3days Mon 9/12/16 Thu 9/15/16 

402 Transport turned up with Telecom Provider 1 day Mon 9/12/16 Tue 9/13/16 

403 Circuit connected to Securus equipment 1 day Tue 9/13/16 Wed 9/14/16 

404 Installation Support confirmation that Securus equipment on-line 1 day Wed 9/14/16 Thu 9/15/16 

405 Quality Control Checkpoint: Equipment Testing/ Functional Validation 1 day Thu 9/15/16 Fri 9/16/16 

~ Verify all Features working properly 1 day Thu 9/15/16 Fri9/16/16 

407 I Verify phones work, port assignments/call groups set 4 hrs Thu 9/1 5/16 Fri9/16/16 
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ID jTask Name Duration Start Finish 

I ! 
408 Complete Test & Validation Checklist and return to Project Manager 4 hrs Thu 9/15/16 Fri 9/16/16 

409 Securus & Nebraska DOC Team Meeting - Touch Point 0.13 days Fri 9/16/16 Fri 9/16/16 

410 Review installation progress & quality control documentation for Nebraska DOC 1 hr Fri 9/16/16 Fri9/16/16 

~ Discuss other ongoing and upcoming activrries for remaining Nebraska DOC installations 1 hr Fri 9/16/16 Fri9/16/16 

412 NDCS TECUMSEH, STATE CORRECITONAL, TECUMSEH -118 Phones, 1 MPLS 22.38 days Wed 8/17/16 Fri 9/16/16 

413 Pre-Installation 22.38 days Wed 8/17/16 Fri 9/16/16 

414 Receipt & Pre-Install ITS Tasks 1.38 days Wed 8/17/16 Thu 8/18/16 

415 I Receive Shipment at Site 1 hr Wed 8/17/16 Wed 8/17/16 

416 Verify shipment Content to Pick List 2 hrs Wed 8/17/16 Wed 8/17/16 

417 Telephone room preparation & wiring 1 day Wed 8/17/16 Thu 8/18/16 

418 Pre-Install Securus ITS equipment 1 day Wed 8/17/16 Thu 8/18/16 

419 i Install ITS Phones 6 days Thu 8/18/16 Fri 8/26/16 

420 Phone room v.iring and installation activity 1 day Thu 8/18/16 Fri8/19/16 

421 Facility wiring and cross connections 1 day Thu 8/18/16 Fri8/19/16 

422 Telephone replacements/installation in dormitories 5 days Fri 8/19/16 Fri 8/26/16 

423 Quality Control Checkpoint: Customer Pre-Installation 1 day Fri 8/26/16 Mon 8/29/16 

424 I 
Verify equipment inventory & installation location 1 day Fri 8/26/16 Mon 8/29/16 

425 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Fri 8/26/16 Mon 8/29/16 

426 Complete Field Technician Checklist & return to Project Manager 1 day Fri 8/26/16 Mon 8/29/16 

427 Transport Test & Tum-up Activities with Telecom Provider 3 days Mon 9/12/16 Thu 9/15/16 

428 Transport turned up with Telecom Provider 1 day Mon 9/12/16 Tue 9/13/16 

429 Circuit connected to Securus equipment 1 day Tue 9/13/16 Wed 9/14/16 

430 Installation Support confirmation that Securus equipment on-line 1 day Wed 9/14/16 Thu 9/15/16 

431 Quality Control Checkpoint: Equipment Testing I Functional Validation 1 day Thu 9/15/16 Fri 9/16/16 

432 Verify all Features working properly 1 day Thu 9/15/16 Fri9/16/16 

433 Verify phones work, port assignments/call groups set 4 hrs Thu 9/15/16 Fri9/16/16 

434 Complete Test & Validation Checklist and return to Project Manager 4 hrs Thu 9/15/16 Fri9/16/16 

435 Securus & Nebraska DOC Team Meeting - Touch Point 0.13 days Fri 9/16/16 Fri 9/16/16 

436 Review installation progress & qualrry control documentation for Nebraska DOC 1 hr Fri 9/16/16 Fri9/16/16 

437 Discuss other ongoing and upcoming activrries for remaining Nebraska DOC installations 1 hr Fri 9/16/16 Fri 9/16/16 

438 NDCS CORRECTIONAL YOUTH FACILITY. OMAHA - 14 phones, 1 MPLS 22.38 days Wed 8/17/16 Fri 9/16/16 

439 Pre-Installation 22.38 days Wed 8/17/16 Fri 9/16/16 

440 Receipt & Pre-Install ITS Tasks 1.38 days Wed 8/17/16 Thu 8/18/16 

441 Receive Shipment at Srre 1 hr Wed 8/17/16 Wed 8/17/16 
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442 Verify shipment Content to Pick List 2 hrs Wed8/17/16 Wed 8/17/16 

443 Telephone room preparation & wiring 1 day Wed 8/17/16 Thu 8/18/16 

444 Pre-Install Securus ITS equipment 1 day Wed 8/17/16 Thu 8/18/16 

445 Install ITS Phones 6 days Thu B/18/16 Fri B/26/16 

446 Phone room wiring and installation activity 1 day Thu 8/18/16 Fri8/19/16 

447 Facility wiring and cross connections 1 day Thu 8/18/16 Fri 8/19/16 

448 Telephone replacements/installation in dormitories 5days Fri 8/19/16 Fri 8/26/16 

449 Quality Control Checkpoint: Customer Pre-Installation 1 day Fri 8/26/16 Mon B/29/16 

450 Verify equipment inventory & installation location 1 day Fri 8/26/16 Mon 8/29/16 

451 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Fri 8/26/16 Mon 8/29/16 

452 Complete Field Technician Checklist & return to Project Manager 1 day Fri 8/26/16 Mon 8/29/16 

453 Transport Test & Tum-up Activities with Telecom Provider 3 days Mon 9/12/16 Thu 9/15/16 

454 Transport turned up with Telecom Provider 1 day Mon 9/12/16 Tue 9/13/16 

455 Circuit connected to Securus equipment 1 day Tue 9/13/16 Wed 9/14/16 

456 Installation Support confirmation that Securus equipment on-line 1 day Wed 9/14/16 Thu 9/15/16 

457 Quality Control Checkpoint: Equipment Testing I Functional Validation 1 day Thu 9/15/16 Fri 9/16/16 

458 Verify all Features working properly 1 day Thu 9/15/16 Fri9/16/16 

459 Verify phones work, port assignments/call groups set 4 hrs Thu 9/15/16 Fri9/16/16 

460 Complete Test & Validation Checklist and return to Project Manager 4 hrs Thu 9/15/16 Fri9/16/16 

461 Securus & Nebraska DOC Team Meeting - Touch Point 0.13 days Fri 9/16/16 Fri 9/16/16 

462 I Review installation progress & quality control documentation for Nebraska DOC 1 hr Fri 9/16/16 Fri9/16/16 

463 Discuss other ongoing and upcoming activ ities for remaining Nebraska DOC installations 1 hr Fri 9/16/16 Fri9/16/16 

464 NDCS OMAHA CORRECTIONAL FACILITY, OMAHA· 33 phones, 1 MPLS 22.38 days Thu 8/18/16 Mon 9/19/16 

465 Pre-Installation 22.38 days Thu 8/18/16 Mon 9/19/16 

466 Receipt & Pre-Install ITS Tasks 1.38 days Thu B/18/16 Fri B/19/16 

467 Receive Shipment at Site 1 hr Thu 8/18/16 Thu 8/18/16 

468 Verify shipment Content to Pick List 2 hrs Thu 8/18/16 Thu 8/18/16 

469 Telephone room preparation & wiring 1 day Thu 8/18/16 Fri8/19/16 

470 Pre-Install Securus ITS equipment 1 day Thu 8/18/16 Fri8/19/16 

471 Install ITS Phones 6 days Fri B/19/16 Mon 8/29/16 

472 Phone room wiring and installation activity 1 day Fri 8/19/16 Mon 8/22/16 

473 Facility wiring and cross connections 1 day Fri 8/19/16 Mon 8/22/16 

474 Telephone replacements/installation in dormitories 5 days Mon 8/22/16 Mon 8/29/16 I 

475 Quality Control Checkpoint: Customer Pre-Installation 1 day Mon B/29/16 Tue B/30/16 
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ID Task Name Duration Start Finish 

476 Verify equipment inventory & installation location 1 day Mon 8/29/16 Tue 8/30/16 

477 Verify electrical , network/telecom, and telephone installations meet or exceed standards 1 day Mon 8/29/16 Tue 8/30/16 

478 Complete Field Technician Checklist & return to Project Manager 1 day Mon 8/29/16 Tue 8/30/16 ; 

479 Transport Test & Tum-up Activities with Telecom Provider 3 days Tue 9/13/16 Fri 9/16/16 

480 Transport turned up with Telecom Provider 1 day Tue 9/13/16 Wed 9/14/16 I 

481 Circuit connected to Securus equipment 1 day Wed 9/14/16 Thu 9/15/16 

482 Installation Support confirmation that Securus equipment on-line 1 day Thu 9/15/16 Fri9/16/16 

483 Quality Control Checkpoint: Equipment Testing I Functional Validation 1 day Fri 9/16/16 Mon 9/19/16 

484 Verify all Features working properly 1 day Fri 9/16/16 Mon 9/19/16 

485 Verify phones work, port assignments/call groups set 4 hrs Fri 9/16/16 Mon 9/19/16 

486 Complete Test & Validation Checklist and return to Project Manager 4 hrs Fri 9/16/16 Mon 9/19/16 

487 Securus & Nebraska DOC Team Meeting - Touch Point 0.13 days Mon 9/19/16 Mon 9/19/16 

488 Review installation progress & qualrty control documentation for Nebraska DOC 1 hr Mon 9/19/16 Mon9/19/16 

489 Discuss other ongoing and upcoming activrties for remaining Nebraska DOC installations 1 hr Mon 9/19/16 Mon 9/19/16 

490 NDCS COMMUNITY CORRECTIONS CENTER, OMAHA 22.38 days Thu 8/18/16 Mon 9/19/16 

491 Pre-Installation 22.38 days Thu 8/18/16 Mon 9/19/16 

492 Receipt & Pre-Install ITS Tasks 1.38 days Thu B/18/16 Fri 8/19/16 

493 Receive Shipment at Site 1 hr Thu 8/18/16 Thu 8/18/16 

494 Verify shipment Content to Pick List 2 hrs Thu 8/18/16 Thu 8/18/16 

495 Telephone room preparation & wiri ng 1 day Thu 8/18/16 Fri8/19/16 

496 Pre-Install Securus ITS equipment 1 day Thu 8/18/16 Fri8/19/16 

497 Install ITS Phones 6 days Fri 8/19/16 Mon 8/29/16 

498 Phone room Vviring and installation activity 1 day Fri 8/19/16 Mon 8/22/16 

499 Facility wiring and cross connections 1 day Fri 8/19/16 Mon8/22/16 

~ 
Telephone replacements/installation in dormitories 5 days Mon 8/22/16 Mon8/29/16 

1 Quality Control Checkpoint: Customer Pre-Installation 1 day Mon B/29/16 Tue 8/30/16 

502 Verify equipment inventory & installation location 1 day Mon 8/29/16 Tue 8/30/16 

503 Verify electrical, network/telecom, and telephone installations meet or exceed standards 1 day Mon 8/29/16 Tue 8/30/16 

504 Complete Field Techn ician Checklist & return to Project Manager 1 day Mon 8/29/16 Tue8/30/16 

505 Transport Test & Tum-up Activities with Telecom Provider 3 days Tue 9/13/16 Fri 9/16/16 

5061 Transport turned up wrth Telecom Provider 1 day Tue 9/13/16 Wed 9/14/16 

507 Circuit connected to Securus equipment 1 day Wed 9/14/16 Thu 9/15/16 

soil Installation Support confirmation that Securus equipment on-line 1 day Thu 9/15/16 Fri9/16/16 

S09J Quality Control Checkpoint: Equipment Testing I Functional Validation 1 day Fri 9/16116 Mon 9/19/16 
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ID Task Name 

510 

511 1 

J 
515 

516 

517 

518 

519 

520 

521 

522 

523 

524 

525 

526 

527 

528 

529 

530 

531 

532 

533 

534 

535 

536 

537 

538 

539 

540 

541 

542 

543 

Verify all Features working properly 

Verify phones work, port assignments/call groups set 

Complete Test & Validation Checklist and return to Project Manager 

Securus & Nebraska DOC Team Meeting - Touch Point 

Review installation progress & quality control documentation for Nebraska DOC 

Discuss other ongoing and upcoming activities for remaining Nebraska DOC installations 

Project Controlling, Monitoring, and Closing Phase 

Cut Over Implementations By Site 

NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #1 

Cut-Over to Securus 

Re-Verify all Features working properly 

Re-Verify phones work, port assignments/call groups set 

Post Cutover QA Checklist & Test Calls Completed 

Notify Facility ITS is prepared for cutover and functioning correctly 

Cut Sheet distributed to Securus Project Team 

Complete and certify integration with OMS & Commissary Vendor 

Cut-over activities by Dorm/Offender Housing Locations 

Quality Control Checkpoint: Customer Acceptance 

Customer walk through at facility 

Customer review of Quality Control documentation 

Post Cut-over Activities 

Final installation diagrams (datacom, electrical, and equipment diagrams) 

Site Cutover Preparation Complete - Ready for Training 

Distribute Implementation Customer Satisfaction Survey 

Training 

Onsite Customer ITS Instructor Led Training 

Complete and distribute Tra ining Review forms 

Customer Acceptance for Nebraska DOC 

NDCS CORRECTIONAL SERVICES ADMIN, LINCOLN #2 

Cut-Over to Securus 

Re-Verify all Features working properly 

Re-Verify phones work, port assignments/call groups set 

Post Cutover QA Checklist & Test Calls Completed 

Notify Facility ITS is prepared for cutover and functioning correctly 
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Duration 

1 day 

4 hrs 

4 hrs 

0.13 days 

1 hr 

1 hr 

7.75 days 

7.75 days 

3.75 days 

2.31 days 

0.5 hrs 

0.5 hrs 

0.5 hrs 

0.5 hrs 

0.5 hrs 

1 day 

2 days 

1.44 days 

0.5 hrs 

0.5 hrs 

1.38 days 

1 hr 

1 hr 

1 hr 

1 day 

1 day 

1 day 

1 day 

3.75 days 

2.31 days 

0.5 hrs 

0.5 hrs 

0.5 hrs 

0.5 hrs 

Start 

Fri9/16/16 

Fri9/16/16 

Fri9/16/16 

!Finish 

Mon9/19/16 

Mon 9/19/16 

Mon 9/19/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Mon 9/19/16 ' 

Tue 9/13/16 Fri 9/23/16 

Tue9/13/16 Fri9/23/16 

Tue 9/13/16 Mon 9/19/16 

Tue 9/13/16 Fri 9/16/16 

Tue 9/13/16 Tue 9/13/16 

Tue 9/13/16 Tue 9/13/16 

Wed 9/14/16 Wed 9/14/16 

Wed 9/14/16 Wed 9/14/16 

Wed 9/14/16 Wed 9/14/16 

Wed 9/14/16 Thu 9/15/16 

Wed 9/14/16 Fri 9/16/16 

Fri 9/16/16 Mon 9/19/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri9/16/16 

Fri 9/16/16 

Fri9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri9/16/16 

Fri9/16/16 

Tue 9/13/16 

Fri 9/16/16 

Fri9/16/16 

Mon 9/19/16 

Fri9/16/1 6 

Fri9/16/16 

Fri9/16/16 

Mon 9/19/16 

Mon9/19/16 

Mon9/19/16 

Mon9/19/16 

Mon 9/19/16 

Tue9/13/16 Fri9/16/16 

Tue 9/13/16 Tue 9/13116 

Tue 9/13/16 Tue 9/13/16 

Wed 9/14/16 Wed 9/14/16 

Wed 9/14/16 Wed 9/14/16 

388 



ID 

S44 

545 

546 

547 

548 

549 

550 

551 

552 

553 

554 I 

sssl 
556 

557 I 

558 

~ 
560 

561 

562 

563 

564 

565 I 

566 

567 

568 

569 

570 

571 

572 

573 I 

574 

575 

576 

577 

JTask Name 

Cut Sheet distributed to Securus Project Team 

Complete and certify integration with OMS & Commissary Vendor 

Cut-over activities by Dorm/Offender Housing Locations 

Quality Control Checkpoint: Customer Acceptance 

Customer walk through at facility 

Customer review of Quality Control documentation 

Post Cut-over Activities 

Final installation diagrams (datacom, electrical, and equipment diagrams) 

Site Cutover Preparation Complete - Ready for Training 

Distribute Implementation Customer Satisfaction Survey 

Training 

Onsite Customer ITS Instructor Led Training 

Complete and distribute Training Review forms 

Customer Acceptance for Nebraska DOC 

NDCS COMMUNITY CORRECTIONS, LINCOLN - 20 Phones, 1 MPLS 

Cut-Over to Securus 

Re-Verify all Features working properly 

Re-Verify phones 'NOrk, port assignments/call groups set 

Post Cutover QA Checklist & Test Calls Completed 

Notify Facility ITS is prepared for cutover and functioning correctly 

Cut Sheet distributed to Securus Project Team 

Complete and certify integration with OMS & Commissary Vendor 

Cut-over activities by Dorm/Offender Housing Locations 

Quality Control Checkpoint Customer Acceptance 

Customer walk through at facility 

Customer review of Quality Control documentation 

Post Cut-over Activities 

Final installation diagrams (datacom, electrical, and equipment diagrams) 

Site Cutover Preparation Complete - Ready for Training 

Distribute Implementation Customer Satisfaction Survey 

Training 

Onsite Customer ITS Instructor Led Training 

Complete and distribute Training Review forms 

Customer Acceptance for Nebraska DOC 
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Duration Start Finish 

0.5 hrs Wed 9/14/16 Wed 9/14/16 

1 day Wed 9/14/16 Thu 9/15/16 

2days Wed9/14/16 Fri9/16/16 

1.44 days Fri 9/16/16 Mon 9/19/16 

0.5 hrs 

0.5 hrs 

1.38 days 

1 hr 

1 hr 

1 hr 

1 day 

1 day 

1 day 

1 day 

3.75 days 

2.31 days 

0.5 hrs 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri9/16/16 

Tue 9/13/16 

Tue 9/13/16 

Tue 9/13/16 

Fri9/16/16 

Fri9/16/16 

Mon 9/19/16 

Fri9/16/16 

Fri 9/16/16 

Fri9/16/16 

Mon 9/19/16 

Mon 9/19/16 

Mon 9/19/16 

Mon 9/19/16 

Mon 9/19/16 

Fri 9/16/16 

Tue 9/13/16 

0.5 hrs Tue 9/13/16 Tue 9/13/16 

0.5 hrs Wed 9/14/16 Wed 9/14/16 

0.5 hrs Wed 9/14/16 Wed 9/14/16 

0.5 hrs Wed 9/14/16 Wed 9/14/16 

1 day Wed 9/14/16 Thu 9/15/16 

2 days Wed 9/14/16 Fri 9/16/16 

1.44 days Fri 9/16/16 Mon 9/19/16 

0.5 hrs Fri 9/16/16 Fri 9/16/16 

0.5 hrs Fri 9/16/16 

1.38 days Fri 9/16/16 

1 hr Fri 9/16/16 

1 hr Fri 9/16/16 

1 hr Fri 9/16/16 

1 day Fri 9/16/16 

1 day Fri 9/16/16 

1 day Fri 9/16/16 

1 day Fri 9/16/16 

Fri9/16/16 

Mon 9/19/16 

Fri9/16/16 

Fri9/16/16 

Fri9/16/16 

Mon 9/19/16 

Mon 9/19/16 

Mon 9/19/16 

Mon 9/19/16 

389 



Duration Start Finish 

NDCS LINCOLN CORRECTIONAL CENTER, LINCOLN· 3 Phones, 1 MPLS 3.75 days Wed 9/14/16 Tue 9/20/16 

579 Cut-Over to Securus 2.31 days Wed 9/14/16 Mon 9/19/16 

580 Re-Verify all Features working properly 0.5 hrs Wed 9/14/16 Wed 9/14/16 

581 Re-Verify phones work, port assignments/call groups set 0.5 hrs Wed 9/14/16 Wed 9/14/16 

582 Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Thu 9/15/16 Thu 9/15/16 

583 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Thu 9/15/16 Thu 9/15/16 

584 Cut Sheet distributed to Securus Project Team 0.5 hrs Thu 9/15/16 Thu 9/15/16 

585 Complete and certify integration with OMS & Commissary Vendor 1 day Thu 9/15/16 Fri9/16/16 

586 Cut-over activities by Dorm/Offender Housing Locations 2 days Thu 9/15/16 Mon 9/19/16 

587 Quality Control Checkpoint: Customer Acceptance 1.44 days Mon 9/19/16 Tue 9/20/16 

588 Customer walk through at facility 0.5 hrs Mon 9/19/16 Mon 9/19/16 

589 I Customer review of Quality Control documentation 0.5 hrs Mon 9/19/16 Mon 9/19/16 

590 I Post Cut-over Activities 1.38 days Mon 9/19/16 Tue 9/20/16 

591 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Mon 9/19/16 Mon 9/19/16 

592 Site Cutover Preparation Complete - Ready for Training 1 hr Mon 9/19/16 Mon 9/19/16 

593 Distribute Implementation Customer Satisfaction Survey 1 hr Mon 9/19/16 Mon 9/19/16 

594 Training 1 day Mon 9/19/16 Tue 9/20/16 

595 Onsite Customer ITS Instructor Led Training 1 day Mon 9/19/16 Tue 9/20/16 

596 Complete and distribute Training Review forms 1 day Mon 9/19/16 Tue 9/20/16 

597 Customer Acceptance for Nebraska DOC 1 day Mon 9/19/16 Tue 9/20/16 

598 NDCS DIAGNOSTICS AND EVAL CENTER, LINCOLN - 30 Phones, 1 MPLS 3.75 days Wed 9/14/16 Tue 9/20/16 

599 Cut-Over to Securus 2.31 days Wed 9/14/16 Mon 9/19/16 

600 Re-Verify all Features working properly 0.5 hrs Wed 9/14/16 Wed 9/14/16 

601 Re-Verify phones work, port assignments/call groups set 0.5 hrs Wed 9/14/16 Wed 9/14/16 

602 Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Thu 9/15/16 Thu 9/15/16 

603 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Thu 9/15/16 Thu 9/15/16 

604 Cut Sheet distributed to Securus Project Team 0.5 hrs Thu 9/15/16 Thu 9/15/16 

605 Complete and certify integration with OMS & Commissary Vendor 1 day Thu 9/15/16 Fri9/16/16 

606 Cut-over activities by Dorm/Offender Housing Locations 2 days Thu 9/15/16 Mon9/19/16 

607 Quality Control Checkpoint: Customer Acceptance 1.44 days Mon 9/19/16 Tue 9/20/16 

608 Customer walk through at facility 0.5 hrs Mon 9/19/16 Mon 9/19/16 

609 Customer review of Quality Control documentation 0.5 hrs Mon 9/19/16 Mon 9/19/16 

610 Post Cut-over Activities 1.38 days Mon 9/19/16 Tue 9/20/16 

611 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Mon 9/19/16 Mon 9/19/16 
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ID Task Name 

612 

613 I 

Gi4l 
615 I 
616 

617 

618 

619 I 

~ 
621 . 

Site Cutover Preparation Complete - Ready for Train ing 

Distribute Implementation Customer Satisfaction Survey 

Training 

Onsite Customer ITS Instructor Led Training 

Complete and distribute Training Review forms 

Customer Acceptance for Nebraska DOC 

NDCS NEBRASKA STATE PEN , LINCOLN - 78 Phones, 1 MPLS 

Cut-Over to Securus 

Re-Verify all Features working properly 

Re-Verify phones work, port assignments/call groups set 

Post Cutover QA Checklist & Test Calls Completed 

Notify Facility ITS is prepared for cutover and functioning correctly 

Cut Sheet distributed to Securus Project Team 

Complete and certify integration with OMS & Commissary Vendor 

Cut-over activities by Donn/Offender Housing Locations 

Quality Control Checkpoint: Customer Acceptance 

Customer walk through at facility 

Customer review of Quality Control documentation 

Post Cut-over Activities 

Final installation diagrams (datacom, electrical, and equipment diagrams) 

Site Cutover Preparation Complete - Ready for Training 

Distribute Implementation Customer Satisfaction Survey 

Training 

Onsite Customer ITS Instructor Led Training 

Complete and distribute Training Review forms 

Customer Acceptance for Nebraska DOC 

622 

623 

624 

625 

626 

627 

628 

629 

630 

631 

632 

633 

634 

635 

636 

637 

638 

639 

640 

641 

642 

643 

644 

645 

NDCS CORRECTIONAL CENTER FOR WOMEN, YORK - 21 Phones, 1 MPLS 

Cut-Over to Securus 

Re-Verify all Features working properly 

Re-Verify phones work, port assignments/call groups set 

Post Cutover QA Checklist & Test Calls Completed 

Notify Facility ITS is prepared for cutover and functioning correctly 

Cut Sheet distributed to Securus Project Team 

Complete and certify integration with OMS & Commissary Vendor 
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!Duration 

1 hr 

1 hr 

1 day 

1 day 

1 day 

1 day 

3.75 days 

2.31 days 

0.5 hrs 

0.5 hrs 

0.5 hrs 

0.5 hrs 

0.5 hrs 

1 day 

2 days 

1.44 days 

0.5 hrs 

0.5 hrs 

1.38 days 

1 hr 

1 hr 

1 hr 

1 day 

1 day 

1 day 

1 day 

3.75 days 

2.31 days 

0.5 hrs 

0.5 hrs 

0.5 hrs 

0.5 hrs 

0.5 hrs 

1 day 

'start Finish 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Tue 9/20/16 

Wed 9/14/16 Tue 9/20/16 

Wed 9/14/16 Mon 9/19/16 

Wed 9/14/16 Wed 9/14/16 

Wed 9/14/16 Wed 9/14/16 

Thu 9/15/16 Thu 9/15/16 

Thu 9/15/16 Thu 9/15/16 

Thu 9/15/16 Thu 9/15/16 

Thu 9/15/16 Fri 9/16/16 

Thu 9/15/16 Mon 9/19/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Mon 9/19/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Tue 9/20/16 

Mon 9/19/16 Tue 9/20/16 

Thu 9/15/16 Wed 9/21/16 

Thu 9/15/16 Tue 9/20/16 

Thu 9/15/16 

Thu 9/15/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Fri 9/16/16 

Thu 9/15/16 

Thu 9/15/16 

Fri9/16/16 

Fri9/16/16 

Fri9/16/16 

Mon 9/19/16 ; 
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ID Task Name jouration Start Finish 

I I 
646 Cut-over activities by Dorm/Offender Housing Locations 2 days Fri9/16/16 Tue 9/20/16 

647 Quality Control Checkpoint: Customer Acceptance 1.44 days Tue 9/20/16 Wed 9/21/16 

648 Customer walk through at facility 0.5 hrs Tue 9/20/16 Tue 9/20/16 

649 Customer review of Quality Control documentation 0.5 hrs Tue 9/20/16 Tue9/20/16 

650 Post Cut-over Activities 1.38 days Tue9/20/16 Wed 9/21/16 

651 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Tue 9/20/16 Tue9/20/16 

652 Site Cutover Preparation Complete - Ready for Training 1 hr Tue 9/20/16 Tue 9/20/16 I 

653 Distribute Implementation Customer Satisfaction Survey 1 hr Tue 9/20/16 Tue9/20/16 

654 Training 1 day Tue9/20/16 Wed 9/21/16 

655 Onsite Customer ITS Instructor Led Training 1 day Tue 9/20/16 Wed 9/21/16 

656 Complete and distribute Training Review forms 1 day Tue 9/20/16 Wed 9/21/16 

657 Customer Acceptance for Nebraska DOC 1 day Tue 9/20/16 Wed 9/21/16 

658 NE-DHHS YOUTH REHAB, GENEVA -11 Phones, 1 MPLS 3.75 days Thu 9/15/16 Wed 9/21/16 

659 Cut-Over to Securus 2.31 days Thu 9/15/16 Tue 9/20/16 

660 Re-Verify all Features working properly 0.5 hrs Thu 9/15/16 Thu 9/15/16 

661 Re-Verify phones work, port assignments/call groups set 0.5 hrs Thu 9/15/16 Thu 9/15/16 

662 Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Fri 9/16/16 Fri9/16/16 

663 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Fri 9/16/16 Fri9/16/16 

664 Cut Sheet distributed to Securus Project Team 0.5 hrs Fri 9/16/16 Fri9/16/16 

665 Complete and certify integration with OMS & Commissary Vendor 1 day Fri 9/16/16 Mon 9/19/16 

666 Cut-over activities by Dorm/Offender Housing Locations 2 days Fri9/16/16 Tue9/20/16 

667 Quality Control Checkpoint: Customer Acceptance 1.44 days Tue9/20/16 Wed 9/21/16 

668 Customer walk through at facility 0.5 hrs Tue 9/20/16 Tue 9/20/16 

669 Customer review of Quality Control documentation 0.5 hrs Tue 9/20/16 Tue9/20/16 

670 Post Cut-over Activities 1.38 days Tue9/20/16 Wed 9/21/16 

671 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Tue 9/20/16 Tue 9/20/16 

672 Site Cutover Preparation Complete - Ready for Training 1 hr Tue 9/20/16 Tue 9/20/16 

673 Distribute Implementation Customer Satisfaction Survey 1 hr Tue 9/20/16 Tue9/20/16 

674 Training 1 day Tue9/20/16 Wed 9/21/16 

675 Onsite Customer ITS Instructor Led Training 1 day Tue9/20/16 Wed 9/21 /16 

676 Complete and distribute Training Review forms 1 day Tue 9/20/16 Wed 9/21 /1 6 

677 Customer Acceptance for Nebraska DOC 1 day Tue 9/20/16 Wed 9/21/16 

678 NE-DHHS YOUTH REHAB, KEARNEY -12 Phones, 1 MPLS 3.75 days Thu 9/15/16 Wed 9/21/16 

679 Cut-Over to Securus 2.31 days Thu 9/15/16 Tue 9/20116 
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ID Task Name Duration Start /Finish 

I 

680 Re-Verify all Features working properly 0.5 hrs Thu 9/15/16 Thu 9/15/16 

681 Re-Verify phones work, port assignments/call groups set 0.5 hrs Thu 9/15/16 Thu 9/15/16 

682 Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Fri 9/16/16 Fri9/16/16 

683 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Fri9/16/16 Fri9/16/16 

684 Cut Sheet distributed to Securus Project Team 0.5 hrs Fri 9/16/16 Fri9/16/16 

685 Complete and certify integration with OMS & Commissary Vendor 1 day Fri9/16/16 Mon 9/19/16 

686 Cut-over activities by Dorm/Offender Housing Locations 2 days Fri 9/1 6/16 Tue 9/20/16 

687 Quality Control Checkpoint: Customer Acceptance 1.44 days Tue9/20/16 Wed 9/21/16 

688 Customer walk through at facility 0.5 hrs Tue 9/20/16 Tue 9/20/16 

689 Customer review of Quality Control documentation 0.5 hrs Tue 9/20/16 Tue 9/20/16 

690 Post Cut-over Activities 1.38 days Tue9/20/16 Wed 9/21/16 

691 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Tue 9/20/16 Tue9/20/16 

692 Site Cutover Preparation Complete - Ready for Training 1 hr Tue 9/20/16 Tue 9/20/16 

693 Distribute Implementation Customer Satisfaction Survey 1 hr Tue 9/20/16 Tue 9/20/16 

694 Training 1 day Tue9/20/16 Wed 9/21/16 t 

695 Onsite Customer ITS Instructor Led Training 1 day Tue 9/20/16 Wed 9/21/16 

696 Complete and distribute Training Review forms 1 day Tue 9/20/16 Wed 9/21/16 

697 Customer Acceptance for Nebraska DOC 1 day Tue 9/20/16 Wed 9/21/16 

698 NDCS WORK ETHIC CAMP, McCOOK - 13 Phones, 1 MPLS 3.75 days Fri 9/16/16 Thu 9/22/16 

699 Cut-Over to Securus 2.31 days Fri 9/16/16 Wed 9/21/16 

700 Re-Verify all Features working properly 0.5 hrs Fri 9/16/16 Fri9/16/16 

701 Re-Verify phones work, port assignments/call groups set 0.5 hrs Fri9/16/16 Fri9/16/16 

702 Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Mon 9/19/16 Mon 9/19/16 I 

703 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Mon 9/19/16 Mon9/19/16 

704 Cut Sheet distributed to Securus Project Team 0.5 hrs Mon 9/19/16 Mon 9/19/16 

705 Complete and certify integration with OMS & Commissary Vendor 1 day Mon 9/19/16 Tue 9/20/16 

706 Cut-over activities by Dorm/Offender Housing Locations 2days Mon 9/19/16 Wed 9/21/16 

707 Quality Control Checkpoint: Customer Acceptance 1.44 days Wed 9/21/16 Thu 9/22/16 

708 Customer walk through at facility 0.5 hrs Wed9/21/16 Wed 9/21/16 

709 Customer review of Quality Control documentation 0.5 hrs Wed 9/21/16 Wed 9/21/16 

710 Post Cut-over Activities 1.38 days Wed 9/21/16 Thu 9/22/16 

711 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Wed 9/21/16 Wed 9/21/16 

712 Site Cutover Preparation Complete - Ready for Training 1 hr Wed 9/21 /1 6 Wed 9/21/16 

713 i Distribute Implementation Customer Satisfaction Survey 1 hr Wed9/21/16 Wed 9/21/16 
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ID Task Name Duration Start Finish 

714 Training 1 day Wed 9/21/16 Thu 9/22/16 

715 Onsite Customer ITS Instructor Led Training 1 day Wed 9/21/16 Thu 9/22/16 

716 Complete and distribute Training Review forms 1 day Wed 9/21/16 Thu 9/22/16 

717 Customer Acceptance for Nebraska DOC 1 day Wed 9/21/16 Thu 9/22/16 

718 NDCS TECUMSEH, STATE CORRECITONAL, TECUMSEH -118 Phones, 1 MPLS 3.75 days Fri 9/16/16 Thu 9/22/16 

~ 
Cut-Over to Securus 2.31 days Fri 9/16/16 Wed 9/21/16 

0 Re-Verify all Features wcrking properly 0.5 hrs Fri 9/16/16 Fri9/16/16 

nil Re-Verify phones wcrk, port assignments/call groups set 0.5 hrs Fri 9/16/16 Fri9/16/16 

722 j Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Mon 9/19/16 Mon 9/19/16 

~ 
Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Mon 9/19/16 Mon 9/19/16 

Cut Sheet distributed to Securus Project Team 0.5 hrs Mon 9/19/16 Mon 9/19/16 
' 

725 Complete and certify integration with OMS & Commissary Vendor 1 day Mon 9/19/16 Tue 9/20/16 

726 Cut-over activities by Dorm/Offender Housing Locations 2 days Mon 9/19/16 Wed 9/21/16 

~ Quality Control Checkpoint: Customer Acceptance 1.44 days Wed 9/21/16 Thu 9/22/16 

8 Customer walk through at facility 0.5 hrs Wed9/21/16 Wed 9/21/16 

ng; Customer review of Quality Control documentation 0.5 hrs Wed 9/21/16 Wed 9/21/16 

730 Post Cut-over Activities 1.38 days Wed 9/21/16 Thu 9/22/16 

731 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Wed 9/21/16 Wed 9/21/16 

732 I Site Cutover Preparation Complete - Ready for Training 1 hr Wed 9/21/16 Wed 9/21/16 

733 Distribute Implementation Customer Satisfaction Survey 1 hr Wed 9/21/16 Wed 9/21/16 

734 Training 1 day Wed 9/21/16 Thu 9/22/16 

735 Onsite Customer ITS Instructor Led Training 1 day Wed 9/21/16 Thu 9/22/16 

736 Complete and distribute Training Review forms 1 day Wed 9/21/16 Thu 9/22/16 

737 Customer Acceptance for Nebraska DOC 1 day Wed 9/21/16 Thu 9/22/16 

738 NDCS CORRECTIONAL YOUTH FACILITY, OMAHA -14 phones, 1 MPLS 3.75 days Fri 9/16/16 Thu 9/22/16 

739 Cut-Over to Securus 2.31 days Fri 9/16/16 Wed 9/21/16 

740 Re-Verify all Features wcrking properly 0.5 hrs Fri 9/16/16 Fri9/16/16 

741 Re-Verify phones wcrk, port assignments/call groups set 0.5 hrs Fri 9/16116 Fri9/16/16 

742 Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Mon 9/19116 Mon9119116 

743 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Mon 9119116 Mon 9119116 

744 Cut Sheet distributed to Securus Project Team 0.5 hrs Mon 9/19116 Mon 9/19/16 

745 Complete and certify integration with OMS & Commissary Vendor 1 day Mon 9119116 Tue 9/20/16 

746 Cut-over activities by Dorm/Offender Housing Locations 2days Mon 9/19116 Wed 9121/16 

747 Quality Control Checkpoint: Customer Acceptance 1.44 days Wed 9/21/16 Thu 9/22/16 I 
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Duration Start Finish 

Customer walk through at facility 0.5 hrs Wed 9/21/16 Wed 9/21/16 

749 Customer review of Quality Control documentation 0.5 hrs Wed 9/21/16 Wed 9/21/16 

750 Post Cut-over Activities 1.38 days Wed 9/21/16 Thu 9/22/16 

751 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Wed 9/21/16 Wed 9/21/16 

752 Site Cuto11er Preparation Complete - Ready for Training 1 hr Wed 9/21/16 Wed 9/21/16 

753 Distribute Implementation Customer Satisfaction Survey 1 hr Wed 9/21/16 Wed 9/21/16 

754 Training 1 day Wed 9/21/16 Thu 9/22/16 

755 Onsite Customer ITS Instructor Led Training 1 day Wed 9/21/16 Thu 9/22/16 

Complete and distribute Training Review forms 1 day Wed 9/21/16 Thu 9/22/16 

Customer Acceptance for Nebraska DOC 1 day Wed 9/21/16 Thu 9/22/16 

NDCS OMAHA CORRECTIONAL FACILITY, OMAHA - 33 phones, 1 MPLS 3.75 days Mon 9/19/16 Fri 9/23/16 

Cut-Over to Securus 2.31 days Mon 9/19/16 Thu 9/22/16 

Re-Verify all Features working properly 0.5 hrs Mon 9/19/16 Mon 9/19/16 

761 Re-Verify phones work, port assignments/call groups set 0.5 hrs Mon 9/19/16 Mon 9/19/16 

762 Post Cuto11er QA Checklist & Test Calls Completed 0.5 hrs Tue 9/20/16 Tue 9/20/16 

763 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Tue 9/20/16 Tue 9/20/16 

764 i Cut Sheet distributed to Securus Project Team 0.5 hrs Tue 9/20/16 Tue 9/20/16 

765 Complete and certify integration with OMS & Commissary Vendor 1 day Tue 9/20/16 Wed 9/21/16 

766 Cut-over activities by Dorm/Offender Housing Locations 2 days Tue 9/20/16 Thu 9/22/16 

767 Qual ity Control Checkpoint Customer Acceptance 1.44 days Thu 9/22/16 Fri 9/23/16 

768 Customer walk through at facility 0.5 hrs Thu 9/22/16 Thu 9/22/16 

769 Customer review of Quality Control documentation 0.5 hrs Thu 9/22/16 Thu 9/22/16 

770 Post Cut-over Activities 1.38 days Thu 9/22/16 Fri 9/23/16 

771 Final installation diagrams (datacom, electrica l, and equipment diagrams) 1 hr Thu 9/22/16 Thu 9/22/16 

772 Site Cutover Preparation Complete - Ready for Training 1 hr Thu 9/22/16 Thu 9/22/16 

773 Distribute Implementation Customer Satisfaction Survey 1 hr Thu 9/22/16 Thu 9/22/16 

774 Training 1 day Thu 9/22/16 Fri 9/23/16 

775 Onsite Customer ITS Instructor Led Training 1 day Thu 9/22/16 Fri 9/23/16 

776 Complete and distribute Training Reviewforms 1 day Thu 9/22/16 Fri 9/23/16 

777 Customer Acceptance for Nebraska DOC 1 day Thu 9/22/16 Fri 9/23/16 

778 NDCS COMMUNITY CORRECTIONS CENTER, OMAHA 3.75 days Mon 9/19/16 Fri 9/23/16 

779 Cut-Over to Securus 2.31 days Mon 9/19/16 Thu 9/22/16 

780 Re-Verify all Features working properly 0.5 hrs Mon 9/19/16 Mon 9/19/16 I 

781 Re-Verify phones work, port assignments/call groups set 0.5 hrs Mon 9/19/16 Mon 9/19/16 
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ID Task Name !Duration Start t inish 

782 Post Cutover QA Checklist & Test Calls Completed 0.5 hrs Tue 9/20/16 Tue 9/20/16 

783 Notify Facility ITS is prepared for cutover and functioning correctly 0.5 hrs Tue 9/20/16 Tue 9/20/16 

784 Cut Sheet distributed to Securus Project Team 0.5 hrs Tue 9/20/16 Tue 9/20/16 

785 Complete and certify integration with OMS & Commissary Vendor 1 day Tue 9/20/16 Wed 9/21/16 

786 Cut-over activities by Dorm/Offender Housing Locations 2 days Tue 9/20/16 Thu 9/22/16 

787 Quality Control Checkpoint: Customer Acceptance 1.44 days Thu 9/22/16 Fri 9/23/16 
~-

788 Customer walk through at facility 0.5 hrs Thu 9/22/16 Thu 9/22/16 

789 Customer review of Quality Control documentation 0.5 hrs Thu 9/22/16 Thu 9/22/16 

790 Post Cut-over Activities 1.38 days Thu 9/22116 Fri 9/23/16 
-

791 Final installation diagrams (datacom, electrical, and equipment diagrams) 1 hr Thu 9/22/16 Thu 9/22/16 

792 Site Cutover Preparation Complete - Ready for Training 1 hr Thu 9/22/16 Thu 9/22/16 

~ Distribute Implementation Customer Satisfaction Survey 1 hr Thu 9/22/16 Thu 9/22/16 i 

794 Training 1 day Thu 9/22/16 Fri 9123/16 

795 Onsite Customer ITS Instructor Led Training 1 day Thu 9/22/16 Fri 9123/16 
I 

796 Complete and distribute Training Review forms 1 day Thu 9/22/16 Fri 9123/16 I 

797 I Customer Acceptance for Nebraska DOC 1 day Thu 9/22/16 Fri 9123/16 I 
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ATTACHMENT I: PROPOSED TELEPHO E 
SPEC!F!CAT!ON SHEETS 

The following telephone specifications are included in this Attachment: 

• 7010 Mini Blue Wintel Inmate Telephone 

• HOB-530-F Hands Free Stainless Steel Speakerphone (for outdoor use) 

• 7005SSC Half Size Stainless Steel Telephone (for IPRO enrollment only) 

• DECT 6.0 Amplified Cordless Telephone 

• MINICOM TDD Telephone 
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Mini Blue 
7010BL 

Winter 
A Division of Independent Technologies . Inc. 

1051 Bennett Drive, Suite 101 •Longwood.FL 32750 
407.834.1188 • Fax 407.830.1050 • 800.264.8889 

www.wintelphones .com 

SECURUS Technologies 

• Built-in user controlled olume ''LOUD" button for ADA 
mandated volume control (must be user-controlled volume 
amplification AND volume must be re et to normal with 
on-hook to meet ADA requirements) . 

• Powder Coated cold rolled steel provides rugged vandal 
resi tant telephone hou ing designed for inmate use. 

• Confidencer technology, built into every dial, filters out 
background noise at the user's location, allowing better 
sound to the called party. 

• All-in-one electronic dial features modular incoming line 
and handset connections for quick maintenance. Carbon 
(HS and Dura lear (DURA) Handsets have separate 4-pin 
connections. 

• Heavy chrome metal keypad bezel, buttons, and hookswitch 
lever withstand abuse and vandali m 

• Armored handset cord is equipped with a steel lanyard 
(1000# pull strength) and secured with a 14 gauge retainer 
bracket for maximum vandal resistance. 

• Handset has sealed transmitter and receiver caps, suitable 
for heavy use and abuse locations. 

• Pin-in-head security screws minimize tampering. 

• Hearing aid compatible and FCC registered 
S: I DATEOSBITC-254, IC:3267 A-ITC254. 

ACCESSORIES: 

e Handset length and st) le of your choice 
choose carbon or DuraClear 

• tandard 178A Backboard for mounting 

• Adaptor Plate for mounting Mini Phones 
to l 78A Blackboard and pedestals 

• onduit Backboard with two (2) or 
(4) entry positions 

e tandard Flush Mount Pedestal 

• Adju table Pedestal 

• 4 Wheel Rollcart 

4.75'' 

398 



HANDSFREE SPEAKERPHONE WITH A KEYPAD FOR LOW POWER OPERATION 
IN OPEN ENCLOSURE STEEL HOUSING 

Standard Analog Power, but also nmilable in VoIP versions 

Weather and vandal resistant stainless steel low power consumption handsfree speakerphone in an 
open enclosure wall mount black housing with telephone symbol on sides. Designed with marine 
quality chrome tone dial keypad or optional Braille keypad for standard dialing., push button for 
dial tone. and red LED light to indicate phone is activated. Press button to disconnect call . 
Telephone can be programmed to cancel calls after 1 3 or 5 minutes or no time out. Equipped 
with a weatherproof, puncture resistant speaker and microphone industrial quality pushbutton, and 
tamper resistant security screws. Weather resistant open enclosure housing available in black, (-R) 
red, or (-S) stainless steel. 

SP:ECillCATIONS 

Panel Size: 7 l/6"W x l l l/4"H 
Open Endosun• Housing: 7 1/4"\V x 11 l /2"H x S''D 

Weight: 

1[ounting lnsh·urtions: 

Emi.-onment: 

Programming: 

Input Power: 

Loop Cun-ent: 

Impedance: 

Approximately 10 lbs. 

Open Enclosure Housing 
4 holes spaced 8" x 5 1 /8" 

Temperature: -30°C (-22°F) to 60°C (140"F) 
Hwnidity: 0%-90% non-condensating 

Via Mini Jumpe15 

Telephone Line Powered 

27mA min to 80mA max: 

600ohms 

T,:pe Jack: RJl lC 

Ringer Equinlency: 0.4A 

UL & FCC Regisn·ation: Certified 

ACCESSORIES: 301-064 Security Tool 
(requiJ"ed fo1· installation) 

j-
7.0 6 

6.57 . 
; 1,• 

• 1.00 -

ADDITIONAL OPTIONS IP - Voice over Internet Protocol Version available on all models (SIP) 

Open Enclosure Housing -RIS -RIL Additional Options & Feature 

Standard Black Housing 
-R Red Housing 
-S Stainless Steel Housing 

Communication Equipment 
& Engineering Company 
http/ /www .ceeco.net 
Email: sales eeco.net 

SECURUS Technologies 

Ring Indicator Flashing Blue 
light 
(Requires AC Power) 

•• 
Ring Indicator light located 
on the phone panel for 
visual ring indication 

Auto Answer (AA) 
Voice Active (VA) 
Auto Answer (AA) 

Prol'iding Telecommunication Solutions Since 1930 

519 SW Park Street 

Okeechobee FL 
Voice 863-357-0798 

Fax 863-357-0006 
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Half Size 
Stainless Steel 
7005SSC 

Winter 
A Division of Independent Technologies. Inc. 

1051 Bennett Drive. Suite 101 •Longwood.FL 32750 
407 .834.1188 • Fax 407 .830.1050 • 800.264.8889 

www.wintelphones.com 

SECURUS Technologies 

• Offers full sized ser ice in half the pace. 

• Mounting holes in the backplate are placed to enable the unit to 
be mounted to a 4X4 Gang Box. 

• Can be used as a visitation phone in facilities that require a pin 
number or password to be entered before conn ction to the 
outside pru1y can be made. 

• Built-in user controlled volume "LOUD" button for ADA 
mandated volume control (user must have control of 
volume amplification AND volume must reset to normal 
with hang up to meet ADA requirements). 

• Heavy duty 14 gauge brushed tainlc , steel provides rugged 
vandal resistant telephone housing designed for inmate use. 

• on fidencer technology, built into every dial. filter out 
background noi eat the u er' location, allowing better 
sound to the called party. 

• All-in-one electronic dial features modular incom ing li ne 
and hand et connection for quick maintenance. arbon 
(HS) and DuraClear(DURA) Hand. els have eparat 4-pin 
connection . 

• Heavy chrome metal keypad bezel, buuons. and hookswitch 
lever withstand abuse and andalism. 

• Armored handset cord i eq uipped with a teel Ian ard 
( 1000# pull trength) and secured \J ith a l 4 gauge retainer 
bracket for maximum vandal re i tance. 

• Handset has sealed transmitter and recei er cap , suitable 
for heavy use and abuse location . 

• Pin-in-head security screws minimize tampering. 

• Hearing aid compatible and F r gistercd 
US: I DATE05BJTC-254, IC:3267A-ITC2t:.4. 

• I /2 conduit access on bottom of phone come 1ith a rainless 
steel plug when not in use. 

4.79 '' 
,.., 

I 
6.8 " 

400 



DECT 6.0 Amplified Cordless Big Button 
Speakerphone with Talking Caller ID and 
Clarityl ogic TM 

• Digital Clarity PowerTM amplifies incoming 

sound up to 50 decibels 

• Three (3) tone settings for a customized 
listening experience 

• Amplifies outgoing speech up to 15 decibels for 
others to hear you better 

• DECT 6.0 technology for interference-free 
communication 

• Loud and clear speakerphone for hands-free 
conversations 

• 12 speed dial buttons 

• Belt clip for hands-free mobility 

• Can be wall mounted to avoid using counter or 
desk space 

• Hearing and compatible and TIA-1083 compliant 

• Direct connection o assistive listening devices or headset (2.5mm and 3.5 mm) 

• Dual Power Batte,y Backup lets you make calls when the power is out 

• Backup Batteries included 
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Minicom IV 

This basic TIY phone has an easy-touch keyboard ith a bright, tilted 20-character display 

for ours of comfortab e use. Minicom IV includes a printer port to connect an external 

p inter. urbo Code lets you enjoy "real-time" conversations wi h other Turbo Code TlYs. 

Au o ID lets everyone you ca I now you are using a TIY. 

Minicom JV 

• urbo Code · and Auto IT™ 

• Convenient GNS keys 

• Printer port to connec to your external printer 

• 20-charac er display 

• 43-key, 4-row eyboard 

• Rechargeable batteries and AC adapter included 

• Baudot code (4 5.5/50 baud rate) 
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ATIACHMENT J: LIST OF LEC AND CLEC 
NAMES 
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LIST OF LEC/CLEC OCN NUMBERS 

OCN OCN Name 

3497 1STEL, I NC. - TX 

1601 ABSARAKA COOP TEL CO 

2191 ACCIPITER COMM 

1798 ACME COMM - CLEC IN 

3022 ACS OF ALASKA, INC. 

3000 ACS OF ANCHORAGE 

3008 ACS OF FAIRBANKS 

3030 ACS OF THE NORTHLAND 

8839 ADVANCED TEL - LA 

2348 ADVANCED TEL - MS 

7774 ADVANCED TEL INC. 

3808 AERO COMM INC - IL 

3786 AERO COMM INC - KY 

3809 AERO COMMUNICATIONS 

443F AERO NORTH COMM - IL 

2178 AGATE MUTTELCOASC 

3017 ALASKA TEL CO 

329A ALIANT TELECOM MOBLT 

8304 ALLSTREAM INC. 

1860 ALMA TELEPHONE CO 

1106 ALPINE COMM LC. 

3097 ALTA MUNICIPAL UT-IA 

0217 AM ELIA TEL CORP 

9329 AMERITECH ILLINOIS 

9325 AMERITECH INDIANA 

9323 AMERITECH MICHIGAN 

9321 AMERITECH OHIO 

9327 AMERITECH WISCONSIN 

1516 ARAPAHOE TEL COMPANY 
0585 ARCADIA TEL CO 

2171 ARIZONA TEL CO 

0586 ARTHUR MUTUAL TEL CO 

1350 ARVIG TEL CO 

2404 ASOTIN TEL CO 

1101 ATKINS TEL CO INC 

1966 ATLAS TELEPHONE CO 

1105 AYRSHIRE FMR MUT TEL 

0844 BADGER TELECOM INC 

0469 BARNARDSVILLE TEL CO 

1108 BARNES CITY COOP TEL 
8614 BAYLAND COMM INC. 

0925 BAYLAND TEL INC 

7896 BCN TELECOM, INC. 
3032 BEAR LAl<E COMM INC 
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LISTOF LEC/CLEC OCN NUMBERS 

1968 BEGGS TELEPHONE CO 

8218 BELL ALIANT REG COM 

6574 BELL CELLULAR INC 

8051 BELL ONTARIO 

8050 BELL QUEBEC 

9417 BELLSOUTH SO BELL 

9419 BELLSOUTH SO CNTL 

5181 BELLSOUTH TELECOM-AL 

5191 BELLSOUTH TELECOM-FL 

5192 BELLSOUTH TELECOM-GA 

5182 BELLSOUTH TELECOM-KY 

5183 BELLSOUTH TELECOM-LA 

5184 BELLSOUTH TELECOM- MS 

5193 BELLSOUTH TELECOM-NC 

5194 BELLSOUTH TELECOM-SC 

5185 BELLSOUTH TELECOM-TN 

0847 BELMONT TEL CO 

2455 BENKELMAN TEL CO INC 

1356 BENTON COOP TEL CO 

0590 BENTON RIDGE TEL CO 

1110 BERNARD TEL CO INC 

3002 BETILES TEL CO 

9472 BIDDEFORD INTERNT ME 

NECA BKI 

0849 BLACK EARTH TEL CO 

2182 BLANCA TEL CO 

0678 BLANCHARD TELEPHONE 

0742 BLOOMINGDALE HM TEL 

2038 BLOSSOM TEL CO 

0282 BLOUNTSVILLE TEL CO 

0346 BLUE RIDGE TEL CO 

0851 BONDUEL TEL CO 

4878 BRAGG COMMUNICATIONS 

0398 BRANDENBURG TEL CO 

0347 BRANTLEY TEL CO INC 

2041 BRAZOS TEL COOP INC 

0332 BRAZOS TELECOM 

1112 BREDA TEL CORP 

383E BRESNAN BROADBAND CO 

008E BRESNAN BROADBAND MT 

641F BRESNAN BROADBAND UT 

009E BRESNAN BROADBAND WY 

1362 BRIDGE WATER TEL CO 

0283 BRINDLEE MTN TEL 

775A BRISTOL VIRGINIA UTI 

8204 BROOKE TELECOM CO OP 

6151 BTC, INC. 
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LIST OF LEC/CLEC OCN NUMBERS 

0856 BURL BRI & WHE TEL 

0284 BUTLER TEL CO INC 

9809 BVU AUTHORITY - VA 

0448 CALHOUN CITY TELCO 

1526 CAMBRIDGE TELCO 

0351 CAMDEN TEL & TEL CO 

0744 CAMDEN TEL CO INC 

645C CAMERON COMMS- LA 

0425 CAMERON TEL CO 

0426 CAMPTI-PLEA HILL TEL 

1974 CANADIAN VALLEY TEL 

1976 CARNEGIE TEL CO 

2371 CASCADE UTILITIES 

1768 CBEYOND COM MS 

2490 CBEYOND COM MS - CO 

1769 CBEYOND COM MS - GA 

2491 CBEYOND COM MS - IL 

2152 CBEYOND COM MS -TX 

1977 CENTRAL OKLAHOMA TEL 

1125 CENTRAL scan TEL 

0859 CENTRAL STATE TEL CO 

2348 CENTRAL TEL CO NV 

2277 CENTRAL UTAH TEL INC 

0138 CENTURYLINK 

0209 CENTURYLINK 

0254 CENTURYLINI< 

0340 CENTURYLINK 
0341 CENTURYLINK 

0470 CENTURYLI NI< 

0471 CENTURYLINK 

0506 CENTURYLINK 

0661 CENTURYLINI< 

0832 CENTURYLINK 

1456 CENTURYLINK 

1810 CENTURYLINK 

1811 CENTURYLINI< 

1842 CENTURYLINI< 

1957 CENTURYLINK 

2084 CENTURYLINK 

2114 CENTURYLINK 

4520 CENTURYLINI< 

0298 CENTURYLINK 

0356 CENTURYLINK 

0423 CENTURYLINK 

0424 CENTURYLINI< 

0427 CENTURYLINK 

0431 CENTURYLINI< 
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LIST OF LEC/CLEC OCN NUMBERS 

0434 CENTURYLINK 

0436 CENTURYLINI< 

0439 CENTURYLINI< 

0440 CENTURYLINK 

0442 CENTURYLINK 

0458 CENTURYLINK 

0485 CENTURYLINK 

0574 CENTURYLINK 

0630 CENTURYLINK 
0671 CENTURYLINK 

0689 CENTURYLINK 

0702 CENTURYLINI< 

0705 CENTURYLINI< 

0747 CENTURYLINK 

0801 CENTURYLINI< 

0877 CENTURYLINK 

0884 CENTURYLINI< 

0895 CENTURYLINI< 

0898 CENTURYLINI< 

0913 CENTURYLINI< 

0924 CENTURYLINI< 

0931 CENTURYLINI< 

0950 CENTURYLINK 

0956 CENTURYLINI< 

1057 CENTURYLINK 

1126 CENTURYLINI< 

1144 CENTURYLINK 

1151 CENTURYLINI< 

1155 CENTURYLINK 

1159 CENTURYLINI< 

1274 CENTURYLINK 

1445 CENTURYLINI< 

1706 CENTURYLINI< 

1711 CENTURYLINI< 

1720 CENTURYLINI< 

1727 CENTURYLINI< 

2101 CENTURYLINI< 

2117 CENTURYLINI< 

2140 CENTURYLINK 

2185 CENTURYLINI< 

2208 CENTURYLINI< 

2225 CENTURYLINI< 

2249 CENTURYLINK 

2299 CENTURYLINK 

2360 CENTURYLINK 

2408 CENTURYLINI< 

2410 CENTURYLINI< 
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LIST OF LEC/CLEC OCN NUMBERS 

2422 CENTURYLINK 
9784 CENTURYLINK 

9785 CENTURYLINI< 

9786 CENTURYLINI( 

9787 CENTURYLINI< 

9788 CENTURYLINI< 

9789 CENTURYLINI< 

0857 CENTURYLINI<- CASCO 

0841 CENTURYLINI<- CENCOM 
4437 CENTURYLINI< - ID 

1812 CENTURYLINK - l(S 

2274 CENTURYLINI< - NM 

4438 CENTURYLI NI< - NV 

0922 CENTURYLINK- NW 

0959 CENTURYLINI( - THORP 

4510 CENTURYLINK- TN 

4511 CENTURYLINK - VA 

4521 CENTURYLINK - WA 
4530 CENTURYLINK- NE 

4531 CENTURYLINK WEST-WY 

0552 CENTURYLI Nl(-ADAMSVL 

0557 CENTURY LINK-CLAIBORN 

0934 CENTURY LI Nl<-PLATIEVL 

1142 CENTURY LI NK-RUSSELLV 

1143 CENTURYLINK-SILM SPG 

0970 CENTURY LI Nl(-WAYSIDE 

2395 CENTURYTEL OF OR 

0077 CHAMPLAIN TEL CO 

0685 CHATHAN TEL CO 

0079 CHAZY & WESTPORT TEL 

1979 CHEROKEE TEL CO 

0516 CHESTER TEL CO 

1647 CHEYENNE RIVER SIOX 

1980 CHICKASAW TEL CO 

2289 CHUGWATER TEL CO 
8219 CIE DE TEL DE LAMBTN 

8208 CIE TEL COURCELLES 

1982 CIMARRON TEL CO 

9348 CINCINNATI BELL 

3098 CINCINNATI BELL EXT 

0081 CIT TELCO HAMMOND NY 

0473 CITIZENS TEL CO - NC 

0751 CITIZENS TEL CORP 

0270 CITIZENS TELECOM WV 
8082 CITY WEST CABLE TEL 

1130 CLARENCE TEL CO INC 

1698 CLEVELAND CO TEL CO 
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LISTOF LEC/CLEC OCN NUMBERS 

1133 C-M-L TEL OF MER IA 

0005 COBBOSSEECONTEE TEL 

1134 COLO TELEPHONE CO 

1756 COLUMBUS TEL CO 

1262 COMM 1 NETWORK INC 

0776 COMM CORP OF IN 

0672 COMM CORP OF Ml 

4092 COMMCHOICE OF IOWA 

0161 COMMONWEAL TH TEL CO 
3112 COMMUNITY AGCY-IA 

2061 COMMUNITY TEL CO 

8256 COMPAGNIETEL NATES 

8241 COMPAGNIETEL UPTON 

0542 COMPORIUM, INC. 

0559 CONCORD TEL EX INC 

0606 CONNEAUT TEL CO 

2109 CONSOL COMM OF TX CO 

1373 CONSOLID TEL CO 
0193 CONSOLI DATED COMM 

0607 CONTINENTAL OHIO 

3320 CONTOOCOOK VLY TEL 

3723 CONVERSENT COMM 

3722 CONVERSENT COMM - CT 

4052 CONVERSENT COMM - MA 

3227 CONVERSENT COMM - ME 

3754 CONVERSENT COMM - ME 

4053 CONVERSENT COMM - NH 

0558 CONVERSE NT COMM - NJ 

0560 CONVERSENT COMM - NJ 

3289 CONVERSE NT COMM - NY 

3724 CONVERSE NT COMM - NY 

147B CONVERSENT COMM - PA 

4054 CONVERSENT COMM - RI 

148B CONVERSE NT COMM - VT 

4051 CONVERSE NT COMM LLC 

4069 COON RAPIDS MUN UTIL 

1137 COON VLY COOP TEL 

1303 COOPERATIVE TEL EXCH 

8242 COOPTEL 

2976 CORECOMM PA- PA 

1141 CORN BELT TEL CO 

8094 CORP CTYTHUNDER BAY 

094B COTC CONNECTIONS-OK 

CXAX COX ALEXANDRIA 

756D COX ARKANSAS TELCOM 

7078 COX AZ TELCOM 

CX90 COX BATON ROUGE 
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LIST OF LEC/CLEC OCN NUMBERS 

7661 COX CA TELCOM - CA 

7190 COX CABLE NEW ORLEAN 

7192 COX CABLE OKLA CITY 

7987 COX COMMUNICATIONS 

7077 COX CT TELCOM 

CX89 COX Fl BERNET COMRCL 

7193 COX FL TELCOM 

612C COX GA TELCOM 

CX93 COX GAINESVILLE 

8639 COX IA TELCOM 

941D COX ID TELCOM 

1802 COX KS TELCOM 

7988 COX NETELCOM 

CXNV COX NORTHERN VIRGINIA 

215A COX NV TELCOM 

385D COX OH TELCOM 

CX61 COX PALOS VERDES 

8778 COX RI TELCOM 
CX87 COX SANTA BARBARA 

CX78 COX TUCSON TELECOM 

CX92 COX TULSA TELCOM 

7189 COX VA TELCOM 

1534 COZAD TELEPHONE CO 

1762 CP-TEL NTWI( SVCS LA 

0756 CRAIGVILLE TEL CO 

1985 CROSS TELEPHONE CO. 

1499 CROSSLAKE TEL CO 
0993 CROSSVILLE TEL CO 

0085 CROWN POINT TEL CORP 

7513 CTSI, INC. - PA 

1650 CTY BRl<NGS MUNICIPAL 

0156 CTZNS TEL OF KECl<SBG 

0872 CU BA CTY TEL EX CO I 

1146 CUMBERLAND TEL CO 

2065 CUMBY TEL COOP INC 

4042 CUMBY TELEPHONE COOP 

1761 CUNNING HAM TEL CO 

0358 DARIEN TEL CO INC 

5511 DATAVISION COMM-OR 

1699 DECATUR TEL CO 

0451 DECATUR TEL CO INC 

0428 DELCAMBRE TEL CO 

2184 DELTA CNTY TELE-COMM 

0089 DEPOSIT TEL CO I NC 
0875 DICKEYVILLE TEL CORP 

1150 DIXON TEL COMPANY 

1988 DOBSON TEL CO 
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LIST OF LEC/CLEC OCN NUMBERS 

0609 DOYLESTOWN TEL CO 
8210 DRYDEN MUN TEL SYS 

5410 DSCI CORPORATION-MA 

5109 DSCI, LLC 

966C DSCI, LLC 

2291 DUBOIS TEL EXCH INC 

0043 DUNBARTON TEL CO 

1381 DUNNELL TELE CO 

0429 E ASCENSION TEL, LLC 
1156 E BUCHANAN TEL COOP 

0914 EASTCOAST TELECOM 

3955 EASTERN OREG TEL-OR 

0092 EDWARDS TEL CO INC 
0430 ELIZABETH TEL CO 

0478 ELLERBE TEL CO 

1157 ELLSWORTH COOP TEL 

1387 EMILY COOP TEL CO 

1109 ENVENTIS 

1375 ENVENTIS 

1427 ENVENTIS 

4607 ESSEX TELCOM, INC. 

8216 EXECULINI< TELECOM-ON 

1160 F&B COMMUNICATIONS 

5111 FAIRPOINT COMM - ME 

5113 FAIRPOINT COMM - NH 

5115 FAIRPOINT COMM -VT 

1166 FARMERS & MERCH MUT 

1162 FARMERS COOP TEL CO 

1173 FARMERS MUTTEL 

0612 FARMERS MUT TELCO OH 

1172 FARMERS MUTUAL TELC 

1177 FARMERS TEL CO 

1176 FARMERS TEL CO - IA 

0880 FARMERS TEL CO - WI 

1175 FARMERS TELEPHONE CO 
1179 FENTON COOP TEL CO 

7021 FIBERCOM M, LC. 

3356 FIDELITY COMM SV II 

3275 FIDELITY COMM-MO 

1882 FIDELITY TEL CO 

0095 FISHERS ISL TEL CO 

2071 FIVE AREA TEL CO-OP 

0406 FOOTHILLS RURAL TEL 

0614 FORT JENNINGS TEL CO 
0521 FORT MI LL TEL CO 

2200 FORT MOJAVETELECOMM 

0053 FRANKLIN TEL CO 
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LISTOF LEC/CLEC OCN NUMBERS 

1000 FRONTIER CAROL- IL 

0509 FRONTIER CAROL - NC 

4334 FRONTIER CAROL - NC 

0526 FRONTIER CAROL- SC 

4335 FRONTIER CAROL - SC 

1183 FRONTIER CITIZENS IL 

1123 FRONTIER CITIZENS MN 

0306 FRONTIER CM AL LLC 

0072 FRONTIER CM AUSABLE 

0149 FRONTIER CM BREEZEWD 

0152 FRONTIER CM CANTON 

0362 FRONTIER CM FAIRMNT 

3402 FRONTIER CM GLD ST 

1127 FRONTIER CM IA 

4427 FRONTIER CM ID 

1038 FRONTIER CM IL 

0750 FRONTIER CM IN 

1011 FRONTIER CM LAKESIDE 

0178 FRONTIER CM LAKEWD 

0301 FRONTIER CM LAMAR CT 

4417 FRONTIER CM Ml 

1055 FRONTIER CM MIDLAND 

4418 FRONTIER CM Ml-OH 

1367 FRONT I ER CM MN 

0912 FRONTIER CM MONDOVI 

0460 FRONTIER CM MS 

4322 FRONTIER CM MT 

1061 FRONTIER CM MTPULSKI 

1128 FRONTIER CM NE 

2354 FRONTIER CM NV 

0096 FRONTIER CM NY 

0100 FRONTIER CM NY 

2308 FRONTIER CM OF CA 

0998 FRONTIER CM OF DEPUE 

0682 FRONTIER CM OF MICH 

1067 FRONTIER CM OF ORION 

0318 FRONTIER CM OF SOUTH 

3401 FRONTIER CM OR 

0194 FRONTIER CM OSWAYO 

0168 FRONTIER CM PA 

0122 FRONTIER CM SENECA 

4465 FRONTIER CM SO FL 

0944 FRONTIER CM ST CROIX 

0128 FRONTIER CM SYLV LK 

0828 FRONTIER CM THORNTWN 

4336 FRONTIER CM TN 

4429 FRONTIER CM UT 
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0967 FRONTIER CM VA 

0964 FRONTIER CM WI 

4321 FRONTIER COM NW- ID 

4323 FRONTIER COM NW- OR 

4324 FRONTIER COM NW - WA 

2342 FRONTIER COM TUOLUMN 

9147 FRONTIER COMM - CT 

4423 FRONTIER COMM NW-WA 

127G FRONTIER COMM OF VA 

1073 FRONTIER COMM PRARIE 

4464 FRONTIER COMM SO AL 

0681 FRONTIER MIDST - Ml 

0831 FRONTIER MIDST- IN 

4451 FRONTIER NAVAJO 

4450 FRONTIER NAVAJO COM. 

4449 FRONTIER NAVAJO COMM 

1015 FRONTIER NORTH - IL 

1036 FRONTIER NORTH - IL 

0772 FRONTIER NORTH - IN 

0779 FRONTIER NORTH - IN 

0695 FRONTIER NORTH - Ml 

0615 FRONTIER NORTH - OH 

0886 FRONTIER NORTH-WI 

0110 FRONTIER OGDEN TELCO 

0870 FRONTIER RHINELANDER 

0121 FRONTIER ROCHESTER 

1079 FRONTIER SCHUYLER IL 

4419 FRONTIER SW - AZ 

863F FRONTIER SW- CA 

4421 FRONTIER SW - NV 

2172 FRONTIER UTIL RURAL 

0577 FRONTIER VOL STATE 

2344 FRONTIER WEST CST-CA 

4426 FRONTIER WHITE MTNS 

5050 FRONTIER WV INC-WV 

9214 FRONTIER WV INC. 

1396 GARDONVILLE COOP TEL 

0456 GEORG ET OWN TEL CO 

4425 GEORGIA WINDSTREAM 

2373 GERVAIS TEL CO 

0619 GLANDORF TEL CO INC 

1017 GLASFORD TEL CO 

0365 GLENWOODTELCO INC 

1553 GLENWOOD TEL MEMSHP 

9241 GLOBAL TEL BKR VA 

131B GLOBAL TELECO BRl<S 

4492 GLOBAL TELECOM Bl(RS 
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7094 GOLDFIELD ACCESS NTW 

1188 GOLDFIELD TEL CO 

1886 GOODMAN TEL CO 

1778 GORHAM TEL CO INC 

8212 GOSFIELD NO COMM 

1020 GRAFTON TEL CO 

1191 GRAND MOUND COOP TEL 

1994 GRAND TEL CO INC 

0930 GRANTLAND TELECOM 

1023 GRIDLEY TEL CO 

1615 GRIGGS COUNTY TEL CO 

1195 GRISWOLD COOP TEL CO 

3614 GRUNDY CTR UTIL - IA 

5840 GUTHRIE TELECOM - IA 

1781 H & BCOMM INC 

0010 HAMPDEN TEL CO 

0099 HANCOCK TEL CO - NY 

2321 HAPPY VALLEY TEL CO 

5361 HARLAN MUNICIPAL-IA 

0368 HART TEL CO 

1557 HARTMAN TEL EXCH INC 

3100 HAWAIIAN TELECOM-HI 

8708 HAWARDEN MUNCIPL UTL 

1199 HAWKEYE TEL CO 

8214 HAY COMM COOP LTD 

0299 HAYNEVILLE TEL CO 

1558 HEMINGFORD COOP TEL 

1561 HERSHEY COOP TEL CO 

0713 HIAWATHA TEL CO 

0237 HIGHLAND TEL COOP 

1995 HINTON TEL CO 

3321 HOLLIS TELEPHONE CO 

0777 HOME TEL - PITISBORO 

0778 HOME TEL CO- IN 

1782 HOME TEL CO- KS 

0403 HOOD CANAL COMM -WA 

2419 HOOD CANAL TEL CO 

8150 HOPI TELECOM MS INCOR 

0300 HOPPER TELECOM M 

2322 HORNITOS TEL CO 

8960 HORRY TEL COOP - SC 

0528 HORRY TEL COOP INC 

0011 HRTLD & ST ALBNS TEL 

1203 HUBBARD COOP TEL 

3304 HUMBOLDT TELEPHONE 

0566 HUMPHREYS COUNTY TEL 

8215 HURON TELECOMM COOP 
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4602 HUTCHINSON TELECOMM 

2093 INDUSTRY TEL CO 

1479 INTEGRA TELECOM 

1209 INTERSTATE COMM. 

0007 ISLAND TEL 

0677 ISLAND TEL CO 

8087 ISLAND TEL CO LTD 

0331 ITS TELECOM M SYS 

1666 JEFFERSON TEL CO 

1413 KM P TEL CO 

0625 KALIDA TEL CO INC 

0432 KAPLAN TEL CO 

1412 KASSON & MANTORVILLE 

5566 l<ASSON-MANTORVL TEL 

0045 KEARSARGE TEL CO 

1668 l<ENNEBECTEL COMPANY 

1217 KEYSTONE FARMS COOP 

1567 KEYSTONE-ARTHUR TEL 

1041 KINSMAN M UT TEL CO 

5247 KNOLOGY OF KANSAS-KS 

8235 LA CO DE TEL ST VICT 

8236 LA CORP TEL LA BAIE 

1791 LA HARPE TEL CO I NC 

1222 LA MOTIE TEL CO INC 

2263 LAJICARITA RURAL TEL 

2104 LAKE LIVINGSTON TEL 

0148 LAKEFIELD COMM - WI 

0896 LAKEFIELD TEL CO 

0457 LAKESIDE TEL CO INC 

0531 LANCASTER TEL CO 

8220 LANSDOWNE RURAL TEL 

4115 LAURENS MUN COMM UTI 

8233 LE TEL ST-EPHREM INC 

1045 LEAF RIV VLY TEL CO 

1225 LEHIGH VLY COP TEL A 

1908 LE-RU TELEPHONE CO 

0411 LESLIE COUNTY TEL CO 

2427 LEWIS RIVER TEL CO 

0412 LEWISPORT TEL CO INC 

2244 LINCOLN TEL CO INC 

1419 LISMORE COOP TEL CO 

0613 UTILE MIAMI COMM 

5781 LOCAL ACC PRIME - WA 

0532 LOCKHART TEL CO INC 

828B LONG LINES METRO IA 

7010 LONG LINES METRO SD 

583E LONG LN SIOUXLAND NE 
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1422 LONSDALE TEL CO INC 
8278 LOST NAT-ELWOOD TEL 

1229 LOST NATION-ELWD TEL 

4650 LOUISA COMMUNICATION 

4138 LOUISIANA COMP ET TEL 

4930 LOUISIANA COMPETTEL 

0058 LUDLOW TEL CO 

7185 LUMOS NETWORKS INC. 

7849 LUMOS NETWORKS-VA 

2765 LUMOS NETWORKS-WV 

0249 LUM OS TEL BOTETOURT 

0226 LUMOS TELEPHONE INC 

1232 LYNNVILLE COMM TELCO 

0183 MAHANOY & MAHANTANGO 

916A MAHASKA COMMS GRP IA 

2456 MALHEUR HOME TEL CO 

8088 MANITOBA TEL SYS 

3057 MANNING MUNPL COMM 

2282 MANTI TEL CO 

130A MAPLETON COM UT - IA 

8089 MARITIME TEL LTD 

8953 MARl<TWAIN COMM CO 

1914 MARl<TWAIN RURAL TEL 

1237 MARNE & ELK HORN TEL 

1238 MARTELLE COOP TEL 

2431 MASHELL TELECOM INC 

0533 MCCLELLANVL TEL CO 

0598 MCCLURE TEL CO 

2430 MCDANIEL TEL CO INC 

2006 MCLOUD TEL CO 

1048 MCNABB TEL CO 

1241 MECHANICSVILLE TELCO 

0788 MERCHNTS & FRMRS TEL 

0047 MERRIMACK CNTY TELCO 

1231 MESCALERO APACHE NM 

2010 MID-AMERICA TEL INC 

7076 MIDCONTINENT COM SD 

3065 MIDCONTINENT COMM ND 

3064 MIDCONTINENT COMM. 

429A MIDCONTINENT COM MS M 

0633 MIDDLE PT HOME TEL 

0881 MID-PLAINS TEL INC 

1433 MID-STATE TEL CO 

0711 MIDWAY TEL CO- Ml 

0909 MIDWAY TEL CO - WI 

1242 MILES COOP TEL ASSN 

1245 MINBURN TEL CO 
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1158 MINBURN TELECOMM 

0634 MINFORD TEL CO INC 

1439 MN VALLEY TEL CO INC 

9764 MOBIUS COMM CO NE 

0790 MONON TEL CO INC 

1058 MONTROSE MUT TEL CO 

1622 MOORE & LIBERTY TEL 

8223 MORNINGTON COM COOP 

0915 MOSINEE TEL CO 

1808 MOUNDRIDGE TEL CO 

0307 MOUNDVILLE TEL CO 

0917 MOUNT VERNON TEL CO 

3185 MOUNTAINETTELCO-VA 

2386 MT ANG EL TEL CO 

2227 MUD LAKE TEL COOP 

0792 MULBERRY COOP TEL 

1250 MUT TEL CO MORN SUN 

1809 MUTUAL TEL CO 

1252 MUTUAL TELEPHONE CO 

0449 MYRTLE TEL CO 

0375 NELSON BALL GROUND 

9742 NEVADA BELL 

8090 NEW BRUNSWICK TEL 

0239 NEW HOPE TEL COOP 

0639 NEW KNOXVILLE TEL CO 

0796 NEW LISBON TEL CO 

1442 NEW ULM RURAL TEL 

3029 NEWCASTLE TEL CO 

0107 NEWPORT TEL CO INC 

8085 NEWTELCO 

8211 NEXICOM TELECOMM 

8230 NEXICOM TELEPHONES 

0108 NICHOLVILLE TEL CO 

0775 NINESTAR CONNECT 

8225 NO FRONTENAC TEL CO 

8227 NO RENFREW TEL CO. 

2043 NO TEXAS TEL COMPANY 

2116 NORTEX COMMUNICATION 

3026 NORTH COUNTRY TEL CO 

1230 NORTHEAST IA TEL CO 

0435 NORTHEAST LA TEL CO 

0938 NORTHEAST TEL CO 

1259 NORTHERN IA TEL CO 

8228 NORTHERN TEL LTD PTN 

0061 NORTHFIELD TEL CO 

1260 NORTHWEST IOWA TEL 

1261 NORTHWEST TEL COOP 
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8092 NORTHWESTEL INC 

0535 NORWAY TEL CO INC 

0461 NOXAPATER TEL CO INC 

2193 NUCLA-NATURITA TEL 

2194 NUNN TEL CO 

0311 OAKMAN TEL CO INC 

0645 OAKWOOD MUTUAL TEL 

2014 OKLA WESTERN TEL 

1984 OKLAHOMA COMM SYS 

2011 OKLAHOMA WINDSTREAM 

2013 OKLATELCOMM INC 

1264 OLIN TEL CO INC 

3620 OMNITELCOMM- IA 

0112 ONTARIO TEL CO 

0717 ONTONAGON CNTY TELCO 

3149 OPENBAND OF VIRGINIA 

1266 ORAN MUTUAL TEL CO 

9769 ORANGE CITY COMM IA 

1935 OREGON FARM MUTUAL 

2390 OREGON IDAHO UTILIT 

0114 ORISKANY FALLS TEL 

7857 ORLANDO TEL CO SYS 

0312 OTELCO TELEPHONE LLC 

8606 OTTER TAIL TELCOM 

0650 OTTOVILLE MUTUAL TEL 

1866 OZARl<TELEPHONE CO 

9740 PACIFIC BELL 
0196 PALMERTON TEL CO 

1269 PALO COOP TEL ASSN 

2016 PANHANDLE TEL COOP 

1450 PARK REGION MUTTEL 

1187 PARTNER COMM COOP 

0651 PATTERSONVILLE TEL 

1936 PEACE VALLEY TEL CO 

2196 PEETZ COOP TEL CO 

2418 PEND OREILLE TEL CO 

8231 PEOPLES TELCO FOREST 

0314 PEOPLES TELCO INC 

1814 PEOPLES TELECOM - KS 

1273 PEOPLES TELEPHONE CO 

0062 PERKINSVILLE SVC COR 

2197 PHILLIPS CO TEL CO 

0497 PIEDMONT TEL MEM CO 

0721 PIGEON TEL CO 

2198 PINE DRIVE TEL CO 

2392 PINE TELEPHONE SYS 

0494 PINEVILLE TEL CO 
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1817 PIONEER TEL ASSN INC 

2199 PLAINS COOP TEL ASSN 

0379 PLANT TEL CO 

2131 POl<A LAM BRO TEL COOP 

0118 PORT BYRON TEL CO 

2230 POTLATCH TEL CO 

2020 POTIAWATOMIE TEL CO 

1718 PRAIRIE GROVE TEL CO 

1344 PRAIRIE TEL CO INC 
1275 PRAIRIEBURG TEL CO 

6112 PRIMELINI<, INC. 

0065 PRIMELINI<, INC. - NY 

0760 PRIORITYONE TEL OR C 

1803 PRIORITYONE TELECOM 

3816 PROJECT MUTUAL CLEC 

2231 PROJECT MUTUAL TEL 

0381 PUBLIC SERVICE TEL 

3201 PUERTO RICO TEL CO 
8203 QUADRO COMMUNICATION 

0338 QUINCY TEL CO 

9631 QWEST CORPORATION 

9636 QWEST CORPORATION 

9638 QWEST CORPORATION 

5101 QWEST CORPORATION-AZ 

5102 QWEST CORPORATION-CO 

5141 QWEST CORPORATION-IA 

5103 QWEST CORPORATION-ID 
5162 QWEST CORPORATION-ID 

5142 QWEST CORPORATION-MN 

5104 QWEST CORPORATION-MT 

5144 QWEST CORPORATION-ND 

5143 QWEST CORPORATION-NE 

5105 QWEST CORPORATION-NM 

5163 QWEST CORPORATION-OR 

5145 QWEST CORPORATION-SD 

5107 QWEST CORPORATION-UT 

5161 QWEST CORPORATION-WA 

5108 QWEST CORPORATION-WY 

7720 RAINIER CONNECT- WA 

2251 RANGE TEL COOP INC 

8140 RANGE TEL COOP MT 

1278 READLYN TEL CO 

739D REASNOR TELCO, LLC 

1631 RED RIV COMM - ND 

4300 RED RIVER COMM - MN 

9129 REINBECK MUN TEL UT 

0438 RESERVE TEL CO 
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3610 RESERVE TELECOM LA 

8298 RESERVE TELECOMM 

1075 REYNOLDS TEL CO 

0541 RIDGEWAY TEL CO 

2356 RIO VIRGIN TEL CO 

1189 RIVER VL Y TEL COOP 

0943 RIVERSIDE TELECOM 

1282 ROCKWELL COOP TEL 

743B ROGERS COMMUNICATION 

8377 ROGERS COMMUNICATION 

2202 ROGG EN TEL COOP CO 

2252 RONAN TEL CO 

1474 ROTHSAY TEL CO 

8232 ROXBOROUG H TELCO INC 

2233 RURAL TEL CO 

1284 RUTHVEN TEL EXCH CO 

5910 S &TCOMM- KS 

1827 S & T TEL COOP ASSN 
2286 S CEN UTAH TEL ASSN 

2143 S PLAINS TEL CO-OP 

1298 S SLOPE COOP TEL INC 

0816 S&W TEL CO INC 

1285 SAC COUNTY MUT TEL 

7991 SADDLEBACI( COMM CO 

0417 SALEM TEL CO 

0498 SALUDA MOUNTAIN TEL 

3021 SANDWICH ISLES COMM 
2141 SANTA ROSA TEL COOP 

4046 SANT A ROSA TELE COOP 

8091 SASKATCHEWAN TEL COM 

0945 SCANDINAVIA TEL CO 

1291 SCHALLER TEL CO 

2397 SCIO MUTUAL TEL CO 

0248 scan co TEL COOP 

3031 scan cou NTY TEL co 
0819 SE IND RURAL TEL 

1292 SEARSBORO TEL CO INC 

4704 SEI DATA, INC. 

1945 SENECA TEL CO 

0500 SERVICE TEL CO 

497E SHAW TELECOM INC. BC 

0656 SHERWOOD MUTUAL TEL 

0726 SHIAWASSEE TEL CO 

2283 SKYLINE TELECOM 

0466 SLEDGE TEL CO 

1483 SLEEPY EYE TEL CO 

0467 SMITHVILLE TELCO 
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554A SOCKET TELECOM - MO 

1590 SODTOWN TELEPHONE CO 

8237 SOGETEL, INC. 

0024 SOMERSET TEL CO 
562E SOUTH SLOPE TELCO IA 

3301 SOUTHEAST MS TEL CO 

0952 SOUTH EAST TEL CO WI 

1301 SOUTHWEST TEL EXCH 

2135 SOUTHWEST TX TEL CO 

9533 SOUTHWESTERN BELL 

8870 SOUTHWESTERN BELL AR 

7726 SOUTHWESTERN BELL TX 

5211 SOUTHWESTERN BELL-AR 

5214 SOUTHWESTERN BELL-KS 

5213 SOUTHWESTERN BELL-MO 

5215 SOUTHWESTERN BELL-01< 
5216 SOUTHWESTERN BELL-TX 

2174 SOUTHWESTERN TEL CO 
1485 SPRING GROVE COMM 

0728 SPRINGPORT TEL CO 

1302 SPRINGVILLE COOP TEL 

0257 SPRUCE KB SENECA RI< 

0544 ST STEPHEN TELCO 

0441 STAR TELEPHONE CO 

0955 STATE LONG DIS TELCO 

0125 STATE TEL CO 

1949 STEELVILLE TEL EXCH 
1092 STELLE TELEPHONE CO. 

0954 STOCl<B & SHER TEL CO 

2207 STRASBURG TEL CO 

2287 STRATA NETWORKS 

1305 STRATFORD MUTUAL TEL 

0206 SUGAR VALLEY TEL 

1306 SULLY TEL ASSOC 

0825 SUNMAN TELECOMM CORP 
568A SUPERIOR SPECTRUM 

210A SUPERIOR SPECTRUM Ml 

1307 SUPERIOR TEL COOP 

4931 SUREWEST BRDB - CA 

812D SUREWEST BROADBAND 

3964 SUREWEST BROADBD CA 

2334 SUREWEST TELEPHONE 

0503 SURRY TEL MEMB CORP 

2025 SW OKLAHOMA TEL CO 
0826 SWAYZEE TEL CO INC 

0827 SWEETSER RURAL TEL 

469A T3 COMM. INC - FL 
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820A TC3 TELECOM - Ml 

3459 TC3 TELECOM INC-Ml 

2320 TDS METROCOM - IL 

5353 TDS METROCOM - Ml 

7804 TDS METROCOM - WI 

7036 TDS METROCOM LLC 

8213 TEL GUEVREMONT INC 

8239 TELEBEC, LTEE 

3726 TELENTL COMM INC TX 

8243 TELEPHONE DE WARWICK 

8221 TELEPHONE MILOT INC. 

0578 TELLICO TEL CO 

8083 TELUS COMM - QC 

8086 TELUS COMM BC 

8084 TELUS COMM INC 

2243 TELUS COMM QUEBEC 

2782 TELUS INTEGRATED COM 

1308 TEMPLETON TEL CO 

0575 TENNESSEE TEL CO 

0958 TENNEY TEL CO 

2029 TERRAL TELE CO 

2153 TEXAS WINDSTREAM 

0419 THACKER-GRIGSBY TEL 

1525 THREE RIVER TELCO 

846B TIM RON ENTERPRISES 

847B TIM RON ENTERPRISES 

0829 TIPTON TEL CO INC 

1310 TITONKA-BURT COMM 

2173 TOHONO O ODHAM UT AU 

0068 TOPSHAM TEL CO 

2030 TOTAH COMMUNICATIONS 

2060 TOTELCOM COMM, LLC 

0129 TOWNSHIP TEL CO INC 

2378 TRANS-CASCADES TELCO 

1839 TRI-COUNTY TEL ASSN 

0830 TRI-COUNTY TEL CO 

0131 TRUMANSBURG TEL 

8240 TUCKERSMITH COMM 

2265 TULAROSA BASIN TELCO 

1678 TURTLE MTN COMM 

1840 TWIN VALLEY TEL INC 

7453 U.S. TELEPAC - CA 

4652 U.S. TELEPAC - NV 

0322 UNION SPRINGS TEL CO 

0049 UNION TEL CO - NH 

0962 UNION TEL CO- WI 

1595 UNITED TEL CO WEST 
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2400 UNITED TELEPHONE NW 

0567 UNITED TELEPHONE SE 

1636 UNTO TEL MUTUAL AID 

0893 US LEC COMM - LA 

0963 UTELCO INC 

9262 UTILITY TEL. INC CA 

2159 VALLEY TEL CO-OP INC 

1495 VALLEY TELEPHONE CO. 

9658 VALUTELCOMM- NM 

1320 VAN HORNE COOP TEL 

0662 VANLUE TEL CO 

2319 VERIZON CALIF. INC 

4420 VERIZON CALIF-CA 

2302 VERIZON CALIFORNIA 

5010 VERIZON DELAWARE DE 

9210 VERIZON DELAWARE INC 

0328 VERIZON FLORIDA INC. 

9212 VERIZON MARYLAND INC 

5030 VERIZON MARYLAND MD 

9102 VERIZON NEW ENGLAND 

9206 VERIZON NEW JERSEY 

9104 VERIZON NEW YORI< INC 

5131 VERIZON NEW YORl<-CT 

0281 VERIZON NORlH INC. 

0169 VERIZON NORTH-PA 

0170 VERIZON NORTH-PA 

0201 VERIZON NORTH-PA 

2449 VERIZON NORTHWEST 

9208 VERIZON PENNSYLVANIA 

864F VERIZON SO - NC 

0233 VERIZON SOUTH-VA 

4337 VERIZON SOUTH-VA 

2154 VERIZON SW INC. TX 

4344 VERIZON SW INC. TX 

9213 VERIZON VIRGINIA INC 

5040 VERIZON VIRGINIA VA 

5020 VERIZON WASH - DC 

9211 VERIZON WASHINGTON 

0133 VERNON TEL CO INC 

8306 VIDEOTRON G.P. 

1087 VIOLA HOME TEL CO 

0253 VIRGINIA TEL CO 

0034 W PENOBSCOT TEL& TEL 

2166 W TEXAS RURAL TEL 

7809 W. T. SERVICES INC. 

669D WABASH MUTUAL- OH 

1845 WAMEGO TEL CO INC 
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0031 WARREN TEL CO 

4959 WARWICK VLY TEL NJ 

4140 WARWICK VLY TEL NY 

0664 WASBASH MUTUAL TEL 

0968 WAUNAKEE TEL CO 

1597 WAUNETA TELEPHONE CO 

0392 WAVERLY HALL TEL LLC 

2985 WEB FIRE COMM - TX 

1327 WEBB-DICKENS TEL 

1328 WEBS-CALH COOP TEL 

1501 WEST CENTRAL TEL 

5988 WEST l<ENTUCl<Y RURAL 

0421 WEST l<Y RL TEL CORP 

2268 WEST NM TEL CO INC 

0480 WEST PLAINS TELECOMM 

0837 WEST POINT TEL CO 

0277 WEST SIDE TEL CO 

1502 WESTERN TEL CO 

8244 WESTPORT TEL CO LTD. 

1335 WESTSIDE INDP TEL CO 

8245 WIGHTMAN TEL LTD. 

1505 WIKSTROM TEL CO INC 

0394 WILl<ES TEL & ELEC CO 

2210 WILLARD TEL CO 

0551 WILLISTON TELE CO 

0050 WILTON TEL CO 

1336 WILTON TELEPHONE CO 
0176 WINDSTREAM - PA INC. 

0395 WINDSTREAM ACCUCOMM 

0302 WINDSTREAM ALABAMA 

1691 WINDSTREAM ARKANSAS 

1163 WINDSTREAM COMM SW 

1164 WINDSTREAM COMM SW 

1165 WINDSTREAM COMM SW 

1181 WINDSTREAM COMM SW 

1193 WINDSTREAM COMM SW 

0474 WINDSTREAM CONCORD 

0336 WINDSTREAM FLORIDA 

4332 WINDSTREAM GA COMM 

0364 WINDSTREAM GA TEL 

0357 WINDSTREAM GEORGIA 

2097 WINDSTREAM KERRVILLE 

9691 WINDSTREAM l<Y LONDON 

0402 WINDSTREAM l<Y WEST 

9690 WINDSTREAM l<Y-LXGTN 

0483 WINDSTREAM LEXCOM 

1885 WINDSTREAM MISSOURI 
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0453 WINDSTREAM MS 

0476 WINDSTREAM NC INC 

1568 WINDSTREAM NE, INC. 

0106 WINDSTREAM NY FLTN 

0109 WINDSTREAM NY JAMEST 

0113 WINDSTREAM NY RED JK 

0665 WINDSTREAM OHIO, INC 

1965 WINDSTREAM OKLAHOMA 

0517 WINDSTREAM SC, INC. 

0386 WINDSTREAM STANDARD 

2147 WINDSTREAM SUGAR LND 

0666 WINDSTREAM WESTN RES 

1507 WINSTED TEL CO 

2323 WINTERHAVEN TEL CO 

1508 WINTHROP TEL CO 

0973 WITIENBERG TEL CO 

0738 WOLVERINE TEL CO 

0974 WOOD COUNTY TEL CO 

1091 WOODHULL COMTY TELCO 

1510 WOODSTOCK TEL CO 

1342 WOOLSTOCK MUTTEL 

4111 WOW INTN CABL PHONE 

667E WOW INTN CABL PHONE 

668E WOW INTN CABL PHONE 

735E WOW INTN CABL PHONE 

460D WTC COM MS, INC. - KS 

2034 WYANDOTIE TEL CO 

1343 WYOMING MUTTELCO 
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ATIACHMENT K: STATE OF NEBRASKA 
ADDENDUMS 
Securus acknowledges receipt of the following addendums: 

• Addendum 1 issued on April 12, 2016 

• Addendum 2 issued on April 25, 2016 

• Addendum 3 issued on April 26, 2016 

• Addendum 4 issued on May 10, 2016 

• Addendum 5 issued on May 18, 2016 

• Addendum 6 issued on May 20, 2016 

• Addendum 7 issuued on June 2, 2016 

• Addendum 8 issued on June 2, 2016 

• Addendum 9 issued on June 10, 2016 

• Addendum 10 issued on June 14, 2016 

These addendums have been included as part of this RFP and begin on the following page. 
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Pete Ricketts Governor 

ADDENDUM ONE 
REVISED EVALUATION CRITERIA 

Date: April ·12, 2016 

To: All Bidders 

From: Robert Thompson/Nancy Storant, Buyers 
AS Materiel State Purchasing Bureau 

RE: Addendum for Request for Proposal 5289Z1 
to be opened June 1, 2016 at 2:00 p.m. Central 

The Evaluation Criteria has been revised and posted to the website. 

Byron L. Diamond 
Director 

This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 

Materiel Division • Bo Botelho, Materiel Administrator 

Administrative Services • 1526 K Street, Suite 130 • Lincoln, Nebraska 66508 • Phone: 402-471-6500 • Fax: 402-471-2089 
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I REVISED EVALUATION CRITERIA 

RFP NUMBER 528921 , Inmate Calling Service 
Opening Date: June 1, 2016 at 2:00 PM Central Time 

Mandatory Requirements 

I 

The proposals will first be examined to determine if all mandatory requirements listed below have been 
addressed to warrant further evaluation. Proposals not meeting mandatory requirements will be 
excluded from further evaluation. The mandatory requirement items are as follows: 

1. Request for Proposal For Contractual Services fonn, signed in ink; 
2. Corporate Overview; 
3. Completed Section 111 
4. Technical Approach; and 
5. Cost Proposal. 

Evaluation Criteria 
All responses to this Request for Proposal, which fulfill all mandatory requirements, will be evaluated. 
Each category will have a maximum possible point potential. Areas that will be addressed and scored 
during the evaluation include 

Evaluation Criteria Possible Points 

Part 1 - Corporate Overview 100 

Part 2 - Technical Approach 325 

Part 3 - Cost Proposal Points 300 

Total Points without Oral Interviews 725 

Oral Interviews, (if required) 150 

Total Points with Oral Interviews 875 
Part 4 - Cost Proposal Points 
Cost points should be calculated as follows: 

1. Establish lowest cost submitted - lowest cost submitted receives the maximum points. 
2. To assign points to all others, the following formula should be followed: 

Lowest Cost Submitted + Cost Submitted x Maximum Possible Cost Points = 
Cost Points to Award (see samples below) 

Formula Sample Sample Sample 

Lowest Cost Submitted $100,000 $100,000 $100,000 

Cost Submitted $100,000 $200,000 $1 50,000 
X Maximum Possible Cost Points 300 300 300 

= Points To Award 300.0 150.0 200.0 

Cost Evaluation will be based on the following quantities. 
Description Quantity for Evaluation Description Quantity for Evaluation 

Debit Pre-Pay 
Pre-Pay Account Fees 

Calling Calling 

Local 553515.9 418866.2 Establish Account Setup Fee 2100 

lntralata 387461 1.3 2932063.4 
lnterlata/lntrastate 553515.9 418866.2 
Interstate 5535'15.9 418866.2 
Quantities shown are for evaluation purposes only and are not to be construed as a minimum or 
maximum amount. 

STATE OF NEBRASKA EVALUATION CRITERIA 07/30/2015 
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Pete Ricketts, Governor 

Date: 

To: 

From: 

RE: 

April 25, 2016 

All Bidders 

ADDENDUM TWO 

Robert Thompson/Nancy Storant, Buyers 
AS Materiel State Purchasing Bureau 

Addendum for Request for Proposal 5289Z 1 
to be opened June 1, 2016 at 2:00 p.m. Central 

Revised Schedule of Events 

A. SCHEDULE OF EVENTS 

Byron L. Diamond 
Director 

The State expects to adhere to the tentative procurement schedule shown below. It should 
be noted, however, that some dates are approximate and subject to change. 

ACTIVITY DATE/TIME 

4. State responds to written first round questions through 
April 25 , 2016 

Request for Proposal "Addendum" and/or "Amendment" to be 
posted to the lntemet at: April 26, 2016 
httn://das.nebraska.aov/ma1erie!/ourchasino.html 

Materiel Division • Bo Botelhot Materiel Administrator 

Administrative Services • 1526 K Street Suite 130 •Lincoln. Nebraska 68508 • Phone: 402-471-6500 • Fax: 402-471-2089 
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ACTIVITY DATE/TIME 

5. Mandatory Pre-Proposal Conference and Site Visits May 2, 2016 

Day One 1) Starting Location, followed by additional stops: 

Meet at 
NDCS Correctional Services/Admin 801 W . Prospect #1 
801 W . Prospector Pl. , #1 
Lincoln NE 68522 at 9:30 AM Central Time 

NDCS Community Corrections Center/Lincoln 
2720 West Van Dorn 
Lincoln NE 68522 

NDCS Lincoln Correctional Center 
3216 West Van Dorn 
Lincoln NE 68522 

NDCS Diagnostic and Evaluation Center 
3220 West \/an Dorn 
Lincoln NE 68522 

NDCS Nebraska State Penitentiary 
4201 S. 14th Street 
Lincoln NE 68502 

Registration Advisement. 
Bids ti/ only be accepted from those Cornpanies/Firms 1 luc/7 
properly reg1ste1 their attendance at tfus meetmg IJy 
con,pleting all of the required ,nformation on the State 
Reaistmtton Sheet. 

6. Mandatory Pre-Proposal Conference and Site Visits May 3, 2016 
Day Two (2) Starting Location, 

followed by additional stops: 
Meet at: 

NDCS Correctional Center for Women 
1107 Recharge Rd 

1107 Recharge Rd at 9:30 AM Central Time 

York NE 68457 

NE-DHHS-Youth Rehab and Treatment 

855 North 1st Street 

Geneva NE 68361 

.,_ Registration Advisement 
Bids will only be accepted from those Compames/Fl ms 1 h1cl1 
propet1y register their attendance at these meetmgs by 
completmg all of the requiled information on the State 
Reaistration Sheet. 
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ACTIVITY DATE/TIME 
7. 

Mandatory Pre-Proposal Conference and Site Visits May 4 2016 
Day Three (3) Starting Location, 

followed by additional stops : 
Meet at: 

2802 30th Avenue 
NE-DHHS-Youth Rehab and Treatment at 9:30 AM Central Time 
2802 30th Avenue 

Kearney NE 68845 

NDCS Work Ethic Camp 

2309 North Highway 83 

McCook NE 69001 

Reg1stmt,on Advisement· 
Bids will only be accepted from t/Jose Compames/Firms vf11ch 
prof erly register their attendance at these meetmgs by 
completing all of the reqwred information on the State 
Registration Sheet. 

8. Mandatory Pre-Proposal Conference and Site Visits ay 5, 20'16 
Day Four (4) Starting Location, 

followed by additional stops: 
Meet at: 

NDCS Tecumseh State Correctional 2725 North Hwy 50 
2725 North Highway 50 
Tecumseh NE 68450 at 9:30 AM Central Time 

NDCS Correctional Youth Facility 
261 O North 20th Street East 
Omaha NE 68110 

NDCS Omaha Correctional Center 
2323 Avenue J 
Omaha NE 68110 

NDCS Community Corrections Center 
2320 Avenue J 
Omaha NE 68110 

.,.. Registration Advisement: 
Bids will only be accepted from those Companies/Firms tvh1ch 
properly register their attendance at these meetings by 
completing all of the required information on the State 
Rea,stration Sheet. 

9. Last day to submit written (second round) questions after Pre-
May 8, 2016 

Proposal Conference 
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ACTIVITY DATE/TIME 
10. 

State responds to written (second round) questions through rv1ay 16, 2016 
Request for Proposal "Addendum" and/or "Amendment'' to be 
posted to the Internet at: 
httn://das.nebraska.oov/materieVourchasina.html 

11. Proposal opening 
Location: State Purchasing Bureau 

1526 K Street, Suite 130 June 1, 2016 
Lincoln, NE 68508 2:00 PM 

Central Time 
12. Review for conformance of mandatory requirements 

June 1 2016 
13. Evaluation period 

June 3, 2016 through 
June 'IO, 2016 

14. "Oral Interviews/Presentations and/or Demonstrations" (if 
To Be Determined 

required) 
15. Post "letter of Intent to Contract" to Internet at: 

June 20, 2016 httn://das.nebraska .aov/materieVourchasina.html 

16. Contract finalization period 
June 20, 2016 through 

July '11 20'16 
17. Contract award 

Julv 18 , 2016 
18. Contractor start date 

Seotember 26. 2016 

This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 
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s 
Byron L. Diamond 

Director 

Pete Ricketts, Governor 

ADDENDUM THREE 
QUESTIONS and ANSWERS 

Date: April 26, 2016 

All Bidders To: 

From: Robert Thompson/Nancy Storant, Buyers 
AS Materiel, State Purchasing Bureau 

RE: Addendum for Request for Proposal Number 5289Z1 
to be opened June 1, 2016 at 2:00 p.m. Central Time 

Questions and Answers 

Following are the questions submitted and answers provided for the above mentioned Request for 
Proposal. The questions and answers are to be considered as part of the Request for Proposal . It 
is the Bidder's responsibility to check the State Purchasing Bureau website for all addenda or 
amendments. 

Question RFP RFP Question State Response 
Number Section Page 

Reference Number 

W hether companies from Yes, companies from outside the 
1. Outside USA can apply for USA may submit a proposal. 

this? (like,from India or 
Canada) 

W hether we need to come The proposal and contract execution 
2. over there for meetings? require a physical presence. 

, Can we perform the tasks No, contract execution requires a 
3. (related to RFP) outside USA? physical presence. 

(like. from India or Canada) 
Can we submit the proposals No, per the Request for Proposal 

4. via email? for Contractual Services Form , item 
1. 

"Sealed proposals must be received 
in State Purchasing Bureau by the 
date and time of proposal opening 
per the schedule of events. No late 
proposals will be accepted. No 
electronic, e-mail, fax , voice, or 
telephone proposals will be 

Materiel Division • Bo Botelho, ate ·ea Administrator 

Administrative Services • 1526 K Street Suite 130 • Linooln, Nebras a 68508 • Phone: 402-471~500 • Fax: 402-471-2089 

SECURUS Technologies 433 



5. 

6. 

7. 

8. 

9. 

10. 
Ill. Terms Page 21 
And 
Conditions 
FF. 
Performanc 
e Bond 

11 . 

SECURUS Technologies 

Why was the previous Inmate 
Calling Services RFP (#5094 
Z1) from August 2015 
cancelled? 
Who is the current provider for 
the Inmate Calling Services? 
What is the current 
commission rate for the state 
on the Inmate Calling 
Services? 
Who provides the Inmate 
Commissary Services? 

Having attended {at 
considerable time and 
expense) the last 4 day 
mandatory site visit in August 
2015 for the previous, but 
internally rejected RFP 
process, is it still mandatory 
they we again visit the same 
sites to participate in this 
current RFP process? We 
would greatly appreciate any 
consideration for an 
"exemption" for those who 
previous invested in this 
aspect of the prior release of 
the Nebraska DOC RFP for 
inmate phones. 

Please confirm if the 
Performance Bond is to be 
submitted with the RFP 
response. 

Please provide your current 
ADP. 

Page 2 

accepted." 

All bids were rejected in order for the 
State to revise the RFP and re
release. 

Public Communications Services, 
Inc. 
Zero. NDCS does not receive any 
commissions. 

This is an internal system developed 
within the State of Nebraska. 
Per Section II . F.PRE-PROPOSAL 
CONFERENCE AND SITE VISITS 
& Form B Important Notice: 

"Attendance at the pre-proposal 
conference and all site visits is 
mandatory in order to submit a 
proposal (bidders who attended the 
site visits in response to 5094Z1 are 
not required to attend the site visits 
for 5289Z1 - but must still attend 
the pre-proposal conference on Day 
1 , per the schedule of events . n 

All bidders must attend the 
mandatory pre-proposal conference 
on Day 1. The following vendors 
are excused from attending all site 
visits. 

Centurylink 
GTL 
Legacy Inmate Comm. 
Securus Technologies 
Telmate 
X Direct 

All other bidders must attend the 
mandatory pre-proposal conference 
and all of the site visits conducted all 
four days, per the schedule of 
events. 
The Performance Bond is NOT to be 
submitted with the RFP response. 
The bond is only required of the 
bidder who is in receipt of an intent to 
award and would be required prior to 
contract execution. 

5225 as of 4/22/2016; does not 
include inmates NDCS houses in 
county jails. 
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In the Q&A for the previous 
Yes. 

12. ITS RFP, you stated you had 
no ICE detainees. Is this still 
the case? 

You provided call information 
Please refer to Attachment One, as 

13. for a 12-month period with the 
posted. 

previous ITS RFP (Revised 
Attachment One, showing call 
data from 2014 and faci lity 
populations as of June 30, 
2015). Could you please 
provide updated information? 

14. 
What educational programs do Core educational programs are 
you currently have in place? High School and Adult Education 

classes and English as a Second 
Language (ESL). 

Request for i "Cost proposals will not be 
Correct, "proprietary" is the correct 

15. Proposal considered propriety. " We 
term. 

for assume the last word of this The RFP is hereby amended to 
Contractual statement is meant to be 
Service "proprietary." Please confirm or 

remove in its entirety the second 
paragraph under IMPORTANT 

Form advise if this is not the case. NOTICE on the REQUEST FOR 
PROPOSAL FOR CO TRACTUAL 
SERVICES FORM, with the 
following: 

In addition, all responses to 
Requests for Proposals will be 
posted to the Department of 
Administrative Services public 
website. The public posting will 
include figures, illustrations, 
photographs, charts, or other 
supplementary material. 
Proprietary information identified 
and marked according to state law 
is exempt from posting. To exempt 
proprietary information you must 
submit a written showing that the 
release of the information would 
give an advantage to named 
business competitor(s) and show 
that the named business 
competitor(s) will gain a 
demonstrated advantage by 
disclosure of information. The 
mere assertion that information is 
proprietary is not sufficient 
(Attorney General Opinion No. 
92068, April 27, 1992) The agency 
will then determine if the interests 
served by nondisclosure outweigh 
anv oublic ouroose served bv 
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16 .. 

17. 

18. 

19. 

20. 

Request for 
Proposal 
for 
Contractual 
Service 
Form 

111.EEE 

Revised 
Evaluation 
Criteria 

IV. A. 
Project 
Overview 

SECURUS Technologies 

31 

p. 1 of 
Revised 
Criteria 

32 

"Failure to agree to the 
reservation and waiver of 
protection will result in the 
response to the RFP being 
non-conforming and rejected. 
Where in our response would 
you prefer we agree to this 
provision? 

"The Contractor may extend 
the contract to political sub
divisions conditioned upon the 
honoring of the prices charged 
to the State": 0 : What other 
governmental entities are 
currently participating with the 
State in the procurment of an 
Inmate Telephone System as 
a Political Subdivision? 

We understand that traditional 
collect is a preferred but not 
required billing option. As the 
state is likely aware, collect is 
more expensive to provide 
than prepaid or debit In 
addition, the Evaluation Criteria 
provide minutes for Pre-Pay 
Calling to be used in the 
evaluation but not collect. 

Q#1 : Will collect rates be 
evaluated/scored? 

Q#2: Because collect is more 
expensive to provide, may 
vendors propose a slightly 
higher rate for collect? 

If so, how will those rates be 
evaluated? 

RFP states "Optional products 
must be clearly identified ... and 
provide the optional cost 
separately from the bid cost 
per minute." Also, "If bidding 
an altemant proposal, bidder 
must complete a separate RFP 
response including all 
mandatory requirements ... " 

Page4 

disclosure. Cost proposals will not 
be considered proprietary. 

Signing the REQUEST FOR 
PROPOSAL FOR CONTRACTUAL 
SERVICES FORM, is the bidders 
acceptance. 

None_ The condition is optional on 
behalf of the contractor. 

No. Please refer to the Evaluation 
. Criteria, as posted_ 

Bidder is to determine the cost 
proposed. 

Please see response to question 18. 

Correct. 

If a bidder wishes to propose an 
altemant solution that would be 
evaluated and scored, a complete 
separate RFP response would need 
to be submitted and would need to 
meet all of the mandatory 
requirements_ 

However, bidders may also provide 

436 



21. 
IV. D.2 
Rates 

SECURUS Technologies 

34 

We read this as saying that if a 
respondent wished to propose 
the "base" telephone system 
as required and propose 
optional products that might 
impact the costs to end-users, 
that it should submit one 
proposal with optional products 
clearly identified and priced. 
I.e. a separate proposal would 
be necessary only if the 
respondent were proposing an 
alternative to the base ine 
functionality requested in the 
RFP. 

Q: Would the State confirm 
our understanding? 

Provision states ·A11 call 
connect/surcharge fees will be 
identified by type of call _ 
However the most recent FCC 
Order in WC Docket 12-375 
prohibits per-call connect fees. 

Q: For maximum clarity will 
the State remove this sentence 
from IV.D.2? 

Page5 

pricing for optional products or 
services that the State may procure 
from the awarded contractor that 
are not included in the technical 
proposal or built into the required 
Debit Calling and Pre-Pay cost per 
minute portion of the Cost Sheet. 

A Revised Attachment Two Cost 
Sheet has been posted with space 
provided to include optional 
products or services. 

The RFP is hereby amended to 
remove Section IV. D. 2. , in its 
entirety and is replaced with the 
following: 

2. Rates 
Per minute charges must be 

flat rate twenty-four (24) hours a day, 
seven (7) days a week . 
Rates must remain firm for the first 
five ( 5) years of the contract. Prices 
may be subject to change after the 
initial five (5) year period. All 
government-mandated fees and 
taxes must be included in the rates, 
as no add-ons will be accepted. 
Such changes shall be based on 
industry changes as evidenced by 
revised printed price lists , verifiable 
documented cost increases or 
notices. A request for price increase 
shall be provided in writing, to The 
Nebraska State Purchasing Bureau 
at least thirty (30) days prior to any 
price increase of the contract. No 
price increases are to be billed to 
NDCS without prior written approval 
by the State Purchasing Bureau and 
the NDCS Purchasing Division. State 
Purchasing Bureau reserves the right 
to accept or reject any price increase 
request. In the event new prices are 
not acceptable, the contract may be 
cancelled. Approved price increases 
shall become part of the new contract 
as an amendment and will be 
recognized as firm contract oricina. 
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22. 

23. 

24, 

IV. D.2 
Rates & 
Revised 
Evaluation 
Criteria 

IV.D.2 
Rates 

SECURUS Technologies 

p. 34 in 
RFP 
& 
p.1 in 
Revised 
Evaluatio 
n Criteria 

34 

W e read IV.D.2 and the 
Evaluation Criteria to say that 
different rates may be charged 
by call category (local vs. 
intra LAT A, etc.), and that 
intra LAT A will receive 
approximately 70% of the 
weighting in calculating the 
lowest cost submitted . 

Q#1: Will the State confirm our 
interpretation? 

Q#2: Will the State provide a 
breakdown of actual calls and 
minutes for the past 12 months 
by local, intralA TA, interlA TA, 
interstate, and international? 
This breakdown would also 
help vendors calculate the mix 
of j urisdictions and tax rates 
that must be bundled into the 
offered call rates. 

Provision states that "All 
regulatory fees must be 
included in the rates, as no 
add-ons will be accepted." W e 
read this as saying that all 
regulatory fees {e.g. FCC
mandated USF and other 
taxes (e.g. sales tax) of any 
type must be bundled into the 
proposed rates. Although 
unlikely, it is possible that 
some respondents may view 
regulatory fees as separate 
from taxes. 

Q: Would the State consider 
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Revised pricing will carry over to any 
subsequent renewals or revisions 
unless specifically revised and 
agreed upon by both parties. Bidders 
must provide their proposed rates 
for all categories listed on the cost 

proposal sheet. 

Failure to provide rates as 
out lined may be grounds for rejection 
of proposal. 

Any and all charges billable 
to the inmates and their families must 
be detailed in the Bidder's cost 
proposal. Contractor may not assess 
anv 

Bidder's prices will be multiplied by 
the quantity given (in the table at the 
bottom of the Evaluation Criteria) for 
each call type, and added together. 
This total sum will be calculated 
using the formula provided with the 
Evaluation Criteria to arrive at the 
cost points for each bidder. 

Please refer to Attachment One, as 
posted. 

Please see response to question 21. 
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revising the requirement to 
state "All government-
mandated fees and taxes must 
be included in the rates, as no 
add-ons will be accepted."? 

IV.D.6 p 35 in Provision states that account 
This question will be addressed at 

25. the preproposal conference and 
Prepay by RFP setup fees will be identified in responded to in the second round of 
Inmate & the proposal. Account setup Questions and Answers. 
Families p 1 in fees are not among the 
& Revised permitted fees in the most 
Revised Evaluatio recent FCC Order, and would 
Evaluation n Criteria therefore not be permitted to 
Criteria be charged. 

Q: Would the State modify the 
RFP and Evaluation Criteria to 
disallow account setup fees? 

IVD.6 p 35 in Provision states that (1) all 
This question will be addressed at 

26. the preproposal conference and 
Prepay by RFP monies paid to the contractor responded to in the second round of 
Inmate & by inmate families will be Questions and Answers. 
Families p 1 in credited to the families account 
& Revised and (2) contractors are allowed 
Revised Evaluatio to charge a fee to cover the 
Evaluation n Criteria cost of accepting credit card 
Criteria payments from families with 

the fee not to exceed 5%. In 
addition the Revised 
Evaluation Criteria list only 
Account Setup Fees as fees to 
be proposed and evaluated. 

Some providers direct families 
away from setting up accounts 
(which take time to process) 
and toward "single pay" 
programs such as text 
payment to a cell phone or 
automated payment by phone 
(trade names e.g. text collect, 
PayNow). These require use 
of automated payment 
systems and avoid the cost of 
setting up an account, as well 
as forcing families to pay a 
transaction fee every time they 
receive a call. 

0 #1: For these reasons will 
the State explicitly disallow 
these single pay programs?. 

0#2: If a respondent 
This question will be addressed at 

27. the pre proposal conference and 
proposed a transaction fee to responded to in the second round of 
families lower than 5%, would Questions and Answers. 
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it receive additional points in 
the evaluation? 

0 #3: If it would receive more 
This question will be addressed at 

28. points in the evaluation, would 
the preproposal conference and 

the State modify the Evaluation 
responded to in the second round of 

Criteria to include account 
Questions and Answers. 

transaction fees? At the 
State's current usage we would 
expect approximately 550 
transactions per month. If 
single pay methods were 
allowed, the number of 
transaction fee events would 
be several times this amount 

IV.D.6 p 35 in Q #1: Will third-party cash 
Contractor determines if they will 

29. Prepay by RFP vendors such as Western 
accept third-party cash vendors such 

Inmate & Union be allowed for family 
as W estern Union for payment. 

Families p 1 in members who are 
& Revised "unbanked"? 
Revised Evaluatio 
Evaluation n Criteria 
Criteria 

Q #2: If so, will the State 
If contractor does allow, contractor 

30. must not charge any additional fees 
require vendors to disclose and or mark up. 
these fees and certify that the 
fees do not include any 
markup from the third party, 
including but not limited to 
'direct' markup, revenue 
sharing of any sort between 
the provider and the third party, 
volume rebates, etc.? 

31. IV.E.6 38 Bidder must identify their This question will be addressed at 
capability to allow the facility to the preproposal conference and 

terminate the cell signal when responded to in the second round of 
signal is within a specified Questions and Answers. 
distance from the facility. W e 
assume this means that the 
system must terminate an 
inmate call to a called party 
cell phone outside the facility, if 
that called party cell phone is 
within a specified distance 
from the facility; terminating 
the called party's actual cell 
signal would violate federal 
regulation . 

Q: Would the State confirm our 
interpretation of the 
requirement? 
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32. I would like to clari Please see response to question 
whethe will need number 9_ 
to attend the Pre-Proposal 
Conference and Site Visit 
on May 2-5 since we 
attended the last one that 
was held back on August 
25 2015_ 

This addendum will become part of the proposal and should be acknowledged with the Request 
for Proposal_ 
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Byron L. Diamond 
Director 

Pete Ricketts, Governor 

Date: 

To: 

From: 

RE: 

May 10, 2016 

All Bidders 

ADDENDUM FOUR 

Robert Thompson/Nancy Storant, Buyers 
AS Materiel State Purchasing Bureau 

Addendum for Request for Proposal 5289Z1 
to be opened June 1, 2016 at 2:00 p.m. Central 

Revised Schedule of Events 

A. SCHEDULE OF EVENTS 
The State expects to adhere to the tentative procurement schedule shown below. It should 
be noted, however, that some dates are approximate and subject to change. 

ACTIVITY DATE/TIME 

9. Last day to submit written (second round) questions after Pre-
May 8, 2016 

Proposal Conference 
May 11, 20 16 

10. State responds to written (second round) questions through 
May '16 , 2016 Request for Proposal "Addendum" and/or "Amendment" to be 

posted to the Internet at: May 18, 2016 
htto://das .nebraska.oov/materieVourchasina.html 

11. Proposal opening 
Location: State Purchasing Bureau 

1526 K Street, Suite 130 June 1, 2016 
Lincoln, NE 68508 2:00 PM 

Central Time 
12. Review for conformance of mandatory requirements 

June 1, 2016 
13. Evaluation period June 3, 2016 through 

June '10, 2016 
14. "Oral Interviews/Presentations and/or Demonstrations (if To Be Determined 

required) 
15. Post "Letter of Intent to Contract" to Internet at: 

June 20, 2016 httD://das.nebraska.aov/materieVourchasina.html 

ate · el Division 80 Botelho, aterie Administrator 

Administrative Services • 1526 K Street Surte 130 • Lilcoln Nebraska 68508 • Phone: 402-471-6500 • Fax: 402-471-2089 
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ACTIVITY DATE/TIME 
16. Contract finalization period 

June 20, 2016 through 
July 11 2016 

17. Contract award July 18, 20 '16 
18. Contractor start date 

September 26, 2016 

This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 
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Byron L. Diamond 
Director 

Pete Ricketts, Governor 

Date: 

To: 

From: 

RE: 

May 18, 2016 

All Bidders 

ADDENDUM FIVE 

Robert Thompson/Nancy Storant, Buyers 
AS Materiel State Purchasing Bureau 

Addendum for Request for Proposal 5289Z 1 
to be opened June 1, 2016 at 2:00 p.m. Central 

Revised Schedule of Events 

A. SCHEDULE OF EVENTS 

9. 

10. 

11. 

12. 

13. 

14. 

15. 

The State expects to adhere to the tentative procurement schedule shown below. It should 
be noted, however, that some dates are approximate and subject to change. 

ACTIVITY DATE/TIME 

State responds to written (second round) questions through 
May rn, ~EH e 

Request for Proposal "Addendum" and/or "Amendment" to be 
posted to the Internet at: May Hl , 2016 
h!m·//das.nebraska.9QvlmaterieV12urchasing.html 

May 19, 20 16 
Proposal opening 
Location: State Purchasing Bureau 

1526 K Street, Suite 130 June 1, 2016 
Lincoln, NE 68508 2:00 PM 

Central Time 
Review for conformance of mandatory requirements June 1, 2016 
Evaluation period June 3, 2016 through 

June 10, 2016 

"Oral Interviews/Presentations and/or Demonstrations ' (if To Be Determined 
required) 
Post "Letter of Intent to Contract" to Internet at: June 20, 2016 htto://das.nebraska.aov/matenevourchasina.htmt 
Contract finalization period June 20, 2016 through 

Julv 11 2016 

Matertel Division • Bo Botelho, Materiel Administratot 
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ACTIVITY DATE/TIME 
16. Contract award 

July 18 2016 
17. Contractor start date September 26, 2016 

This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 
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Byron L. Diamon d 
Director 

Pete Ricketts, Governor 

Date: 

To: 

From: 

RE: 

ADDENDUM SIX 
REVISED SCHEDULE OF EVENTS 

May 20 2016 

All Bidders 

Robert Thompson/Nancy Storant, Buyers 
AS Materiel State Purchasing Bureau 

Addendum for Request for Proposal 5289Z1 
to be opened June 1, 2016 To Be Determined at 2:00 p.m. Central 

Revised Schedule of Events 

A. SCHEDULE OF EVENTS 

9. 

10. 

11. 

The State expects to adhere to the tentative procurement schedule shown below. It should 
be noted, however, that some dates are approximate and subject to change. 

ACTIVITY DATE/TIME 

State responds to written (second round) questions through 
May rn. 20m 

Request for Proposal "Addendum" and/or Amendment'' to be 
posted to the Internet at: May 18, 2016 
http://das.nebraska.gov/materievpurchasing.html 

May -10, 2010 

To Be Detem1ined 
Proposal opening 
Location: State Purchasing Bureau 

1526 K Street, Suite 130 JuAe 1, 2010 
Lincoln, NE 68508 To Be Determined 

2:00 PM 

Central Time 
Review for conformance of mandatory requirements 

June 1, 201© 

To Be Detem,ined 

Materiel Division • Bo Botelho, Materiel Administ ati:or 

Administrative Services • 1526 K Street Suite 130 • Lincoln Nebraska 68508 • Phone: 402-471-6500 • Fa,c: 402-471-2089 
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ACTIVITY DATE/TIME 
12. Evaluation period 

June 3, 2016 

To Be Detem1ined 

through 

June 10, 2016 

To Be Detem1ined 
13. 

.. Oral Interviews/Presentations and/or Demonstrations" (if To Be Detemiined 
required) 

114. Post "Letter of Intent to Contract'' to Internet at: 
June 20, 2016 htlDJ/das.nebraska.gov/matenel/~urchasing.html 

To Be Detem1ined 
15_ Contract finalization period 

June 20, 2016 

To Be Detemiined 

Through 

July 11 , 2016 

To Be Detem1ined 
16. Contract award 

J1:11y rn, 2016 

To Be Determined 
17_ Contractor start date 

Seotember 26 2016 

This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 
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Byron L. Diamond 
Director 

Pete Ricketts, Governor 

Date: 

To: 

From: 

RE: 

ADDENDUM SEVEN 
REVISED SCHEDULE OF EVENTS 

June 2, 2016 

All Bidders 

Robert Thompson/Nancy Storant, Buyers 
AS Materiel State Purchasing Bureau 

Addendum for Request for Proposal 528921 
to be opened June 1, 2016 To Be Deter:mined June 14, 20 16 at 2:00 p.m. Central 

Revised Schedule of Events 

A. SCHEDULE OF EVENTS 

9. 

'IO. 

The State expects to adhere to the tentative procurement schedule shown below. It should 
be noted, however, that some dates are approximate and subject to change. 

ACTIVITY DATE/TIME 

State responds to written (second round) questions through May 'le, 20m 
Request for Proposal "Addendum" and/or 'Amendment ' to be 
posted to the Internet at: May rn , 2Q1e 
http://das.nebraska.gov/materiel/purchasing.html 

May '19, 291@ 

To Be Determined 

June 2, 20 '16 
Proposal opening 
Location: State Purchasing Bureau 

'1526 K Street, Suite 130 June 1, 2016 
Lincoln NE 68508 To Be DeteFmine<::i 

June 14. 2016 

2 :00 PM 

Central Time 

Materiel Di ision • Bo Botelho1 Materiel Administrator 

Administrative Services • 1526 K Street Suite 130 • Lincoln Nebraska 68508 • Phone: 402-471-6500 • Fax: 402-471-2089 
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ACTIVITY DATE/TIME 
11 . Review for confonnance of mandatory requirements 

JuAe ~ 2grn 

+o Be BeteFmiAea 

June 14, 20 ) 

12. Evaluation period 
Jl:fRe 3, W ~e 

+o Be BeteFmiAea 

June 15, 2016 

through 

JuAe m, W 1e 

+o Be BeteFmiAea 

June 22, 2016 
13. 

"Oral Interviews/Presentations and/or Demonstrations" (if To Be Determined 
required) 

14. Post "Letter of Intent to Contract'' to lntemet at: 
June 2(}, 2016 htm·lfdas.n~braska.gQv/materiej[purchasing.html 

+9 ~9 Qetet:miR99 

July 6, 2016 
15. Contract finalization period 

June 2g, 2grn 

To Be BeteFmiAed 

July 6, 2016 

Through 

dl:fly H , 2{He 

To Be BeteFminea 

July 20 , 2016 
16. Contract award 

Jblly 18, 2016 

To Se BeteFmined 

July 27, 20'16 

17. Contractor start date 
September 26, 2016 

This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 
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AdministrativeServices 

Pete Ricketts, Governor 

Date: 

To: 

From: 

RE: 

June 2, 20·16 

All Bidders 

ADDENDUM EIGHT 
QUESTIONS and ANSWERS 

Robert Thompson/Nancy Storant, Buyers 
AS Materiel, State Purchasing Bureau 

Addendum for Request for Proposal Number 5289Z1 
to be opened J1:1ne 1, 291e June 14, 2016 at 2:00 p.m. Central Time 

buest,ons and lnswers 

Byron L. Diamond 
Director 

Following are the questions submitted and answers provided for the above mentioned Request for Proposal. The questions and answers 
are to be considered as part of the Request for Proposal. It is the Bidder's responsibility to check the State Purchasing Bureau website for 
all addenda or amendments. 

Question Bff RFP Question State Response 
Number Section ~ 

Reference Number 

1. IV. Project Description Page 32 Please provide clarification on 
and Scope of Work this sentence, "If bidding an 

altemant. proposal, the bidder 
must provide a complete 

A. Project Overview, separate RFP response induding 
4th oaraaraoh all mandatory requirements 

Materiel Division • Bo Botelho, Materiel Administrator 

Ac'mirustrative Serw:es • 1526 K Street. Suite 130 • Lincoln, N€b<aska 68508 • Phone: 402-471'6500 • Fax: 402-471-2089 
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2. Addendum 3 Page 34 

IV. Project Description 
and Scope of Work 

D. Business 
Requirements, 2. 
Rates 

SECURUS Technologies 

(section 11.N.).'' 

What is the States definition for 
an Alternate Proposal? 

Is an Alternate Proposal required 
if an optional service is 
provided/proposed separately 
along with a separately bid cost 
per minute in the original bid 
response? 

An alternate proposal would be the submission of a second 
cost sheet proposing an alternate solution_ The alternate 
solution would need to be detailed in the bidder's Technical 
Approach. The alternate proposal would be subject to 
evaluation and Per Section IV.A. Project Overview, would 
need to be submitted as a complete separate RFP response 
including all mandatory requirements (section II. N.) 

No. A bidder may propose optional services in the optional 
services table on the revised cost sheet (posted along with 
this 200 round of Q&A on the State Purchasing Bureau 
website). Optional services are not to be included in the 
bidder's technical approach, as optional services will not be 
evaluated, and must be detailed on the cost sheet, and 
oriced oer minute_ 

Per Addendum 3, #21, the State The following is the response for Addendum 3, question #21 
removed Section IV. D. 2 in its in its entirety. 
entirety and provided a 
replacement. The very last 2. Rates 

sentence is incomplete in this Per minute charges must be flat rate twenty-four (24) hours a 
revision. day, seven (7) days a week. 

"Contractor may not assess 
any .. 

Will the State please provide the 
complete sentence to this 
revision? 

Page2 

Rates must remain firm for the first five (5) years of the 
contract. Prices may be subject to change after the initial frve 
(5) year period. All government-mandated fees and taxes 
must be induded in the rates, as no add-ons will be 
accepted. Such changes shall be based on industry 
changes as evidenced by revised printed price lists, 
verifiable documented cost increases or notices. A request 
for price increase shall be provided in writing, to The 
Nebraska State Purchasing Bureau al least thirty (30) days 
prior to any price increase of the contract No price increases 
are to be billed to NDCS without prior written approval by the 
State Purchasing Bureau and the NDCS Purchasing 
Division. State Purchasing Bureau reserves the right to 
accept or reject any price increase request. In the event new 
prices are not acceptable, the contract may be cancelled. 
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Approved price increases shall become part of the new 
contract as an amendment and will be recognized as fi rm 
contract pricing. Revised pricing will carry over to any 
subsequent renewals or revisions unless specifically revised 
and agreed upon by both parties. Bidders must provide 
their proposed rates for all categories listed on the cost 
proposal sheet. 

Failure to provide rates as outlined may be grounds for 
rejection of proposal. 

Any and all charges billable to the inmates and their fam ilies 
must be detailed in the Bidder's cost proposal. Contractor 
may not assess any charges to any party in connection with 
this service that are not outlined in their proposal response. 

NOTE: Section IV.D.2. has been further amended in 
response to question #12 below. 

3. Please provide clarification on Please see response to Question #1 . 
differences and mandates for 
submitting multiple cost 
proposals and optional cost 
products and services and the 
metrics for both. 

4. On Addendum #3 Questions Revised Attachment Two was not posted as some of the 
and Answers, I have a point of possible revisions were dependent on responses to the 
clarification. On pages 4 and 5 questions from Round 1 that were deferred until Round 2. 
in response to question # 20, The Revised Attachment Two is now posted and available on 
the last statement in your the State Purchasing Bureau website . 
answer (page 5) refers to "A 
Revised Attachment Two Cost 
Sheet, with space to include 
optional products or services". 
I cannot locate this document. 

Can you confirm that it has 
been issued and if so, where I 
might locate and download the 
document? 

Page 3 
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5. 

SECURUS Technologies 

In the last RFP (5094Z1 
Addendum 7 dated Oct. 26, 
2015) the State indicated the 
desire to add 63 outdoor 
phones: "The Nebraska 
Department of Correctional 
Services is adding additional 
phones for outdoor use. These 
phones must be able to 
withstand harsh weather and 
treatment by an inmate 
population". 

Q: Are these phones included 
in the phone count provided in 
Attachment One of RFP 
5289Z1? If not, is it still the 
State's desire to add these 
phones? 

Page4 

The outdoor phone count is a separate count from 
Attachment One. 

Yes , it is still the desire of the State to add these phones. 
Table below provides approximate phone count for outdoor 
use phones. 

The Nebraska Department of Correctional Services is 
adding additional phones for outdoor use. These phones 
must be able to withstand harsh weather and treatment by 
an inmate population. Additional outdoor phones by facil ity 
are noted as follows: 

Facility General Facility Restrictive 
Population Housing•• 

Quantity of 
Quantity 

Phones 
of Phones 

LCC 4 LCC 8 

NCCW 4 NCCW 3 

NSP 8 NSP 8 

occ 4 occ 2 

TSCI 4 TSCI 16 
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6. 

7. Gloss.try of Terms: 

Vendor: An individual 
or entity lawfully 
conducting business in 
the State of Nebraska, 
or licensed to do so, 
who seeks to provide 

SECURUS Technologies 

n/a 

Page ,x 

What is the importance to 
NDCS with regard to security 
and date protection? 

We respectfully request that the 
RFP be amended to require all 
submitting vendors to supply 
any and all security breaches 
that they, and/or any of their 
partners, their subsidiaries, or 
parent companies have had 
within the past five (5) years
as well as nature of the breach. 

We also respectfully request 
that this information be included 
in the evaluation of the 
Corporate Overview. 

What is the importance to 
NDCS of having a partner who 
is fully licensed? 

We also respectfully request the 
RFP be amended to require 
vendors to disclose if, in the 

P.ige 5 

I WEC I 2 I I WEC I 0 

•• NOTE: Restrictive Housing Phones must be a 
highly rugged/durable phone that can withstand 
harsh treatment by the inmate population. 

Awarded contractor will wori< with NDCS to establish 
location and implement these outdoor phones. 

The State does not understand the reference to "security 
and date protection". Contractor is responsible to perform 
the contract in compliance with the RFP. Section Ill.ODD 
CERTIFICATION REGARDING DEBARMENT, 
SUSPENSION AND INELIGIBILITY and Section 11.0. 
Reference checks address pass performance. 

No amendment will be added to require all submitting 
vendors to supply the information requested. 

This will not be included in the evaluation of the Corporate 
Overview. 

Bidders must comply with the requirements of the State of 
Nebraska Department of Banking and Finance. Link 
provided. http://www.ndbf.ne.gov/soc/index.shtml 

Contractor is responsible to perform the contract in 
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8. 

goods or services 
under the terms of a 
written solicitation. 

II. G. ORAL Page 5 

INTERVIEWS/PR ESE 
NTATIONS 

ANO/OR 
DEMONSTRATIONS 

The Evaluation 
Committee(s) may 
conclude after the 
completion of the 
Technical and Cost 
Proposal evaluation 
that oral 
interviews/presentatio 
ns and/or 
demonstrations are 
required in order to 
determine the 
successful bidder. All 
bidders may not have 
an opportunity to 
interview/present 
and/or give 
demonstrations; the 
State reserves the 
right to select only the 
top scoring bidders to 
oresenUaive oral 

SECURUS Technologies 

past 18 months, they have been 
fined by any state for not having 
a Money Transmitter license. 

Lastly, we respectfully request 
that this information be included 
in the evaluation of the 
Corporate Overview. 

What is the importance to 
NDCS with regard to evidence 
of competence and full 
capabilities disclosure for any 
and all claims made in the 

compliance with the RFP. Section Ill.ODD.CERTIFICATION 
REGARDING DEBARMENT, SUSPENSION AND 
INELIGIBILITY and Section 11.0 . Reference checks address 
passed performance. No amendment will be added to 
require all submitting vendors. 
This will not be included in the evaluation of the Corporate 
Overview. 

Contractor is responsible lo perform the contract in 
compliance with the RFP. 

Oral interviews per the referenced section are at the State's 
option. 

vendor's RFP response? This will not be included in the evaluation of the Technical 

We respectfu lly request that Approach. 
NDCS require that all vendors 
must be able to demonstrate, on 
demand and before selection, 
any and/or every capability 
claimed in their proposal. 

We also respectfully request 
that this information be included 
in the evaluation of the 
Technical Approach. 

Page6 
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interviews in its sole 
discretion. The scores 
from the oral 
interviews/ 
presentations and/or 
demonstrations will be 
added to the scores 
from the Technical 
and Cost Proposals. 
The presentation 
process will allow the 
bidders to 
demonstrate their 
proposal offering, 
explaining and/or 
clarifying any unusual 
or significant elements 
related to their 
proposals. 

Bidders' key personnel 
may be requested to 
participate in a 
structured interview to 
determine their 
understanding of the 
requirements of this 
proposal, their 
authority and reporting 
relationships within 
their firm , and their 
management style and 
philosophy. Bidders 
shall not be allowed to 
alter or amend their 
proposals. Only 
representatives of the 
State and the 
presenting bidders will 
be permitted to attend 
the oral interviews/ 

Page7 

SECURUS Technologies 456 



presentations and/or 
demonstrations. 

Once the oral 
interviews/ 
presentations and/or 
demonstrations have 
been completed the 
State reserves the 
right to make a 
contract award without 
any further discussion 
with the bidders 
regarding the 
proposals received . 

Detailed notes of oral 
interviews/ 
presentations and/or 
demonstrations may 
be recorded and 
supplemental 
information (such as 
briefing charts, et 
cetera) may be 
accepted; however, 
such supplemental 
information shall not 
be considered an 
amendment to a 
bidders' proposal 
Additional written 
information gathered 
in this manner shall 
not constitute 
replacement of 
proposal contents. Any 
cost incidental to the 
oral interviews/ 
presentations and/or 
demonstrations shall 

Page8 

SECURUS Technologies 457 



be borne entirely by 
the bidder and will not 
be compensated by 
the State. 

9. Section E. "Technical Page40 and Section E, #12 on Page 40 of Section IV.A. Project Overview (fifth paragraph) During the 
Requirements" #12 & Attachment the RFP and Attachment One term of the contract circumstances beyond the control of the 
Attachment One One dictate the quantity of phones state may result in increases or decreases in revenue, as 

required per facility. well as increase or decreases in required equipment and/or 

Are any additional phones or 
services. Such circumstances include, but are not limited to, 
increase/decrease in inmate population, in number of 

equipment required beyond telephones and/or in number of correctional facilities. The 
what is detailed in this section committee representing the OCIO and the NDCS maintains 
and Attachment One? sole authority to increase or decrease the quantity of 

facilities, inmate telephones, equipment and service, at the 
Contractors expense. The contractor may also be required 
to provide outdoor telephone services, as the need arises. 

Also please see response to auestion #5. 

10. Are any housing units in the NDCS has no empty housing units. 
current facilities unoccupied? If 

YRTC-Geneva: Two buildings with two phones in each so, how many phones are in 
each of those unoccupied building. 

locations? YRT C-Keamey: One building with two phones however this 
buildinq will reopen within the next six month. 

11 Attachment One Attachment Attachment One provides call Please see Attachment 1a. posted lo the State Purchasing 
One volume through December website . 

2015. htt12://das.nebraska.gov/maleriel/12urchasing/5289/5289.htrnl 

Will the State please provide 
call volume through the end of 
March 2016? 

12. Business 34 Does the facility understand that Applicable taxes and regulatory fees, per FCC rules, shall be 
Requirements, IV-D-2 its proposed requirement to passed th rough by the provider to the consumer directly with 

All regulatory fees 
bundle all taxes and regulatory no markup. 
surcharges for interstate and 

must be 
intrastate ICS calls may run 

The RFP is hereby amended as follows; 

included in the rates, afoul of state and federal 
as no add ons will be requirements because it 

Section IV.D.2. Rates, is hereby removed in its entirety and accepted. imposes a per minute of use 
replaced with the followinq: 

Page 9 

SECURUS Technologies 458 



SECURUS Technologies 

recovery mechanism for 
amounts to be paid that are not 
usage sensitive? 

Page 10 

2. Rates 

Per minute charges must be flat rate twenty-four (24) hours a 
day, seven (7) days a week. 

Rates must remain firm for the first five (5) years of the 
contract. Prices may be subject to change after the initial five 
(5) year period. Such changes shall be based on industry 
changes as evidenced by revised printed price lists, 
verifiable documented cost increases or notices. A request 
for price increase shall be provided in writing, to The 
Nebraska State Purchasing Bureau at least thirty (30) days 
prior to any price increase of the contract. No price increases 
are to be billed to NDCS without prior written approval by the 
State Purchasing Bureau and the NDCS Purchasing 
Division. State Purchasing Bureau reserves the righl to 
accept or reject any price increase request In the event new 
prices are nol acceptable, the contract may be cancelled. 
Approved price increases shall become part of the new 
contract as an amendment and will be recognized as firm 
contract pricing. Revised pricing will carry over to any 
subsequent renewals or revisions unless specifically revised 
and agreed upon by both parties. Bidders must provide 
their proposed rates for all categories listed on the cosl 
proposal sheet 

Failure to provide rates as oumned may be grounds for 
rejection of proposal. 

Any and all charges billable to the inmates and their families 
must be detailed in the Bidder's cost proposal. Contractor 
may not assess any charges to any party in connecfion with 
this service that are not outlined in their proposal response. 

Section 111.SS. Second paragraph, is hereby removed in its 
entirety and replaced with the following: 

Prices offered herein will remain finn from the 
date of the award for five (5) years. Prices may 
be subject to change after the initial five (5 ) 
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13. 

14. 

Cost Sheet 

General Question 
regarding pre-bid 
meeting. 

SECURUS Technologies 

nfa If a vendor offers optional 
products without listing the cost 
of those optional products, is 
that grounds for 
disqualification? 

At the recently conducted pre
bid meeting, it was mentioned 
that there would be a new 
pricing sheet released that 
would allow for bidders to 
submit pricing for optional 
services. Does the State still 
plan to revise the pricing sheet 

Page 11 

year period. Such changes shall be based on 
industry changes as evidenced by revised 
printed prtce lists, verifiable documented cost 
increases or notices. A request for price 
increase shall be provided in writing, to The 
Nebraska State Purchasing Bureau at least 
thirty (30) days prior to any price increase of the 
contract. No price increases are to be billed to 
NDCS without prior written approval by the 
State Purchasing Bureau and the NDCS 
Purchasing Division. Stale Purchasing Bureau 
reserves the right to accept or reject any price 
increase request. In the event new prices are 
not acceptable, the contract may be cancelled. 
Approved price increases shall become part of 
the new contract as an amendment and will be 
recognized as firm contract p icing. Revised 
pricing will carry over to any subsequent 
renewals or revisions unless specifically revised 
and agreed upon by both parties. 

The proposal would not be disqualified, as optional products 
are no evaluated. Ho :vever, optional products/services 
proposed wilhout pricing would not ever be able to be 
awarded and utilized by the state without a fD<ed cost being 
provided with the proposal submission. 

Yes, Please see response to question #4 

Bidder should not modify the cost sheel 
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or should the bidders include 
optional services pricing in the 
current pricing sheet by 
modifvina it? 

The following were submitted for the first round of questions, however, the responses were delayed until after the Preproposal Conference. 

25. IV.D.6 Prepay by p 35 in RFP Provision states that account The requirement will remain as written in the RFP. 
Inmate Families & p 1 in setup fees will be identified in 
& Revised Evaluation Revised the proposal. Account setup 
Criteria Evaluation fees are not among the 

Criteria permitted fees in the most 
recent FCC Order, and would 
therefore not be permitted to be 
charged. 

0 : Would the State modify the 
RFP and Evaluation Critena to 
disallow account setup fees? 

Page 12 
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26. IV.D.6 Prepay by p 35 in RFP Provision states that (1) all No. Bidders may accepUpropose whatever form (s) of 
Inmate Families & p 1 in monies paid to the contractor by payment they choose , provided they comply with the 
& Revised Evaluation Revised inmate families will be credited requirements of the RFP. An awarded contractor cannot 
Criteria Evaluation to the families account and (2) charge any fees that are not allowed by the RFP. The 5% 

Criteria contractors are allowed to reference in the question is specifically for acceptance of 
charge a fee to cover the cost credit card payments and will not apply to any other form of 
of accepting credit card payment. 
payments from families with the 
fee not to exceed 5%. In 
addition the Revised Evaluation 
Criteria list only Account Setup 
Fees as fees to be proposed 
and evaluated. 

Some providers direct families 
away from setting up accounts 
(which take time to process) 
and toward "single pay" 
programs such as text payment 
to a cell phone or automated 
payment by phone (trade 
names e.g. text collect, 
PayNow). These require use of 
automated payment systems 
and avoid the cost of setting up 
an account, as well as forcing 
families to pay a transaction fee 
every time they receive a call . 

0 #1: For these reasons will the 
State explicitly disallow these 
single pay programs?. 

27. 0 #2: If a respondent proposed 
No. 

a transaction fee to families 
lower than 5%, would it receive 
additional points in the 
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evaluation? 

28 . Q#3: If it would receive more Not applicable , please see response to question# 27. 
points in the evaluation, would 
the Slate modify the Evaluation 
Criteria to include account 
transaction fees? At the State's 
current usage we would expect 
approximately 550 transactions 
per month. If single pay 
methods were allowed, the 
number of transaction fee 
events would be several times 
this amount 

31 . IV.E.6 38 Bidder must identify their The RFP is hereby amended as follows: Section IV.6., eighth 
capability to allow the facility to paragraph is removed in its entirety and replaced with the 
terminate the cell signal when following. 
signal is within a specified 

Bidder must identify any capability or technology they have distance from the facility. We 
assume this means that the 

that might identify calls to cellular phones and their 

system must terminate an proximity to the correctional facility when calls are in 

inmate call to a called party cell 
progress. 

phone outside the facility, if that 
called party cell phone is within 
a specified distance from the 
facility; terminating the ca lled 
party's actual cell signal would 
violate federal regulation. 

Q: Would the State confirm our 
interpretation of the 
reauirement? 

This addendum will become part of the proposal and should be acknowledged with the Request for Proposal. 
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Byron L. Diamond 
Director 

Pete Ricketts Governor 

ADDENDUM NINE 
QU ESTIONS and ANSWERS CLARIFICATION 

& 
REVISED SCHEDULE of EVENTS 

Date: June 10, 2016 

All Bidders To: 

From: Robert Thompson/Nancy Storant. Buyers 
AS Materiel, State Purchasing Bureau 

RE: Addendum for Request for Proposal 5289Z1 
to be opened June 1, 2016 To Be Determined J1:1ne 14 , 201€> June '17. 2016 at 2:00 p.m. 
Central 

Questions and Answers Clarification 

The following is a request for O&A clarification. Responses provided are to be considered as part of 
the Request for Proposal. It is the Bidder's responsibility to check the State Purchasing Bureau 
website for all addenda or amendments. 

Question RFP RFP Question State Response 
Number Section Page 

Reference Number 

1. Rules Our questions are from our 
regarding reading (perhaps incorrect) 
pricing RFPp. that any additional service 
requirements: 32 must be priced as an °add 

- IV. Project 
on" to phone service rates -
at the same time pricing for 

Overview A, optional services would not 
paragraph 4 be evaluated. 
- Addendum 3 Would the State clarify two 
Q&A#20 scenarios? 
-Addendum 8 RFP p. A. A bidder wanted to 
Q&A #13 38 offer a value-added service 

that is normally charged 

Clarifications 
separately from a phone call 
(e.g., the ability for a family 

regarding member to communicate 

Materiel Division • Bo Botelho, Materiel Adminisha or 

Administrative Services • 1526 K Street Suite 130 • Lincoln Nebraska 68508 • Phone: 402-471-6500 • Fax: 402-471-2089 
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technical 
requirements: 

- IV.E.6 

-Addendum 
#8 Q&A #31 

SECURUS Technologies 

using an alternate 
communication method not 
covered by FCC regulation, 
at $x per communication). 
In this case a per-minute 
add-0n to inmate telephone 
rates would not be 
appropriate. 

Q: How would the State 
prefer pricing for these kinds 
of services to be presented? 

B. We read the answer 
to Addendum #8 Q&A #31 to 
say that the ability to provide 
this cell phone control 
service would be evaluated. 
However, that service may 
not be implemented, 
meaning that any additional 
cost for the service should 
not be included in the base 
offer. 

As a separate issue there 
are many different 
uflavors/tiers" of this service 
- i.e. the service is the same 
or similar but the scope of 
deployment would drive 
different costs. This is true 
of certain other services in 
the technical requirements 
as well. 

In this case, it is appropriate 
to price the service as an 
add-0n to telephone rates. 
However, a bidder could 
describe a gold-plated 
service to receive a 
favorable technical score, 
but include additional costs 
for those services under 
Optional Services that would 
not be evaluated. 

Q 1: If the State has asked 
bidders to describe their 
ability to provide a particular 
feature, how should pricing 
be presented - for example 
would it add an 
evaluated/scored section to 
the pricing template for the 
bidder to state a separate 

Page2 

Bidder may write-in an alternate 
unit of measure. Attachment 
Two SECOND REVISION has 
also been posted to the RFP 
web page to accommodate. 

Costs associated with the 
requirements of the RFP must 
be included in the cost per 
minute for the Debit Calling and 
Pre-Pay portion of the cost 
sheet. 

In the example above (B. 
Addendum #8 Q&A #31) The 
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add-on to inmate telephone 
rates for that feature? 

Q2: If there are different 
" avors or tiers of a particular 
feature how should pricing 
be presented - for example 
would the State allow 
bidders to price them in this 
same scored section as long 
as they are clearly 
described? 

Revised Schedule of Events 

Page 3 

requirement was amended from 
requiring a functionality, to 
describing if a functionality is 
available. Due to this change, 
this specific item if available 
should be prices in the Optional 
section of the cost sheet if the 
bidder requires an additional fee 
for the functionality. 

No. The solution as described in 
the bidder's technical approach 
would have to be provided at the 
cost per minute for Debit Calling 
and Pre-Pay bid on the cost 
sheet. 

Bidders may submit alternate 
proposals for "different flavors or 
tiersn as wholly separate RFP 
submissions to be evaluated 
independently. The different 
flavor or tier would be described 
in the technical approach, and 
the associated cost per minute 
provided on a separate cost 
sheet provided with the alternate 
proposal submission. In this 
scenario the bidder's technical 
score may improve to offset 
potential lower cost score if the 
flavor or tier came with a higher 
cost 

Or, 

Bidders may provide the optional 
pricing for different flavors or 
tiers in the optional section of 
the cost sheet. The description 
of such would be included only 
on the cost sheet and must not 
be included in the technical as 
the optional items are not 
scored. These items would only 
be available to the agency from 
the awarded contractor and 
would be awarded or utilized 
solely at the agency's discretion. 

Please also see Addendum 
Eight, question #1 , and RFP 
Section IV.A. Project Overview. 
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A. SCHEDULE OF EVENTS 
The State expects to adhere to the tentative procurement schedule shown below. It should 
be noted, however, that some dates are approximate and subject to change. 

ACTIVITY DATE/TIME 
10. Proposal opening 

Location: State Purchasing Bureau 
1526 K Street Suite 130 June 1, 2016 
Lincoln, NE 68508 +e Be DeteFfAines 

June 14 , 2016 

June17. 2016 

2:00 PM 

Central Time 
11. Review for conformance of mandatory requirements 

June 1, 20Hi 

+e Be 9 eteFfAinea 

June 14 , 2016 

June!? 2016 

12. Evaluation period 
June 3, 2EH6 

+o Be DeteFfAines 

June 1~. 20m 

June 20 2016 

through 

June 10, 2016 

:J:g ~e Qetei:mineg 

June 22, 2016 

June 27, 2016 
13. 

Oral Interviews/Presentations and/or Demonstrations" (if To Be Determined 
required) 

14. Post "Letter of Intent to Contract" to Internet at: 
June 20, 2016 httDJ/das.nebraska.gov/materieU~rchasing.h1ml 

:J:g ~e Qetei:mineg 

duly 6, 2016 

Julv ·11, 2016 

Page4 
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ACTIVITY DATE/TIME 
15. Contract finalization period 

duRe ~o. 201 €i 

To 8e Determined 

July 6, 2016 

July ·11 , 2016 

Through 

July 11 , 2016 

+ 9 ~ 9 Qetem:iiAe9 

July 20. 20m 

July 22, 2016 

16 . Contract award Jyly rn, 20m 

+ 9 ~ 9 Qelem:iiRe9 

Jyly 27, 2016 

July 29. 2016 

17. Contractor start date September 26, 2016 

This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 

Page 5 
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FIRM: 

SECOND REVISION 
Attachment Two 

Cost Sheet 
Request for Proposal Number 528921 

----------------------------

Applicable taxes and regulatory fees, per FCC rules, shall be passed through by the provider to the 
consumer directly with no markup, and must not be included in the Per Minute Rate. 

Debit Calling Per Minute Rate 
-Local 
-lntralata 
-lntertata/lntrastate 
-Interstate 

Pre-Pav Per Minute Rate 
-Local 
-lntralata 
-lntertata/lntrastate 
-Interstate 

Pre-Pay Account Fees One-Time Fee 
-Establish Account Setu Fee 

0 ,pt1ona (add rows as necessary) 

SECURUS Technologies 

Collect Calling 
-Local 
-lntralata 
-lnterlata/lntrastate 
-Interstate 
-International (provide rates below 
for each country where collect 
callino is available) 

Debit Calling 
-International (provide rates below 
for each country where calling is 
available) 

Miscellaneous Products or 
Services, Description 

Per Minute Rate 

Per Minute Rate 

Cost & Unit of Measure 
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Byron L. Diamond 
Director 

Pete Ricketts, Governor 

Date: 

To: 

From: 

RE: 

June 14, 2016 

All Bidders 

ADDENDUM TEN 

REVISED SCHEDULE of EVENTS 

Robert Thompson/Nancy Storant, Buyers 
AS Materiel, State Purchasing Bureau 

Addendum for Request for Proposal 5289Z11 
to be opened Jl:Jne 1, 2016 To Be DoteFmincd Jl:JRe 14 , 20'1€~ Jl:Jne 17, 2016 June 21 2016 at 
2:00 p.m. Central 

Revised Schedule of Events 

A. SCHEDULE OF EVENTS 

10. 

11. 

The State expects to adhere to the tentative procurement schedule shown below. It should 
be noted, however, that some dates are approximate and subject to change. 

ACTIVITY DATE/TIME 

Proposal opening dl:Jne 1, 2EH@ 
Location: State Purchasing Bureau 

1526 K Street Suite 130 To Be Determined 
Lincoln, NE 68508 Jyne 14 , ;wrn 

Jynef1, ~gm 

June 21 , 20 16 

2:00 PM 

Central Time 
Review for conformance of mandatory requirements 

dl:JAO 1, 2016 

Te Be Detem::iined 

JYR9 ~4 , ~QHl 

Jbme17, ~QHl 

June 21 , 20 16 

Materiel Divisilolill • Bo Botelho, ateriel Admi istrator 

Administrative Services • 1526 K Street, Suite 130 • Lincoln, Nebraska 68508 • Phone: 402-471-6500 • Fax: 402-471-2089 
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ACTIVITY DATE/TIME 
12. Eva.luation period 

June 3, 28 m 

To Be Determined 

J1:1 Ae H~. 2016 

Jl:IA9 20, 2Q16 

June 24, 2016 

through 

Jl:IA9 1Q, 2018 

+Q 13e Qetei:miA9Q 

June 22, 2016 

June 27, 2016 

July 1, 2016 
13. 

"Oral Interviews/Presentations and/or Demonstrations'' (if To Be Determined 
required) 

14. Post "Letter of Intent to Contract" to Internet at 
June 28, 2016 hlln://das.nebraska.gov/materteuuurchasing.html 

To Be Determines 

J1:1ly 6, 2016 

July 11 , 2016 

July 15, 20-16 
15. Contract finalization period 

June 20, 2016 

+Q 13e Qetei:mi1'.l99 

J1:1ly 6, 2016 

July 11 , 2816 

July ·ts , 20 ·15 

Through 

J1:1 ly 11 , 20'16 

To Be Determines 

July 28, 2016 

July 22, 20 '16 

July 26 , 20 '16 
16. Contract award 

July 18, 29m 

To Be Determines 

July 27, 2016 

July 29, 2016 

August 2, 2016 
17. Contractor start date 

September 26 201 6 
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This addendum will become part of the proposal and should be acknowledged with the Request for 
Proposal 

Page 3 
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COMPANY SUMMARY 
Securus Serves 

Providing 

For 

With Products 
And Services 
That Prov· de 

Name and Address 

City, DOC, State and Federal Governmental Agencies 

Civi l and Criminal Justice Technology Solutions 

Public Safety, Investigation, Corrections 
and Monitoring Professionals 

Emergency Response 
Incident Management 
Publ ic Information 
Investigation 
Verification 

Communication 
Information Management 
I nm ate Self-Servi ce 
Monitoring 
Inmate Entertainment 

Trust Funding and more ... 

Secu rus Technologies 
14651 Da llas Pkvvy, Su ite 600 
Dallas, TX 75254-8815 

Family and Friends Website: www.securustech.net 

Agency Websrte: 

Management: 

wv f\f\l. se cu ru stec h no Io gi es.com 

Richard A. Sm ith, CEO 
R bert Pickens, President 
Ge ff Boyd, CFO 
osh Conklin, S\/P Sales 
ussell R berts, SVP I ~arketing and Product Strategy 

Corporate Office Locatfons Da llas, TX; Fram ingham, MA; Miami, FL; Atlanta, GA 

Other Brands Own.ed JLG Tech ologies 
Sate llite Tracking of People (STOP) 

Headquartered in Dallas, Texas, and serving nearly 3,000 law enforcement and corrections agencies and 
1,000,000 inmates across North America, Securus Technologies is committed to serve and connect by providing 
emergency response, incident management, public information, investigation, verification, communication, 
information management, inmate self-service, and monitoring products and services in order to make our 
world a safer place to live. Securus Technologies focuses on "Connecting what matters". To learn more about 
our full suite of civil and criminal justice technology solutions, please visit www.securustechnologies.com. 
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ORIGIN 10:ADSA {972) 277-0494 
SHARI PUFPAFF 

SHIP DATE: 17 JUN16 
ACTWGT: 20.00 LB 

SECURUS CAD: 9869917/INET3730 
14651 DALLAS PARKWAY, SUITE 600 

DALLAS, TX 75254 
UNITED STATES US 

BILL SENDER 

rn ROBERT THOMPSON / NANCY STORANT 
STATE PURCHASING BUREAU 
1526 K STREET, SUITE 130 

LINCOLN NE 68508 
(402) 471-6500 REF: 090 
)NV: 
PO: DEPT090 

ITO~~~ 1 7765 4565 0346 

MON - 20 JUN 10:30A 
PRIORITY OVERNIGHT 

68508 SC LNKA NE-US OMA 

I I I I 111 111 
62 01 LJ8 02 Nnr srnz 

~ 




