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Request for Response (“RFR”) For a

Secure Inmate Calling System and Related Services

COMMBUYS Bid Number: RFR - BD-18-1044-EPS17-EPS1-19423
Response Deadline Date: Tuesday, November 14, 2017 by 5:00 p.m. EST  


Note: Section 2: Procurement Calendar for other key procurement dates
*No Phone Calls Will Be Accepted or Responded To*

RFR Point of Contact:
Gerard McMahon

E-Mail Address:

gerard.mcmahon@state.ma.us

Please Note: This is a single document associated with a complete Bid (also referred to as Solicitation) that can be found on COMMBUYS (www.COMMBUYS.com).  All Bidders are responsible for reviewing and adhering to all information, forms and requirements for the entire Bid, which are all incorporated into the Bid.  Bidders may also contact the COMMBUYS Helpdesk at COMMBUYS@state.ma.us or the COMMBUYS Helpline at 1-888-MA-STATE.  The Helpline is staffed from 8:00 AM to 5:00 PM Monday through Friday Eastern Standard or Daylight time, as applicable, except on federal, state and Suffolk county holidays.

This RFR - BD-18-1044-EPS17-EPS1-19423 and all responses and information submitted in response to this RFR are subject to the Massachusetts Public Records Law, M.G.L. c. 66, § 10, and to M.G.L. c. 4, §§ 7, 26. Requests for public records may made to the Executive Office of Public Safety and Security (EOPSS), Office of the General Counsel, by directing your request to the following URL Link: http://www.mass.gov/eopss/public-request-html
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1.
RFR INTRODUCTION AND GENERAL DESCRIPTION
1.1
TERMINOLOGY

The following words and phrases used in this RFR shall have the following meaning, unless the context requires otherwise.

Accepted Telephone Calls: Inmate collect calls positively accepted (proactively or passively) approved by the called party via the use of Touch Tone input.
Americans with Disabilities Act or ADA: the Americans with Disabilities Act of 1990, as amended.

Bidder: an individual or organization proposing to enter into a contract to provide commodities and/services to the Commonwealth under this RFR.

Billed Number Screening or BNS: database that permits telecommunications providers to list high level numbers for the purpose of placing call billing restrictions on their telephone lines.

Contractor: a bidder that has been selected and has contracted with the Executive Office of Public Safety and Security to provide services under this RFR.

Contract: The word “contract” refers to any contract resulting from this RFR.

COTS: commercial off-the-shelf. 

CMR: Code of Massachusetts Regulations.
DCJIS: Department of Criminal Justice Information Services, an agency within the Massachusetts Executive Office of Public Safety and Security (“EOPSS”) which interacts with law enforcement and criminal justice agencies from across the Commonwealth and nation. 

Department or DOC: The Massachusetts Department of Correction, an agency within EOPSS which is responsible for managing the operation of sixteen (16) correctional institutions located within the Commonwealth. These institutions vary in level of security and house approximately 8,960 inmates as of May, 2017. 

DOC Facility/Facilities: The institutions of the Department of Correction including all state correctional facilities, pre-release centers, the Bridgewater State Hospital, Massachusetts Alcohol and Substance Abuse Center (MASAC) at Plymouth and the Massachusetts Treatment Center.

DOC Personnel/Staff: Employees of the Massachusetts Department of Correction.

DTC: The Massachusetts Department of Telecommunications and Cable.

Executive Office of Public Safety and Security or EOPSS: The Executive Office of Public Safety and Security of the Commonwealth of Massachusetts.

FCC: The Federal Communications Commission.

Fiscal Year: The year beginning with July 1st and ending with the following June 30th as defined in M.G.L. Chapter 4, Section 7.  This may also be referred to as the "State Fiscal Year."

Gross Revenue: Revenue for all accepted calls without exception.

Inmate Calling System or ICS: the inmate calling system. 
Inmate Management System or IMS: An application that is owned and managed by the Commonwealth. It is used to track various types of inmate data. The information that the DOC collects includes inmate movement from institution to institution, block room information, date computation, booking, classification, social history, security threat group, and medical information.

Inmates: All persons, male and female, adult and minor, housed in facilities or admitted or admitted to or committed to the care and custody of the Massachusetts Department of Correction, including, but not limited to, all sentenced prisoners, civil commitments, state and federal detainees and any other individual under the custody of the Massachusetts DOC.

Inter-LATA: Calls made from LATA to another LATA. 
Intra-LATA: Calls made within the same LATA.
Local Exchange and Transport Area or LATA: Geographical boundary between local exchange and inter-exchange carriers.
Local Exchange Carrier or LEC: any person engaged in the provision of telephone exchange service, not including a person engaged in the provision of commercial mobile service under section 332(e) of the Federal Communications Act of 1934.
Line information database or LIDB:  a series of databases created by the LECs to enable them to share validation and screening data with each other on a per-call basis.

Location-Based Service or LBS: a service that uses real time data from a cellular device to provide the geographical location of the caller and subscriber information of the caller.  
MCI: Massachusetts Correctional Institution.
M.G.L.: Massachusetts General Laws.

Personal Identification Number or PIN: Identification number assigned to the inmate by the DOC.
Program: The goods and services provided by the Contractor under this contract.

Request for Response or RFR: the mechanism used to communicate procurement specifications.

Response: a response from a bidder to the Request for Response.  A response shall include submissions commonly referred to as “bids,” “quotes,” or “proposals.”

SST: Strategic Sourcing Team. Personnel assigned to this specific procurement including development of the RFR document and evaluation of Bidder responses to the RFR.

TDD/TTY: a telecommunications device consisting of modems that permit typed telephone conversations with or between deaf, hard of hearing or speech impaired people.

Uninterruptible Power Supply or UPS: a system designed to provide power, without delay or transients, during a period when the normal power supply is incapable of performing acceptably.

24 x 7: twenty-four (24) hours a day, seven (7) days a week, three hundred sixty-five (365) days a year.

1.2
PROCUREMENT SCOPE AND DESCRIPTION

The Commonwealth of Massachusetts Executive Office of Public Safety and Security is soliciting Bidders to submit responses to this Request for Response for furnishing, installing and maintaining a Secure Inmate Calling System and Related Services for use in the Department of Correction’s correctional institutions. The goal of this procurement is to provide effective communications tools for inmates, control inmate telephone usage and limit the use of the telephone system for fraudulent activity, and to procure state of the art fraud prevention and detection, investigative and security features.
This RFR addresses the needs of the DOC in regards to the Secure Inmate Calling System and Related Services. The Secure Inmate Calling System and Related Services shall include, but are not limited to, the following:

Corrections Focused

· Commercial off-the-shelf, state of the art, turnkey solution (with capability of video visitation and video relay service)
· Completely maintained by the Contractor --neither the Commonwealth, EOPSS, or DOC shall provide labor or equipment to implement or maintain services
· Secure web-browser-based access for DOC personnel with secure login from anywhere at any time via a secure, password-protected method
· System shall be hosted at vendor’s data center or cloud-hosted.  Servers shall not be hosted at a Commonwealth, EOPSS or DOC data center facility
· Digital Call Recording Functionality and Storage

· Bidder-Provided Site Administrators (Each Facility)

· Reporting module fully integrated with the software application, including fully developed standard reports used to support daily operations and investigative management

· User-friendly ad hoc reporting tool that allows users to develop additional reports that can be integrated into the application creating a seamless user experience for reporting

· System Training (DOC Site Administrators, Investigators, and all other Users) to include ongoing training and remote access technical support  

· Interface to DOC’s Inmate Management System

· Comprehensive fraud control features

· Implementation plan to minimize disruption and downtime
· Capable of recorded announcement stating that the call is from an inmate that can be heard on the recording

· Not capable of third-party calling, as such violates DOC regulation
Inmate Focused

· New Inmate Telephone Instruments (All Facilities)

· New Coin Operated Pay Telephones for Public Areas within Facilities (All facilities) 
· New Cabling for Inmate Telephone Instruments and Pay Telephones at each Facility to support the ICS
· Local Exchange Service (Collect and Debit)

· Intra and Inter-LATA Long Distance Service  (Collect and Debit)

· International Long Distance Service (Collect and Debit)

· Voice Prompts in English and Spanish
· Interface to third party commissary vendor to provide the ability to automate purchase of telephone minutes  
· Automated PIN and Inmate Telephone Number Request  administration function
· High quality of calling services and ease of ICS use for inmates and the recipients of their calls
· Must be able to establish hotlines to Prisoners’ Legal Services and the Committee for Public Counsel Services (CPCS) Innocence Program, as well as for Prison Rape Elimination Act (PREA) reporting
EOPSS and DOC are seeking a solution that uses proven and innovative technologies and business processes that have been implemented with success in previous engagements with similar government correctional agencies.  Such complete solutions shall be the result of a proven record of creative development, implementation and operation that shall meet EOPSS’ performance standards on an ongoing basis.  

The DOC intends to have DOC personnel, located at each of its facilities, monitor and control all inmate calling for that facility.  Staff at DOC headquarters shall have the ability to access the ICS database at any time via a secure, password-protected method. 
In addition to the Contractor-provided Site Administrators, authorized and trained DOC personnel at each DOC correctional facility shall have the ability to create, change or modify any privileges and/or restrictions pertaining to inmates at their particular institution or at another institution. Authorized DOC staff shall have the ability to enter, modify and/or view the ICS database for inmates located at their facility. Only the DOC Chief of Investigative Services may authorize changes to a staff member’s user account permissions. 
1.3
BACKGROUND INFORMATION

Currently, the DOC is under contract with Global Tel Link (GTL) for its present Inmate Calling System. GTL provides all local exchange service, intra and inter-LATA collect, pre-paid, and debit call services, all inmate telephone hardware and wiring of all DOC facilities as well as all call recording devices. All servers and databases are located at two vendor sites in Texas. 
The current contract expires on or about September 2, 2017.  The current contract has been renewed for the period commencing September 3, 2017 and ending on or before June 30, 2018. 
All inmate calls are currently placed as collect and/or pre-paid debit. All calls are identified to the recipient as a call from an inmate at a Massachusetts Correctional Institution (MCI).  Inmates are presently required to use PINs to place all calls (collect or debit), and state their name clearly for identity confirmation using a voice recognition feature. All calls are recorded by the DOC with the exception of telephone calls to attorneys; designated and pre-approved ordained clergy; pre-approved and licensed psychotherapists, physicians, social workers and/or mental health and human service professionals; Prisoners’ Legal Services, The CPCS Innocence Program; and DOC hotlines to report incidents of sexual harassment/abuse.  As Massachusetts is a two-party consent state, the recipient must acknowledge that the call is being recorded by being informed of same and then accepting the call.  

The Contractor shall also provide coin-operated, public telephones in DOC institutions, as required. These telephones shall be located in areas such as public lobbies, visiting areas and pre-release facilities. 

The Contractor shall provide a commission based on a percentage of Gross Revenue, as defined above.
All commission percentages shall be stated in the Cost Tables Form.  Payments to the DOC shall be paid monthly.

ALL GOODS AND SERVICES PROVIDED UNDER THIS RFR SHALL BE AT NO COST TO THE COMMONWEALTH, EOPSS, OR DOC, INCLUDING, WITHOUT LIMITATION, ALL LABOR, PARTS, MATERIALS, EQUIPMENT, HARDWARE, SOFTWARE, NETWORK SERVICES, FULL DESIGN, PROGRAMMING AND INSTALLATION, TESTING, TRAINING, MAINTENANCE AND ONGOING SUPPORT.
The specifications set forth in this RFR shall form the basis for and be incorporated into the contract that will be executed with the contractor, and, therefore, the failure of a bidder to specifically state in its response its inability to meet the specifications set forth in this RFR shall be deemed to constitute the bidder’s acknowledgment of its ability to comply with the specifications set forth in this RFR.

The order of precedence of the contract shall be as follows: (1) the Commonwealth Standard Terms and Conditions; (2) the Commonwealth’s Standard Form Contract; (3) RFR - BD-18-1044-EPS17-EPS1-19423 Secure Inmate Calling System and Related Services; and (4) Contractor’s RFR response.
1.4
APPLICABLE PROCUREMENT LAW

This Bid is issued under the following laws:
M.G.L. c. 7, § 22; c. 30, § 51, § 52; and 801 CMR 21.00. 
1.5
NUMBER OF AWARDS
EOPSS intends to award one (1) contract to a contractor who shall assume full responsibility for the goods and services provided under this RFR.
1.6
RFR GENERAL INFORMATION

The following information is provided for the Bidder’s information only. All contact with EOPSS regarding this RFR document shall be conducted according to the requirements outlined in Section 2.0 of this RFR. 

	COMMBUYS
	www.commbuys.com

	COMMBUYS Bid Number
	BD-18-1044-EPS17-EPS1-19423

	Purchasing Department
	Executive Office of Public Safety and Security on behalf of the Department of Correction

	Address
	One Ashburton Place - Room 2133

Boston, MA 02108

	Contact Person
	Gerard McMahon

Project Manager and Strategic Sourcing Team Leader

gerard.mcmahon@state.ma.us

	Procurement Category
	Equipment, Software and Services – Telecommunications Systems – Standard, Single-Purpose

	RFR File Name/Title
	Secure
Inmate Calling System and Related Services


1.7
ELIGIBLE ENTITIES
“This RFR is a “Non-Statewide/Limited User Contract”.  This procurement option is conducted and managed by a single Department or a self-selected group of Departments on behalf of a selected group.  Therefore, the resultant contract(s) form this RFR will be open for use to the Issuing Entity (EOPSS), the DOC, and the Massachusetts County Sheriffs.  In addition, the resultant contract(s) from this RFR will be open to use to other Departments that are later approved by EOPSS.  Other Departments requesting to use this contract must submit a request in writing to EOPSS.  Approvals granted, if any, will be in writing.  
1.8
ACQUISITION METHOD
The acquisition method for this contract is as follows: the Contractor shall pay a commission to the Department based on a fixed percent of the gross revenue attributed to the Inmate Calling System for all call traffic (collect, debit, and pre-paid).  This contract has a durable commodities component in addition to the services.  

This contract shall result in a commission being paid to the DOC. At no time shall this contract result in a cost being paid by the Commonwealth, EOPSS, or the DOC to the Contractor.
No Federal Funds will be used to fund any part of this contract.

This Request for Response is being procured in compliance with the World Trade Organization for procurements.

1.9
CONTRACT DURATION
The anticipated duration of the contract is five (5) years beginning on the Contract Effective Start Date.  The contract will allow for five (5) options to renew for a period of up to one (1) year each, contingent upon the procuring needs of EOPSS.  Therefore, the Total Anticipated Contract Duration, including the renewal options, is ten (10) years from the Contract Effective Start Date.

The expected duration of this contract is as follows:

	Contract Duration
	Number of Options
	Number of Years/Months
	

	Initial Duration
	
	Five (5) Years
	

	Renewal Options
	Five (5)
	Up to One (1) Year Each
	

	Total Maximum Contract Duration
	
	Ten (10) Years
	


Performance and payment time frames which exceed contract duration: At the request of the Department, the Contractor shall be required to complete the performance of any or all terms or other agreements for services into or commenced during the term of the contract whose performance and payment timeframes extend beyond the maximum contract duration end date and/or to work cooperatively with the Department to undertake all actions necessary to ensure timely project completion and continued Inmate Calling System operation.

At the request of the Department, the Contractor shall be required to enter into a maintenance agreement following the expiration of the Contract End Date if necessary to maintain and/or monitor the system or individual system components beyond the maximum contract duration.
2.
ESTIMATED PROCUREMENT CALENDAR
	Procurement Activity/Milestone
	Date(s)

	RFR Released to COMMBUYS
	Wednesday, August 30, 2017

	Deadline for Submitting Bid Intent Form
	Friday, September 8, 2017  by 5:00 p.m. EDT 

	Bidder Conference (mandatory)
	Thursday, September 21, 2017

10:00 – 11:30 a.m. EDT

Department of Correction Central Headquarters
50 Maple Street, Suite 3
Milford, MA 01757

	Site Visits

(mandatory)


	Tuesday October 3, 2017

10:00 – 11:30 a.m. EDT

MCI – Norfolk 

2 Clark Street

Norfolk, MA  02056

Tuesday October 3, 2017

1:00 – 2:30 p.m. EDT

MCI Shirley Medium

1 Harvard Road

Shirley MA  01464 

	Deadline for Submission of Questions through COMMBUYS “Bid Q&A”
	Thursday,  October 19, 2017 by 5:00 p.m. EDT

	Official Answers for Bid Q&A published
	Friday, October 27, 2017 by 5:00 p.m. EDT (Note: Answers will be published throughout Q&A time period)

	Bid Amendment Deadline / Online Quote submission begins 
	Friday, November 10, 2017 by 5:00 p.m. EST

	Deadline for Submitting Proposals
	Tuesday, November 14, 2017 by 5:00 p.m. EST

	Oral Presentations for Selected Bidder (s)
	Tuesday and Wednesday, December 12 and 13, 2017 time and location TBD

	Site Inspections for Selected Bidder(s) if required by EOPSS and DOC
	December 2017

	Notification of Award to Successful Bidder pending signing of Contract Agreement
	December 2017

	Finalizing Contract Negotiations
	January 2018

	Anticipated Start Date
	February 1, 2018


All times are Eastern Standard/Daylight Savings (US), as displayed on the COMMBUYS system clock displayed to Bidders after logging in.  If there is a conflict between the dates in this Procurement Calendar and dates in the Bid’s Header, the dates in the Bid’s Header on COMMBUYS shall prevail.  Bidders are responsible for checking the Bid record, including Bid Q&A, on COMMBUYS for Procurement Calendar updates.

2.1
WRITTEN QUESTIONS VIA THE BID Q&A ON COMMBUYS 

The “Bid Q&A” provides the opportunity for Bidders to ask written questions and receive written answers from the SST regarding this Bid.  All Bidders’ questions shall be submitted through the Bid Q&A found on COMMBUYS (see below for instructions).  Questions may be asked only prior to the Deadline for Submission of Questions stated in the Estimated Procurement Calendar. The issuing department reserves the right not to respond to questions submitted after this date.  It is the Bidder’s responsibility to verify receipt of questions. 

Please note that any questions submitted to the SST using any other medium (including those that are sent by mail, fax, email or voicemail, etc.) will not be answered.  To reduce the number of redundant or duplicate questions, Bidders are asked to review all questions previously submitted to determine whether the Bidder’s question has already been posted.

Bidders are responsible for entering content suitable for public viewing, since all of the questions are accessible to the public.  Bidders shall not include any information that could be considered personal, security sensitive, inflammatory, incorrect, collusory, or otherwise objectionable, including information about the Bidder’s company or other companies.  The SST reserves the right to edit or delete any submitted questions that raise any of these issues or that are not in the best interest of the Commonwealth or this Bid. 
All answers are final when posted.  Any subsequent revisions to previously provided answers will be dated.

It is the responsibility of the prospective Bidder and awarded Contractor to maintain an active registration in COMMBUYS and to keep current the email address of the Bidder’s contact person and prospective contract manager, if awarded a contract, and to monitor that email inbox for communications from the Procuring Department, including requests for clarification. The Procuring Department and the Commonwealth assume no responsibility if a prospective Bidder’s/awarded Contractor’s designated email address is not current, or if technical problems, including those with the prospective Bidder’s/awarded Contractor’s computer, network or internet service provider (ISP) cause email communications sent to/from the prospective Bidder/Awarded contractor and the Purchasing Department to be lost or rejected by any means including email or spam filtering.

2.2
AMENDMENT DEADLINE 

The SST reserves the right to make amendments to the Bid after initial publication.  It is each Bidder’s responsibility to check COMMBUYS for any amendments, addenda or modifications to this Bid, and any Bid Q&A records related to this Bid.  The SST and the Commonwealth accept no responsibility and will provide no accommodation to Bidders who submit a Quote based on an out-of-date Bid or on information received from a source other than COMMBUYS.

2.3
BIDDER CONFERENCE AND SITE VISITS
The Bidders’ Conference is the conference conducted by the SST for the purpose of informing prospective Bidders about general Bid information and answering questions from prospective Bidders. Attendance is mandatory.  Site Visits at two (2) DOC correctional facilities will allow Bidders to gain familiarity with the installation requirements of each facility. Please refer to Section 2   Procurement Calendar for date and location information. Both the Bidder Conference and Site Visits are mandatory.
2.4
ORAL PRESENTATIONS/PRODUCT DEMONSTRATIONS  

The SST may, in its sole discretion, elect to require any or all Bidders to submit one or more samples of any or all equipment described in the response, and such sample(s) may be subject to an operational evaluation by the SST.  In addition, the SST may request that any or all Bidders provide a demonstration of the equipment.  Selected Bidders who are asked to participate in Oral Presentations/Product Demonstrations will be expected to prioritize this in their schedules.  The SST will make every effort to find a mutually convenient time for the Bidder and the SST.  However, failure to appear at the scheduled time of the presentation/demonstration may result in disqualification, reduction of points or other action that the SST deems appropriate.
2.5
RESPONSE TO RFR SPECIFICATIONS 

The Bidder should read the RFR in its entirety prior to responding to the individual specifications. This will ensure that the Bidder is not providing extraneous information to one specification that would be required in another. The Bidder is encouraged to address each specification in a succinct manner eliminating the presenting of verbose or marketing-related responses when a simple answer or brief explanation is requested.

2.5.1
The Bidder shall follow the same sectional format of this RFR and provide an individual response to each RFR specification in its Response. All Responses shall be presented using the same numbering sequence and order used in this RFR or as otherwise specified by the SST. A response to each specification is required whether the specification only provides information or requires information from the Bidder. The Bidder shall not provide a “blanket statement” stating compliance to an entire RFR section.

2.5.2
To each mandatory RFR specification, the Bidder shall clearly state in the affirmative that the Bidder shall “comply” with or “agree” to the RFR mandatory requirement.  In addition, the Bidder shall explain in detail how its proposed ICS shall meet the requirements of the RFR, and a failure to do so may be viewed as an incomplete response.
2.5.3
To each RFR specification that requires that the Bidder “list”, “describe”, “state”, “provide,” “address,” or “identify” a subject matter, the Bidder shall provide the list, description, statement, etc. clearly in that section of its RFR response. The Bidder shall not simply reply with “Comply” or other similar response. References by the Bidder to review attachments containing brochures, white papers or other standard “boilerplate” material as a response to a particular RFR specification will not be accepted.  The Bidder is, however, allowed to provide such attachments in support of its written response to the particular specification.   

2.5.4
If a Bidder is unable to meet a specification required in this RFR, the Bidder’s Response shall include an alternative method for meeting such specification by identifying the specification, the proposed alternative, and thoroughly describing how the alternative achieves substantially equivalent or better performance than the performance required in the RFR specification.


The SST will determine if a proposed alternative method of performance achieves substantially equivalent or better performance. The determination of the SST on the Bidder’s proposed alternative method will be final.

The goal of this RFR is to provide the best value of commodities and services for the Commonwealth. 
2.6
ACCESS TO SECURITY-SENSITIVE INFORMATION
Bidders agree to adhere to this section in the event that an eligible entity provides a Contractor with security-sensitive information which, pursuant to M.G.L. c. 4, § 7, cls. 26(n), is generally exempt from public disclosure under the Commonwealth’s public records laws and shall, for public safety purposes, be safeguarded from widespread public disclosure.  This security-sensitive information is in the form of blueprints, plans, policies, procedures, schematic drawings, which relate to internal layout and structural elements, security measures, emergency preparedness, threat or vulnerability assessments, and/or any other records relating to the security or safety of persons or buildings, structures, facilities, utilities, transportation, information technology or other infrastructure located within the Commonwealth.  Qualified prospective Bidders that are interested in accessing this information for the purpose of preparing a Quote shall, before being allowed to access the information, sign a confidentiality agreement, thereby agreeing to:
· Restrict the use of these sensitive records for any other purpose than as authorized and for the purpose of putting together a bid proposal;

· Safeguard the information while it is in their possession (consistent with Section 6 of the Commonwealth Terms and Conditions); and

· Return such records and materials to the Commonwealth upon completion of the project.

In addition, all Contractor personnel and sub-contractors will be required to undergo state and national criminal background checks before being allowed access to security-sensitive information, systems, and sites. The winning bidder must sign Commonwealth provided non-disclosure forms.
2.7
FORMS
· Required Forms Checklist – Checklist of RFR Forms that need to be signed and / or completed and submitted with completed forms.
· Bidder Intent Summary Form - NOTICE: To attend the Site Visits, Bid Intent Forms SHALL be submitted to Gerard McMahon (gerard.mcmahon@state.ma.us) by no later than by 5:00 p.m. EDT on Friday, September 8, 2017. It is the responsibility of the Bidder to verify receipt of the form. Completed Bid Intent Forms are required for security clearance for entry into the Institutions. Jeans of any color are not allowed inside correctional facilities.  Bidder employees/agents who enter any Department institution shall comply with 103 CMR 483.00 et seq., the Visiting Procedure regulation, which can be found at:  http://www.mass.gov/eopss/docs/doc/policies/483.pdf, as well as comply with the attire requirements of 103 DOC 225, attached hereto as Attachment D- 103 DOC 225.
· Request for Taxpayer Identification Number & Certification (Massachusetts Substitute W-9 Form) – This form shall be executed without modification. Please ensure that the legal address listed on the Commonwealth Terms and Conditions is the same legal address indicated on this form.
· Commonwealth Terms and Conditions Form - All Bidders shall complete, execute and return the Commonwealth Terms and Conditions. The Bidder shall complete all blanks and required information fully and accurately. This form shall be executed without modification.
· Standard Contract Form - All Bidders shall execute a Standard Contract Form prior to Contract execution.  Failure to return a completed and executed Standard Contract Form may disqualify the Bidder’s response.  By executing the Standard Contract Form, the Contractor certifies under the pains and penalties of perjury that it has submitted a response to this Request for Response (RFR) that is the Contractor’s offer as evidenced by the execution by the Contractor’s authorized signatory, that the Contract’s response may be subject to negotiation, and that the terms of the RFR, the Contractor’s response and any negotiated terms shall be deemed accepted and included as part of the Contract upon execution of the Standard Contract Form by the Commonwealth’s authorized signatory.

· Contractor Authorized Signatory Listing Form - All Bidders responding to this RFR shall complete the Contractor Authorized Signatory Listing Form that provides a listing of individuals who are authorized as legal representatives of the Bidder who can sign contracts and other legally binding documents.  In addition, Bidders shall complete the Proof of Authentication of Signature.
· Supplier Diversity Plan Form 1 and Supplier Diversity Plan Form 2 - Pursuant to Executive Order 524, any contract with a potential financial benefit of $150,000 or more requires a bidder to complete applicable sections of this form and include the required attachments for consideration in the scoring of the submission for any contract opportunity with the Commonwealth of Massachusetts.

· Cost Table Form 

· Business Reference Form - Bidders shall submit three (3) references. 
· Authorization for Electronic Payment Form - All bidders responding to this RFR must agree to participate in the Commonwealth Electronic Funds Transfer (EFT) program for receiving payments. EFT is a benefit to both contractors and the Commonwealth because it ensures fast, safe and reliable payment directly to contractors and saves both parties the cost of processing checks. Contractors are able to track and verify payments made electronically through the Comptroller’s Contractor Web system. A link to the EFT application can be found on the OSD Forms page (www.mass.gov/osd). Additional information about EFT is available on the ContractorWeb site (www.mass.gov/osc). Click on Guidance for Contractors. 
· Massachusetts Department of Correction Volunteer and Contractor Training and Acknowledgement of Prison Rape Elimination Act (PREA) – Attachment IV, is a required form.  All Bidders shall complete, execute and return this form, signifying its understanding and acknowledgement of its contents, which shall be executed without modification.

· Non-Disclosure Agreement Form is a required form. NOTICE: The Non-Disclosure Agreement Form shall be signed and submitted to Gerard McMahon (gerard.mcmahon@state.ma.us) by no later than by 5:00 p.m. EDT on Friday, September 8, 2017.  It is the responsibility of the Bidder to verify receipt of the form. Following receipt of the executed Non-Disclosure Agreement Form, the Bidder will receive the Required Inmate Telephones/Topographical Map of DOC Facilities.
2.8
PERFORMANCE BOND REQUIREMENT

Simultaneously with the execution of the contract, the Contractor shall provide to the DOC, at its own expense, a performance bond with a surety company qualified to do business in Massachusetts and in a form satisfactory to the DOC to guarantee the faithful performance of the contract. The penal sum of such bond shall be in the amount of $500,000. The bond shall remain in effect for the duration of this contract plus two (2) years from the date of contract completion or termination.

2.9
VICTIM INFORMATION AND NOTIFICATION EVERYDAY (VINE) 
The Contractor shall pay the annual cost of VINE each year of the contract resulting from this procurement. The first payment shall be made within thirty (30) days of contract execution. 
2.10
RESPONSE PREPARATION COST

Neither the Commonwealth, EOPSS, or the DOC will be responsible for any costs or expenses incurred by Bidders responding to this RFR.

2.11
CANCELLATION OF THIS PROCUREMENT

EOPSS may cancel this RFR procurement at any time.

2.12
EVALUATION OF RESPONSES

Bidders shall submit responses that meet all the submission requirements of the RFR as defined herein. Only responsive proposals that meet the submission requirements will be evaluated, scored and ranked by the SST according to the evaluation criteria. Additional information may be requested from the Bidder by the SST for evaluation purposes. 
Any submission which fails to meet the submission requirements of the RFR will be found non-responsive without further evaluation unless the SST, at its discretion, determines that the non-compliance is insubstantial and can be corrected. In these cases, the SST may allow the Bidder to make minor corrections to the submission.

2.13
BEST AND FINAL OFFER

After the deadline for response submission, EOPSS reserves the right to extend a Best and Final Offer opportunity to all or a select number of Bidders.  Bidders may be asked to submit additional information specific to program specifications and/or pricing.

2.14
BEST VALUE SELECTION AND NEGOTIATION

The SST may select the Response which demonstrates the “Best Value” overall, including proposed alternatives, that will achieve the procurement goals of the DOC.  The SST and a Selected Bidder, or a Contractor, may negotiate a change in any element of Contract performance or cost identified in the original RFR or the Selected Bidder’s or Contractor’s response which results in lower costs or in a more cost effective or better value than was presented in the Selected Bidder’s or Contractor’s original response.

3.
SPECIFICATIONS

3.1
LIST OF CURRENT INSTITUTIONS
The following is a listing of all DOC facilities including current inmate population (as of May 2017). The DOC reserves the right to add or eliminate any DOC institutions to/from this contract at any time during the term of the contract. 

The required number of inmate telephones and a topographical map of DOC Facilities will be provided to bidders upon the receipt by the Department of an executed Non-Disclosure Agreement in the form attached hereto and made a part hereof as Non-Disclosure Agreement Form.
	Facility
	Address
	Population

	Boston Pre-Release Center

(Security Level Minimum/Pre-Release)
	340 Canterbury Street

Roslindale
	108

	Bridgewater State Hospital

(Security Level Medium)
	20 Administration Road

Bridgewater
	201

	Lemuel Shattuck Hospital Correctional Unit
(Security Level Medium)
	180 Morton Street

Jamaica Plain
	26

	Massachusetts Treatment Center

(Security Level Medium)
	30 Administration Road

Bridgewater
	518

	MCI - Cedar Junction

(Security Level Maximum)
	Route 1A

Walpole
	778

	MCI – Concord

(Security Level Medium)
	965 Elm Street

Concord
	724

	MCI – Framingham

(Security Level Medium/Maximum)
	99 Loring Drive

Framingham
	446

	MCI – Norfolk

(Security Level Medium)
	2 Clark Street

Norfolk
	1,404

	Mass Alcohol & Substance Abuse Center (MASAC) at Plymouth

(Security Level Minimum)


	Myles Standish Forest

South Carver
	193

	MCI – Shirley

(Security Level Minimum)
	One Harvard Road, Shirley
	302

	MCI – Shirley

(Security Level Medium)
	One Harvard Road, Shirley
	1,117

	North Central Correctional Institution at Gardner

(Security Level Medium/Minimum)
	500 Colony Road

Gardner
	949

	Northeastern Correctional Center

(Security Level Minimum/Pre-Release)
	Barretts Mill Road

Concord
	182

	Old Colony Correctional Center

(Security Level Medium/Minimum)
	1 Administration Road

Bridgewater
	696

	Pondville Correctional Center

(Security Level Minimum/Pre-Release)
	Norfolk
	132

	South Middlesex Correctional Center

(Security Level Minimum/Pre-Release)
	135 Western Avenue

Framingham
	113

	Souza Baronowski Correctional Center

(Security Level Maximum)
	One Harvard Road, Shirley
	1,071

	TOTAL:
	8,960


Further information regarding the Massachusetts Department of Correction can be found on the Department’s website at www.mass.gov/doc.

3.2
DESCRIPTION OF THE DOC INMATE MANAGEMENT SYSTEM
The Department’s current Inmate Management System (IMS) is used to track various types of inmate data. The information that the DOC collects includes, but is not limited to, inmate movement from institution to institution, block room information, date computation, booking, classification, social history, security threat group, and medical information.

IMS is used to track all inmate movement during their incarceration within DOC’s system, including but not limited to cell movement and institutional transfers, as well as to places outside of the DOC system (e.g. court, outside hospital).  In instances where a state inmate is transferred to a non-DOC facility (e.g. county, federal, out of state) that inmate’s movement is tracked based on institutional movement (one facility to another) only. IMS keeps a history of an inmate’s housing assignments within each institution. The Department also keeps a history of an inmate’s movements between and outside of institutions.

4.
GENERAL BIDDER REQUIREMENTS
This Section lists all of this solicitation for a Secure Inmate Calling System and Related Services. 
4.1
REQUIRED BIDDER ACCOUNT TEAM 
The Contractor shall establish an “Account Team” to interface with the DOC for the ICS and Related Services throughout the duration of the contract. This Account Team shall designate one team member as the single-point-of-contact (SPOC) for the DOC and shall provide system and network design services, system programming services, system transition and implementation services, post installation programming, updates and maintenance services and commission and rate schedule services. 

The Bidder shall list, in its response, the names of the Account Team members, their titles and their role/function during this contract.

4.2
ACCESS TO ACCOUNT TEAM


4.2.1
The Contractor shall provide access to the Account Team in the following manners: 

· Voice Telephone (Toll Free Number)

· Electronic Mail (E-Mail)

4.2.2
Due to the constant and secure nature of the DOC’s daily business, the Contractor shall provide access to key Contractor personnel during emergency situations. To ensure this, the Contractor shall provide access to the Account Team or specific members of the Account Team 24 x 7 by providing cellular and other appropriate contact numbers for the specific Account Team members.

4.3
ACCOUNT TEAM SECURITY REQUIREMENTS 
4.3.1
The Account Team assigned to serve the ICS requirements for the DOC shall comply with all security policies and procedures of the DOC throughout the duration of the contract, as may be amended from time to time by the DOC in its sole discretion. 

4.3.2
All decisions of the DOC relating to a security consideration, policy or procedure of any kind are final and are not subject to arbitration. 

4.3.3
The actual security of supplies, tools, systems and equipment in the DOC’s designated ICS areas are the responsibility of the Contractor, and the Contractor shall adhere to all DOC written tool security policies and procedures.

4.3.4
Upon contract award and prior to any work being performed by Contractor personnel on-site at any DOC facility, the Contractor shall furnish a list of all installation and service employees who will need access to the secure areas of the DOC institution. This list of personnel shall include: 

a) first name, middle initial, and last name;

b) date and place of birth;

c) current residential address;

d) driver’s license state and number; and,

e) social security number.

All Contractor personnel shall receive security and background clearance by the DOC and DCJIS prior to provision of services. See Section 11 – Background Checks for details. The DOC will not unreasonably withhold or delay such clearance.


Security clearance by the DOC is mandatory before any employee of the Contractor will be allowed to enter the DOC institution. Admittance to the DOC institution will be denied to any Contractor employee who, in the opinion of the DOC Official, may compromise the security of the DOC institution. 

4.3.5
The DOC will maintain a current list of the Contractor’s employees with security clearance at the DOC Institution. The Contractor shall immediately notify the DOC whenever an employee on this list is no longer employed by the Contractor so that the employee’s name shall be removed from the security clearance list. 

4.3.6
Should any employee of the Contractor be terminated from his/her position or otherwise disciplined for any reason which may affect the security of the DOC institution (i.e., stealing drugs, improperly distributing drugs to inmates or staff, improper fraternization with inmates, etc.) the DOC shall be notified in writing immediately. 

4.3.7
During the term of this contract, the DOC reserves the right to reject personnel assigned to the Account Team including personnel from the Contractor and personnel from any subcontractors utilized by the Contractor during the life of the contract. This rejection is at the sole discretion of the DOC and is not open to arbitration and not subject to any existing labor agreements between the Contractor and its employees. 
4.3.8
The DOC reserves the right to request the re-assignment of any Contractor personnel they believe are not performing in a proper or professional manner within the DOC’s facilities causing disruption, security issues or embarrassment to DOC personnel or visitors. Should such reassignment of personnel be requested by the DOC, the Contractor shall provide replacement personnel immediately in order to meet assigned installation dates or facilitate necessary repairs or service.

4.3.9
The Contractor shall ensure that all installation personnel assigned to the ICS installed at the DOC appear at the specific DOC site fully equipped to perform the installation duties required. “Fully Equipped” is described as possessing all tools, cable, connectors, ladders, test equipment, termination equipment, etc. needed to complete the required installation or repair without requiring the DOC to supply such items.

4.3.10
The Contractor shall ensure that all installation and repair personnel assigned to the ICS at the DOC be listed on the secure clearance list and appear at the DOC site dressed in a professional manner and possessing company photo identification. 
4.3.11
All personnel shall comply with the attire requirements of 103 DOC 225, attached hereto as Attachment D- 103 DOC 225, as may be amended from time to time.
4.3.12
All DOC facilities are considered “tobacco free”. The Contractor shall agree to inform its installation and repair personnel of such non-tobacco regulations and enforce such at the DOC’s premises.   

4.4 
QUALIFIED PERSONNEL AND CERTIFICATION REQUIREMENT
4.4.1
The Contractor shall provide only personnel that have been trained by the manufacturer on the installation and use of the ICS. The Contractor shall provide to the DOC upon request written verification from the manufacturer of such training completed by the Contractor’s personnel. This includes training on all aspects of the ICS including, without limitation, hardware and software.
4.4.2
The Bidder shall provide, in its proposal, qualifications statements for all personnel assigned to service the ICS. These qualifications statements may include descriptions of formal technical training, certificates received, formal education or degrees consistent with the inmate calling system or engineering field, membership in technical associations, field experience, etc.

4.5
COMPLIANCE WITH LAW 
4.5.1
The Contractor shall adhere to any and all federal, state, and local laws, regulations, rules, guidelines, standards, and orders in effect at the time of the issuance of this RFR or promulgated or issued from time to time throughout the term of the contract or any renewal thereof. The contractor shall immediately correct any and all code violations, deficiencies, or non-compliance at no cost to the Commonwealth, and the contractor shall indemnify and hold harmless the DOC and the Commonwealth from and against any liability, loss, damages, or costs that either may incur as a result of the contractor’s violations, deficiencies, or non-compliance, whether willful, negligent, or otherwise.  
             


4.6
PREVAILING WAGE COMPLIANCE

The Contractor shall adhere to all prevailing wage rate specifications and schedules as determined by the Commonwealth of Massachusetts Executive Office of Labor and Workforce Development and the United States Department of Labor when required. 

5.
GENERAL SYSTEM REQUIREMENTS
The ICS shall meet or exceed the technical requirements outlined in this Section of the RFR. The ICS shall be provided for all DOC facilities, including, without limitation, system installation, training, operation and ongoing maintenance of the system and its components. 
5.1
QUALITY ASSURANCE REQUIREMENTS
The Contractor shall design and establish a quality control system and procedures to ensure that hardware and software supplies and/or services meet the quality standards specified in this RFR. The quality control system, including procedures, shall be subject to the prior approval of the Commonwealth and shall also be subject to inspection and/or audit by the Commonwealth. 
The DOC, in its sole discretion, shall have the right to audit the activities of the Contractor to ensure contract compliance, at no cost to the DOC.  The DOC may elect to use a qualified independent auditor or management firm for this purpose.  If so, the DOC will select a third party for audit purposes and notify Contractor of same so that Contractor can make arrangements for the audit.  The audit may include, but is not limited to, equipment and system operations, call processing, maintenance, management support, revenue and commission information and reporting, including the rating and billing of calls, and the preparation of revenue and commission reports.  The Contractor shall  cooperate by providing any and all necessary in a timely fashion.  Failure to cooperate may be grounds for termination of the contract between the parties.  

5.2 
OVERALL SYSTEM REQUIREMENTS
5.2.1
The ICS shall be a hosted solution whereby the call servers are centralized at the Contractor’s data center(s) or cloud. The ICS shall be supported by secure, geo-diverse redundant Tier 3 data centers.  The system, including all subsystems, shall be available a minimum of 99.999% of the time when measured on a 24 x 7 basis during a calendar year, including during system maintenance and upgrades, that shall be maintained and monitored by the Contractor 24 x7.  The Contractor shall implement security measures for the data centers. These measures shall include physical safeguards, operating system hardening, hardware and software information security best practices, stringent change management processes, security incident response, educational efforts and organizational policies.  The Bidder shall state the locations of the data centers.  
The Contractor shall furnish, install, and maintain forty-six (46) tablets with rugged cases, twenty (20) desktop PCs, twenty (20) laser jet quality printers (22 ppm minimum) with print cartridges for each such PC to support the operation of the ICS.  In addition to all other requirements set forth herein, all equipment shall comply with the Commonwealth’s requirements and specifications governing electronic devices, as may be amended from time to time throughout the duration of the contract. The Bidder shall address in the response the impact on the commission, if any, for furnishing such equipment.  To the extent that furnishing such equipment has an impact on the commission, the Bidder may propose an alternative that minimizes that impact.
Additional PCs and/or printers may be required at individual facility, and the Contractor shall furnish such PCs and/or printers upon request at its own expense. Each desktop PC shall be equipped with a high quality wireless Bluetooth noise cancelling headset approved by the DOC allowing DOC staff to privately review call recordings or monitor live calls. 
The ICS shall be equipped with an Uninterruptable Power Supply (UPS) battery backup to each desktop PC furnished by the Contractor to prevent loss of information/system damage in the event of power outage for a minimum of eight (8) hours.
5.2.2
The Contractor shall maintain, provide technical support, replace and/or upgrade the desktop PCs, laptops, tablets and laser printers, headsets, as needed as determined solely by the DOC during the life of the contract to ensure that DOC staff (and site administrators) have the latest tools for access to the ICS. 
At the termination or expiration of the contract, the Contractor shall remove and/or de-install all equipment furnished hereunder, including without limitation, desktop PCs and telephone instruments. 
5.2.3
The ICS shall allow for access by authorized DOC staff through a secure web-based service in industry standard browser from any DOC desktop or laptop PC or tablet. 

5.2.4
The Contractor shall provide fifty (50) laptop computers with wireless high quality Bluetooth noise cancelling headsets approved by the DOC to be used by DOC investigator staff for remote access to the system. The Contractor shall maintain, provide technical support, replace and/or upgrade these laptop computers during the life of the contract to ensure that investigator staff have the latest tools for access to the ICS.

5.2.5
 The Contractor shall maintain off-site storage of all system databases and facility specific programming, all inmate call records and all inmate call recordings in a minimum of two (2) geographically diverse locations. The Bidder shall state, in its response, the physical location (city/state) where the centralized system database is located.
5.2.6
The Contractor shall provide a secondary system database located in a secondary Contractor location to ensure security and duplication/redundancy of ICS records and inmate call recordings. The Bidder shall state, in its response, the physical location (city/state) where the secondary system database is located.

5.2.7 The ICS shall include all required network services required to provide inmate calling, system operation, database transfers, call recording, remote access by DOC staff and ongoing maintenance. Use of or integration with existing DOC voice and data services is not permitted.
5.2.8 The ICS shall allow for administrator accounts that allow said administrator to restrict DOC personnel to the ICS within their particular DOC facility as well as allow certain DOC personnel to access multiple DOC facility systems, if required.

5.2.9
 The ICS shall process inmate calls in a pre-paid, debit, and collect call mode (traditional and pre-paid) or a combination of the two depending on the DOC facility and unique needs of the DOC.
5.2.10
 The Contractor shall ensure that the ICS can be shut down quickly and selectively. The DOC shall be able to shut down the system globally and restrict all PIN access within an entire facility and/or within a particular housing unit.
5.2.11
 Due to the nature of circumstances when all access to the inmate telephones may need to be disabled, the ICS shall include a manner by which simple “kill switches” can be deployed by DOC staff to disable all inmate telephones within a particular housing unit or entire facility. All facilities require system cutoff switches.  The DOC will provide the contractor with information regarding the number and layout of existing cutoff switches following contract award.
5.3
SYSTEM CALLING REQUIREMENTS
All required system calling features shall be capable of being implemented whether the inmate call is placed in collect, pre-paid, or debit mode. The Contractor shall cooperate fully with any interstate carrier, intrastate carrier, and/or LEC in supplying necessary routing and/or translation changes, in transferring services and/or equipment, and shall order, coordinate, and schedule all associated carriers for the installation of telephone facilities and services.
5.3.1
The ICS shall allow for all inmate telephones to be in use simultaneously.  The Bidder shall describe, in its response, how this shall be accomplished with the ICS.

5.3.2
The ICS shall allow the DOC to completely restrict inmate access to outside network services/facilities should the ICS control unit or the ICS fail for any reason. The Bidder shall describe, in its response, how this restriction is accomplished with the ICS (e.g., toggle “kill” switches, etc.).

5.3.3
The ICS shall be restricted to outgoing calls only. The ICS shall not process incoming calls at any time or for any reason, and no inmate telephone shall be capable of receiving an incoming call. 

5.3.4
The Contractor shall keep all call processing and call rating information current within the ICS. This information includes, but is not limited to, local exchanges, area codes, country codes, vertical and horizontal coordinates and any other information necessary to accurately process and rate calls. The Contractor shall provide the DOC with any and all rate information for all calls upon request by the DOC at any time during the term of this contract.

5.3.5
The ICS shall block all calls made to any or all telephone numbers or services incurring excess charges, long distance carrier access charges, toll free numbers, directory assistance numbers, or third parties, whether the system is used in direct dial, debit-based or collect call mode.   In addition, the ICS shall be equipped with capacity for individual blocked numbers.

5.3.6
The ICS shall allow for specific toll free numbers to be accessed by the inmate according to the inmate’s particular PIN.

5.3.7
The Contractor shall ensure that attorney and other privileged numbers shall be validated and verified. The Bidder shall state how the validation of other privileged numbers shall be accomplished.  The Bidder shall state whether the validation of attorney numbers shall be accomplished through a third party database (Board of Bar Overseers lawyer lookup), direct contact with the attorney, or other means.

5.3.8
The ICS shall not be capable of providing a second dial tone to an inmate telephone without the inmate hanging up the telephone receiver after the first call is completed and the PIN re-entered to place the second call. 

5.3.9
The ICS shall allow for the inmate call to have a maximum “ring time” prior to disconnecting the inmate call. This “ring time” parameter shall be programmable by the DOC but shall be consistent among DOC facilities. 

5.3.10
The ICS shall provide notification to an inmate of the call status (e.g., ringing, busy, etc.). This notification may either be in the form of ringing, busy tones, SIT tones, or appropriate recorded messages. 

5.3.11
The ICS shall not allow the inmate to speak to the called party until the call has been positively accepted.
5.3.12
The ICS not allow the inmate to hear the called party prior to the actual positive acceptance (via touch tone entry) of the call.  

5.3.13
Each call placed, whether direct dialed or collect through the ICS, shall be electronically/audibly identified by the system as being a call originating from a DOC facility in 100% of the cases with or without the accompanying inmate PIN.

5.3.14
If a call is not accepted by the called party, or if no one answers the call, the ICS shall inform the inmate of the situation rather than simply disconnecting the call. The Contractor shall list the recorded information options available to the inmate.
5.3.15
The ICS shall, at the request of the DOC, accept the called party’s response via DTMF (Touch Tone Pad) input from the telephone. Calls shall not be billed until positive acceptance by the called party is indicated by the input of a specific Touch Tone digit.

5.3.16
The ICS shall, at the request of the DOC, have “passive acceptance” for rotary telephone users and particular called numbers such as an automated attendant at an attorney’s office, etc.  Passive acceptance is when the system interprets the non-entry of digits after the playing of the initial collect call message twice as acceptance of the call by the called party. The Bidder shall describe, in its proposal, how the ICS shall accomplish this requirement. 
5.3.17
The ICS shall, at the request of the DOC, announce to the called party the name of the calling inmate. The Contractor shall provide a mechanism to record an inmate’s name a single time to be used each time this announcement is required. The activation or deactivation of this feature shall be controllable by DOC facility by the DOC.  

5.3.18
The ICS shall, at the request of the DOC, provide spoken instructions, in English or in Spanish as an option, to the called party how to accept calls, reject calls and remove their telephone number from the inmate’s authorized call list. 

5.3.19
The ICS shall, at the request of the DOC, announce to the called party the collect call rate, prior to acceptance, when a collect call is placed. The Bidder shall describe how this is accomplished by the called party.

5.3.20
The ICS shall provide a manner for all calls (debit based or collect) to be “branded” with the standard DOC message as well as the statement that “All Calls are Recorded”.  

5.3.21
The Contractor shall ensure a high quality of calling services, correcting noisy call problems and minimizing deficient call completion issues.   The ICS shall provide telephone reception quality meeting or exceeding  all industry standards for service quality, including without limitation, audio quality that meets or exceeds industry standards for transmitted and received levels, noise, cross talk, and frequency range as established by the DTC  and/or the FCC, as may be amended from time to time, as determined by the DOC in its sole discretion.   
Bidders shall describe in detail the methodology to be used to meet this target and provide ongoing measurement to ensure voice quality.  Upon the request of the DOC, the Contractor shall provide the DOC with measurements of voice quality and an action plan to remediate voice quality where voice quality does not meet the telephone reception quality standards set forth herein.  The Bidder shall provide in its response to the RFR a sample report.
5.3.22
The ICS shall, at the request of the DOC, allow for a called party to activate a code (via the touch tone pad of their telephone) that automatically notifies the DOC that the number should be deleted from the inmate’s “Authorized Telephone Number List”.
5.3.23
The ICS shall allow the incoming caller ID displayed to the called party to be controlled by the DOC.   For example, the DOC may wish to display a different calling number for each facility or a single calling number for all facilities. The Bidder shall describe, in its response, how this is accomplished with the ICS.

5.3.24
The Contractor shall provide local exchange service for pre-paid, debit, and collect calling use at each DOC institution.  
5.3.25
The Contractor shall comply in all respects with all applicable federal and state laws, regulations, rules, orders, standards, guidelines, and/or tariffs in effect at the time of the issuance of this RFR or promulgated or issued from time to time throughout the term of the contract, including without limitation, FCC and/or DTC inmate calling rate caps, per minute rates for TTY calls, and restrictions on additional and/or ancillary service charges and/or taxes. The Contractor shall not charge rates in excess of the applicable federal or Massachusetts state inmate calling rate caps.  The Contractor shall seek regulatory approval of changes in tariffed rates to the extent required by and in accordance with governing law. 
5.3.26
The ICS shall process calls on a selective bi‑lingual basis: English and Spanish.  The inmate shall be able to select the preferred language using no more than a two (2) digit code. 
5.4
SYSTEM AUTHENTICATION REQUIREMENTS
The ICS shall use a permission identification process for inmate Personal Identification Numbers (PINs) for all inmate calling (debit and collect). Whether in collect, pre-paid, or debit mode, the proposed ICS shall adhere to the following requirements for PIN operation. 

5.4.1
The ICS shall restrict use through authorized PINs assigned to each inmate. The length of these PINs shall be determined by the DOC and shall remain consistent throughout DOC facilities. The Bidder shall state, in its response, the maximum number of digits allowed by the ICS for inmate PINs.
5.4.2
The ICS shall allow for the cross-referencing of inmate PINs to the DOC inmate commitment number allowing for DOC personnel to search by commitment number for call records and call recordings. The Bidder shall describe, in its response, how this shall be accomplished with the ICS.

5.4.3
The Contractor shall furnish throughout the term of the contract an inmate telephone number request form, in a format satisfactory to the DOC, that allows for PIN and allowed telephone number list assignments.  The current inmate telephone request form is attached hereto for reference purposes as Exhibit C.
5.4.4
The Contractor shall be responsible for the administration of all inmate PINs through its Site Administrators in the event that the automated method of PIN administration is not functioning. 
5.4.5
The ICS shall allow each PIN to have a “class of service” assigned. For example, each PIN shall have a list of allowable telephone numbers, the maximum duration of each call, etc. The ICS shall provide call restrictions by PIN with the following restrictions at a minimum: 

· Placing of Calls: Inmates can be either approved or not approved to make phone calls by PIN;

· Mode of Calling: The mode of call to be placed (debit or collect); 

· Use of Specific Telephones: Inmates, via the PIN, can be restricted to a specific telephone or group of telephones, at the DOC’s option;

· Duration of Call: Maximum call duration can be set globally (all PINs), by site, by facility area, by individual inmate’s PIN, by type of call (Local, Intra-LATA, Inter-LATA) at the DOC’s option;

· Time of Day Calling: An allowed calling schedule can be provided for each specific PIN, by facility area, by site and globally (all PIN restrictions) at the DOC’s option. 

· Specific PIN: Restrict an inmate under disciplinary action from placing all calls assigned to his particular PIN with the exception of privileged numbers (e.g., attorney, approved clergy and social work professionals). 

· Restriction: Set call duration, set number of calls per day, set only certain numbers per PIN, etc.

5.4.6
The ICS PIN feature shall ensure that the inmate’s pre-recorded name (recorded in either the inmate’s voice and language, or in the voice of an administrator) to announce to the called party from whom the call is originating.  Identification of the specific inmate and thus the announcement of the inmate’s name shall be performed by the PIN assignment. This feature will be implemented at the discretion of the DOC.

5.4.7
The ICS PIN feature shall prevent recording of inmate calls to certain pre-determined telephone numbers (privileged telephone numbers and other numbers as determined by the DOC).  The Contractor shall ensure that the ICS shall not record inmate calls to such privileged or specified telephone number.  The Bidder shall identify in its response how it shall ensure that this requirement shall be met.
5.4.8
The ICS shall provide for telephone lists to be assigned to each particular inmate’s account information. These telephone lists shall be restricted and controlled by the inmate’s PIN regardless if the call is placed as a debit based or collect call.
5.4.9
The ICS shall allow for a minimum of ten (10) personal numbers and five (5) attorney telephone numbers to be assigned to each particular inmate’s account information. These telephone numbers shall be placed in the particular inmate’s “Approved Number List” assigned to the inmate’s PIN. The Bidder shall state, in its response, the maximum number of telephone numbers assignable to each inmate’s account. 

5.4.10
The ICS shall allow the DOC to restrict an inmate under disciplinary action from placing all calls assigned to his particular PIN with the exception of privileged numbers.

5.4.11
The ICS shall provide for an automatic suspension and reactivation (after a set period of time) of the inmate PIN.

5.4.12
The ICS shall provide DOC personnel with the capability to enter, modify, and delete numbers from an inmate’s “Approved Number Lists”. 

5.4.13
The ICS shall provide the capability to flag an individual telephone number in the inmate’s “Approved Number List” as “do not record”. The default setting for each telephone number shall be to record until flagged by DOC personnel to the contrary. 

5.4.14
The ICS shall be capable of assigning an inmate’s account to an individual telephone or group of telephones so that the inmate’s account may only place calls from those designated telephones. These telephones shall still be capable of being used by inmate accounts not specifically assigned to them. 

5.4.15
The ICS shall allow for the deletion or disabling of the PIN of a released inmate while retaining all call records and call recordings associated with that PIN. The Bidder shall describe, in its response, how this will be accomplished with the system. 

5.4.16
The ICS shall allow for the inmate PIN to be associated or linked to the inmate’s DOC commitment number. The Bidder shall describe, in its response, how this will be accomplished with the system for both “active” inmates and “inactive” (released) inmates.
5.4.17
The ICS shall allow for the transfer of an inmate PIN and calling information/restrictions when the inmate changes commitment numbers (e.g., pretrial detainee to sentence inmate).  This shall be able to be accomplished by the DOC personnel and/or site administrator.
5.4.18
PIN TRANSFER BETWEEN DOC SITES 
The DOC makes transfers of inmates between facilities on a daily basis (Monday 
through Friday). In addition, unscheduled inmate transfers can occur at any time or on any day. Although the DOC recognizes that unusual circumstances may prevent such, the PIN assigned to the transferred inmate shall be active at the new facility within twelve (12) hours after the physical transfer. The DOC will provide the Contractor with a list of inmates to be transferred on a daily basis to assist in facilitating this PIN transfer.

5.4.18.1
The Contractor shall adhere to this twelve (12) hour PIN transfer requirement.

5.4.18.2
The Bidder shall describe, in its response, how it shall perform daily scheduled transfers.

5.4.18.3
The Bidder shall describe, in its response, how it shall perform unscheduled PIN transfers to ensure that the transferred inmate has access to his/her attorney through the ICS. This description shall include how such shall occur during weekends and holidays outside of regular work hours for the Bidder’s Site Administrators.
5.4.19
The ICS shall send an alert via email to a predetermined group identified by the DOC (the investigative staff at the facility of the inmates and/or to the Contractor site administrator) when two (2) inmates are calling the same telephone number at approximately the same time. 

5.4.20
The ICS shall verify that commitment numbers and PINs are not duplicated within the system and shall detect and correct this situation.

5.4.21
The ICS shall detect and correct situations when a new PIN is assigned to the same commitment number.
5.4.22
The ICS shall link an old (inactive) PIN with a new PIN. The Bidder shall describe, in its proposal, how this is accomplished in order to provide access to past and new recordings and call records.

5.4.23
The ICS shall ensure that the telephone numbers of all DOC staff, contractors, volunteers, consultants, etc. are maintained in the system and constantly checked against the system’s allowable number list.

5.5
SYSTEM CALL CONTROLS
5.5.1
The ICS shall allow for the DOC to program times when the overall ICS will be available or unavailable to inmate calling.  This function shall not be restricted in any manner (e.g., only on the hour, only in the half-hour, etc.). The Bidder shall describe, in its response, the options available for this functionality.

5.5.2
The ICS shall allow DOC personnel to temporarily restrict or disconnect service to an individual inmate telephone. 

5.5.3
The ICS shall allow DOC personnel to temporarily restrict or disconnect service to an individual inmate PIN. 

5.6
FRAUD CONTROL FEATURES

The Bidder shall describe, in its response, all detection and prevention capabilities related to fraudulent, illicit or unauthorized call activity available on the ICS, including without limitation, cell phone detection systems.
The ICS shall include, at a minimum, the following fraud control features that shall be completely integrated into the ICS calling platform:

5.6.1
CELL PHONE DETECTION AND LOCATION-BASED SERVICE 

The ICS shall immediately detect if the inmate is calling a cell phone, and this shall be indicated in the ICS so that it is readily apparent when an investigator reviews call data. The ICS shall be able to determine the location of that call in real time. The ICS shall provide call detail mapping for all calls regardless of when placed and shall do so by identifying where the cellular call terminates (tower location).  The ICS shall include a location-based service, or LBS, that shall display on the ICS user screen the name, address, and subscriber billing information of the called party.  The Contractor shall submit an LBS test plan to the DOC for approval prior to going live.   

5.6.2
GEO FENCE

The ICS shall be able to establish a virtual perimeter, or “geo-fence”, around identified geographical locations of interest at DOC facilities that notifies a DOC investigator of any cell phone calls within that perimeter. 
When creating a geo-fence, the ICS shall allow the authorized user the ability to enter/define the following information:   

· Description 

· Create by address 

· Create by clicking on an interactive map 

· Radius in miles or kilometers 

· Automatically pinpoint and get location on a visual map 

· Allow geo-fences to be deactivated

· Allow authorized users to share geo-fences or keep them private 

· Allow notes to be added to a geo-fence 

· Show a detailed history of changes made to a geo-fence 

· Allow alerts to be configured when inmates place a phone call to someone located within the geo-fence.  

The ICS shall allow the export of geo-fences into Excel, PDF, and CSV format at a minimum.  The ICS shall allow for the ability of DOC personnel to search for geo-fences, to create a report of all geo-fences and provide the following details on the report at a minimum:

· Description – Description given to the geo-fence when created 

· Status –Active or Inactive 

· Radius – distance from center of geo-fence to the edge of the fence

· Created By – user ID that created the geo-fence 

· Time Remaining – time remaining before the Geo-fence expires

· Last Modified By – user id of the person who last updated the geo-fence 

· Last Modified Date – date/time that was last updated 

· Shared – yes or no.

The ICS shall provide real time alerts/notifications of termination location within a geo-fence, with the following specific requirements at a minimum: send an alert for any call that is placed into a geo-fence, when a specific inmate places a call to a cell phone which is located inside a geo-fence, when a specific phone number is terminating into a geo-fence, and when a specific phone is used to place a call into a geo-fence.
5.6.3
CONTINUOUS VOICE RECOGNITION

The ICS shall include biometric voice identification technology to enroll, validate, monitor, and continuously identify all inmates speaking on phone calls. The biometric voice identification system shall include comprehensive investigative features. The biometric voice identification technology and investigation system shall provide continuous, real time identification of all inmates speaking on a call. The biometric voice identification system shall function covertly with no audible sounds or interruptions of the phone call for the purpose of identifying the inmates speaking on the call. The biometric voice identification system shall perform continuous voice analysis for the entire duration of the call. The biometric voice identification system shall identify the actual identity of all inmates speaking on the call including the inmate who initially pre-validated and all other inmates who enter the call at any point during the call. The system shall be capable of detecting PIN sharing or stealing amongst inmates and identify the inmates who are using another inmate’s PIN number. The biometric voice identification system shall display a numerical confidence rating of the probability that a voice detected on a call is not that of the PIN owner. The biometric voice identification system shall display a numerical confidence rating of the actual identity of all inmates whose voices are detected on each call, whether the PIN owner or not. The biometric voice identification system shall be capable of recognizing a single voice by incorporating multiple voice factors such as spoken words or phrases, accents, inflections, and pronunciations to identify a specific individual. The Contractor shall define the average accuracy by percentile of the system and how these accuracy numbers were calculated. In the event that the ICS cannot confirm the actual identity of an imposter inmate with a high degree of reliability, the ICS shall nonetheless detect and report the fact that the inmate speaker is not the PIN owner. The ICS shall include the capability to run queries on the database based on the inmate’s voice, not just by the PIN number, in order to identify all calls on which a specific inmate has spoken. The ICS shall provide alerts when inmates other than the PIN owner appear on a call. 
5.6.4
TWO FACTOR AUTHENTICATION 

The ICS shall handle two (2) factor authentication using biometrics and a PIN.  The ICS shall require successful entry of a valid PIN to provide positive identification of the inmate seeking access to the system, prior to call dialing. Prompts to verify PIN inputs shall require DTMF verification within fifteen (15) seconds of request. Callers shall be allowed only two (2) chances to enter a correct PIN before being disconnected. PIN numbers shall be variable in length, set per DOC requirements. 
5.6.5
SUBSCRIBER VALIDATION
The ICS shall verify subscriber information (name and address and billing information) of called parties through a third party database at the time of PIN entry for calls placed to all types of telephones, including wireline, wireless and Voice over Internet Protocol (VoIP).  The subscriber information shall be displayed and visible to DOC.  The Bidder shall describe this function in detail in its response. 
5.6.6
SWITCH-HOOK DETECTION
The ICS shall constantly monitor the inmate phone for attempts to manipulate the switch-hook in order to bypass system controls. Any such attempt shall result in call disconnection. At no time shall an inmate successfully reach an outside dial tone or operator assistance. Call detail reports shall reflect the reason for all disconnects. Detection sensitivity shall be adjustable to defer premature disconnect due to noisy connections.  
5.6.7
VOICE OVERLAY RECORDING SYSTEM

The ICS shall provide voice overlay recording alerting called party that they are speaking to an inmate from a correctional facility. Overlay recording shall be provided at initial contact with called party. Volume shall be remotely adjustable by the DOC or Contractor system administrators to ensure that volume is consistent with telephone receiver volume.   
5.6.8
INCOMING CALL BLOCK

The ICS shall not respond to incoming ringing on any LEC facilities used for inmate collect calls. No signaling or ringing shall be allowed on the inmate phones.  

5.6.9
SOUND PATH BLOCKING

The ICS shall block the audio path to the inmate phone during call placement, and during the time when the ICS is requesting acceptance of the collect call charges. During audio blocking, the inmate shall be given call progress tones to indicate that the call is being connected, until such time as positive acceptance or rejection is detected. 
5.6.10
CALL DURATION

The Call duration shall be controlled per defined length of call. Both called and calling parties shall receive a voice message indicating maximum call duration has been met and that the call shall terminate. Time durations shall be programmable by DOC personnel. Maximum call length shall be determined by the DOC.  
5.6.11
CALL ACCEPTANCE

The ICS shall not deem a call to be accepted until such time as the call recipient acknowledges receipt by dialing a system-recognized digit on a touch tone telephone. The ICS shall be able to distinguish such signal from line noise such as pops or clicks, such as may be created by answering machines. 

5.6.12
CALLED PARTY BLOCK
The ICS shall allow an automated call block feature, permitting the call recipient to block his/her number from being dialed in the future. The call recipient simply dials a single digit DTMF code once the message that the call received is from an inmate facility and the calling inmate name is played. A record is generated and the system administrator is notified when this code has been entered by the recipient. The system automatically blocks the call following entry of the DTMF code. The administrator must be able to change the denial operation at any time via the administrative terminal.  

5.6.13
ON HOOK VERIFICATION

The ICS shall require that the inmate hang up following each call in order to place another call. When the first call is complete, the phone becomes inoperable until it is placed on-hook again.    

5.6.14
STATION DISCONNECT

The ICS shall be provided with two (2) methods to quickly shut down all telephones during an emergency. The facility shall be equipped with manual hand operated cutoff switches and software controlled disconnect. The manual switches shall override any electronic or preprogrammed on-off parameters. Switches shall be installed in a controlled area. The DOC shall be enabled to shut off individual phones, all phones in a housing unit or all phones at the facility with mechanical switch(s). Software controlled switching shall be accessible from Administrative/Investigative PCs. If the proposed product does not allow for hard cable disconnect, it must allow for software access disconnect in the same manner as described above.     
5.6.15
3-WAY CALL DETECTION

The ICS shall use biometric voice identification technology to detect, track, and alert for attempts to initiate a 3-way call with a third party and flag the call. The system shall utilize biometrics analysis to detect, track, and alert when 3- way calls are made.
The ICS shall provide technology that deters an inmate’s attempt to initiate a 3-Way or conference call with a third party while offering the DOC options for addressing the inmate’s call. The ICS shall, at a minimum, perform the following:

· Notify the inmate and the called party and disconnect the call, making a notation on the call record; and
· Disconnect the call and make a notation on the call record.


5.7
CALL FORWARD DETECTION 
The ICS shall prevent call forwarding.  The Bidder shall describe, in its response, how this technology operates with regard to the ICS and how its technology shall minimize the possibility of “false detections” during inmate calls.

The Bidder shall state, in its response, which of the following options are available to the DOC once this call forwarding detection is made:

· Notify the inmate and disconnect the call, making a notation on the call record;

· Disconnect the call and make a notation on the call record.

5.7.1
The ICS shall provide a call alert or notification feature that is programmable by the DOC and allows for text, email, and cell phone alerts to specific DOC personnel. This feature allows designated DOC staff to be alerted when a certain inmate places a call, a certain number is called by an inmate or an unauthorized call attempt is made. The Bidder shall describe, in its response, the alert feature of the ICS and the options available to the DOC.  

5.7.2
In order to limit possible telephone fraud, the ICS shall randomly interject pre-recorded announcements throughout the duration of the conversation to the called party indicating the source of the call.  The Bidder shall describe, in its response, how this is accomplished with the ICS.

5.7.3
The ICS shall detect extra dialed digits from either the called party or the inmate’s telephone. The Bidder shall describe, in its response, the options available to the DOC upon detection of the extra dialed digits (e.g., call termination, system alarm, notation on call record, etc.)

5.7.4
The ICS shall detect unusual or suspicious number sequences dialed or dialing patterns which the system identifies as possible attempts to commit fraud. The Bidder shall describe, in its response, how the ICS performs and/or prevents such fraudulent dialing attempts. 
5.7.5
The ICS shall allow the DOC to immediately and remotely turn inmate telephones on and off depending on the situation. This telephone control shall be capable of being conducted by individual telephones, groups of telephones, or an entire DOC facility by DOC personnel with the appropriate authorization level.

5.7.6
The ICS shall allow DOC staff to change an inmate’s restriction on the length and/or number of calls per week, per hour or per day.
5.8
ICS MODE OF OPERATION
The DOC operates the current ICS in both debit and collect call mode. It is the intention of the DOC to implement the ICS utilizing debit and collect call mode to all locations within the North American Dialing Plan while utilizing pre-paid debit mode for calls to international locations outside of the North American Dialing Plan. The ICS shall allow the DOC to operate in this combined mode. Bidders shall address how the ICS shall process calls from carriers who no longer accept collect calls.
5.8.1
The ICS shall allow the inmate to select the call mode (debit or collect) at the initiation of the call.

5.8.2
The Contractor shall provide the collect call services required in the RFR through the use of an “automated operator”.   At no time and under no circumstance shall the ICS allow an inmate be connected to a “live” operator. 

5.8.3
The automated announcement function of the ICS, whether operating in debit or collect call mode, shall be capable of processing calls on a multi-lingual basis: English or Spanish. The inmate shall be able to select the preferred language using no more than a two (2) digit code. 
5.8.4
It is desirable that the ICS provide languages other than English and Spanish for system prompts to the inmate as well as instructions to called parties. The Bidder shall list these additional language options in its response to comply with this desirable specification.

5.8.5
Call acceptance by the called party shall be accomplished through caller confirmation (positive acceptance). Inmate calls shall not be connected nor shall billing commence until the called party indicates acceptance of the call.
5.8.6
The Bidder shall describe the options available for international calling with the ICS when an inmate is not capable of placing pre-paid or debit calls. 

5.8.7
The ICS, whether operating in pre-paid, debit or collect call mode, shall provide notification to an inmate of the call status or progress (e.g., ringing, busy, etc.). This notification may either be in the form of ringing, busy tones, SIT tones, or appropriate recorded messages. The Bidder shall state, in its response, how the proposed ICS meets this requirement.

5.8.8
The ICS, whether operating in pre-paid, debit or collect call mode, shall provide notification to the inmate of why a call was not completed and not simply disconnect the call. The Bidder shall state, in its response, how the proposed ICS meets this requirement.

5.8.9
The ICS, whether operating in pre-paid, debit or collect call mode, shall not allow the inmate to hear the called party prior to the actual positive acceptance (via touch tone entry) of the call.

5.8.10
During the call setup process, the ICS, whether operating in pre-paid, debit or collect call mode, shall provide a pre-recorded announcement identifying that the call is coming from a specific inmate at a Massachusetts Correctional Institution and shall be heard by the answering party. The announcement shall also include: “All telephone calls will be recorded accept attorney calls and other privileged party calls”.     

5.8.11
The Bidder shall describe, in its response, how the ICS operates when the inmate call is placed to a cellular telephone. This description shall include how collect calls are placed to cellular telephones, how billing of the collect call is processed and how the DOC is notified when an inmate call is placed to a cellular telephone.

5.9
GENERAL SYSTEM MANAGEMENT REQUIREMENTS 
5.9.1
The ICS shall be administered on-site by the Contractor’s Site Administrators or authorized DOC personnel. 

5.9.2
The ICS shall allow for changes (PIN additions, authorized call list changes, etc.) to be administered in “real time” while the ICS is in use. The system shall not require the system to be taken off line to make additions, changes or retrieve reports. 

5.9.3
The ICS shall provide access by the Contractor’s Site Administrators and authorized DOC personnel via standard web-browser for both system administration and system reporting functions.  The system shall support, at a minimum, the current release of the following web-browsers:

· Microsoft Internet Explorer
· Mozilla Firefox

· Google Chrome

5.9.4
The Bidder shall identify whether the ICS is compatible with additional web browsers, and if so, list such browsers. 

5.9.5
The ICS shall provide for “permission levels” customized to the DOC staff member’s individual log-on password. For example, a staff member authorized to make changes to the ICS in MCI-Norfolk shall be restricted to that site only while a staff member in DOC Headquarters may be authorized to access multiple locations. The Bidder shall describe how this is accomplished with the ICS.  The ISC shall also provide for a DOC system administrator(s) with global access who is able to grant differing “levels” of access and what criteria shall be met in order to receive each “level” of access.
5.9.6
The ICS shall allow for access – for system management and changes – remotely for any DOC location by authorized DOC personnel.

5.9.7
The Bidder shall list, in its response, what system administration functions are available with the ICS (i.e., new account entry, account/record modification, account deletion, etc.).

5.9.8
The ICS shall provide system logs/reports of changes made to the system by authorized personnel. These system logs shall provide a record of changes made to the system including PIN changes, additions/deletions, etc. 
5.10
GENERAL OPERATIONAL REQUIREMENTS
5.10.1
The Bidder shall list, in its response, the network of services required to support the ICS. (i.e., T1. ISDN PRI, MPLS, etc.).
5.10.2
The Bidder shall provide, in its response, all electrical and environmental requirements of the ICS for each DOC facility.  Such information shall be provided for all components of the ICS, including without limitation, equipment, PCs, printers.

5.10.3
The ICS shall automatically recover from a power outage (auto-reboot) to full working order capable of processing inmate telephone calls with all programmed restrictions in place. This “auto reboot” shall include all system hardware components, all software including DOC specific programming and restrictions and all network services (T1 circuits, MPLS access circuits, etc.). The Bidder shall describe, in its response, any interaction required by DOC personnel for this system “auto reboot” to occur.

5.10.4
The Contractor shall provide a sufficient number of uninterruptible power supply (UPS) systems that also have surge protection at each DOC facility capable of supporting all ICS components, including recording devices, for a minimum of eight (8) hours. The UPS shall support all on-site components of the ICS with the exception of the inmate telephone instruments. This shall include all systems and network services required to allow access to ICS reports and recordings by investigative personnel regardless of power interruptions or outages.
5.10.5
The Contractor shall provide, install and maintain (according to manufacturer’s specifications) all ICS UPS equipment at each of the DOC facilities. The Contractor shall replace all UPS equipment upon expiration of the manufacturer’s life cycle of the installed product. 

5.10.6
In the case of the loss of commercial power and the failure of the UPS, the ICS shall automatically restrict or “shut off” all inmate telephones so that no inmate calls can be made until commercial power is restored and access is once again provided by the DOC. 

5.10.7
The Bidder shall describe, in its response, what component redundancy is provided to limit or virtually eliminate ICS downtime due to hardware component failure. This description shall include, at a minimum, the following:

· List of redundant system components on-site at each DOC site;

· List of redundant system components off-site at the Bidder’s location(s);

· List of redundant network services serving each DOC site;

· List of redundant network services serving the Bidder’s location(s). 

5.10.8
The Bidder shall provide, in its response, a succinct written description of the space requirements associated with all components of the ICS. The Bidder shall clearly define how much physical space is required by each hardware component and provide a recommended equipment layout configuration.

5.10.9
The Bidder shall provide, in its response, the capacities/limits for the ICS.  At a minimum, the Bidder shall provide the capacity for the following:

· Individual Inmate Accounts

· Call Records

· Simultaneous Administrative Users

· Workstations/PCs

· Simultaneous Live Call Monitors

· Inmate Telephones

5.11
SYSTEM SECURITY
5.11.1
The Bidder shall describe, in its response, all standard and optional security services employed to protect the ICS in terms of:

· unauthorized access through the network of services used for inmate calling; and
· unauthorized access to the ICS programming (on-site and remotely).
5.11.2
The Bidder shall describe, in its response, how remote access to the ICS for maintenance and programming by the Contractor is provided. The Bidder shall describe, in its response, all security measures, policies and procedures in place to ensure the integrity of this remote access.

5.11.3
SECURITY, ANTI-VIRUS, AND PATCH MANAGEMENT
Bidders shall describe in detail the system’s security, Anti-Virus, and patch management processes.  The Contractor shall maintain security patch management, Anti-Virus, Anti-Spam, and Anti-Malware processes and products. The contractor shall also maintain an intrusion protection service/intrusion detection service pro-active threat detection solution for security threats. 
5.11.4
    ANTI-VIRUS AND PATCH MANAGEMENT
The Contractor shall test, validate, install, and manage an anti-virus application in accordance with procedures to be mutually agreed upon by the parties.  The response shall describe the proposed Anti-Virus application and shall describe the proposed processes and procedures for the installation and management of the Anti-Virus application. 
The Contractor shall identify, test, validate and install updates no less than once per quarter. The Contractor shall monitor industry and manufacturer specific notifications for security vulnerabilities and other software and firmware anomalies and apply appropriate measures to eliminate or mitigate such issues in a timely manner following established change management procedures.

The Contractor shall, within sixty (60) days following contract award, submit a customized security plan that addresses the manner in which the Contractor’s security, Anti-Virus, and patch management processes shall be applied to the ICS.  

The Contractor will be required to use Commonwealth data and IT resources.  For purposes of this work effort, “Commonwealth Data” shall mean data provided by the Commonwealth and/or the Department to the contractor, which may physically reside at a Commonwealth or Department or contractor location. In connection with Commonwealth Data, the contractor shall implement commercially reasonable safeguards necessary to: 

· Prevent unauthorized access to Commonwealth Data from any public or private network;

· Prevent unauthorized physical access to any information technology resources involved in the development effort;  

· Prevent interception and manipulation of Commonwealth Data during transmission to and from any servers;

· Deploy a centralized reporting and monitoring tool;

· Provide daily definition updates to the Anti-Virus, Anti-Spam and Anti-Malware solution; and

· Deploy a network and equipment auditing tool.

The Contractor shall represent and warrant as follows:

· All media on which the Contractor provides any software shall be free from defects; 

· All software delivered by the Contractor under shall be free of Trojan horses, back doors, and other malicious code; and
· The Contractor has obtained all rights, grants, assignments, conveyances, licenses, permissions and authorizations necessary or incidental to any materials owned by third parties supplied or specified by the contractor for incorporation in the deliverables to be developed. 
5.11.5 
SECURITY PROCEDURES
The Contractor shall implement appropriate best-practice security measures that are compliant with any and all applicable federal, state, and local laws, regulations, and guidelines to ensure that the integrity of the system is not compromised. 

Bidders shall describe (1) their own and their proposed subcontractors’ respective internal security procedures and policies applicable to work performed by them for customers and (2) the particulars of any circumstances over the past five (5) years in which the bidder or its proposed subcontractor(s) has caused a breach of the security, confidentiality or integrity of a customer’s data.

Section 6 of the Commonwealth Terms and Conditions states:

“Confidentiality.  The contractor shall comply with M.G.L. c. 66A if the Contractor becomes a “holder” of “personal data.”  The contractor shall also protect the physical security and restrict any access to personal or other Department data in the contractor’s possession, or used by the contractor in the performance of a contract, which shall include, but is not limited to the Department’s public records, documents, files, software, equipment or systems.”

In addition to the foregoing requirements, the bidder must agree that as part of its work effort under the agreement entered pursuant to this RFR, the bidder may be required to use the Commonwealth personal data under Massachusetts General Laws c. 66A and/or personal information under Massachusetts General Laws c. 93H, or to work on or with information technology systems that contain such data in order to fulfill part of its specified tasks.  For purposes of this work effort, electronic personal data and personal information includes data provided by the Department to the winning bidder which may physically reside at a location owned and/or controlled by the Commonwealth or the Department or winning bidder.  In connection with such data, the winning bidder shall implement the maximum feasible safeguards reasonably needed to: 

· Ensure the security, confidentiality and integrity of electronic personal data and personal information; 

· Prevent unauthorized access to electronic personal data or personal information or any other Commonwealth data from any public or private network; 

· Prevent unauthorized physical access to any information technology resources involved in the winning bidder’s performance of a contract entered under this RFR;   

· Prevent interception and manipulation of data during transmission to and from any servers; and

· Notify the Department immediately if any breach of such system or of the security, confidentiality, or integrity of electronic personal data or personal information

5.11.6  SOFTWARE INTEGRITY CONTROLS
The Contractor shall implement the following software integrity controls for the purpose of maintaining software integrity and traceability throughout the software creation life cycle, including during development, testing, and production.

The Contractor shall configure at least two software environments including a development/quality assurance (QA) environment and a production environment.

The Contractor shall implement a change management procedure to ensure that activities in the development/QA environment remain separate and distinct from the production environment.  In particular the change management procedure shall incorporate at least the following:

· Segregates duties between development and testing of software changes and migration of changes to the production environment;

· Implements security controls to restrict individuals who have development or testing responsibilities from migrating changes to the production environment; and

· Includes a process to log and review all source control activities.

The Contractor shall implement a source control tool to ensure that all changes made to the production system are authorized, tested, and approved before migration to the production environment. 

The Contractor shall not make any development or code changes in a production environment outside of the established change management process.

5.11.7   ENCRYPTION
The Contractor shall apply encryption on all communications to ensure that data cannot be viewed or modified by anyone other than the intended recipient, that data can be validated to confirm its source, and to protect the integrity of a message, ensuring that data is complete and unaltered after being transported over the network. The contractor shall describe the method, version, and practical use of the data encryption standard being offered. The Contractor shall supply, monitor, and maintain the encryption services. 

5.11.8    AUTHENTICATION, AUTHORIZATION AND ACCOUNTING
The Contractor shall ensure that the system employs authentication, authorization, and accounting for controlling access to computer resources and networks, enforcing policies, and auditing usage.  Bidders shall describe the authentication, authorization, and accounting functions. The authentication services shall verify the identity of a user before granting access to the network or to any shared resource on the network. The user authentication shall be through a digital certificate, digital signature or password.

The Contractor shall ensure that the system employs authorization services that define what users can do once authenticated and that ensures that, after users have been successfully authenticated, they are granted access to only those resources and can perform only those functions that their security credential provides.

The system shall employ accounting services that measure the resources a user consumes during access to include, but not be limited to, the amount of system time or the amount of data a user has sent and/or received during a session. 

5.11.9    INTRUSION PREVENTION AND DETECTION
The Contractor shall provide active intrusion detection services to inspect general network traffic. The system shall, if a pattern of communications associated with network intrusion is detected, create a log and an alert shall be issued to the Department. The intrusion detection system shall initiate specific responses to certain perceived threats such as blocking traffic or disabling an account after repeated attempts to log in using an incorrect password.  

5.11.10    DISASTER RECOVERY/BUSINESS CONTINUITY
The Contractor shall develop and submit to the Department for approval a disaster recovery/business continuity plan.  The plan shall be invoked in the event of a catastrophic failure or all or a significant portion of the ICS.  Bidders shall state whether there is a backup network operations center (NOC) and/or a backup help desk, and if so, shall identify the location of such backup facilities. The disaster recovery plan shall address, at a minimum, the following:

· Persons and entities to be notified;

· Message(s) to be conveyed;

· Actions to be undertaken by the Contractor in an attempt to mitigate the failure;

· Roles, responsibilities, and chain of command for mitigation actions;

· Recovery and restart procedures after the cause of the failure has been determined; and

· Alternative methods of monitoring or determining the status of the network service should the failure limit the Contractor’s normal methods of monitoring.
5.12
ICS DATA BACK-UP REQUIREMENTS
5.12.1
The Contractor shall perform all ICS database back-ups and archiving, including without limitation, all call records, system programming database and call recordings. All archival hardware, supplies, network and recovery procedures which ensure that no data shall be lost shall be provided by the Contractor.  
5.12.2
The Contractor shall provide full ICS programming back-up including, but not limited to, all call restrictions, PIN lists, recorded inmate names, system prompts and other system operating database information on a daily basis.
5.12.3
The Contractor shall provide full ICS programming back-up including, but not limited to, all call restrictions, PIN lists, recorded inmate names, system prompts and other system operating database information in real time. For example, when an Administrator updates an inmate’s authorized call list, the ICS automatically backs up such changes immediately to the Contractor’s off-site location.

5.12.4
The Contractor shall provide full ICS inmate call record back-up from each DOC location on a daily basis in real time.
5.12.5
The Contractor shall provide full ICS inmate call record back-up in real time. For example, when an inmate call completes all information regarding that call (e.g., time started, time ended, length, number dialed, etc.) backs up immediately to the Bidder’s off-site location.

5.12.6
The Bidder shall describe, in its response, how the local ICS databases at all DOC facilities shall be kept current with the ICS backups at the Contractor site in case of required re-programming or system recovery at a DOC facility.

5.12.7
The DOC shall retain ownership of all archived information, call detail records, call logs, inmate records, and call recordings. The DOC has the right to obtain, access, retrieve, review, and print all achieved information, call detail, inmate records, and call recordings  associated with the ICS at all times regardless of the location of such information within the Contractor’s organization or site.  The call detail, inmate records, call recordings shall be retained for such period of time as determined by the DOC in its sole discretion. The Contractor shall immediately furnish any and all such information to the DOC upon request and shall not require a subpoena for such information.  

At the termination, conclusion, or expiration of the contract, the Contractor shall furnish the DOC and/or its third party vendor with a data extract of all archived information in a non-proprietary format.

5.12.8
The Bidder shall describe, in its response, how it shall provide system security for all data stored locally and at its central storage location. Such security description shall include system security as well as how access to such sensitive information will be restricted to only authorized personnel within the Contractor’s organization.
5.13
CALL RECORDING REQUIREMENTS  
The DOC currently records all inmate calls, with the exception of privileged calls (e.g., attorneys). The Bidder shall address the following specifications regarding the recording of inmate calls.  

5.13.1
The ICS shall be capable of recording all inmate calls simultaneously and at any time that a call is placed. The Bidder shall describe, in its response, the call recording system being proposed in conjunction with the ICS.
5.13.2
The ICS shall be capable of allowing call recording to be deactivated for specific telephone numbers assigned to an inmate’s PIN. This capability would be utilized for inmate calls to privileged numbers (e.g., attorneys).
5.13.3
The ICS shall be a fully digital system allowing for digital storage of call recordings and the use of Compact Disc for the transfer of recordings. 
5.13.4
The ICS shall allow for playback of calls, anywhere any time, including without limitation, playback on tablets and smartphones. The ICS shall allow for the transfer of call recordings to CD in the recording’s native format and industry standard formats (wav, mp3) and shall allow for playback on standard PC CD drives and/or industry standard CD players and shall allow for recordings to be downloaded as a compressed file.
5.13.5
The ICS shall permanently store inmate call recordings from each DOC facility.

5.13.6
The Contractor shall provide backup storage of all recordings of inmate calls from each DOC facility off site at the Contractor’s facility for the life of this contract. The Bidder shall describe, in its response, how this will be accomplished with the ICS.

5.13.7
The Contractor shall allow access to offsite inmate call recordings by DOC personnel providing the ability for DOC personnel to download and transfer such recordings to CD when necessary.  The Bidder shall describe, in its response, how this is accomplished with the ICS for the DOC and what security measures are in place to ensure that DOC personnel access only those call recordings for which they are authorized.
5.13.8
The ICS shall allow access to inmate call recordings from any PC on the ICS network within each facility as well as by authorized remote users. The Bidder shall describe, in its response, how this is accomplished with the ICS.
5.13.9
The ICS shall allow access to inmate call recordings at each DOC facility by investigative personnel.  The Bidder shall describe, in its response, how this is accomplished with the ICS, including, without limitation, how call quality is maintained for remote users.
5.13.10
Recorded telephone conversations of inmates are frequently used as evidence in criminal or DOC violation investigations. The ICS shall include the capability of transferring recorded calls and call segments to Compact Disc (CD-R/CD-RW) to be played on any industry standard CD device. The interface for accessing such recordings shall be through standard web browser and allow for a simplified manner for the transferring of recorded calls or call segments to CD or other digital media. The ICS shall also permit recorded calls and call segments to be sent via encrypted email when responding to law enforcement records requests and subpoenas, or as otherwise needed.
5.13.11
The ICS shall allow DOC personnel to transfer call recordings to CD in a simplified and efficient manner.  The system shall allow DOC to transfer a call recording without having to fully download the file to the PC at which the staff member is working.  The Bidder shall describe how the transfer of call recordings is performed with the ICS.

5.13.12
The ICS shall allow DOC personnel to locate call recordings in the following manner, at a minimum:

· search by inmate PIN;
· search by certain time period (date/time);
· search by certain telephone instruments;
· search by called party name; and 
· search by called telephone number.


The system shall allow for the search criteria either individually or in combinations. 

5.13.13
The Contractor shall retain ownership of all recording equipment on-site at the DOC or at the Contractor’s location for the duration of this contract.  All responsibility for maintenance and upgrades shall be provided by the Contractor. 
5.13.14
The Contractor shall ensure that the call recording function of the ICS is maintained at the latest hardware and software level to ensure that DOC personnel are utilizing the latest tools available for call recording and call monitoring of inmate calls.
5.13.15
The ICS shall provide a search capability that allows DOC personnel to search call recordings for certain key words or phrases. The Bidder shall provide, in its response, a description of this capability. 
5.13.16
The ICS shall provide an alert capability that shall notify designated DOC personnel should certain key words or phrases by identified during the recording of the inmate call. The Bidder shall provide, in its response, a description of this capability. 
5.13.17
The ICS shall provide a manner in which call recordings are recorded and maintained in such a manner as to maintain their authenticity ensuring that no digital modification of the recording has been made or to note if such modifications have been made. The Bidder shall describe, in its response, how this encryption function operates and the features provided by such. 
5.13.18
The ICS shall transcribe from Spanish to English, and the Bidder shall state whether the ICS transcribes in any other languages. 

5.14
LIVE MONITORING AND ALERTING REQUIREMENTS
The DOC currently monitors select inmate calls while in progress. This “live monitoring” may be conducted on all calls with the exception of privileged calls (e.g., attorneys). The Bidder shall address the following specifications regarding the monitoring of inmate calls.  

5.14.1
The ICS shall allow for the monitoring of inmate calls while in process (“real time” or “live”) by authorized DOC personnel. This monitoring shall provide a search function by specific inmate telephone, specific inmate PIN or by called telephone number enabling DOC staff to activate monitoring when desired. Any and all equipment and software required to perform this function shall be provided with the ICS. 

5.14.2
Monitoring of inmate calls with the ICS shall be provided in true “real time”.  DOC personnel shall be capable of monitoring an inmate’s call while the call is in progress with no delay in transmission of the audio. The Bidder shall describe, in its response, how this shall be accomplished with the system.

5.14.3
The ICS shall allow for DOC personnel to monitor inmate calls in progress by entering the specific inmate PIN, a specific telephone number, and/or specific inmate telephone instrument identifier. 

5.14.4
The ICS shall allow for alerts that shall notify designated DOC personnel when a specific inmate is placing a telephone call thus allowing DOC personnel to monitor that call while it is in progress.
5.14.5
The ICS shall provide this alert function audibly and visually via the desktop PC connected on-site at the DOC facility and visually to specified e-mail address. The Bidder shall state any limits to the system alert function (e.g., only one e-mail address per alert.)
5.14.6
The ICS shall provide the alerts listed above via text message to designated cell phones. The Bidder shall list, in its response, the devices to which the ICS can send alerts.

5.14.7
The ICS shall provide the alerts in a sequential (e.g., desktop PC then e-mail then text) and simultaneous (e.g., desktop PC, e-mail, text all at the same time) to the devices listed above. 
5.14.8
The ICS call monitoring function shall include speech or word recognition that alerts DOC personnel when certain key words and/or phrases were used by an inmate during an outgoing call.  This function shall establish a “Points system” whereby point values are assigned to certain key words and/or phrases to allow for more effective report to be run by point value of calls/search by specific key words and/or phrases used. The Bidder shall provide, in its response, a brief description of this capability and shall state whether the ICS has the capability to scan inmate transcribed calls for key words and/or phrases with an assigned points system.
5.14.9
The ICS shall allow for DOC personnel to remotely monitor inmate calls in progress for a specific DOC facility from which the call is placed. This remote monitoring capability shall be in real time and provide a high level of audio quality. The Bidder shall state, in its response, how this will be accomplished with the system.

5.14.10
The ICS call monitoring capability shall allow for remote monitoring of the inmate calls in progress from within the facility (e.g., officers in towers, etc.). The Bidder shall state, in its response, what is required to provide this remote call monitoring within the particular DOC facility.
5.15
SYSTEM REPORTING REQUIREMENTS 
5.15.1
The ICS shall provide a system reporting package accessible by authorized DOC personnel. This reporting package shall allow for the querying of inmate call records via standard web browser for ease of use.

5.15.2
The ICS shall allow for the generation of reports by DOC facility, a combination of select DOC facilities or all DOC facilities. 

5.15.3
The ICS shall allow for the generation of reports by DOC personnel based on their user access level.

5.15.4
The ICS shall provide for custom reports to be developed by the DOC and provide for the following automatically generated standard reports, at a minimum:

· Chronological List of Calls

· Daily Call Volume Summary

· Daily Call Volume Detail

· Weekly Call Volume Summary

· Weekly Call Volume Detail

· Inmate Account Summary

· Inmate Account Detail

· Frequently Dialed Numbers

· Telephone Numbers Dialed by More than One Inmate

· Specific Telephone Number Dialed Usage

· Suspended Inmate Account

· Alert Notification 

· Telephone Numbers Assigned to More Than One Inmate Account (Differentiated by Personal and Attorney Number)
· Quantity of Calls per Inmate Account 

· Quantity of Minutes per Inmate Account

· Blocked Telephone Number List

· Local Exchange Volume (by Exchange)

· Area Code Volume (by Area Code)
· Established “Key words”/Phrases detected by speech or word recognition system 

· Calls searched from highest point value from “key words”/phrases as detected by speech or word recognition system. 

5.15.5
The ICS shall allow for selected reports to be generated automatically based on DOC criteria (e.g., time of day, volume of calls, particular inmate) at each DOC facility, select DOC facilities or all DOC facilities.  

5.15.6
The ICS reporting function shall allow for the exporting of reporting data to industry standard formats. These formats shall include, at a minimum, Microsoft Excel®, Microsoft Word® and Adobe Acrobat®.
5.15.7
The ICS shall allow for all reports to be viewed in hard copy format or viewed “on-line” by a user with the proper access level.

5.15.8
The ICS shall allow for access by members of the Office of Investigative Services and Internal Affairs Unit in DOC Headquarters to the ICS at each of the DOC facilities for inmate call reports, inmate call monitoring and inmate call recording. The Bidder shall describe, in its response, how this shall be accomplished and what security measures are in place during this access. 
5.15.9
The ICS shall provide DOC personnel the ability to simply click on the called number and be provided with the name and address of the called party. The Bidder shall describe, in its response, how this function is provided and how it operates with the ICS in order to be compliant with this specification. 
5.16
REQUIRED FREE LINES
5.16.1
The ICS shall have the capability to establish an informant line accessible via the inmate telephone. Calls to the informant line shall be free and shall be routed via the ICS to a destination designated by the DOC. This requirement shall established by DOC facility. The DOC currently utilizes a specific PIN for this purpose. The Bidder shall state how this shall be accomplished with the ICS.
5.16.2
The Contractor shall cooperate with the DOC with the implementation of a reporting line which complies with the Prison Rape Elimination Act (PREA) of 2003, as may be amended from time to time. Calls to this reporting line (PREA Advocacy line) shall be at no charge to the inmate placing the call via the ICS.
5.16.3
The ICS shall establish a calling line to Prisoners’ Legal Services, and the Committee for Public Counsel Services Innocence Program, and calls to each of these lines shall be free.
5.17
INTERFACES

5.17.1
IMS - The Contractor shall establish an interface/mechanism between the DOC IMS and the ICS for daily inmate admissions, inmate transfers, and inmate releases for PIN administration, and to ensure that when an inmate’s commitment number is changed the inmate’s existing PIN shall automatically update to the new commitment number on the DOC IMS system. 
5.17.2
Kiosk - The Contractor shall provide a system for the automatic transfer of funds from an inmate’s IMS account to the inmate’s debit calling account, either through a stand-alone system that may be similar to the manner in which inmates pay for their commissary orders, a system of different design acceptable to the DOC, or by working with the DOC’s current commissary Contractor, or another third party vendor, and utilizing their process to deposit funds to the inmate’s debit calling account.  
The Contractor shall be required to interface with the DOC’s commissary contractor, KCN, or another third party vendor identified by the DOC, to support KCN’s Kiosk Direct Link Sales or such other kiosk direct link program as identified by the DOC. The Contractor shall be required to adhere to procedures specified by the DOC, as may be amended from time to time, so as to ensure that the Kiosk Direct Link Sales process can continue and reconciliations can be performed to detect and correct any errors on a daily basis.
The Contractor may be required to interface with the commissary contractor, KCN, or another third party vendor to support the automated PIN function.  
The Inmate Telephone System Number Request Form attached hereto as Attachment C- Inmate Telephone System Number Request Form shall be replaced with an automated process that eliminates manual entry by the DOC or the Contractor’s site administrator.   
The Contractor shall ensure that inmate ICS funds are deposited to the correct ICS account and to investigate and resolve discrepancies. In cases where an inmate attempts to post funds and the Contractor is unable to do so, for any reason, the Contractor shall be able to demonstrate the ability to automatically refund the inmate’s account as soon as possible.  

The Bidder shall describe in detail the method by which this shall be accomplished.
5.18
DATA CONVERSION
Each Bidder shall include in its response a data conversion plan.


The Contractor shall migrate existing data, including the call detail records, call recordings, and PIN information, from DOC’s current ICS to the new ICS.  The Contractor shall work closely with the current vendor to define a standard and agreed upon structure to facilitate conversion of data into the new ICS.  The Contractor shall document each instance of data upload error and shall work with the incumbent vendor to resolve any data conversion issues.
6.
INMATE TELEPHONE INSTRUMENT REQUIREMENTS
The ICS Inmate Telephone Instruments required for the DOC shall consist of six (6) types of telephone instruments as listed in this section of the RFR. The Contractor shall provide all telephone equipment outlined in this section. This requirement applies to all bidders. All instruments shall be new, correctional grade, state of the art equipment, completely operational at cutover.

All inmate communication equipment shall be heavy duty and institutional-type, suitable for use in a detention facility, and shall be tamperproof, with steel encased housings and shockproof keypads.  All handsets shall be of heavy-duty construction with no removable parts. The handset cord shall be armored with a stainless steel lanyard.  All inmate telephone instruments shall be waterproof, fireproof and feature Dual Tone Multi Frequency (DTMF) dialing and shall be designed, engineered and manufactured to guard against inmate abuse and natural elements.
6.1
TYPE 1: WALL MOUNTED TELEPHONE INSTRUMENTS (INDOOR)
The first type, which will be the majority of inmate telephone instruments installed, shall be permanently mounted wall telephones meeting the following specifications:

6.1.1
The Contractor shall provide all required materials, hardware, software and telephone cabling to install the inmate telephone instruments. 
6.1.2
The Contractor shall reimburse the DOC for any construction or construction related costs incurred to physically alter the structure of walls, beams, etc. in order to install the inmate telephone instruments. 

6.1.3
All inmate telephone instruments shall be powered by the ICS system and require no additional power source at the instrument. 

6.1.4
The inmate telephone instrument shall be compact in design. The Bidder shall include photographs of the inmate telephones in its response.

6.1.5
The inmate telephone instrument shall include an armored handset cord that can withstand higher than normal tension. This handset cord shall be short in length (eighteen (18) inches maximum) to restrict unauthorized use by the inmate and limit the mobility of the inmate while using the telephone instrument. 
6.1.6
The inmate telephone instruments shall not include coin entry slots or coin return slots regardless of whether these functions are disabled. 
6.1.7
The inmate telephone instruments shall not contain card reader capabilities or slots used to identify inmate telephone accounts for purpose of debiting inmate telephone accounts.

6.1.8
The Contractor shall provide a unique number, physically imprinted on each inmate telephone instrument so that the number can be seen by DOC personnel for the purposes of reporting troubles and troubleshooting problems. As new inmate telephone instruments are added or telephone instruments are replaced they shall be identified in the same manner and all appropriate paper work/databases shall be updated to reflect the addition. 

6.1.9
The inmate telephone instruments shall be capable of reducing or eliminating background noise to the inmate using the telephone instrument. The Bidder shall describe, in its response, how this will be accomplished with the inmate telephone instruments (e.g., confidencers, phone enclosures).
6.1.10
All inmate telephone instruments shall provide volume controls which allow inmates to amplify the called party’s voice via the handset. 

6.1.11
The Contractor shall provide dialing instructions as well as a written warning label that states “This Call is Being Recorded” to the inmate in English and Spanish on each inmate telephone instrument in a manner which reduces the possibility of being destroyed. Simple labels or other accessible surface instructions will not be acceptable to meet this requirement. 

6.1.12
The Contractor shall maintain the above required telephone dialing instructions and warning statements for legibility and accuracy during the course of this contract. The Bidder shall agree, in its response, to accept the DOC’s determination for replacement.
6.1.13
The inmate telephone instrument shall not be capable of being used to program, activate or deactivate any feature or call control function of the ICS by DOC staff or the Contractors’ personnel.
6.1.14
All of the inmate telephones shall be compliant with all applicable requirements of the American with Disabilities Act (ADA). 
6.1.15
The Bidder shall propose a telephone instrument with a voice amplification feature.
6.2
TYPE 2: SPECIAL MANAGEMENT UNIT TELEPHONE INSTRUMENTS
6.2.1
The second type of inmate telephone instrument shall be portable or “movable” inmate telephones that are used mainly in special management units and shall be manufactured to withstand abuse (physical, liquid, etc.) as well as be compact enough to fit through standard food slots. Industry standard 2500 telephone sets will not be acceptable for meeting this requirement. This telephone shall be configured in a way which allows the DOC to secure the touch tone pad (i.e., allow the inmate to enter the desired telephone number and required PIN) after the inmate’s initial call has been placed, and the Bidder shall state how this is to be done. 

6.2.2
The Bidder shall describe, in its response, how these movable or portable telephone instruments may be moved from one cell to another by DOC personnel to allow for inmate calling.
6.2.3
The Contractor shall provide a special management unit telephone instrument that includes all call restrictions of the ICS with regard to inmate PINs, call duration, etc.

6.2.4
The Contractor shall provide a special management unit telephone instrument that allows DOC personnel to provide the handset only to the inmate thus denying access to the dial pad by the inmate. The Bidder shall describe, in its response, how this is accomplished with the telephone instrument.

6.2.5
The Contractor shall provide special management unit telephones according to the telephone quantities identified by the DOC in the required number of inmate telephones and a topographical map of DOC Facilities that will be provided to Bidders upon the receipt of the required executed Non-Disclosure Agreement Form.

.
6.3
TYPE 3: OUTDOOR TELEPHONE INSTRUMENTS
6.3.1
The third type of inmate telephone instrument shall be “all weather” inmate telephone instrument to be used in some outdoor conditions as various DOC facilities.
6.3.2
The outdoor inmate telephone instruments shall meet all requirements of the Type 1: Wall Mounted Telephones (Indoors) described in this section. 
6.3.3
The outdoor inmate telephone instrument shall be weather-proof to ensure durability in outdoor conditions including winter weather.

6.4
TYPE 4: COIN OPERATED TELEPHONE INSTRUMENTS
The fourth type of inmate telephone instrument shall be coin operated pay telephones primarily used in pre-release areas, lobby and/or visiting areas only. Coin operated telephone instruments are not to be proposed to meet the inmate telephone requirement. Coin operated telephone instruments shall offer all standard payphone options including coin, collect and calling card access. 
6.4.1
The Contractor shall provide coin-operated, public telephone instruments to DOC facilities according to the telephone quantities identified by the DOC in the required number of inmate telephones and a topographical map of DOC Facilities that will be provided to Bidders upon the receipt of the required executed Non-Disclosure Agreement Form.
6.4.2
Throughout the term of the contract, the Contractor shall install additional coin operated telephone instruments as required by the DOC. This includes expansion to existing institutions and any newly constructed facilities. 

6.4.3
Coin operated telephone instruments shall provide outgoing service only. Incoming calls shall not be accepted at any coin operated telephone instruments at the DOC facilities.    

6.5
TYPE 5: TDD/TTY DEVICES
6.5.1
The DOC has inmates who are deaf or hearing impaired and must place outgoing telephone calls via a TDD/TTY.  The Bidder shall describe, in its response, how such calls shall be conducted in conjunction with the ICS. All inmate call control functions of the ICS, except call duration limits, shall be applicable to the TDD/TTY device.
6.5.2
The Bidder shall describe, in its response, how outgoing inmate calls via the TDD/TTY are conducted in the following circumstances while maintaining all call controls:

· a standard telephone number on the inmate’s call list;

· toll free number for the deaf relay service;

· 711 deaf relay service call.
6.5.3
The Bidder shall state, in its response, how outgoing call control for TDD/TTY users is maintained with the ICS.
6.5.4
The Contractor shall provide adequate TDD/TTY or suitable devices to each DOC facility, maintain such devices as well as provide additional devices, when requested by a specific DOC facility.

6.5.5
The Bidder shall describe, in its response, how the system shall record the inmate conversation conducted over the TDD/TTY (e.g., hard copy printout). This description shall also include how the conversation can be monitored while in process.

6.5.6
It is understood that some deaf and hard of hearing inmates may wish to call hearing users that do not use TDD/TTY devices. These calls would ordinarily be placed via the Massachusetts Relay Service. The Bidder shall describe, in its response, how inmates will place calls to users without TDD/TTY devices and how call controls shall be retained, how calls shall be recorded and how calls shall be invoiced (and to whom).
6.5.7
The system shall have an automated function to transcribe recordings of TDD/TTY calls.  The Bidder shall describe this function in its response.
6.6
TYPE 6:  DEVICES FOR SPECIAL CIRCUMSTANCES
6.6.1
The Contractor shall have substantial experience in the inmate call system marketplace and therefore have substantial experience with special inmate conditions/situations within the correctional environment that place unusual demands on the ICS.
The DOC currently has inmates who for reasons of illness or paralysis cannot use a standard inmate telephone instrument. Such situations include inmates who are not able to grip or hold a standard handset, inmates who are not able to speak with any volume or are confined to a hospital unit bed.

The Bidder shall describe, in its response, what means are available with the ICS to address such special circumstances.
6.7
VIDEO VISITATION

The Bidder shall propose video visitation service as a component of the ICS, at no cost to the DOC.  The DOC shall determine, in its sole discretion, whether to implement video visitation service at any or all DOC facilities during the term of the contract.  Bidders shall address in the response on premises and remote options for video visitation. The response shall identify the options for remote access for video visitation.  The response shall address and describe in detail the technical specifications and requirements, and proposed support, including without limitation, infrastructure and facilities required for the video visitation services, and shall state how video visitation shall ensure secure monitoring and recording. The response shall address the benefits of video visitation, including without limitation, the impact on safety and security. 
6.8 
VIDEO RELAY SERVICE

The Bidder shall propose video relay service, at no cost to the DOC, for inmates who are deaf and use sign language as their primary means of communication to be quoted as an optional feature that may be selected by the DOC at its option and in its sole discretion.  The response shall describe the manner in which the video relay service shall allow for recording and transcription of recordings.  The response shall address and describe in detail the technical specifications and requirements, and proposed support for video relay service, including without limitation, infrastructure support required for the services,  and shall state how video relay shall allow for secure monitoring and recording.  The response shall address the benefits of video relay, including without limitation, the impact on safety and security.
7.
SYSTEM IMPLEMENTATION, AND TRAINING REQUIREMENTS

The DOC is presently utilizing an ICS provided by GTL. The Contractor shall coordinate with the incumbent and the DOC to allow for an uninterrupted transition and implementation of new services. 

It is critically important that the Bidder address the issue of transition from the existing system to the new ICS at all DOC locations. The Bidder shall propose an implementation plan that allows for a smooth progression to the new system with no or minimal downtime, loss of telephone access, data, call records and/or recordings.  The plan shall ensure that continuity of service is maintained at a consistently high level with no or minimal interruption.  The new system shall be installed, operational, and fully deployed within ninety (90) days of the Contract Effective Start Date. The Contractor shall provide and install new equipment prior to removal of existing equipment. The Contractor shall coordinate installation with the incumbent vendor in order to maintain a smooth transition of uninterrupted service. 

The Contractor shall provide a complete inventory report  to the Commonwealth within sixty (60) days following the Contract Effective Start Date, annually thereafter for the duration of the contract, and as requested by the Commonwealth.  Such inventory report shall include, but not be limited to, all equipment, telephones, including make, model, and location and cabling/wiring.
The Contractor shall comply with all building codes and ordinances in effect at the sites delineated in this RFR.

7.1
WIRING/CABLING
7.1.1
The Contractor shall be required to furnish, install, and maintain all telephone cabling and wiring necessary to support the ICS, including without limitation, phone lines and circuits, at no cost to the DOC.  The Bidder shall describe in detail with the response the proposed layout of cabling and wiring between locations and to each end point.

The Contractor shall install new telephone cabling and wiring at each DOC facility (most current cable category, category 6 minimum) that shall support the technology of the ICS, at no cost to the DOC.  Any and all new cabling shall include required wall plate, cross connection, patch cords, etc. as required to ensure proper operation of the inmate telephones. All cabling, wiring, conduit, switches, wall plates, cross connection, patch cords and/or related equipment placed by the Contractor and/or its subcontractor(s) shall remain the property of the Commonwealth at the termination and/or expiration of the contract. 
7.1.2
Bidders are advised that, in the event that EOPSS / DOC determines that the installation of new cabling/wiring is not in the best interests of EOPSS / DOC, EOPSS / DOC may permit the Contractor to re-use any or all existing telephone cabling and wiring installed for the inmate telephones on such terms and conditions as are negotiated by the parties, with the expectation that the commission shall be adjusted accordingly.
7.2
PROJECT PLAN

The Bidder shall provide, with its response, the DOC with a full, detailed written implementation plan.  The order of the installation of the ICS shall be subject to the approval of the DOC.    

The Contractor’s implementation plan shall include a detailed explanation of the following items: 

· pre-installation procedures for each DOC facility;

· pre-installation procedures for the complete system; 

· number of network circuits/service coordination requirements;

· number of inmate telephone instruments;

· equipment delivery schedules;

· equipment security procedures;

· equipment/system installation procedures;

· inmate telephone installation procedures;

· system testing at each DOC facility;

· system testing of overall system connectivity;

· training of DOC personnel;

· actual system cutover to service;
· cutover and transition plan for all DOC facilities in the aggregate and separately for each DOC facility to minimize “down time;” and
· list of Commonwealth/EOPSS/DOC responsibilities.

7.2.1
The Contractor shall work with the DOC to determine the exact times when Inmate Telephone Equipment can be replaced to minimize “down time”. 

7.2.2
The Contractor shall conduct a site visit to each DOC facility prior to installation of the ICS in order to gain familiarity with the physical location of the ICS and the inmate telephones as well as to gain familiarity with the installation requirements of each facility.

7.2.3
The Contractor shall coordinate with the DOC at each facility so that the existing telephones may be used during the transition to the new inmate telephones provided under this contract.  The migration to the new ICS shall be on a rolling basis.  The project schedule and any changes thereto, including the sequencing of the installation at the DOC facilities, shall be subject to the prior written approval of the DOC.  Since the migration to the ICS will be conducted in stages, the response shall set forth the Bidder’s plans regarding the support of a phased migration, rolling staged cutover.
7.2.4
All cabling, wiring, conduit, switches, wall plates, cross connection, patch cords and/or related equipment shall remain the property of the Commonwealth at the termination and/or expiration of the contract.  

7.2.5
At the end of the contract, the Contractor shall remove all telephone instruments and equipment, free of cost to the DOC, and in such a manner as to allow existing wiring and cabling to remain unharmed and in place for reuse by the DOC.  

At the end of the contract, the Contractor shall work with DOC staff to facilitate a smooth transition of uninterrupted inmate telephone service with the replacement vendor.
7.2.6
Although the DOC does not anticipate that such work will be required, the Contractor shall obtain DOC permission in writing before proceeding with any work that requires cutting into or through girders, beams, concrete or tile floors, partitions or ceilings, or any work that may impair fireproofing or moisture proofing, or potentially cause any structural damage or a possible breach of security. 
7.1.7
The Contractor shall be responsible for all programming of the ICS, including without limitation, the generation and creation of the system database(s) required to provide a fully operational ICS. 
7.1.8
The Contractor shall transfer the current ICS database information, including without limitation, inmate profiles (PINs) and call records to the new system. The Bidder shall state, in its response, how this shall be accomplished and what is required of the DOC to facilitate this transfer of information.
7.1.9
The Contractor shall clean up and remove any and all debris and packaging material resulting from its work at the DOC facility on a daily basis. 

7.1.10
Upon completion of installation, the Contractor shall leave the DOC facility clean, orderly and ready for immediate use. 


7.1.11
The Contractor shall be completely responsible for replacing, restoring or bringing to former condition any damage caused by the Contractor’s installation personnel to floors, ceilings, walls, furniture, grounds, pavement, etc. Any damage or disfigurements shall be restored to its former condition by the Contractor. 

7.1.12
The  Contractor shall ensure that all of its work and materials comply with all local, state and federal laws, ordinances and regulations as well as the direction of any inspectors appointed by proper authorities having jurisdiction over this type of network and equipment installation.


The Contractor is responsible for obtaining all necessary permits. Should violation of codes occur relating to this ICS project because necessary permits were not identified and obtained by the Contractor, the Contractor shall cease all work at that specific location and correct the situation, immediately, prior to continuation of system installation. 
 

7.3
IMPLEMENTATION TEAM 
7.3.1

Project Manager - The Contractor shall provide a Project Manager for the implementation of the ICS for the DOC. The Project Manager shall serve as the Single Point of Contact (SPOC) for the DOC during the initial ICS implementation period regardless of the length of this implementation period. The Project Manager shall be available to the DOC for on-site project meetings as well as via telephone, cellular telephone, and e-mail at a minimum during the course of this project. The Project Manager shall not be changed without the prior written approval of the DOC.  


The Project Manager shall:
· Be responsible for administering the agreement and the managing of the day-to-day operations of the project;
· Serve as an interface between the Department and all contractor personnel participating on the project; 

· Develop and maintain the Project Management Plan, in consultation with the Department;

· Be responsible for the management and deployment of contractor personnel;

· Participate in regular meetings, at least monthly, or as otherwise scheduled by the Department personnel, to take place on-site at the offices of the DOC or via telephone conference call;

· Coordinate with any and all subcontractors to ensure that any and all subcontractors participate in meetings or on conference calls; and 
· Adhere to change management protocols.
The Project Manager for the implementation of the ICS shall have experience with the implementation of an ICS on a scale equal to the DOC. The Project Manager for the implementation of the ICS may not be the Contract Manager required herein.

The Bidder shall provide, in its response, the name of the Project Manager to serve the DOC during the implementation of the ICS. A professional résumé detailing this Project Manager’s qualifications and experience on projects of similar size and complexity as the DOC project shall be provided as an attachment to the Bidder’s response.
7.3.2
Project Management - Bidders shall describe in detail the project management, staffing and planning functions. The Contractor shall provide for project management to ensure a satisfactory implementation.  Staffing for project management shall include, at a minimum, one designated project manager responsible for oversight, management, and supervision, and status reporting of their own technical personnel involved in the provisioning activities.  Project managers shall have substantial experience working on large scale, integrated public safety technology implementations. The Contractor’s proposed candidates for project management positions shall be subject to approval by the Department.
All written documents shall be delivered in machine-readable format, capable of being completely and accurately reproduced by computer software on a laser printer. All itemized and/or annotated lists shall be delivered in computer spreadsheets, capable of being imported to Microsoft Excel 2007 or higher.  All meetings shall be held at the offices of the Department, unless otherwise agreed to by the Department. 
The Contractor represents and warrants to the DOC that the Contractor shall be sufficiently staffed and equipped to fulfill Contractor’s obligations under the contract, and that the Contractor’s services shall be performed by appropriately qualified and trained personnel, with due care and diligence and to a high standard of quality as is customary in the industry, in accordance with the terms and conditions of the Contract and in accordance with all applicable professional standards.

The Contractor shall ensure that appropriate organizational management has authority to exercise decision-making over contractual matters, and the Contractor shall escalate such matters to the appropriate organizational level.

7.3.3
Contract Manager - The Contractor shall designate a Contract Manager assigned to meet the DOC’s needs under the Contract and any renewals thereof.  The Contract Manager shall be responsible for oversight and management of Contract performance and shall act as the primary contact person for receipt of notice and other communications under the contract, including but not limited to, timely reports and written responses and attendance at meetings as required by the Department.  The Contract Manager shall not be changed without the prior written approval of the Department
The Contract Manager shall meet monthly with the Chief of Investigations and/or his designee in-person at the DOC’s headquarters at the DOC’s headquarters in Milford, or at another location to be identified by the DOC to review service performance troubles, and/or chronic issues.  The Contractor shall prepare a written agenda and furnish such written agenda to the DOC a minimum of forty-eight (48) hours in advance of the meeting and shall prepare and distribute minutes of the meetings. 
7.3.4
Change Management - The Contractor shall employ change management protocols and shall describe in detail their procedures for service and change management processes that shall include all aspects of the project.  The Contractor shall provide change management reports for system and other changes. 
7.3.5
The Bidder shall provide, in its response, the names of the implementation project team members, their location, and qualifications statements for each member assigned to the implementation of the ICS at the DOC.

7.3.6
The Bidder shall warrant in its response that all installation personnel who will implement the ICS have been fully trained and certified by the manufacturer as qualified to install and service the ICS. The Bidder shall provide proof of manufacturer certification for its implementation team members as an attachment to its response.
7.3.7
All personnel assigned to the Contractor’s implementation team who will work on-site at the DOC facility at any time shall comply with all DOC requirements for facility access including tool control, background checks and dress code as stated in this RFR. 
7.3.8
Should individual personnel changes be necessary within the implementation team during the implementation of the ICS, the Contractor shall provide personnel replacements whose experience and expertise is equal or superior to the personnel member being replaced.

7.3.9
All personnel replacements to the implementation team shall be completely familiar with the Contractor’s Response to this RFR as well as the requirements of this RFR as they pertain to the implementation of the ICS as the DOC.

7.3.10
The Bidder shall state the implementation requirements and responsibilities of DOC personnel at each DOC facility. These requirements and responsibilities shall be kept to a minimum. The Contractor shall perform all installation tasks to provide a fully functional ICS at each DOC facility.

7.4
SYSTEM TESTING  
7.4.1
The Contractor shall develop and shall submit to the DOC for approval a comprehensive test plan for the system that addresses, at a minimum, the following test procedures.  The Contractor shall apply the following acceptance test procedures to the individual systems as they are installed and prior to any live operation. The Contractor shall also apply test procedures to the system prior to providing final system acceptance.
The comprehensive test plan shall address, at a minimum, the proposed test environment, test facility, test equipment, test configuration, test thresholds, test call simulators, and test documentation.  The Contractor shall provide to the DOC for its approval documentation that demonstrates that the system is ready for testing.  The DOC reserves the right to inspect the test equipment to determine whether the equipment has been properly configured and installed.  The Contractor shall refine and resubmit the system design and technical documents to reflect results of system testing.


The Bidder shall describe, in its response, how it performs standard system testing to ensure that the ICS, its programming, its databases and its network services are fully implemented and ready to accept inmate traffic and DOC use. 

This description shall include the Bidder’s and industry standard methodologies, procedures and protocols consistent with the ICS. 
7.4.2
The Bidder shall describe what is required of DOC personnel during this system testing. 
7.4.3
Any and all hardware, software, software licensing, or any other action required to perform this testing shall be provided by the Contractor to the DOC.

7.4.4
The Contractor shall provide system testing which simulates normal operating conditions of the installed ICS to ensure proper performance after hardware and software configuration is complete. This simulation shall include full traffic load representing high traffic situations for inmate calling traffic.

7.4.5
DOC shall have the right to require the replacement of any ICS network service or system component whose failure to meet required performance levels during testing has risen to chronic problem level.
7.5
SYSTEM INSTALLATION ACCEPTANCE
7.5.1
Acceptance of the ICS installation shall occur only after thirty (30) days of uninterrupted operation of the ICS, its telephones, its call controls, its databases (including call records, recordings and reporting) and its network services.
7.5.2

Failure of any component (hardware and/or software) of the installed ICS during the thirty (30) day period shall result in replacement of that component within twelve (12) hours of notification by the DOC to the Contractor.

7.5.3
Following acceptance of the cutover of a site by the DOC, the Contractor shall submit the following information to the DOC for each such accepted site: 
a) inventory, including a complete list of installed equipment that identifies, at a minimum, manufacturer name, serial numbers, and part numbers, for the installed equipment;
b) Cabling/wiring inventory;
c) Sales; 

d) Software Inventory Document; 

e) Cutover Acceptance Report;

f) Pre-cutover test checklist;

g) Post-cutover test checklist; and

h) Any other information as mutually agreed to by the parties.

7.6
SYSTEM DOCUMENTATION
7.6.1
At the completion of the installation of the ICS, the Contractor shall provide a complete set of system reference manuals at each DOC facility which shall include, but not be limited to, information specific to the installation at each DOC facility. These manuals may be provided in electronic format on Compact Disc. All Help Files shall be native to the system and allow access by DOC staff while logged onto the system.
7.6.2
The Contractor shall provide DOC facility specific “checklists” allowing trained DOC personnel to become acquainted with the specific programming of the ICS installed at that particular DOC facility.

7.6.3
The Contractor shall provide written procedures at each DOC facility that instruct DOC personnel on how to report system troubles, escalate system troubles within the Contractor’s organization, contract Contractor personnel during weekend shifts, etc.  The Contractor shall update such written procedures on a quarterly basis during the term of this contract.
7.7
SYSTEM TRAINING REQUIREMENTS
It is instrumental to the success of the installation of the ICS that DOC personnel be trained in all aspects of the ICS operation.  Therefore, within thirty (30) days of contract award, the Contractor shall provide a complete training schedule based on the following requirements. 

7.7.1
The Contractor shall provide full training on all components of the ICS to all DOC staff training to the DOC on-site at each DOC facility, including, without limitation, full-time system administrators, part-time system administrators, special investigators, data entry specialists, and any and all other users.  The training shall include Remote access / net-meeting “Technical Support / Functionality Assistance” for a “hands-on” demonstration for authorized administrators and users as needed, after initial system training has been provided.  The Bidder shall state whether a “live chat” function is available.
7.7.2
The Contractor shall provide full training for all assigned DOC staff on how to create, delete and modify inmate programming and profiles; generate appropriate system reports; how to maintain inmate alert levels and respond accordingly when these levels are exceeded or activated; and the call recording function, including the live monitoring of inmate calls, playback of archived calls and the transfer of calls to other media for playback at off-site locations;  how to change inmate restriction levels (authorized call lists, suspension of PINs and any other changes in inmate restriction levels); how to initiate system restrictions including the shutting down of individual inmate telephones, groups of inmate telephones or the entire facilities systems.
7.7.3
The Contractor shall provide ongoing system training for existing and new DOC staff when required by the DOC during the term of this contract.  The Contractor shall also provide on-line/net-meeting “Technical Support/Functionality Assistance” for a “hands-on” demonstration for authorized administrators/users as needed, after initial system training has been given.
7.7.4
The Bidder shall describe, in its response, any advanced system training that may be available to DOC personnel whether provided on-site at the DOC facility or off-site at the Contractor’s training facilities. 

7.7.5
The Bidder shall include, in its response, the name, title and qualifications of the Contractor staff member who shall have the overall responsibility for training.

7.7.6
The ICS shall provide for an integrated help function for system operation, administration, reporting and management functions.

7.7.7
The Contractor shall provide a “live” Help Desk support function located within the continental United States to DOC during the term of this contract. This Help Desk function shall provide support via toll-free telephone to the DOC ICS staff for the functions of the ICS. This Help Desk function shall be available 24 x 7 and shall include a live chat function whereby remote access to the ICS is may be used to fix the problem. 
8.
SYSTEM MAINTENANCE AND ONGOING SUPPORT REQUIREMENTS
The Contractor shall provide a toll-free telephone number with access to a live operator 24 x 7 to DOC staff for reporting service issues, nonscheduled maintenance and requests for system administration.  
8.1
EQUIPMENT/SYSTEM MAINTENANCE
8.1.1
The Contractor shall replace the ICS in its entirety or its individual components regardless of cause, including but not limited to, normal wear/use, inmate abuse, natural disaster, or inmate unrest. This system or component replacement shall be performed immediately upon notification to the Contractor of the system problem by the DOC facility. 
8.1.2
The Contractor shall provide an ICS at all required DOC facilities that is fully functional with regard to all labor, materials, parts, programming, system hardware and software. 

8.1.3
The Contractor warrants that the ICS installed for the DOC facilities shall be free of defects, irregularities, unprofessional installation, code violations and shall operate as designed and proposed.  Should the system not operate as designed and proposed or violate any local, state or federal code, the Contractor shall immediately correct the defect or irregularity or bring the system within code and performance specifications. 
8.1.4
The Contractor shall provide all post-installation system programming and maintenance services. The Commonwealth shall not provide personnel for system installation, maintenance, or operation.
8.1.5
The Contractor shall provide maintenance service on the ICS 24 x 7. 

8.1.6
The Contractor shall initiate system maintenance with remote diagnostics and remote system access. 

8.1.7
The Contractor shall replace inmate telephones in their entirety regardless of cause including, but not limited to, normal wear/use, inmate abuse, natural disaster, or inmate unrest. The Contractor shall replace inmate telephones requiring repair and not repair components of the inmate telephone on-site at the DOC.
8.2
RESPONSE TO MAINTENANCE CALLS 
Should any critical component of the ICS provided by the Contractor fail, the Contractor shall respond to ICS maintenance/repair calls from the DOC in the manner outlined in this section.

8.2.1
The Contractor shall respond to an ICS maintenance call from the specific DOC facility under the following conditions (regardless of cause) and in the following manner:

	Condition
	Response Time

(Remote/On-site)

	ICS is unable to process inmate calls
	30 Minutes/2 Hours

	ICS call recording function is disabled
	30 Minutes/2 Hours

	ICS PIN function is disabled
	30 Minutes/2 Hours

	Failure of any call control functions 
	30 Minutes/2 Hours

	Failure of any network services affecting more than 50% of the ICS functionality
	30 Minutes/2 Hours

	Failure of any system “kill switches” or similar ICS disabling functionality
	30 Minutes/2 Hours

	Remote access to system is not operational
	2 Hours/4 Hours

	Failure of 50% or more of inmate telephones at any one area within a DOC facility
	2 Hours/4 Hours

	Failure of a single network service affecting less than 20% of the ICS functionality
	2 Hours/4 Hours

	Failure of a single network service affecting less than 20% of the ICS functionality
	2 Hours/4 Hours

	Failure of 2 to 4 inmate telephones
	8 hours/24 hours

	Failure of desktop PC workstation, laptop, tablet
	8 hours/24 hours


 The Contractor shall respond on a timely basis to all conditions, failures, troubles, and maintenance issues, including without limitation, the conditions set forth above.
Should the problem and/or condition not be resolved via remote access, the Contractor shall have a qualified technician, suitably trained and equipped for the ICS, on site at the DOC institution within the required timeframe listed above. 

8.3
ANSWERING OF MAINTENANCE CALLS
8.3.1
The Contractor shall ensure that all maintenance calls from the DOC shall be answered by a “live” operator/service representative at all times. 

8.3.2
The Bidder shall identify the location of the “live” operator/service representative. All maintenance calls from the DOC shall be answered by a “live” operator/service representative who is within Massachusetts at all times.  

8.4
CRITICAL COMPONENT AVAILABILITY  
8.4.1
The Contractor shall guarantee to the DOC that all parts and materials necessary to repair the ICS are readily available to on-site service personnel 24 x 7. This includes, but is not limited to, components of the installed ICS, its workstations as well as inmate telephone instruments. 


The DOC will not accept the delay of any ICS repair based on the fact that service personnel do not have components or telephones available or cannot access a system parts warehouse, office or similar Contractor facility because the facility not being opened “after hours”, or on weekends or holidays. 

8.4.2
The Contractor shall provide “spare” critical components (“crash kit”) on site at each DOC facility enabling the timely repair of the ICS. This “crash kit” shall include all critical components associated with the hardware installed at each site (e.g., gateways, etc.). 

8.4.3
The Contractor shall provide “spare” inmate telephone equipment at each DOC facility to allow for timely replacement of telephones that are not operating for any reason. The Bidder shall provide on-site a minimum number of spare sets equal to five percent (5%) of the total number of inmate telephones installed at each DOC facility. 
8.5
ESCALATION PROCEDURES DURING SERVICE MAINTENANCE
8.5.1
The Bidder shall provide, in its response, escalation procedures to address inadequate maintenance service by the Contractor for the ICS. These escalation procedures shall include multiple levels of management personnel. Access to additional management personnel shall be made available to the DOC upon request.


The Bidder shall provide, in its response, a complete list of its maintenance service escalation procedures including:

· a list of personnel at each level of escalation;

· contact telephone, e-mail and cellular numbers;

· methods by which escalation is initiated; and

· criteria for escalation at each level.


The DOC has the right to initiate these escalation procedures at its discretion based on diminished service or non-performance of the Contractor.

8.6
MAINTENANCE RECORDS
8.6.1
The Contractor shall provide to the DOC, upon request during the term of this contract, maintenance records that include a listing of all repair notices including the date and time of the service trouble report, the nature of the problem reported, and date/time of problem resolution.

8.6.2
The Contractor shall provide historical maintenance records for twenty-four (24) months from the date of the DOC request.

8.6.3
 The Contractor shall provide historical maintenance records from the initial contract date of this contract with the DOC.

8.7
SYSTEM PERFORMANCE
The DOC is responsible for promoting public safety by incarcerating offenders while providing opportunities for participation in effective programming. Therefore, the DOC requires that the ICS and the Contractor perform at the highest levels of operation and service.
8.7.1
The Bidder shall describe, in its response, how it shall maintain maximum “up time” for the ICS installed at each DOC location. This description shall be specific to the ICS hardware and software installed for the DOC location.

8.7.2
The Bidder shall describe, in its response, how it shall maintain maximum “up time” for the network services installed for the ICS at each DOC location. This description shall be specific to the ICS network of services installed for the DOC location.

8.7.3
The Bidder shall describe, in its response, how it shall maintain maximum “up time” for the systems and networks installed to support the Bidder’s ICS backup, redundancy and operations. This description shall be specific to the Bidder’s backbone network, systems and operations.
8.7.4
The Contractor shall provide monitoring, maintenance and support services throughout the term of the contract and all renewals thereof.  The Contractor shall operate a network operations center (NOC) on a 24 x 7 basis.  The NOC shall provide constant monitoring and dedicated network management services and shall interface with the Contractor’s help desk, the contractor’s technicians, to diagnose and repair network outages.  The Contractor shall continually monitor the system for performance issues, faults and failures, utilizing a staffed network operations center with properly trained and certified live personnel providing diagnostic, re-route, trouble ticket issuance, service dispatch and help desk functionality on a 24 x 7 basis.   Bidders shall describe in detail the NOC proposed, including without limitation, details about the location, staff, training, standard operating procedures, provisions for disaster recovery and redundancy, and location, equipment, and software currently in use.  The Contractor shall utilize simple network management protocol for the management and monitoring of the system and shall utilize encryption, verification or message integrity and authentication to provide security for the system. 
8.8
RESPONSE TIME CREDITS
8.8.1
The Contractor shall provide a credit per hour for each hour the Contractor exceeds the response times listed in Section 8.2.1.  
For each and every condition with a response time (Remote/On-Site) of 30 Minutes/2 Hours, the Contractor shall provide a credit in the amount of Five Hundred Dollars ($500.00) per hour for each hour the Contractor exceeds the response time listed in Section 8.2.1. 

For each and every condition with a response time (Remote/On-Site) of 2 Hours/4 Hours, the Contractor shall provide a credit in the amount of Two-Hundred Fifty Dollars ($250.00) per hour for each hour the Contractor exceeds the response time listed in Section 8.2.1. 

For each and every condition with a response time (Remote/On-Site) of 8 Hours/24 Hours, the Contractor shall provide a credit in the amount of One-Hundred ($100.00) per hour for each hour the Contractor exceeds the response time listed in Section 8.2.1. 
8.9
ONGOING SUPPORT & EXPANSION REQUIREMENTS
8.9.1
The Contractor shall provide standard hardware and software enhancements and/or upgrades, including without limitation, any updates, new releases, versions, upgrades, improvements, bug fixes, patches or other modifications to the software to the ICS during the term of this contract. The installed ICS at each DOC facility shall always be at the latest general release of the system’s available hardware and software including operating systems for the system administration and system reporting function. Beta- and field-tested hardware and software shall not be provided unless specifically approved in advance in writing by the DOC. Prior to any hardware and/or software upgrades or enhancements, the Contractor shall identify the features associated with such enhancements and/or upgrades   with the DOC and proceed only after DOC prior written approval. 
The Bidder shall describe how future system upgrades will be made available and installed, at no cost to the DOC, during the contract term after the initial installation of the ICS.
8.9.2
The DOC may require the addition of equipment at its facilities after the original installation of the ICS. The Contractor shall install additional equipment within thirty (30) days upon notification from DOC authorized personnel.  
8.9.3
When a new DOC facility is opened by the DOC, the Contractor shall determine (in conjunction with the DOC) a schedule for installation of an ICS at that facility to ensure inmate calling service at the new site as soon as practical. 

8.9.4
The Contractor shall make all system modifications necessary to allow inmates to place calls as industry dialing requirements change, including without limitation, the introduction of new area codes and new exchanges. The update of the ICS with new area codes and exchanges shall be performed within thirty (30) days of the area code and/or exchanges introduction to the general public.

8.9.5
The Contractor shall comply with and any and all federal, Massachusetts, and local laws, regulations, rules, guidelines, standards, and orders in effect at the time of the issuance of this RFR or promulgated or issued from time to time throughout the term of the contract. These regulatory changes include, but are not limited to, federal, Massachusetts, county, local, and municipal modifications. 
8.9.6
All call processing and call rating information shall be kept current by the Contractor to ensure inmates can place calls to all approved numbers. This information includes, but is not limited to, local exchanges, area codes, country codes, vertical and horizontal coordinates, and any other information necessary to accurately process and rate calls.  The Contractor shall provide the DOC with rating information within twenty-four (24) hours when requested by the DOC.

8.9.7
The Contractor shall subscribe to the Line information database (LIDB). The Contractor shall query this database for each inmate call and process only those calls which do not have Billed Number Screening (BNS). The Contractor shall assume all responsibilities for the cost and the accuracy of validation.

8.9.8
The Bidder shall describe, in its response, the transition plan for all call records and call recordings to be transferred to the DOC at the termination and/or expiration of the contract resulting from this procurement.  Upon the termination and/or expiration of the contract, the Contractor shall transfer all existing call records and call recordings to a hard drive storage device for access by the DOC off-line indefinitely.  In addition, at the request of the Department, the Contractor shall provide a full file extract of all call records and call recordings in a non-proprietary format to the DOC at no charge to the DOC.
8.9.9
At the termination and/or expiration of the Contract, at the request of the Department, the Contractor shall supply all equipment and services for a period of ninety (90) days following the end of the contract termination date. Neither the Commonwealth, EOPSS, or DOC shall bear any costs for the installation of new services or the removal and/or transfer of existing services. The removal and/or transfer of services shall be at the direction of the DOC, and shall be undertaken so as to minimize or eliminate downtime.  
8.10
SITE ADMINISTRATORS
The Contractor shall provide on-site Site Administrators for the DOC facilities during the term of this contract. 

The Site Administrators shall be fully trained on the ICS with regards to system programming, entering of inmate information, unless automated, the treatment of call records for required reports.  

8.10.1
The Contractor shall provide a full time (forty [40] hours per week minimum) supervisor dedicated to the DOC for the term of this contract. The Bidder shall provide, in its response, the qualifications of the supervisor by means of a professional résumé. The Contractor provided supervisor shall have full responsibility for the performance of the all site administrators provided by the Contractor to the DOC. The Contractor provided supervisor shall visit each DOC facility a minimum of once per month to meet with the site administrator at that particular DOC facility, unless the DOC waives such requirement in writing in advance.  The Contractor provided supervisor shall meet with the DOC’s Chief of Investigations and/or a designee a minimum of once per month at the DOC’s Central Headquarters or at such other location within the Commonwealth identified by the DOC. The Contractor provided supervisor shall be a full time employee of the Contractor. The Contractor provided supervisor shall not be one of the site administrators provided by the Contractor to meet the requirements of this RFR. The Contractor provided supervisor shall fulfill the duties of a site administrator due to unexpected absence of the site administrator at any DOC facility.

8.10.2
The Contractor shall provide a full time site administrator for all committing facilities for the DOC (MCI- Cedar Junction, MCI- Framingham, the Bridgewater State Hospital, and Massachusetts Alcohol and Substance Abuse Center at Plymouth, and any other facilities that are designated by the DOC as committing facilities throughout the term of the contract).  The Contractor shall provide full time site administrators dedicated to the DOC only and be on-site Monday through Friday, eight (8) hours per day.

8.10.3
The Contractor shall provide dedicated site administrators for each of the DOC’s remaining facilities for a minimum of four (4) hours per day, Monday through Friday. Actual assignment of site administrator personnel will be finalized prior to contract execution.  Any change in site administrator assignments or coverage will be made only upon approval by the DOC.
8.10.4
The Contractor make all reasonable efforts to hire bi-lingual site administrators.

8.10.5
In addition to all other requirements set forth herein, the site administrators provided by the Contractor shall adhere to all background and security checks required by the DOC as well as attend the DOC’s new employee orientation (forty (40) hours total).

8.10.6
The Contractor shall provide site administrators that are fully trained in the operation of the ICS. The Bidder shall describe, in its response, the training that each site administrator will undergo prior to deployment at the DOC facilities. 

8.10.7
The Contractor shall provide site administrators that shall perform the following functions, at a minimum, for the DOC with regard to the ICS installed at each facility:

· Production of standard administrative and investigative and customized reports;

· Initiate or facilitate maintenance and repair of the ICS, as required;
· Primary Bidder point of contact for the DOC facility;
· Resolve all complaints and inquiries from DOC personnel, inmates, and ICS users regarding the ICS in a timely manner;

· Attend staff access meetings twice each week;

· Transfer call recordings to portable media and/or encrypted email as directed by the DOC;
· Other related duties as determined by the DOC.
9.
SYSTEM MAINTENANCE AND ONGOING SUPPORT REQUIREMENTS
The Contractor shall provide all local exchange, intra-LATA (Eastern Massachusetts), inter-LATA and – when necessary – International network services at all DOC facilities where the ICS is installed. The Contractor shall be responsible for installing and maintaining all telephone circuits necessary to provide the required ICS operation. 
9.1
 RATE LIMITATIONS
9.1.1
The Contractor shall comply with the inmate calling rates set forth below for all local, intra-LATA and inter-LATA calling within the continental United States for the duration of the contract. 
These inmate calling rates are as follows: 

	Calls within Massachusetts
	

	Call Type
	Cost Per

Minute

	Collect
	$.10

	Pre-Paid Collect
	$.10

	Pre-Paid Debit
	$.10


	Calls Outside of  Massachusetts
	

	Call Type
	Cost Per

Minute

	Collect
	$.14

	Pre-Paid Collect
	$.11

	Pre-Paid Debit
	$.1075


All charges, including without limitation, fees, services charges, ancillary charges, and taxes,  shall comply in all respects with all applicable federal and Massachusetts state laws, regulations, rules, orders, standards, guidelines, and/or tariffs in effect at the time of the issuance of this RFR or promulgated or issued from time to time throughout the term of the contract, including without limitation, FCC and DTC inmate calling rate caps, per minute rates for TTY calls, and restrictions on additional and/or ancillary service charges and/or taxes.
Nothing herein is intended to prohibit a Contractor, with the written assent of the EOPSS and DOC, from charging inmate calling rates that are lower than the inmate calling rates set forth above.  
9.1.2
The Bidder shall describe, in its response, how the pre-paid/ debit function of the ICS shall operate with regard to international calls. The Bidder shall provide a list of international locations to which inmates may place pre-paid/ debit calls and the per minute rate for such calls in the Cost Tables Form.
9.1.3
Except as required by law, the Contractor may not make any changes to the per minute rates, fees, or charges during the life of this contract without the prior written approval of the DOC.
9.1.4
The Contractor shall clearly, accurately, and conspicuously disclose their interstate, intrastate, and international rates and permitted ancillary service charges on their web site or in another readily available reasonable manner.
9.1.5
The Contractor shall provide an accessible toll free number a billed party may call regarding any questions concerning billing.  The Contractor shall provide inmates with a mailing address and instructions in English and Spanish on filing a complaint.  The Contractor shall resolve all inquiries and complaints promptly and fairly.
9.2
BILLING AND PAYMENT OF COMMISSIONS
9.2.1
The Contractor shall assume sole responsibility for billing called parties receiving collect calls from the ICS and for the collection of payments for these calls.   

9.2.2
The Contractor shall provide a toll free number which shall be clearly shown on the called party’s bill for assistance in billing matters.

9.2.3
The Bidder shall describe and list, in its response, how it shall process inmate collect calls to LEC owned telephone numbers with which it does not have billing arrangements. This process shall ensure that the inmate is fully aware of the reason for the call not being completed and the options available to ensure call completion in the future.
9.2.4
The Contractor shall collect all revenue from the called party for collect calls placed by inmates.  The Contractor shall provide a percentage of this revenue as a commission paid to DOC on a monthly basis.
9.2.5
The commission revenue paid to the DOC and/or such other Commonwealth agency as determined by the Commonwealth in its sole discretion shall be based on gross revenue. The Contractor shall not deduct fraudulent, uncollectible or unbillable calls from the gross revenue prior to applying the commission percentage rate for the DOC.  Call volume and commission history is set forth on Attachment E - Current Inmate Call Volume and Commission History. Any estimates or past procurement volumes referenced are included only for the convenience of bidders, and are not to be relied upon as any indication of future purchase levels. 
9.2.6
The Contractor shall forward a check for the commission amount to the DOC or such other Commonwealth agency as determined by the Commonwealth in its sole discretion no later than thirty (30) days after the close of the billing month.  For example, a commission check for calls made during April shall be forwarded to the DOC no later than June 1st. To the extent that the Commonwealth can receive funds electronically, at the request of the Commonwealth and in its sole discretion, the Contractor shall comply with such electronic remittance procedures.
9.2.7
The Bidder shall state, in its response, all charges associated with the inmate initiated collect call that will appear on the called party’s telephone bill and provide the actual charges in Cost Tables Form.
9.2.8
The Contractor shall not place any charges on the inmate’s account or the called party’s telephone bill that are not directly related to providing the debit or collect call. This includes charges for “property taxes”, “construction fees”, and other like charges that are not dictated by regulatory bodies or related to account set-up or funding. The Bidder shall provide a list of these possible charges and fees and shall provide the associated costs in the appropriate Cost Table. 


Violation of this requirement during the term of this contract may result in a one-time penalty of up to Ten-Thousand Dollars ($10,000.00) assessed by the DOC as well as refunds made to the called parties for all such charges.
9.2.9
The pre-paid collect call option available to inmate families and other authorized called parties shall provide the following:

· Free initial call period offered to the inmate’s called party;

· Automatic transfer of the called party to the Bidder’s billing customer service department for payment arrangement;

· Funds tied entirely to a specific called party telephone number (of the depositor);

· Balance of pre-paid account and the cost of the call be provided to the called party for each call;

· Payment via credit card;

· Payment via debit card; and
· Payment via money transfer organization (e.g., Western Union, etc.).
9.2.10
The pre-paid collect call option shall allow for DOC investigators to access reports of the sources for funding of the pre-paid account.

9.2.11
The Contractor shall provide, on a monthly basis, a commission report that breaks down the total commission paid to the DOC by DOC facility. The Bidder shall provide, with its response, a sample of this commission report.
9.2.12
The commission rates shall be included in the Bidder’s Price Bid. Bidders shall NOT include any information relative to costs, cost elements, or pricing in the technical response.  All cost and pricing shall be addressed solely in the pricing response. 
9.2.13
Bidders are permitted to submit multiple quotes in response to the RFR in order for the bidder to demonstrate the ability to provide best value to the Commonwealth. 

9.3
TELEPHONE NUMBER IDENTIFICATION
9.3.1
The Contractor shall provide access to appropriate databases that allow DOC staff to obtain billing and user information based on the telephone number entered. This access shall be provided to investigative staff in all locations of the DOC.

9.4
ADDITIONAL SERVICES
At the request of EOPSS and/or the DOC, the Contractor may be required to provide additional services.  The Contractor shall complete the requested services through a separate statement of work to be negotiated by the parties at the time of request. 

9.5
COOPERATION IN LITIGATION
The Commonwealth, including the Department or any other division, agency or office, shall not be responsible for representing or defending, or for any costs, damages or attorneys’ fees incurred by the Contractor or Contractor's Personnel, agents, subcontractors or independent contractors, in connection with any lawsuit or claim, including, but not limited to, any claim brought pursuant to the Massachusetts Tort Claims Act, G.L. c. 258 (except if the Contractor is an agency, division or office of the Commonwealth), 42 U.S.C. § 1983 or any other provision of law.

The Contractor shall make all reasonable efforts to cooperate with the Department in the defense of any litigation brought by any person not party to this Contract, including suits that concern the Inmate Calling System or this Contract. The Contractor shall make all reasonable efforts to cooperate with the Department in litigation or other legal proceedings involving the Department whether or not the Contractor is a party, or where litigation is anticipated but has not commenced. Cooperation in litigation shall include, but not be limited to, the timely and accurate provision of documents, including copies of records, the appearance of Contractor and subcontractor employees at meetings, depositions, hearings and trials, and other assistance that may requested from time to time by Department counsel, the Massachusetts Attorney General and the Massachusetts District Attorneys.

The fact that an issue is in litigation shall not relieve the Contractor of any obligations under this Contract.

The provisions of this Section shall survive the expiration or termination of this Contract.

10.
BIDDER HISTORY & REFERENCES
10.1
COMPANY BACKGROUND
10.1.1
The Bidder shall be in the business of providing Secure Inmate Calling Systems and Related Services (as specified in this RFR) for a period of at least five (5) years prior to the due date of this RFR. The Bidder shall state the number of years it has been providing ICS and provide documentation in its response.

10.1.2
It is desirable that the Bidder be in the business of providing Secure Inmate Calling Systems and Related Services (as specified in this RFR) for a period of ten (10) years prior to the due date of this RFR. The Bidder shall state the number of years it has been providing ICS and provide documentation in its response.

10.1.3
The Bidder shall include, in its response, a summary which describes, the following:

· Number of Offices;

· Number of Offices within Massachusetts;

· Organizational Structure;

· Total Staff

· Number of Years in Business;

· Number of Years Providing Secure Inmate Calling Systems and Related Services;

10.1.4
BIDDER EXPERIENCE/PRODUCT REFERENCES

The Bidder shall provide end user references with its response. These references may be contacted either by telephone, mail or facsimile transmission to verify the Bidder’s experience and “real world” installation procedures. 
A minimum of three (3) references shall be provided on the Business Reference Form provided in Business Reference Form and included with your response.  At least one (1) of these references shall be for a correctional organization with in excess of nine thousand (9,000) inmates.
Failure to provide references as required on the Business Reference Form may lead to disqualification of the Bidder’s response.

It is the Bidder’s responsibility to ensure that any reference provided in its response be aware that they may be contacted by the DOC regarding the services provided by the Bidder. All reference reviews are done in a professional and timely manner to minimize the demands on Bidder reference contacts. However, reference contacts which refuse to discuss the Bidder or the services provided by the Bidder will result in a “0” rating for the Bidder for that reference.  The DOC is not responsible for “negotiating” a response from a reference provided by a Bidder and will not tolerate such reference responses as “we are not allowed to discuss that”, “we do not have time to discuss this”, etc. Such responses will result in a “0” rating for the Bidder for that reference.
The Bidder shall provide an authorized primary and secondary contact name for each reference submitted.  This will allow the DOC to complete any reference reviews in a timely manner.
10.1.5
The Bidder shall provide a complete list of customers for whom the bidder has provided similar service in the Commonwealth during the last three (3) years.  Any and all customers set forth on the customer list may be contacted as a reference.
10.1.6
The Bidder shall demonstrate its experience in inmate calling systems and correctional industries by providing a list of all correctional institution in which the Bidder has installed the ICS. This list shall include the institution, its location, and the total number of inmate telephones installed.
10.1.7
It is desirable that the Bidder have at least one reference of the same size as the DOC with regard to facilities and inmates. The Bidder shall provide, in its response, a description of this reference including the number of facilities and number of inmates.
11.
BACKGROUND CHECKS
The successful Respondent’s personnel, including sub-contractors, will be required to undergo criminal background checks before being allowed access to security-sensitive information, systems, and sites.  All criminal background investigations will include: 
· Completion of Attachment G - CORI Form (after procurement award) that will be issued to the Respondent by EOPSS  and subsequently processed by DCJIS; and 

· No employee of the Respondent or any sub-contractors they employ shall be employed pursuant to the terms of any contract awarded in response to this RFR until a background investigation is completed and the Respondent is informed that EOPSS has approved employment of the employee for purposes of carrying out the terms of the contract. 

12.
EVALUATION CRITERIA

All complete responses, as determined by the Commonwealth, received on or before the submission deadline defined in this RFR will be evaluated by the SST. Evaluation areas will include the following criteria. The criteria are not listed in order of importance: 
1. Ability to meet RFR requirements; 

2. Interview/Product Demonstration;
3. Demonstration of knowledge, experience, and expertise in the delivery, installation, training and support of ICS;

4. Business references (from Business Reference Form and/or customer list provided by Bidder); 

5. Maintenance and support program offered;

6. Quality and completeness of bidder’s overall proposal; 

7. Suite of Investigative Tools offered;
8. Proposed project plan, scheduling and implementation with minimum downtime;

9. Commission/Cost Table/Financial Terms; and 

10. Compliance with the Supplier Diversity Program Plan. 
13.
HOW TO SUBMIT A PROPOSAL

All Bidders may begin creating and compiling Quote materials as soon as the Bid with all attachments is in the Sent document status.  Bidders are instructed not to submit Quotes before the Bid Amendment Deadline has been reached (see Estimated Procurement Calendar).

13.1
Quote Submission Method

Online Quote Submission via COMMBUYS is required.  
Bidders shall NOT include any information relative to costs or pricing in the technical response.  All costs shall be addressed solely in the Cost Tables.  The Cost Tables shall be uploaded as a separate attachment.
For this bid, one (1) hard copy with ink signatures is required to be delivered to the Project Manager and SST Leader by the ground mail service of the Bidder’s choice to:

Gerard McMahon

Massachusetts Executive Office of Public Safety and Security

Project Manager, Program Management Office

c/o State 911 Department

151 Campanelli Drive, Suite A

Middleborough, MA 02346 
All Bidders shall submit Quotes online using tools available only to Sellers registered in COMMBUYS.  COMMBUYS provides Seller registration functionality at no charge. To register, go to www.COMMBUYS.com and click on the “Register” link on the front page.  All Bidders who are awarded a contract resulting from this Bid, if any, will be required to maintain an active account during the duration of the Contract, by reviewing their registration information regularly and maintaining its accuracy.

13.2
COMMBUYS Support

Technical assistance is available during the procurement process.  Every effort is made to respond to inquiries within one business day.

Website: Go to www.mass.gov/osd/commbuys and select the COMMBUYS Resource Center link offered under Key Resources.

Email: Send inquiries to the COMMBUYS Helpdesk at COMMBUYS@state.ma.us 

Telephone: Call the COMMBUYS Help Desk at 1-888-MA-STATE (1-888-627-8283).  The Help Desk is staffed from 8:00 AM to 5:00 PM Monday through Friday Eastern Standard or Daylight time, as applicable, except on federal and state holidays.

Bidders are advised that COMMBUYS will be unavailable during regularly scheduled maintenance hours of which all users will be notified.

13.3
Bid Opening Date/Time

All Bids shall be received by the Operational Services Division before the specified date, month, year and time displayed as the Bid Opening Date/Time in the Header Information section of the Bid in COMMBUYS. Times are Eastern Standard/Daylight Savings (US), as applicable. All Bidders are advised to allow adequate time for submission by considering potential online submission impediments like Internet traffic, Internet connection speed, file size, and file volume. OSD is not responsible for delays encountered by Bidders or their agents, or for a Bidder’s local hardware failures, such as computers or related networks, associated with bid compilation or submission. Bids submitted via COMMBUYS are time stamped by the COMMBUYS system clock which is considered the official time of record. 

13.4
Quote Contents

Bidders shall comply with the requirements below.

13.5
Electronic Signatures

Quotes submitted via COMMBUYS shall be signed electronically by the Bidder or the Bidder’s Agent by accepting the terms and conditions of the bid on the “Terms & Conditions” tab of the Bid in COMMBUYS. By selecting “Save & Continue” on the “Terms and Conditions” tab after accepting the terms and conditions of the bid, the submitter attests that s/he is an agent of the Bidder with authority to sign on the Bidder’s behalf, and that s/he has read and assented to each document’s terms. 

13.6
Ink Signatures

Original ink signatures are required only after the ccontract has been awarded. The Commonwealth of Massachusetts requires Contractors to submit original ink-signature versions of the following forms:

· Standard Contract Form

· Commonwealth Terms and Conditions

· Contractor Authorized Signatory Listing 

· Request for Taxpayer Identification and Verification (Mass. Substitute W9 Form)

· Electronic Funds Transfer Sign Up Form

Successful Bidders who agreed to the terms and conditions of these forms electronically via COMMBUYS online Quote submission tool shall still submit the above forms with ink signatures within seven (7) calendar days of award notification or their contract may not be executed by the Commonwealth.  Bidders who have previous contract(s) with the Commonwealth and have up-to-date, ink-signature versions of the Commonwealth Terms and Conditions and Request for Taxpayer Identification and Verification (Mass. Substitute W9 Form) on file with the Office of the State Comptroller may submit copies of the signed forms. However, a new Standard Contract Form and Contractor Authorized Signatory Listing with original ink signatures shall be submitted for each new contract with the Commonwealth.

15.
ATTACHMENTS (all Attachments are stored in COMMBUYS ‘File Attachments’ section)
Attachment A

RFR - Required Specifications for Commodities and Services

Attachment B

RFR - Required Specifications for Information Technology

Attachment C

Inmate Telephone System Number Request Form
Attachment D
103 DOC 225
Attachment E

Current Inmate Call Volume and Commission History
Attachment F
Instructions for Vendors Responding to Bids Electronically Through COMMBUYS
Attachment G
Criminal Offender Record Information (CORI)
Commonwealth of Massachusetts
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